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Microsoft has prepared this document to provide an overview of our technology platform and capabilities to support the United States Coast Guard (USCG) in its overall Maritime Domain Awareness (MDA) mission. 
Microsoft understands the importance of MDA and the challenges posed to “support core national defense, security priorities, and maritime challenges over the next decade.” We have worked closely with USCG in deploying Microsoft technologies for its core infrastructure and key operational programs. We also have direct experience in deploying technology solutions for the Department of Homeland Security (DHS) and defense agencies that have interest in and/or are involved in national maritime security/defense. 
Microsoft is uniquely positioned to deliver assistance to USCG to address the significant technology challenges facing this critical initiative. Examples of success include our immediate response to provide assistance to support Hurricane Katrina relief efforts, and the international-level solutions support Microsoft supplied following the earthquakes in South Asia and the tsunami relief efforts in that same region.

Microsoft key strengths include:
· Extensive research and development (R&D) efforts allow Microsoft to incorporate emerging capabilities into our enterprise solutions on an ongoing basis. Microsoft’s US$6 billion annual R&D budget enables transfer of research technology into recent product releases including Windows Vista(, the 2007 Microsoft® Office system, Office SharePoint® Server 2007 and Virtual Earth(. 
· COTS solutions for complex enterprise requirements are agile, reliable, supportable, scalable, secure, and affordable. This results in a lower total cost of ownership (TCO), higher return on investment (ROI) and shorter implementation cycle. 

· DHS investment in Microsoft through a five-year US$90 million Enterprise Agreement (EA) furthers the DHS “unified infrastructure” goal. Leveraging these already purchased technologies can help achieve a high degree of success for MDA initiatives while minimizing costs. 

· Ubiquitous presence across federal, state, and local government agencies through enterprise licensing agreements and existing deployments.

· Homeland Security solutions based on Microsoft technology are being deployed across the nation at the federal and state/local level. 

· Robust platform provides a complete set of products and tools for creating enterprise-scale distributed applications. This is coupled with our deep experience in delivering information-sharing and interoperability capabilities through XML and Web services tools.

· Partner-centered business model is pivotal in successfully supporting our government customers. Microsoft has the largest partner ecosystem anywhere (700,000+ worldwide) and our partners provide 96 percent of our solutions delivered.

· Trustworthy Computing security commitments ensure that Microsoft products are available when customers need them, the integrity of their information is secure, and their privacy is assured and protected. 

DHS is making significant investments in border and maritime security to achieve situational awareness, common operational picture (COP), and rapid response capabilities. In the case of MDA, these investments will optimize USCG’s ability – in coordination with other DHS and non-DHS agencies – to achieve its operational activities identified as essential for national maritime security. Microsoft has experience and a proven record in the technological underpinning supporting each of these operational areas. Through our strong and cohesive platform and capabilities, Microsoft can offer USCG and partners supporting USCG the enterprise wherewithal to execute these critical maritime security processes in unison. 
The Microsoft Platform

Microsoft is an industry leader in providing innovative, collaborative, and interoperable technology to federal, state, and local governments and law enforcement agencies that focus on Homeland Security. Our platform provides partners with a set of products and tools for creating enterprise-scale distributed applications. The breadth and depth of the Microsoft platform allows developers to spend less time and less money working to integrate products into an application platform and more time creating scalable feature-rich applications.

We recognize the overall challenges and complexities of all that will be required to achieve the vision and goals set forth in MDA. The aging platforms and systems in operation at many DHS agencies and other related agencies can present significant collaborative and interoperability constraints. These conditions also limit an organization’s ability to achieve national maritime COP and situational awareness needed to make informed and effective operational decisions. 
Microsoft understands this challenge and has first-hand experience in enabling federal, state, and local government agencies to integrate disparate technology platforms and other assets under an enterprise architecture that permits systems to interoperate and share information. We recognize that data collection alone is not sufficient. It must be fused, shared, and analyzed so that operational decision-makers can anticipate Homeland Security threats and act to preempt and/or defeat these threats. Microsoft solutions facilitate getting the right information into the right hands at the right time – permitting agencies to make the critical decisions affecting our Homeland Security. 
MDA objectives include: 
· Persistently monitor the global maritime domain vessels and crafts, cargo, vessel and crews and passengers 

· Access and maintain data on vessels, facilities, and infrastructure

· Collect, fuse, analyze, and disseminate information to decision-makers to facilitate effective understanding

· Access, develop, and maintain data on MDA-related mission performance

We are able to help further MDA objectives through our technologies, including our Enterprise Unified Communications/Collaboration Platform and our commitment to interoperability.

Enterprise Unified Communications/Collaboration Platform
In recent years, the cornerstones of government and business communications – telephony, e-mail, voice mail, and fax – have been complemented by new technologies such as instant messaging, Web conferencing, and voice-over-IP (VoIP). Unfortunately though, these tools remain mostly distinct, rather than integrated or optimized for modern businesses. In fact, they can create complexity for users, application integration challenges for the organization, and high costs for information technology (IT) departments tasked with acquiring and managing multiple proprietary infrastructures. 
Microsoft’s approach to Unified Communications addresses these challenges. Microsoft’s Unified Communications solutions deliver people-centric communications by being:
· Seamless and intuitive for users, the people at the heart your business. Users get a unified experience that helps them choose the best type of communication and move between different types easily, no matter whether they are ashore or afloat or what type of device they are using. 
· Process- and system-integrated for your agency. With standards support and application programming interfaces (APIs) that are broadly available, developers can build convenient, contextual communications into the applications and systems that your people use to secure our nation’s borders. 


· Flexible and trusted for your IT department. Based on software and services that take advantage of the Microsoft Windows® platform and its ecosystem of hardware and training resources, Microsoft Unified Communications solutions provide government agencies with the greatest flexibility in creating an efficient, secure communications infrastructure that delivers real business value at a lower cost.
Interoperability
Microsoft embraces interoperability—through current solutions today, with the new generation of XML-enabled software, through technology and intellectual property (IP) licensing, and in partnerships with companies that are dedicated to helping software products work together. There are two major elements to Microsoft’s interoperability strategy. First, we continue to support governments’ needs for technology that works well with what they have today. Our products and solutions are focused on interoperability, and have significant functionality dedicated to interoperating with non-Microsoft products. Microsoft contributes to interoperability across the industry through participation in standards bodies and intellectual property licensing. Second, we are working with the industry to define a new generation of software and Web services based on XML, which enables software to efficiently share information and opens the door to a greater degree of "interoperability by design" across many different kinds of software.
Microsoft has the widest set of technologies and products in the market that address enterprise collaboration and interoperability. Wide usage does not mean that the mission application technologies will all be Microsoft-centric. Because of our commitment to interoperability, each of our products may be used in a non-Microsoft environment. Microsoft supports the connectivity to various platforms, databases, mainframes, mobile technologies, and sensors. It further allows the virtualization of those legacy technologies for government to provide simplicity and productivity to support the Homeland Security mission. We believe that the initiatives set forth by our product development teams and R&D to make software that is inherently interoperable by design is a cornerstone to the success of United States Government agencies for managing business processes and making mission-critical decisions. Since our products are designed to be part of a larger end-to-end platform, they can play a valuable role in the overall MDA implementation, even when combined with non-Microsoft technologies.
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Data Visualization / Microsoft Virtual Earth 
Microsoft Virtual Earth enables government agency enterprises such as USCG to search, discover, visualize, and collaborate around data in the context of location. Users can extract any Point of Interest (POI) data required by the mission, as well as incorporate their own data sets in a secure environment. They are free to keep their data in its native format—including any other data sources that they wish to use in the application—and through open standards such as XML simply “hook” into these data sets and visually display them in a Virtual Earth environment. 

Virtual Earth is also a great example of Software as a Service (SaaS), which permits customers to pay only for what they use from the service. And because it’s built on the premise of service-oriented architecture (SOA), Virtual Earth supports a wide variety of applications, on any number of devices that can access a traditional browser. Reliability and fast response times allow users to focus on their core mission, freeing them from the requirement of managing and updating Geographic Information System (GIS) hardware and software simply to include current mapping and imagery data within decision-support portals and citizen-facing Web sites.

Using a common set of APIs, developers can build applications that pull in rich map and two-dimensional or three-dimensional imagery details from the Microsoft Virtual Earth platform. Virtual Earth currently contains 19 petabytes of information, stored in Microsoft SQL Server( 2005, running on Microsoft Windows Server® 2003. 

The Foundation of All Mission-Critical Microsoft Solutions 

Microsoft’s database solution, Microsoft SQL Server 2005, brings the enterprise superior reliability and scalability, and provides a lower TCO than competing products. Reliability and scalability features of Microsoft Windows Server 2003 Release 2 (R2) Enterprise Edition augment the features of SQL Server. With 64-bit support, Windows Server 2003 R2 Enterprise Edition allows SQL Server to scale up to meet the needs of the most demanding enterprise needs. SQL Server 2005 is designed to support high-end databases while providing industry-leading scalability and reliability.
 SQL Server 2005’s built-in end-to-end business intelligence capabilities, including advanced analytics and data mining, simplified data integration, and powerful interactive reporting, can help organizations of all sizes achieve breakthrough business performance and a faster return on their information. These technologies run best when combined with the power of Windows Server 2003 R2 Enterprise Edition.

Many government agencies have proven the reliability and scalability of the Microsoft SQL Server database technology. The United States Department of Agriculture (USDA) uses geographic information system software as a means of acquiring and maintaining detailed data about U.S. land use and topography. Storing this digital imagery and text information required 37 terabytes of disk space. In its search for a centralized and more reliable source for its data, the USDA decided to build a geospatial data warehouse. Turning to Microsoft Consulting Services, the USDA opted to use Microsoft SQL Server as the basis for all of its data storage. The resulting solution features enhanced data performance, Web access to the warehouse, and a system that will scale up to a projected 37 terabytes of total data in the near future.

Leveraging the DHS Investment in Microsoft
Shortly after DHS was established, the department and Microsoft negotiated and signed an EA. Through this six-year agreement, DHS purchased Microsoft software to standardize office automation and communication applications across the 22 DHS agencies. The EA also provides DHS with mechanism to consolidate existing contracts for Microsoft products into a single agreement. In addition to licenses for Microsoft’s core desktop platform, all DHS employees enrolled in the EA are provided rights to use the current version of the software for the term of the contract. Additional benefits of the EA include:
· It licenses DHS employees to access Microsoft products in support of the DHS mission

· Aids DHS in becoming a single enterprise through Microsoft infrastructure technologies including Active Directory® and Microsoft Exchange Server for messaging/communication
· Enables DHS to take advantage of volume discounts and the most competitive pricing for additional software not covered through the EA
· Enables DHS to take advantage of current and future releases of Microsoft products licensed with Software Assurance under the terms of the EA (including Windows Vista and the 2007 Microsoft Office system).
The USCG has leveraged this important DHS investment to deploy Microsoft’s latest platform technologies either already purchased through the EA, or if additional software needs to be procured, at the lowest pre-negotiated/discounted price. 
As an enterprise government partner, USCG has also successfully used the Reston, Virginia, Microsoft Technology Center (MTC) to envision, architect, and/or demonstrate secure technology solutions in our lab prior to deploying these solutions in the USCG environment. The MTC provides custom-designed offerings to give USCG the opportunity to test solutions in advance to determine if certain solutions will work in their respective environments. Several USCG Operation System Center (OSC) projects have taken steps to leverage the MTC. Because USCG is an enterprise customer, these MTC engagements are offered at no additional charge.
Finally, USCG officials have traveled to our Redmond, Washington, headquarters to participate in our Executive Briefing Center (EBC) meetings. The EBC provides a unique opportunity to meet Microsoft executives and product teams to understand our technology direction, to ask questions, and to build closer business relationships through strategic, customized briefings that can be tailored for technical or business executive audiences. The most recent annual USCG EBC occurred in January 2007.
Summary Overview of Microsoft Involvement with USCG
The USCG has successfully leveraged the DHS EA investment. In terms of Microsoft infrastructure technologies, USCG is ahead of most DHS agencies in deploying the latest versions of the Microsoft Windows operating system and Active Directory/Exchange Server technologies that enable messaging/communications.
With the assistance of MCS, USCG Telecommunications Information Systems Command (TISCOM) has completed a significant migration from Microsoft Windows NT® and Exchange Server version 5.5 (older versions) to a Windows Server/Exchange Server 2003 Active Directory forest, focusing on resource consolidation and management centralization. This transition spanned all areas of responsibility (AORs) within the USCG IT infrastructure, migrating more than 60,000 users and mailboxes at more than 450 shore-side locations from the U.S. to Bahrain, Kuwait, Cuba, Guam, and the Netherlands. TISCOM has deployed this solution to a number of ships in operation, with shipboard deployment scheduled for more than 160 cutters this calendar year.
The “best practice” deployment of Active Directory and Exchange Server within USCG has allowed for the deployment of a number of technologies at the enterprise level. Assets are centrally managed by the Enterprise Management Facility (EMF) using Microsoft Operations Manager (MOM) 2005, providing a clear view of system and service health across the enterprise. As part of a select technical beta program, the USCG participated with Microsoft in the development of the next release of MOM, System Center Operations Manager (SCOM) 2007, and is actively deploying this product throughout its enterprise today.

The TISCOM field engineering branch has leveraged the new environment for a number of client solutions as well. During the deployment of enterprise directory services based on Active Directory, more than 38,000 workstations and laptops were migrated to a single standard image of Windows XP and Office 2003. Windows Server 2003 Remote Installation Services were used for desktop deployments, reducing time to implement and increasing standardization and supportability. USCG software deployment is currently centrally managed with Systems Management Server (SMS) 2003 which provides a comprehensive solution for addressing and resolving change and configuration needs, enabling the USCG to deliver critical business productivity applications reliably and easily to users in the right place at the right time. SMS additionally provides a comprehensive solution for change and configuration management for the Microsoft platform, enabling customers to improve the security of the Windows environment through rapid and reliable delivery of patches to targeted vulnerabilities in software assets. 
USCG has become a true partner in the Microsoft product development cycle, participating in a number of Technology Adoption Programs (TAPs) and Customer Advisory Boards (CABs). A TAP is designed to provide a consistent experience for government agencies and other customers working with Microsoft in obtaining real-world customer feedback on Microsoft pre-release products. Each CAB is designed to receive critical feedback early in the design phase of the product development cycle and is limited to a small subset of worldwide customers who have previously proven their ability to provide quality feedback through successful TAP involvement. 
The USCG has been involved in several TAP pre-release deployments and testing of mission-critical Microsoft products, including Microsoft Operations Manager 2005, Microsoft System Center Operations Manager 2007, Microsoft System Center Operations Manager version 4 (a future release), the 2007 Microsoft Office system, Exchange Server 2007, and Windows Vista. In fact, through their TAP involvement, USCG provided important suggestions and feedback that influenced the new release of System Center Operations Manager 2007 and the inclusion of specific features in Windows Vista. The USCG is also one of a handful of customers actively participating in the Office 14 and Systems Center CABs. 
US Coast Guard Programs

Ship Arrival Notification System/National Vessel Movement Center: Microsoft platform technologies (including the .NET Framework, Windows Server, SQL Server database, and the Microsoft Office system) are being used for the SANS/NVMC project at OSC in West Virginia. When new federal regulations were issued after 9/11 (requiring ships arriving at U.S. ports to file detailed passenger and cargo information to USCG NVMC 96 hours in advance) Microsoft responded to a USCG request for assistance. Regulations included a mandate that ships must submit data on the NVMC Web site. To comply, SANS/NVMC needed a portable solution that would reduce its time-consuming, costly, manual data collection process. A Microsoft partner worked with SANS/NVMC to develop a solution based on Microsoft Office InfoPath® 2003 (an electronic form included in Office 2003) where ships can enter information into an offline form and send it by e-mail, once connected to the Internet. Development was fast, and the solution helps the NVMC and ships to comply with regulations efficiently and cheaply. Specifically, portable data submission was cut to seconds and the data is more reliable with automated entry. The NVMC expects to save more than US$1 million annually in data entry costs, alone. Microsoft continues to provide technology advice and/or assistance upon the request of SANS as they continue to develop and expand the SANS program. 
Visit http://www.microsoft.com/industry/government/homeland/casestudies.mspx for additional information.
Marine Information Safety & Law Enforcement System (MISLE): Microsoft platform technologies (including Windows and SQL Server database) are being deployed in MISLE
. MISLE is a Web-based law enforcement mission-critical database application. The MISLE team is using some of Microsoft's latest development tools including Visual Studio® 2005 and Visual Studio 2005 Team Foundation Server. The team’s success in using Microsoft development tools and SQL Server 2005 has lead to the inclusion/expansion of new technologies including a move to .NET and the use of Active Directory for achieving a single sign-on (SSO) experience. 
Other Solutions: MCS is currently assisting USCG in the deployment of a server monitoring solution using Microsoft System Center Operations Manager 2007 to monitor the health of and manage all enterprise systems deployed within the USCG theater of operations. Microsoft is also working in conjunction with USCG to deploy an internal Microsoft Public Key Infrastructure in support of user authentication using the Department of Defense Common Access Card (CAC). In addition to supporting CAC logon, the internal Public Key Infrastructure will be leveraged to increase security across several other solutions through digital encryption and signing. 
In conclusion, in an era where U.S. government agencies are tasked to do more with less, Microsoft has core strength in meeting this government challenge by delivering agile, reliable, supportable, scalable, secure, and affordable solutions. Our presence is ubiquitous as our technologies are used every day at the federal, state, and local government levels. Microsoft’s commitment to constant innovation, which is reflected in our ongoing R&D investment and important initiatives, such as Microsoft’s Trustworthy Computing Initiative, has helped us in achieving the important privilege to have our technology footprint across the government space. Our vision and efforts has earned us the title “World’s Most Respected Company” last year by PricewaterhouseCoopers. The report described Microsoft as “innovative, fulfilling the needs of society with their products and ability to grow.” In March 2006, a survey of global opinion leaders at the World Economic Forum in Davos, Switzerland, ranked Microsoft the “World’s Most Trusted Company.” 
Making the right choice among various technologies is essential if agencies are to meet today’s challenges and prepare a foundation for the future. Investing in a framework that will lay down a solid foundation for the future of interoperability and collaboration is critical for essential and long-term initiatives in MDA. As one of the world’s most successful companies, Microsoft is willing and able to take on the extraordinary challenges facing our nation. We believe we can play an important role in assisting the MDA Office in achieving its objective to protect and defend our national maritime security. 

APPENDIX
DHS Deployment Examples

· Homeland Security Information Network (HSIN): The HSIN provides an information-sharing capability, using Microsoft’s collaboration technologies, to support the exchange of counter-terrorism information between federal, state, and local law enforcement organizations among officials in the 50 states and five U.S. territories. 
· Customs-Trade Partnership Against Terrorism (C-TPAT): Microsoft directly supports C-TPAT, a joint government/business initiative to build cooperative relationships that strengthen overall supply chain and border security. Developed on Microsoft's latest technologies, the C‑TPAT Business Portal is a platform for secure interaction and communication that provides real-time access to C‑TPAT information, tools, and databases to C‑TPAT applicants, Trade Partners, and Supply-Chain Security Specialist (SCSS) staff. The system also includes an InfoPath electronic form solution used to automate and capture validation information needed to ensure that necessary security measures contained by C-TPAT participant’s security profile have been implemented and are being followed. This information is uploaded to the C-TPAT Business Portal and scored. 
· Operation Safe Commerce (OSC): Microsoft interoperability technologies have been used in several OSC pilot systems, which are intended to focus on identifying potential risks in commercial trade routes from a terrorism point of view. The OSC pilots are designed to consider both the processes as well as technological aspects of safeguarding the commercial trade routes. 
· DHS Mobility Solutions: 
· A law enforcement surveillance and reconnaissance application: This solution integrates mobile messaging, voice telephony, and photography. It allows for back-end access to various criminal and MVD databases and can send out alert notifications including Amber Alerts. Due to the success of this application, additional DHS agencies have expressed interest in deploying this solution. 
· Customs and Border Protection (CBP): Customs officials at the Miami International Airport needed to make the time officers spend in the field conducting inspections more efficient while increasing the accuracy of data collected. One of our partners developed a mobile communication, data capture, and storage solution based on Microsoft Windows Mobile® software for the Pocket PC Phone Edition that can streamline processes and help field officers make more informed and timely decisions.
· Additional DHS Agencies: Microsoft mobility solutions are also being deployed by the Transportation Security Agency (TSA), FAMS, USCG, and for US VISIT.

Other Homeland Security Examples
· Katrina Imagery: Microsoft responded to an immediate request by the National Geospatial Intelligence Agency (NGA) to stand up a Web portal and use Microsoft Virtual Earth technologies to disseminate their aerial imagery of the Hurricane Katrina impacted areas. Katrina Imagery was built in ten days, providing a clean, easy to use interface designed for citizens, first responders, and Geographic Information System (GIS) analysts. Using our Virtual Earth technologies, the user could select key areas of interest and then could see the NGA’s own aerial imagery of the storm impact over these areas. Microsoft’s quick response and commitment helped the NGA meet their goal of disseminating their aerial data quickly, easily, and securely. As a result of this and other initiatives that Microsoft provided to support the NGA, both entities announced a strategic alliance, the NGA-Microsoft Strategic Alliance, in May 2006 for Virtual Earth implementation. The NGA will use the Microsoft Virtual Earth platform to provide geospatial support for humanitarian, peace-keeping, and national security efforts.
· Nlets (International Justice & Public Safety Information Sharing Network): This is an international electronic messaging/data exchange network that links federal, state, and local law enforcement and justice agencies – its members/owners. While the organization has it roots in law enforcement, the Nlets mission has expanded to serve the “first responder” community with instant, secure, and authorized access to information stored in databases in all 50 states as well as critical information in the federal government. The law enforcement consortium is tasked with providing collaborative communications infrastructure for first responders across the nation. Types of data being exchanged include motor vehicle and driver license records; Canadian "Hot File" records; U.S. immigration database records; and state criminal history records. More than 80 million messages are transacted over Nlets each month; it transmits to more than 500,000 devices in the U.S. and Canada and is connected to more than 20,000 agencies with more than one million users. Nlets deploys Microsoft .NET to help the first responder community use Internet technologies for mission-critical information exchanges. Other Microsoft technologies being used include Windows, SQL Server, SharePoint/collaboration, and BizTalk® Server integration technologies. Benefits include integrated applications and automated exchange of information among disparate applications, data repositories, and users. 
· E-Sponder: This is an incident management solution developed to deploy a real-time communication and collaboration system to report incidents, share documents, view video surveillance, and provide e-mail capability. Microsoft technologies were used through this solution for the Operations Center management of the October 2004 presidential debate. The solution was so successful that it was later used for the 2004 World Series and Super Bowl XXXIX in Florida. E-Sponder was recently selected to provide the solution for the upcoming Super Bowl XXXXI to be held in South Florida. 
· Enterprise Virtual Operations Center (EVOC): First responders and crisis managers in the City of Anaheim, California, faced major obstacles to sharing critical information across jurisdictions. Stove-piped communication systems had been identified as a problem on a national level. The first phase of Anaheim’s vision involved breaking down organizational barriers by using a portal to aggregate information from existing resources and present it in a logical manner to various groups within the city. Based on a scalable, flexible, best-of-breed architecture, EVOC makes it possible to manage public safety on one screen, anytime, anywhere. Microsoft collaboration and interoperability technologies are used in this solution.
Examples of Data Fusion in Defense Community (U.S. and Abroad)
· FusionNet: A tactical knowledge-management application developed for the US Army XVIII Airborne Corps serving as the Multi-National Corps Iraq, this solution involves collecting and visualizing combat information in a stability and support operations/counter-insurgency environment. On a near real-time basis, it provides visibility of threats, potential threats, and other key event information. Was awarded the “Most Innovative US Government Program” at the annual Institute for Defense and Government Advancement Network Centric Warfare Conference. 
· U.S. Navy Pacific Fleet: The U.S. Navy Global Command and Control System-Maritime (GCCS-M) program provides command-and-control data from seagoing ships to help the Navy's Space and Air Warfare Center (SPAWAR) in San Diego, California, plan, direct, and control tactical operations such as anti-surface and anti-submarine warfare. After cutbacks in 1996, GCCS-M had to find a way to run its operations with a less expensive computing platform and fewer people. Though the move had to improve productivity, it couldn't compromise the program's mission-critical processes—the nation's safety depended on it. U.S. Navy Pacific Fleet proposed combining both tactical UNIX-based programs and non-tactical Microsoft Windows-based programs onto a Microsoft Windows NT platform. The strategy would reduce the number of systems that the tactical staff had to learn to operate and thus cut training, maintenance, and hardware costs. The change would simplify the jobs of staff such as the Navy's surface warfare officers who transmitted daily status updates to U.S. Fleet commanders with information on type, number, and position of ships in a region. With all their programs on Windows NT, officers no longer would need to do things such as combine an image of ship positions from a UNIX Satellite Image Analysis program with a text report in Microsoft Office Word. They simply could unplug their UNIX workstations and capture it all using Windows-based applications on a PC. The challenge would be executing it in time and on budget.
· Information Dissemination Management – Tactical (IDM-T): IDM-T enables Army Commanders to access command-and-control information quickly, easily, and reliably. Deployed in both Iraq and Afghanistan to every unit down to the Battalion level, IDM-T Web services efficiently distribute and display critical information to tactical forces when and how they need it. Soldiers have access to the latest information and powerful collaboration tools to build plans and respond quickly to changing battlefield conditions, enabling the seamless flow of information from HQ to the tactical level. Taking advantage of Web services, IDM-T integrates with existing systems to synchronized battlefield systems and fully satisfies U.S. Army Network Operations requirements. (IDM-T) Web services solutions deliver powerful information management tools combined with familiar, easy-to-use functionality. Tactical personnel can access information quickly and work together to develop effective combat strategies. Other benefits include the ability to: 1) streamline document collaboration with standard COTS products; 2) integrate tactical tools that support mission-critical operations; 3) organize, archive, and more securely store information by category; 4) quickly research and discover external information sources; 5) keep up with new and changed information using automatic alerts; and 6) integrate existing applications into a single, centralized portal.
· U.K. Ministry of Defence: One of the United Kingdom (U.K.) Government’s largest and most diverse departments, the Ministry of Defence (MoD) is responsible for defending the UK and for promoting international peace and security. MoD develops most of its products and capabilities through Integrated Project Teams (IPTs), which can be spread over several locations. The department needed to improve efficiency and streamline its collaborative working processes. The MoD worked with Microsoft Gold Certified Partner Capgemini to develop the Defence Electronic Commerce Service (DECS) shared working environment, based on Microsoft SharePoint Portal Server 2001 technology. Now, services based on Microsoft Office SharePoint Portal Server 2003 are introducing more synergies and capabilities. 
· Israeli Navy: The Israeli Navy depends on powerful computer systems to manage its operational processes, enterprise resource planning (ERP), and logistics. IT systems also support information flow and e-mail messaging across all units. In the past, the Navy used a range of operating systems. Thus, systems maintenance required a wealth of specialist skills and posed significant management challenges. In addition, ERP functions, governed by SAP systems, suffered a reduction in performance when user numbers increased. After a thorough technology evaluation, the Navy chose Microsoft technology for its new IT infrastructure. As a result, the Navy has achieved major cost savings and an immediate ROI through reduced IT administration. In addition, performance of critical applications, such as SAP, has increased by as much as 100 percent.
· The Royal Netherlands Army (RNLA): Through a controlled and modular development using the Microsoft .NET Framework, the Dutch army has created a range of state-of-the-art situational awareness and command-and-control (C2) support tools based on the Microsoft portfolio of servers and other commercial off-the-shelf technologies. A C2 Framework provides a common platform for all applications, creating an integrated, technical infrastructure that allows the army to quickly establish itself in unfamiliar territory and connect and collaborate in joint and combined operations. The new approach to C2 marks a fundamental shift toward “network-centric warfare,” enabling the army to meet the new challenges of the 21st century, such as international operations far from Europe. 
· U.K. Maritime and Coastguard Agency (MCA): The Maritime and Coastguard Agency (MCA) is responsible for ensuring safety in the shipping lanes and coastal waters of the United Kingdom. Each of its 17 locations has a command-and-control system used to coordinate search and rescue missions. In early 2004, the MCA nationwide network was breached by a virus following a policy breach. The command-and-control servers were immediately isolated, and staff reverted to a paper-based system. Following the breach, security experts from WCI Technology, a Microsoft Gold Certified Partner, carried out a risk assessment. MCA then implemented a number of new Microsoft technologies all featuring embedded security components. The organization now has a security policy that defines network access based on job roles, which reduces the chance of accidents, provides automatic access to security updates, includes comprehensive reporting tools, and implements personal firewalls for each computer.
· Republic of Korea Air Force: To develop efficient work processes, the Republic of Korea Air Force (ROKAF) needs to communicate effectively in real time. That’s why the IT staff at ROKAF deployed a proof of concept (POC) using Microsoft Office Live Communications Server 2005, which integrates with Microsoft Exchange Server and uses Microsoft Office Communicator as the client software. The IT developers focused on delivering intranet workgroup services using Live Communications Server. Although more familiar with a UNIX-based and Java-based environment, the developers completed the deployment in just four months. As a result of the POC, ROKAF plans to deploy the solution to all 50,000 personnel. The military organization not only gained a way to provide vital, expandable real-time communications to its people, it also discovered a huge potential for boosting productivity with its integrated communications solution. 
· US Naval Surface Warfare Center: Maintaining the complex equipment and systems of a warship demands regular maintenance surveys called “checks.” Often, the sailors who perform checks must shimmy through tight quarters or crawl spaces, and thus their tools and record-keeping media must be compact and rugged. Charged with replacing the old pen-and-paper system of recording maintenance activity, the Ship Systems Engineering Station of the Naval Surface Warfare Center devised a Microsoft Windows Mobile-based solution with Odyssey Software, a Microsoft Gold Certified Partner. Now sailors file maintenance reports at the point of work with the aid of Pocket PCs. These mobile devices connect to Microsoft Windows 2000 Advanced Server through a wireless local area network using 802.11 Wi-Fi specifications and Web services. This solution facilitated swift development and deployment in a challenging setting—a warship.
· Defense COP: Microsoft is working closely with partners Northrop Grumman and Advantage Factory to innovate the next generation of Common Operational Picture (COP). The C2.net solution brings a COTS “orchestration” solution to the forefront, helping to deliver the right information to the operator at the right time. Today, the warfighter is flooded with data on the COP. Filtering data to “My COP” is difficult and the warfighter cannot easily align mission requirements to their view of the COP. The data sources feeding information to the COP are fixed, requiring custom development to integrate new data feeds. Operators must often log into different visualization tools to help clarify their COP picture since data feeds are often fixed to a visualization client. With C2.net in concert with Northrop Grumman’s C2 Frameworks SOA architecture, the warfighter can easily tailor the COP in the context of particular mission requirements. The C2.net solution brings significant power to the operator including the ability to: 1) tailor the COP in context of the mission requirement to increase the clarity of the picture; 2) use any standards-based visualization client to access COP (service-oriented model); 3) select pre-defined operational templates to quickly collaborate with other mission stakeholders and configure a common COP view; 4) dynamically select data feeds from a variety of sources in real-time; and 5) position the COP to watch for events in the context of a particular mission and configure actionable alerts to keep the operator informed. This “orchestration” capability allows the warfighter to focus on events relevant to their mission and layer additional value-added information on their “mission-defined” picture. C2.net is a COTS-based architecture using standards-based interoperability protocols. The solution is compatible with the DISA NECC vision and is built to accelerate SOA capability to existing Programs of Record.
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� In the wake of Hurricane Katrina, the Red Cross approached Microsoft for help in developing a technology solution to provide the quickest, simplest way for families to reconnect. In four days, a team of 6-10 Microsoft employees quickly put together the Katrina Safe Web site, using .NET technology, which could be accessed via the Internet and via telephone. MSN also developed and hosted a donation processing site for the American Red Cross (� HYPERLINK "http://donate.msn.com/" \o "http://donate.msn.com/" �http://donate.msn.com/�) with the capability to process 40,000 donation requests per hour. Our MSN team built an improved back-end to handle the unprecedented volume the site experienced including spikes during celebrity events and concerts. The National Geospatial Intelligence Agency (NGA) also turned to Microsoft for immediate assistance in standing up a Web portal and using our Virtual Earth technologies to disseminate their aerial imagery of the Hurricane Katrina impacted areas. Microsoft’s quick response and commitment helped NGA meet their goal of disseminating their aerial data to citizens and GIS analysts quickly, easily, and securely.


� SQL Server scalability industry benchmarks can be found at � HYPERLINK "http://www.microsoft.com/sql/prodinfo/compare/benchmarks.mspx" \o "http://www.microsoft.com/sql/prodinfo/compare/benchmarks.mspx" �http://www.microsoft.com/sql/prodinfo/compare/benchmarks.mspx�


� U.S. Government Agency Stores Aerial Imagery in New 25-Terabyte Warehouse case study can be found at http://www.microsoft.com/casestudies/casestudy.aspx?casestudyid=53398


� MISLE supports incident response, contingency planning, violation reporting and processing, vessel casualty investigation and analysis, vessel documentation, user fee collection, analysis of mission performance, and monitoring of program effectiveness.






