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Auto Accept Agent Deployment and Administration Guide

This guide explains how to install, configure, and administer Auto Accept Agent, a store event sink that automatically processes meeting requests for resource mailboxes. This guide leads you through the installation process, which installs Auto Accept Agent on your computer and registers Auto Accept Agent as a Component Object Model (COM+) component. After you have installed Auto Accept Agent, you then need to configure it and register the resource mailboxes on which you want this event sink to run. Additionally, this guide provides you with troubleshooting information that is relevant to Auto Accept Agent.

How Is This Guide Structured?

The guide covers the following topics about Auto Accept Agent:  


Understanding Auto Accept Agent: This section contains an overview of Auto Accept Agent and explains its underlying technologies.  


Planning an Auto Accept Agent Deployment: This section outlines the possible security contexts in which you can run Auto Accept Agent, as well as how to prepare your Microsoft® Exchange server and resource mailboxes.  


Installing Auto Accept Agent: This section explains how to install Auto Accept Agent, and how to verify that it was correctly registered as a COM+ component.  


Configuring Auto Accept Agent: This section discusses how to modify the XML configuration file.  


Registering Mailboxes: This section explains how to register the resource mailboxes for which you want Auto Accept Agent to process meeting requests.  


Managing Resource Mailboxes: This section discusses how to monitor your resource mailboxes and manage mail retention.  


Troubleshooting Auto Accept Agent: This section contains information about messages that Auto Accept Agent writes to the application event log, performance counters, and response codes.  

What Is Required to Complete the Procedures in This Guide?

To successfully complete the procedures discussed in this guide, ensure that your computer meets the following software requirements. 

Software Requirements


Microsoft Windows® 2000 Server Service Pack 4 or a later version, or Windows Server® 2003


Microsoft Exchange Server 2003 


Microsoft .NET Framework 1.1

Technologies and Terms

Before you read this guide, become familiar with the following technologies and terms.  


Event sink           
Code that gets activated by a defined trigger, such as the receipt of a new message. Exchange store event sinks can be synchronous (code executes as the event is triggered) or asynchronous (code executes sometime after the event).  


Store event           
The occurrence of a particular action or the occurrence of a change of state that can be handled by an event sink.   


XML           
Extensible Markup Language (XML) is a tag language based on Standard Generalized Markup Language (SGML) that is optimized for delivery over the World Wide Web. XML defines data layout for a document, but it does not display characteristics, which are generally defined by using HTML. It allows data to be manipulated using HTTP, WebDAV, and Extensible Style Language (XSL) among different applications on different operating systems. XML is not required to conform to the HTML specification.  


ExOLEDB           
Exchange OLE DB (ExOLEDB) is an OLE DB provider that you can use to access Exchange store items. Because ExOLEDB is a server-side component, you can only use ExOLEDB to access mailboxes and public stores that reside on the local server.  


CDOEx           
CDO for Exchange 2000 Server (CDOEx) provides interfaces and Component Object Model (COM) classes that you can use to manage most types of items in the Exchange store. For example, you can use CDOEx to create, modify, send, and delete messages, as well as to manage appointments in a user's calendar folder.

Before you read this guide, you should understand the following terms:  


Resource mailbox           
An Exchange mailbox that represents a resource that can be scheduled, such as a conference room or video conference equipment. Resource mailboxes do not represent people.  


Recurring meeting           
A meeting that occurs more than one time and follows a pattern in time. For example, a department meeting on the first Tuesday of each month can be defined as a recurring meeting.

A single Appointment object and one or more RecurrencePattern objects represent a recurring meeting. The Appointment object defines the first meeting (the meeting master), and the RecurrencePattern objects define the pattern for additional meeting instances. You can also specify modifications to the recurring meeting pattern by using one or more Exception objects.

For More Information

For more information about event sinks and other technologies covered in this guide, see the Exchange SDK Development Tools at http://go.microsoft.com/fwlink/?linkid=18614.

Understanding Auto Accept Agent

This topic defines what Auto Accept Agent does, and explains how Auto Accept Agent processes meeting requests.

Auto Accept Agent is an asynchronous store event sink that provides automatic server-side processing of meeting requests that are sent to resource mailboxes. Auto Accept Agent raises the OnSave event when an e-mail message is delivered to the Inbox of a registered resource mailbox. Meeting requests, updates, and cancellations are processed in a first-in, first-out order. If the e-mail message is not a calendar item, Auto Accept Agent may delete it, based on the setting for the DeleteNonCalendarItems parameter, to keep the Inbox clear of read e-mail messages. If the request is a cancellation, the meeting is removed from the calendar.

Auto Accept Agent Processing

When a meeting request is delivered to an Inbox folder in the Exchange store, an OnSave event occurs. If Auto Accept Agent has been registered for that mailbox, the occurrence of the OnSave event triggers the agent (an ExOLEDB event sink). The following figure shows the basic process flow, starting when an e-mail message is delivered to an Inbox. 

Auto Accept Agent process flow
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Scheduling and Updating

When Auto Accept Agent processes meeting requests, it checks the availability of the resource's calendar (not the resource's published free/busy data) and then sends an accept or decline message to the meeting organizer. The agent evaluates only meetings that occur within a specified booking window for conflicts. The agent does not place any meeting instances that occur beyond the booking window in the resource's calendar. After it processes the request, Auto Accept Agent saves a copy of the response to the Sent Items folder and then moves the original request from the Inbox to the Deleted Items folder. The following figure shows the logic that Auto Accept Agent follows when it processes a calendar request.

Calendar request process flow
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Auto Accept Agent uses the following scheduling logic for scheduling single and recurring meeting requests.

Single Meeting Requests

Auto Accept Agent accepts or declines new or updated meeting requests for single meetings based on the following criteria:  


If the entire span of time between the start and end times of the meeting request is marked as free on the resource calendar, the meeting request is accepted.


If any part of the span of time between the start and end times on the meeting request is marked as busy or tentative on the resource calendar, the meeting request is declined.


If a meeting update is requested that overlaps the time of the original meeting, Auto Accept Agent does not consider the time of the original meeting as busy and allows the update to be processed. For example, if you schedule a meeting from 15:00 to 16:00 on Friday and then send an update to reschedule this meeting from 15:30 to 16:00 on Friday, Auto Accept Agent accepts the update even though the resource appeared as busy.

Recurring Meeting Requests

Auto Accept Agent expands, accepts, and declines recurring meeting requests according to the following parameters:  


If a recurring meeting request does not contain an end date or contains an end date beyond the specified booking window, by default Auto Accept Agent declines the request. If you set the EnforceRecurringMeetingEndDate parameter to False, Auto Accept Agent expands and schedules meeting instances up to the maximum allowed number of months that are contained in the BookingWindowInMonths parameter. However, because the recurrence will be truncated to the limit set by BookingWindowInMonths, the end date on the organizer's calendar could be different from the end date on the resource mailbox's calendar.


The RecurringMeetingConflictPercentageAllowed parameter sets a threshold for the amount of rescheduling required by the organizer when individual instances are declined because of a conflict. It does not enable double-booking.


The RecurringMeetingMaximumConflictInstances parameter sets a threshold for the number of conflicts allowed for a recurring meeting before the agent declines the request. This parameter works together with the RecurringMeetingConflictPercentageAllowed parameter, with the lower of the two thresholds determining whether the meeting request is accepted or declined. For example, if you set the RecurringMeetingConflictPercentage parameter to 25 percent and set the RecurringMeetingMaximumConflictInstances parameter to two, and then send a meeting request with four instances of a meeting, a maximum of one instance could conflict for the meeting request to be accepted. In this case, the 25 percent threshold for four instances allows only one conflict, even though you have set the maximum number of conflicts that are allowed to two. 

The default value for both RecurringMeetingConflictPercentageAllowed and RecurringMeetingMaximumConflictInstances is zero. To allow for conflicts, you must change both of these parameters. 
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Note: 

If an instance of a recurring meeting is deleted or declined from the resource mailbox, and the organizer subsequently sends an update for this instance, the updated instance may be accepted if the calendar timeslot is free. However, the instance will not be removed if the organizer later cancels the series.

For more information about the recurring meeting parameters, see Configuring Auto Accept Agent.

Cancellations

When a cancellation message is sent to the resource mailbox, Auto Accept Agent removes the meeting from the resource calendar to ensure that the time appears as free and can then be booked for other meetings.

Forwarding Meeting Requests

Calendar items in resource mailboxes that have been accepted by the agent cannot be forwarded as iCAL from Microsoft® Office Outlook®. However, using Forward in Outlook to forward a meeting will work as expected.

For More Information

For more information about Auto Accept Agent, see the following topics:


Planning an Auto Accept Agent Deployment

Installing Auto Accept Agent

Configuring Auto Accept Agent

Registering Mailboxes

Managing Resource Mailboxes

Troubleshooting Auto Accept Agent
Planning an Auto Accept Agent Deployment

The topic helps you prepare your Exchange environment for an Auto Accept Agent deployment.

Before you install Auto Accept Agent, it is recommended that you create a domain account that has access to all the resource mailboxes. This will enable you to easily manage the resource mailboxes, such as by running the MailboxStatus.vbs script (for more information, see Registering Mailboxes). 

Choosing the Security Context for the Agent

Before you install Auto Accept Agent, you need to choose which security context you want Auto Accept Agent to run under. If you are running Microsoft® Windows® Server 2003, it is recommended that you run Auto Accept Agent as a local service, although you do have the option of running in the context of a domain account.

If you are running Microsoft Windows 2000 Server®, you must run Auto Accept Agent under the security context of a domain account. It is recommended that you create a dedicated account for this purpose.
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Important: 

You should not let the password for your domain account expire. If the password does expire, causing it to become an invalid password, the mailbox registration will be disabled for any mailboxes that subsequently receive a request. This situation is identifiable by an ExOLEDB event recorded in the event log. After you have reset the password, any mailboxes for which the registration was disabled need to be reregistered. 

For information about how to change the password setting for the security account set up to run Auto Accept Agent, see How to Change Security Credentials for Auto Accept Agent Account.

Consolidating Resource Mailboxes

If you have several resource mailboxes that you want to register with Auto Accept Agent, it is recommended that you consolidate the resource mailboxes onto one (or more) dedicated Microsoft Exchange servers. Consolidating your resource mailboxes in this manner has the following benefits:  


Agent management is simplified. Because store event sinks use the ExOLEDB provider, which can only access mailbox stores on the local server, Auto Accept Agent must be installed on each Exchange server that contains a resource mailbox you want to register. Consolidating your mailboxes lets you install the agent on fewer servers.


A heavy meeting request load will not affect regular mail operations.  

Use only SMTP Connectors

Messages delivered from X.400 or Exchange Server version 5.5 site connectors are not processed. This issue affects Exchange Server 2003 environments where X.400 connectors are used, or when Exchange 5.5 calendar organizers connect to Exchange 2003 using the default site connector. When any message is delivered to an Exchange 2003 server over an X.400 connector or Exchange 5.5 site connector, the request stays in the Inbox, it is not processed, and no response is sent. This action logs an event with an ID of 4097.

To prevent this situation, resource mailboxes should only reside on a server that is only connected to the network by a Simple Mail Transfer Protocol (SMTP) link. For example, you could implement a routing server between the Exchange 5.5 server and the Exchange 2003 server where the routing server is connected with both X.400 and SMTP links, but the Exchange 2003 server housing the resource mailboxes is connected only by an SMTP link.

Preparing Resource Mailboxes

You should consider the following concepts when preparing your resource mailboxes for use with Auto Accept Agent.

User Mailboxes

You should not use Auto Accept Agent to manage user mailboxes. Because the agent is triggered by each item that is saved to the Inbox, registering a user mailbox would put an unnecessary load on the server. In addition, the agent could unintentionally delete wanted mail items.

Processing Rules

Processing rules may interfere with the ability of Auto Accept Agent to process incoming meeting requests. Therefore, you should remove all processing rules for incoming mail from the resource mailboxes.

Meetings Should Not Be Organized from the Resource Mailbox

Because accept and decline messages are sent to the mailbox of the organizer, scheduling and updating meetings from the resource mailbox can cause the following issues:  


Responses may be automatically deleted by the agent. 


Conflict checking is not performed when a meeting is put directly on the resource's calendar.

For More Information

For more information about Auto Accept Agent, see the following topics:


Understanding Auto Accept Agent

Installing Auto Accept Agent

Configuring Auto Accept Agent

Registering Mailboxes

Managing Resource Mailboxes

Troubleshooting Auto Accept Agent
How to Change Security Credentials for Auto Accept Agent Account

This topic explains how to change the password setting for the account that is used to run Auto Accept Agent. 

In Microsoft® Windows® Server 2003, Auto Accept Agent can be run as a local service or can be run in the context of a domain account. In Microsoft Windows 2000 Server®, you must run Auto Accept Agent under the security context of a domain account.

Before You Start
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Important: 

Do not let the password for your domain account expire. If the password does expire, causing it to become an invalid password, the mailbox registration will be disabled for any mailboxes that subsequently receive a request. This situation is identifiable by an ExOLEDB event recorded in the event log. After you have reset the password, any mailboxes for which the registration was disabled must be reregistered. 

Procedure
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To change the security credentials provided by the Component Object Model (COM+) application

	1.
Open Component Services, click Start, point to All Programs, Administrative Tools, and then click Component Services.

2.
In the details pane, navigate to Auto Accept Agent by expanding Component Services, Computers, My Computer, and then COM+ Applications.

3.
Right-click Auto Accept Agent, and then click Properties.

4.
On the Identity tab, provide and confirm the new password according to your organization's security policies.


For More Information

For more information about Component Services, see the Windows Help documentation.

For more information about how to plan deployment of the agent, see Planning an Auto Accept Agent Deployment.

Installing Auto Accept Agent

This topic explains how to install Auto Accept Agent, and how to verify that Auto Accept Agent is registered as a Component Object Model (COM+) component.

When you run the Auto Accept Agent installation wizard, Auto Accept Agent installs on your computer and registers as a COM+ component.

For information about how to uninstall Auto Accept Agent, see How to Uninstall Auto Accept Agent.

You can download Auto Accept Agent from the Tools for Exchange Server 2003 page at http://go.microsoft.com/fwlink/?linkid=55032.

To Install Auto Accept Agent
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To install Auto Accept Agent

	1.
On the download page at http://go.microsoft.com/fwlink/?linkid=28650, double-click Download to activate the Windows Installer Package (AUTOACCEPT.MSI). Follow the instructions on the screen.
2.
In the Auto Accept Agent Installation Wizard, click Next on the Welcome page.

3.
On the End User License page, read the license agreement. If you agree to the terms, click I agree and then click Next.

4.
The default directory in which Auto Accept Agent installs is \Exchsrvr\Agents\AutoAccept. You can change this default. Click Next. Auto Accept Agent installs.

5.
Select Run as Local System (available only if you are running Microsoft Windows Server 2003) or This user. If you select This user, specify the credentials for Auto Accept Agent by providing the username under which Auto Accept Agent will run, the password for this account, and the domain for this account. Click OK.


To Verify that Auto Accept Agent has been Registered

After you have installed Auto Accept Agent, verify that it has been registered as a COM+ component.
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To verify that Auto Accept Agent is registered as a COM+ component

	1.
Start Component Services.

2.
Expand Console Root, Component Services, Computers, My Computer, and then click COM+ Applications.

3.
In the details pane, verify that Auto Accept Agent is present. If Auto Accept Agent was installed to run as Local System, it will also appear in the Services snap-in.


Installing Auto Accept Agent in a Clustered Environment

When you install Auto Accept Agent in a clustered environment, you must consider the following:  


You must install Auto Accept Agent on all nodes.


Installation does not block on the shared disk. If you install Auto Accept Agent on the shared disk, you cannot register mailboxes.


You must register resource mailboxes on the node that owns the resource mailbox store.


Each node has a local configuration file. Mailbox-specific configuration settings must be kept up-to-date on all nodes to ensure that meeting request processing does not change after failover.

For More Information

For more information about Auto Accept Agent, see the following topics:


Understanding Auto Accept Agent

Planning an Auto Accept Agent Deployment

Configuring Auto Accept Agent

Registering Mailboxes

Managing Resource Mailboxes

Troubleshooting Auto Accept Agent
How to Uninstall Auto Accept Agent

This topic explains how to uninstall Auto Accept Agent from the Exchange server.

When Auto Accept Agent is uninstalled from the server, all installed files are deleted, including all configuration files. If the install folder contains no files, the install folder also is deleted.

Before You Start

If you have modified the Auto Accept Agent configuration file, it is recommended that you copy the AutoAccept.config.xml file to another location before you uninstall the agent. If you reinstall Auto Accept Agent, you can then copy the customized AutoAccept.config.xml file back to the install folder, and preserve your previously customized settings.

Procedure
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To uninstall Auto Accept Agent

	1.
From the server console, click Start, Control Panel, and then Add or Remove Programs.

2.
Under Auto Accept Agent, click Remove.

3.
On the resulting dialog box, click Yes to confirm the removal.


For More Information

For more information about how to install Auto Accept Agent, see Installing Auto Accept Agent.

Configuring Auto Accept Agent

This topic contains information about how to configure Auto Accept Agent settings in the XML configuration file (AutoAccept.config.xml). The topic also covers parameters that trace event logging for Auto Accept Agent. 

Configuration Settings in AutoAccept.config.xml

After Auto Accept Agent has been installed on an Exchange server, you can configure the default processing policy applied on the server by editing the XML configuration file, AutoAccept.config.xml, which is in the install folder. The default install folder is \Exchsrvr\Agents\AutoAccept. 

You can also specify processing for individual mailboxes in this XML configuration file. Because no configuration data is stored in the Active Directory® directory service, the configuration settings are unique to each server. The following table contains the configuration settings that you can modify in the XML configuration file. The DeleteAttachments, DeleteComments, RemovePrivateProperty, DisableReminders, and DeleteNonCalendarItems settings allow modifications only to resource mailbox items, not to items in the organizer's mailbox.

Configuration settings in AutoAccept.config.xml

	Parameter
	Description
	Possible values
	Default value
	Scope

	DeleteAttachments
	Determines whether to delete attachments in an accepted meeting.
	True, False
	True
	Global, mailbox

	DeleteComments
	Determines whether to delete comments in an accepted meeting.
	True, False
	True
	Global, mailbox

	RemovePrivateProperty
	Determines whether to remove the private designation on an accepted meeting.
	True, False
	True
	Global

	DisableReminders
	Determines whether to disable reminders on an accepted meeting.
	True, False
	True
	Global, mailbox

	DeleteNonCalendarItems
	Determines whether to delete items in the Inbox that are not meetings.
	True, False
	True
	Global, mailbox

	EnforceRecurringMeetingEndDate
	Determines whether to enforce an end date for recurring meetings. If set to True, recurring meetings with an end date beyond the end of the booking window are declined.
	True, False
	True
	Global, mailbox

	BookingWindowInMonths
	The number of months ahead that a meeting can be booked. Requests beyond this limit are denied if EnforceRecurringMeetingEndDate is set to True. If EnforceRecurringMeetingEndDate is set to False, requests will be truncated to the limit set by this parameter.
	0 - 36
	12
	Global, mailbox

	RecurringMeetingConflictPercentageAllowed
	The percentage of conflicts allowed when accepting a recurring meeting. Requests greater than this limit are denied.
	0 – 100
	0
	Global, mailbox

	RecurringMeetingMaximumConflictInstances
	The number of conflicts allowed when accepting a recurring meeting. Requests greater than this limit are denied.
	0 – n

(no maximum is enforced)
	0
	Global, mailbox

	TraceLevel
	Determines the diagnostic tracing. For more information about tracing, see "Tracing Parameters" later in this guide.
	0 – 4
	0
	Global, mailbox

	TraceToEventLog
	Determines whether tracing information is logged in the Application log. For more information about tracing, see "Tracing Parameters" later in this topic.
	True, False
	False
	Global

	TraceListenerFile
	The file to which tracing information is logged. For more information about tracing, see "Tracing Parameters" later in this topic.
	String
	<system drive>:\temp\log.txt
	Global

	EnableResponseDetails
	Includes a description of why a meeting was accepted or declined in the e-mail response. The response may also include additional conflict information.
	True, False
	True
	Global

	IncludeDebugInResponse
	Includes the response code and agent information in the e-mail response. Regardless of this setting, debugging information is always returned in the category of the e-mail response. 
	True, False
	True
	Global

	CustomResponseText
	A customizable text string that is included in the e-mail response. This text displays after the response details, but before the debug information in the e-mail response. A new line will display in the e-mail response. If the text string is longer than 512 characters, the text is truncated in the e-mail response.
	0 to 512 characters
	None
	Global


Sample Configuration File

The following is an example of an AutoAccept.config.xml file.

<?xml version="1.0" encoding="utf-8" ?> 

<Configuration 

   xmlns:xsd="http://www.w3.org/2001/XMLSchema"    xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"    xmlns="urn:microsoft.exchange.agents.autoaccept.config"    xsi:schemaLocation="urn:microsoft.exchange.agents.autoaccept.config AutoAccept.config.xsd">

 <GlobalSettings>

 <BookingWindowInMonths>12</BookingWindowInMonths> 

   <DeleteAttachments>true</DeleteAttachments> 

   <DeleteComments>true</DeleteComments> 

   <DeleteNonCalendarItems>true</DeleteNonCalendarItems> 

   <DisableReminders>true</DisableReminders> 

   <EnforceRecurringMeetingEndDate>true</EnforceRecurringMeetingEndDate> 

  <RecurringMeetingConflictPercentageAllowed>0</RecurringMeetingConflictPercentageAllowed> 

<RecurringMeetingMaximumConflictInstances>0</RecurringMeetingMaximumConflictInstances> 

   <RemovePrivateProperty>true</RemovePrivateProperty> 

   <TraceLevel>0</TraceLevel> 

   <TraceListenerFile>c:\temp\log.txt</TraceListenerFile> 

   <TraceToEventLog>false</TraceToEventLog> 

   <EnableResponseDetails>true</EnableResponseDetails> 

   <IncludeDebugInResponse>true</IncludeDebugInResponse> 

   <CustomResponseText /> 

  </GlobalSettings>

  <Mailbox EMailAddress="conf-room1@example.com">

   <Settings>

    <BookingWindowInMonths>12</BookingWindowInMonths> 

    <DeleteAttachments>true</DeleteAttachments> 

    <DeleteNonCalendarItems>true</DeleteNonCalendarItems> 

    <DisableReminders>true</DisableReminders> 

  <RecurringMeetingConflictPercentageAllowed>25</RecurringMeetingConflictPercentageAllowed> 

<RecurringMeetingMaximumConflictInstances>4</RecurringMeetingMaximumConflictInstances> 

    <TraceLevel>0</TraceLevel> 

   </Settings>

  </Mailbox>

  <Mailbox EMailAddress="conf-room2@example.com">

   <Settings>

    <BookingWindowInMonths>8</BookingWindowInMonths> 

    <DeleteAttachments>true</DeleteAttachments> 

    <TraceLevel>4</TraceLevel> 

 </Settings>

 </Mailbox>

</Configuration>

Configuration Scope

In the XML configuration file, you can configure settings that affect either all registered mailboxes on a server or individual mailboxes.

Default Configuration

When you install Auto Accept Agent, default parameter settings are enforced regardless of whether configuration information is available from the XML configuration file.

Global Configuration

The global settings that you specify in the XML configuration file are server-wide settings that affect each registered mailbox, regardless of which mailbox database the mailbox belongs to. Global settings override default configuration settings. 

Mailbox Configuration

The mailbox settings that you specify in the XML configuration file affect only the resource mailbox for which the settings are specified. When you specify mailbox settings in the XML configuration file, you must identify the mailbox by using its primary Simple Mail Transfer Protocol (SMTP) address. If you change the primary SMTP address of a registered resource mailbox, you must reregister the mailbox. Mailbox configuration settings override both default and global configuration settings.

Absent or Invalid Parameters

If a mailbox configuration setting is absent or invalid for a parameter, Auto Accept Agent uses the global setting for that parameter. If a global setting is also absent or invalid, Auto Accept Agent uses the default setting for that parameter.

If you save an invalid XML configuration file, an event is written to the application event log. No custom global or mailbox configuration settings will be enforced until the file is edited and saved. For example, an XML configuration would become invalid if an XML tag was omitted or misspelled. If a value outside the allowed parameter range is specified, the default value is used instead. One method that you can use to ensure that the changes you make to your configuration file are valid is to edit and validate the configuration file in Microsoft Office Word 2003. 
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To edit and validate an XML file in Word 2003

	1.
Open AutoAccept.config.xml in Word 2003.

2.
On the Tools menu, click Templates and Add-Ins.

3.
On the XML Schema tab, click Add Schema. Navigate to the AutoAccept install folder. By default, this is \Exchsrvr\Agents\AutoAccept.

4.
Click AutoAccept.config.xsd, and then click Open.

5.
In the Schema Settings dialog box, click OK.

6.
Ensure that the Validate document against attached schemas check box is selected.

7.
Ensure that the Allow saving as XML even if not valid check box is clear, and then click OK.


As you are working in the configuration file, the XML Structure task pane displays icons that alert you to edits that invalidate the file. Additionally, when you are working in Normal view, Word marks schema violations with a purple wavy line in the body of the document. You can hide schema violations by selecting the Hide schema violations in this document check box in the XML Options dialog box. For more information about how to use the XML validation features of Word 2003, see the Word 2003 Help.

Event Log and Tracing

Auto Accept Agent logs significant errors, warnings, and informational messages to the Application event log using the event source name "Auto Accept Agent". When exception information accompanies a message, the following items are included: error message string, HRESULT, and call stack. For more information about the messages logged by Auto Accept Agent, see Troubleshooting Auto Accept Agent
Tracing Parameters

Three parameters in the XML configuration file control tracing to the application event log and a listener file. By default, these parameters are not enabled. It is recommended that you enable these parameters only when troubleshooting. For more information about how to troubleshoot, see Troubleshooting Auto Accept Agent.  


TraceLevel   The TraceLevel parameter determines the diagnostic tracing for Auto Accept Agent. TraceLevel is the only parameter that can be set either globally or for an individual mailbox. The following table contains the available values for the TraceLevel parameter. The default value is 0.

TraceLevel parameter values

	Value
	Type of message

	0
	None (no tracing); the default value

	1
	Only error

	2
	Warning and error

	3
	Informational, warning, and error

	4
	Verbose, informational, warning, and error



TraceToEventLog   The TraceToEventLog parameter determines whether tracing information for Auto Accept Agent is logged in the Application event log. True enables tracing information to be logged in the application event log. False disables this action. The default value is False. When set to False, errors will still be logged in the application event log.


TraceListenerFile   The TraceListenerFile parameter contains the name of the file to which the tracing information is logged. The default file is "<system drive>:\temp\log.txt". 
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Note: 

If the specified folder path does not exist, Auto Accept Agent does not log tracing information. If the folder path exists, but the file does not exist, Auto Accept Agent creates the file and then starts logging.

For More Information

For more information about Auto Accept Agent, see the following topics:


Understanding Auto Accept Agent

Planning an Auto Accept Agent Deployment

Installing Auto Accept Agent

Registering Mailboxes

Managing Resource Mailboxes

Troubleshooting Auto Accept Agent
Registering Mailboxes

This section talks about registering mailboxes on which you want the Auto Accept Agent event sink to run on. Registering mailboxes involves granting resource mailbox permissions to the Auto Accept Agent account, and registering Auto Accept Agent event sinks on resource mailboxes. The following topics are covered:


Granting Resource Mailbox Permissions to Auto Accept Agent Account: You need to grant the Auto Accept Agent account full permissions to process items on resource mailboxes. 


Registering Event Sink on Mailboxes: You can use the RegisterMailbox.vbs script to register one or more resource mailboxes.


Listing Registered Mailboxes: You can get a full list of registered mailboxes using the ListMailboxes.vbs script.


Verifying Event Sink Registration: You can verify each that each resource mailbox has Auto Accept Agent event sink registered by running the MailboxStatus.vbs script.


Restricting Unauthenticated Users: You can set delivery restrictions to prevent unauthenticated users from scheduling requests to a resource mailbox.

For More Information

For more information about Auto Accept Agent, see the following topics:


Understanding Auto Accept Agent

Planning an Auto Accept Agent Deployment

Installing Auto Accept Agent

Configuring Auto Accept Agent

Managing Resource Mailboxes

Troubleshooting Auto Accept Agent
Granting Resource Mailbox Permissions to Auto Accept Agent Account

This topic describes giving the Auto Accept Agent account full rights to access resource mailboxes.

You must grant the Auto Accept Agent account full permissions to process items on resource mailboxes.

Granting Mailbox Permissions

You must have Exchange Full Administrator rights to be able to grant correct permissions on mailboxes. It is assumed that before mailbox registration, the resource mailboxes exist, which means that they have been logged into at least one time. Logging into the mailboxes also makes sure that the correct locale for the mailboxes has been set, and that the security descriptor changes made by the registration script will be saved in the store. Additionally, because the scripts run on the Microsoft® Exchange server, you must also have sufficient rights to run scripts.
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Note: 

If a resource mailbox has not been logged on to before running RegisterMailbox.vbs, a script that can only be run locally, the mailbox language will match the server language. If you want the mailbox to use a different language, log on to the mailbox using a client that has the preferred language before registering the mailbox.

Processing items in the Inbox requires the Auto Accept Agent account to have Full Mailbox Access rights to the mailbox. If you run Auto Accept Agent as Local System, the agent will have these rights.

For More Information

For more information, see these other topics about Registering Mailboxes:


Registering Event Sink on Mailboxes

Listing Registered Mailboxes

Verifying Event Sink Registration

Restricting Unauthenticated Users
Registering Event Sink on Mailboxes

This topic discusses how to use the RegisterMailbox.vbs script to register Auto Accept Agent event sinks on one or more resource mailboxes.
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Important: 

The RegisterMailbox.vbs script uses Web Distributed Authoring and Versioning (WebDAV) to access the Exchange server. For the script to work, WebDAV must be enabled on the Exchange server. To disable WebDAV, refer to the Exchange Server 2003 Security Hardening Guide download page at http://go.microsoft.com/fwlink/?linkid=37804. When WebDAV is disabled, the script will not work. Additionally, the script is based on the default Exchange virtual directory naming (/exchange). If you have a different mailbox store virtual directory name, the script will not work. For more information about WebDAV, see the WebDAV Reference at http://go.microsoft.com/fwlink/?linkid=64698.

Registering the Event Sink

To help you grant mailbox permissions and register the Auto Accept Agent event sinks on mailboxes, the RegisterMailbox.vbs script has been provided in the install folder. You can use this script to either register mailboxes individually, or to register multiple mailboxes by providing a text file that contains the primary Simple Mail Transfer Protocol (SMTP) addresses of the resources that you want to register. You can create this file in Notepad or another text editor of your choice by typing the primary SMTP address for each mailbox you want to register, specifying each mailbox on a new line, and then saving the file as a text file (such as file.txt). The following is an example of what this text file might contain:

conf_room1@example.com

conf_room2@example.com

video_conf1@example.com

video_conf2@example.com

After you have created a text file that contains the mailboxes you want to register, use the RegisterMailbox.vbs script to register the mailboxes.

[image: image14.png]


Note: 

RegisterMailbox.vbs must be run on the Exchange server where the resource mailboxes are located. This script cannot be run remotely.

The following is the syntax for this script:

cscript RegisterMailbox.vbs {/m:mailbox@domain.com | /f:file.txt} [/t:domain\AgentAccountName] [/u] [/DEBUG]

Where:  

/m 

	The primary SMTP address of the mailbox that you want to register. Use this switch when registering or unregistering a single mailbox.


/f 

	The name of the text file that contains the primary SMTP addresses of the mailboxes that you want to register. Use this switch when registering or unregistering multiple mailboxes. You must create the text file before you use this script. This switch cannot be used with the /m switch.
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Note: 

If the text file is not in the same folder as the RegisterMailbox.vbs script, you must provide the full path of the location of your text file.


/t 

	Specifies the account that will be granted full mailbox access. This is typically the domain account that the Auto Accept Agent is running as on the local server. The account must be provided as domain\accountname. If Auto Accept Agent is running as Local System, you do not have to specify this switch unless you want to grant permissions to a domain account that you can use to monitor the resource mailboxes, which is necessary for the MailboxStatus.vbs script. For information about MailboxStatus.vbs script, see Verifying Event Sink Registration.


/u 

	Tries to remove the mailbox binding. Additionally, this switch also tries to remove full mailbox access for the Auto Accept Agent account specified in the /t switch.


/DEBUG 

	Outputs verbose debug information that you can use to diagnose issues.


For example, if you were using a file that is named Mailboxes.txt to register multiple mailboxes, where the Agent's security context is example\AgentAccount, you might type the following at the command prompt:

C:\>cscript RegisterMailbox.vbs /f:Mailboxes.txt /t:example\AgentAccount

For More Information

For more information, see these other topics about Registering Mailboxes:


Granting Resource Mailbox Permissions to Auto Accept Agent Account

Listing Registered Mailboxes

Verifying Event Sink Registration

Restricting Unauthenticated Users
Listing Registered Mailboxes

This topic discusses how to use ListMailboxes.vbs script to list registered resource mailboxes.
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Important: 

The ListMailboxes.vbs script uses Web Distributed Authoring and Versioning (WebDAV) to access the Exchange Server. Important   For the script to work, WebDAV must be enabled on the Exchange server. To disable WebDAV, refer to the Exchange Server 2003 Security Hardening Guide download page at http://go.microsoft.com/fwlink/?linkid=37804. When WebDAV is disabled, the script will not work. Additionally, the script is based on the default Exchange virtual directory naming (/exchange). If you have a different mailbox store virtual directory name, the script will not work. For more information about WebDAV, see the WebDAV Reference at http://go.microsoft.com/fwlink/?linkid=64698.

Listing Mailboxes

After you have registered mailboxes, use the ListMailboxes.vbs script to obtain a list of the registered mailboxes. This script obtains the registration information directly from the store events folder located in each mailbox store on the server. You must have Exchange Full Administrator permissions to run this script.
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Note: 

This script can be run remotely.

The maximum number of mailboxes about which the script will return information is set to 500. To change this default value, open the script in a text editor and change the following line, located at the beginning of the script:

CONST MAX_ROWS = "500"
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Important: 

   If this script is run on the Exchange server, you must add the name of the server to the Internet Explorer trusted list.
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To add a server to the Internet Explorer trusted list

	1.
Open Internet Explorer.

2.
On the Tools menu, click Internet Options.

3.
On the Security tab, click Local intranet, and then click Sites. Click Advanced.

4.
In the Add this Web site to the zone text box, type the name of your server, for example, http://servername. Click OK, and then apply your changes.
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Note: 

For more information about Internet Explorer security settings, see the Internet Explorer Help.

The output of this script can be piped to a file and used as input for the MailboxStatus.vbs script, by using the /F option for that script.

To use ListMailboxes.vbs, type the following at the command prompt:

Cscript [//NOLOGO] ListMailboxes.vbs {/F:filename | /S:servername} [/DEBUG]

Where:  

//NOLOGO 

	Suppresses the Windows Script Host version and copyright information.


/F 

	The name of the text file that contains the names of the servers (one per line) for which you want to list mailboxes. You must create the text file before you use this script. See Registering Event Sink on Mailboxes for an example of a text file.


/S 

	The name of the server that contains the mailboxes that you want to list. 


/DEBUG 

	Outputs verbose debug information that you can use for diagnosis.
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Note: 

You must specify either the /F or /S switch.

For More Information

For more information, see these other topics about Registering Mailboxes:


Granting Resource Mailbox Permissions to Auto Accept Agent Account

Registering Event Sink on Mailboxes

Verifying Event Sink Registration

Restricting Unauthenticated Users
Verifying Event Sink Registration

This topic discusses how to use the MailboxStatus.vbs script to check the status of each registered resource mailbox.
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Important: 

The MailboxStatus.vbs script uses Web Distributed Authoring and Versioning (WebDAV) to access the Exchange server. For the script to work, WebDAV must be enabled on the Exchange server. To disable WebDAV, refer to the Exchange Server 2003 Security Hardening Guide download page at http://go.microsoft.com/fwlink/?linkid=37804. When WebDAV is disabled, the script will not work. Additionally, the script is based on the default Exchange virtual directory naming (/exchange). If you have a different mailbox store virtual directory name, the script will not work. For more information about WebDAV, see the WebDAV Reference at http://go.microsoft.com/fwlink/?linkid=64698.

Verifying Event Registration

You can verify the registration status of individual resource mailboxes by using the MailboxStatus.vbs script, which is located in the install folder. Although it is not required for you to have Exchange Full Administrator permissions to run this script, you must have read access to the resource mailboxes you want to run this script on.
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Note: 

This script can be run remotely. 

You can also use this script to obtain a list of unprocessed meeting requests for a set of resource mailboxes. The output is in XML, with one XML node per mailbox. The maximum number of unprocessed items the script will return is set to 500. To change this default, open the MailboxStatus.vbs in a text editor and change the following line, located at the start of the script:

CONST MAX_ROWS = "500"   

[image: image24.png]


Important: 

If this script is run on the Exchange server, you must add the name of the server to the Internet Explorer trusted list. For instructions about how to add the server name to the trusted list, see Listing Registered Mailboxes.

To use MailboxStatus.vbs, type the following at the command prompt:

cscript [//NOLOGO] MailboxStatus.vbs {/F:filename | /M:mailbox@example.com} [I] [/DEBUG]

Where:  

//NOLOGO 

	Suppresses the Windows Script Host version and copyright information.


/F 

	The name of the text file that contains the primary SMTP addresses of the mailboxes you want to verify. Use this switch when verifying multiple mailboxes. You must create the text file before you use this script. If the text file is not located in the current directory, preface the file name with the path of the directory where the text file is located. 


/M 

	The primary SMTP address of the mailbox for which you want to verify a registration. Use this switch to verify registrations for single mailboxes.


/I 

	Reports unprocessed meeting items in the Inbox for each registered resource mailbox.


/DEBUG 

	Outputs verbose debug information that you can use to diagnose issues.
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Note: 

You must specify either the /F or /M switch.

The following table contains the possible values for RegistrationStatus, which is the parameter that indicates whether the registration was successful.

Values of the RegistrationStatus parameter

	Value
	Definition

	-1
	Mailbox is not found.

	0
	Mailbox is not registered.

	1
	Mailbox is registered.

	2
	Registration status cannot be determined.


For example, the following script was run on server 1, which contains three mailboxes:

cscript MailboxStatus.vbs /S:server1

The following results are indicated in the output:  


The resource conf_room1@example.com is not registered with Auto Accept Agent as indicated by its RegistrationStatus value of 0, and the RegistrationTime field being present (in UTC format).


The resource conf_room2@example.com is registered as indicated by its RegistrationStatus value of 1.


An error occurred when attempting to determine the registration status of conf_room3@example.com, as indicated by its RegistrationStatus value of 2.

<MailboxStatus>

   <Summary>

  <CurrentTime>10/9/2003 4:54:29 PM</CurrentTime> 

  <MailboxCount>3</MailboxCount> 

  </Summary>

 <Mailbox EMailAddress="conf_room1@example.com">

  <Server>SERVER1</Server> 

  <RegistrationStatus>0</RegistrationStatus> 

  <RegistrationTime /> 

  </Mailbox>

 <Mailbox EMailAddress="conf_room2@example.com">

  <Server>SERVER1</Server> 

  <RegistrationStatus>1</RegistrationStatus> 

  <RegistrationTime>10/9/2003 2:00:39 PM </RegistrationTime > 

  </Mailbox>

  <Mailbox EMailAddress="conf_room3@example.com">

  <Server>SERVER1</Server> 

  <RegistrationStatus>2</RegistrationStatus> 

  <RegistrationTime /> 

  </Mailbox>

</MailboxStatus>

For More Information

For more information, see these topics about Registering Mailboxes:


Granting Resource Mailbox Permissions to Auto Accept Agent Account

Registering Event Sink on Mailboxes

Listing Registered Mailboxes

Restricting Unauthenticated Users
Restricting Unauthenticated Users

This topic explains how you can set delivery restrictions to prevent unauthenticated users from scheduling requests to a resource mailbox.

Setting Delivery Restrictions for a Resource Mailbox

To prevent unauthenticated users or users who should not schedule the resource from scheduling a meeting, delivery restrictions should be used. Use one of the following methods to prevent users from booking a resource:  


Do not register the resource mailbox with the agent. 


Use delivery restrictions. If a user is not allowed to schedule the resource, they will receive a non-delivery report (NDR).
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To set delivery restrictions for a resource mailbox

	1.
Start Active Directory Users and Computers. 

2.
In the console tree, expand the domain. Double-click Users. 

3.
In the details pane, double-click the mailbox-enabled user who you are modifying. 

4.
On the Exchange General tab, click Delivery Restrictions. 

5.
In the Delivery Restrictions dialog box, under Message restrictions, select the restrictions to apply. 


For More Information

For more information, see these topics about Registering Mailboxes:


Granting Resource Mailbox Permissions to Auto Accept Agent Account

Registering Event Sink on Mailboxes

Listing Registered Mailboxes

Verifying Event Sink Registration
Managing Resource Mailboxes

This topic contains recommendations about how to monitor your resource mailboxes and manage mail retention.

Monitoring from a Client

You can monitor your resource mailboxes using a mail client such as Microsoft® Office Outlook® 2003 by adding profiles to existing client e-mail accounts, or by adding delegates to the resource mailboxes. By monitoring resource mailboxes from a client, you can detect and handle mail that may not have been processed by the agent. You should avoid viewing unprocessed requests with the preview pane in Outlook 2003 or opening the meeting request until the agent has finished processing. These actions tentatively put the meeting on the resource mailbox's calendar and require additional processing by the agent.

Managing Meeting Requests

To ensure that meetings are being correctly processed, you can monitor resource mailboxes from an e-mail client such as Outlook 2003. You can add multiple resource mailboxes to an existing e-mail account to view your mailboxes efficiently without having to create additional profiles.
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To add a secondary mailbox to an Outlook 2003 e-mail profile

	1.
Open your primary mailbox with Outlook 2003.

2.
On the Tools menu, click E-mail Accounts.

3.
Select View or change existing e-mail accounts.

4.
Click to select the name of the account you want to change, and then click Change.

5.
In the Exchange Server Settings dialog box, click More Settings.

6.
On the Advanced tab, click Add.

7.
Type the name of the mailbox you want to add, and then click OK.


For more information about how to add mailboxes to e-mail accounts, see the Outlook 2003 Help.

If a resource appears busy to users, but free when the calendar is viewed by using Outlook by the resource administrator, this situation could either mean that the free/busy information has not been published, or that there may be an issue with the meeting. The resource administrator can verify whether there is an issue with the meeting by looking at the calendar in Microsoft Outlook Web Access. If the calendar appears busy in Outlook Web Access where it did not appear busy from Outlook, and users are receiving decline messages for the resource, the meeting should be reset. The resource administrator should have the meeting organizer cancel the meeting, and resend a meeting request.

Modifying Delegate Settings

You can add delegates to a resource mailbox who can then access the mailbox directly to check existing appointments, check mail in the Inbox, or processed requests in the Sent Items folder. However, if you allow delegates to receive copies of meeting requests sent to a resource mailbox, it is possible that the delegate may accept a meeting request even though the agent has declined the meeting. To avoid this situation, it is recommended that you do not allow delegates to receive copies of meeting requests. You must open the resource mailbox as the primary mailbox to modify delegate settings. You cannot modify delegate settings if the resource mailbox is a secondary mailbox.
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To prevent delegates from receiving copies of meeting requests

	1.
In Outlook 2003, click Tools and then click Options.

2.
On the Delegates tab, select a delegate, and then click Permissions.

3.
Clear the check box for Delegate receives copies of meeting-related messages sent to me.


When you add delegates to a resource mailbox, you must ensure that meeting requests are sent to the resource mailbox and not to the delegates. 
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To ensure that meeting requests are not received only by delegates

	1.
In Outlook 2003, click Tools, and then click Options.

2.
On the Delegates tab, ensure that the check box for Send meeting requests and responses only to my delegates, not to me is not selected.


For more information about how to set delegates, see the Outlook 2003 Help.

Managing Retention of E-mail Items

To control the amount of e-mail items that are stored in your resource mailbox folders, you can use the Mailbox Manager functionality provided with Microsoft Exchange Server 2003. You can create a recipient policy for resource mailboxes to periodically delete items based on either age or size limits, or both. You also have the option of sending a report to the administrator when mailboxes are cleaned. To configure Exchange Mailbox Manager to clean your resource mailbox folders, you need to follow these steps:  

1.
Create a recipient policy.

2.
Configure the Mailbox Manager settings for your policy.

3.
Configure the Mailbox Manager process to run.

If you have previously configured your Mailbox Manager process to run for other mailboxes on this server, you can omit step 3. There is only one Mailbox Manager process configuration per server, and it is applied to all storage groups and databases on the server. When Mailbox Manager runs, it uses all the recipient policies to determine which mailboxes should be processed.

Creating a Recipient Policy

When you create a recipient policy, you must define the membership of the policy and select the mailbox folders that the policy will monitor, as well as the age and size limits for messages in those folders.
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To create a recipient policy

	1.
Open Exchange System Manager.

2.
In the console tree, click Recipients.

3.
In the details pane, right-click Recipient Policies, point to New, and then click Recipient Policy.

4.
In New Policy, select the Mailbox Manager Settings check box, and then click OK.

5.
On the General tab, type a name for your recipient policy in the Name box, and then click Modify.

6.
In Find Exchange Recipients, in the Find list, select Exchange Recipients. On the Advanced tab, define search filters to specify the membership of the recipient policy.  
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Note: 

For more information about the Field and Condition fields, see Microsoft Knowledge Base Article 319188, "How to use recipient policies to control mailboxes in Exchange 2000 and Exchange 2003" (http://go.microsoft.com/fwlink/?linkId=3052&kbid=319188). 

7.
Click OK, and then click OK again on the warning message.

8.
Click Apply to apply the policy.


Configuring Mailbox Manager Settings

After you have created a recipient policy for the mailbox folders that you want the Mailbox Manager to affect, you need to configure the Mailbox Manager for that policy.
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Note: 

Mailbox Manager can only process local mailboxes. It cannot be used to process mailboxes located on other servers.
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To configure Mailbox Manager for a recipient policy

	1.
In the Properties dialog box for the Recipient Policy That You created by using the previous procedure, click the Mailbox Manager Settings (Policy) tab.

2.
In the When processing a mailbox list, click Delete Immediately. 
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Note: 

Use caution when you use the Delete Immediately option on folders. You may want to use the Generate Report Only option when testing your policy. For more information about how to configure a mailbox management recipient policy, see Microsoft Knowledge Base Article 319188, "How to use recipient policies to control mailboxes in Exchange 2000 and Exchange 2003" at http://go.microsoft.com/fwlink/?linkid=3052&kbid=319188.

3.
Select a folder by ensuring that the check box for it is selected, click the name of the folder, and then click Edit.

4.
Set the Age Limit (Days) and Message Size (KB) for the folder, and then click OK. 
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Important: 

Age and size limits are based on an "and" statement. For example, the default setting for an Inbox is 30 days and 1,024 KB. This means that only items that are older than 30 days and larger than 1,024 KB will be deleted. To delete messages based only on age, you must set the size limit to "any".

5.
Repeat steps 3 and 4 for each folder that you want Mailbox Manager to process.


The following table shows possible combinations of age and message size settings for mailbox folders.

Possible age limit and message size settings for mailbox folders

	Folder
	Age (days)
	Size (KB)
	Explanation

	Inbox
	7
	Any
	No items should be stored in the Inbox. Seven days allows time for discovery and investigation of unwanted Inbox items.

	Sent Items
	60
	Any
	Suggested time for allowing items to be stored in the Sent Items folder.

	Calendar
	60
	Any
	Suggested time for allowing single instance meeting items to be stored in the Calendar folder. 

Recurring meetings are not affected by the Mailbox Manager.

	Deleted Items
	7
	Any
	No items should be stored in the Deleted Items folder. Seven days allows time for discovery and investigation of unwanted deleted items.


Mailbox Manager does not remove recurring meetings, which prevents the premature deletion of recurring meetings that are currently active. Because of this design, you need to periodically clean resource mailboxes manually.

Configuring Mailbox Manager

By default, the mailbox management process is set to never run.
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To configure Mailbox Manager to run

	1.
Open the Exchange System Manager.

2.
In the console tree, navigate to the server object.

3.
Right-click the server object, and then click Properties.

4.
On the Mailbox Management tab, in the Start mailbox management process list, select when you want all mailbox recipient policies to run on the server.

5.
To create a custom schedule, select Use custom schedule, and then click Customize. Click to select the times of day and days of the week you want Mailbox Manager to run, and then click OK. 
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Tip: 

You can also manually start Mailbox Manager at any time by right-clicking the server object and selecting Start Mailbox Management Process. If you use this command, Mailbox Manager will still run at its next scheduled interval.

6.
For a report to be generated, in the Reporting list, select the type of report that will be created whenever mailboxes are processed, and then click Browse to select a mailbox to receive the reports.


Moving Registered Resource Mailboxes

Registered mailboxes that are moved to a server where Auto Accept Agent is not installed will no longer automatically process meeting requests. However, registered mailboxes that are moved to a server where Auto Accept Agent has been installed will continue to function. You do not have to reregister a moved mailbox on a server where the agent is installed.
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Note: 

Per-mailbox settings that are stored in the XML configuration file on the server where the mailbox was originally registered are not moved to the new server. You need to update the XML configuration file on the new server for the settings to take effect.

Service Dependencies

If you have installed Auto Accept Agent to run as Local System, it depends on the Microsoft Exchange Information Store service. Therefore, if the Exchange Store service is stopped, the Auto Accept Agent is also stopped. Because the Auto Accept Agent service automatically starts when it is called to process a message, you do not need to configure the service to start automatically. 

If the rate of incoming meeting requests to registered mailboxes is high, it is possible that a meeting request will be received after the Auto Accept Agent service is stopped, but before the Exchange Store service has stopped. In this situation, the Auto Accept Agent service restarts, which prevents the service control manager from being able to stop the Exchange Store service. To avoid this situation, stop the Simple Mail Transfer Protocol service (SMTPSVC) first. This action stops all message deliveries, allowing the Auto Accept Agent service to remain stopped, which in turn allows the Exchange Store service to stop. When you restart the SMTP service, Auto Accept Agent will restart when a meeting request is received.

For More Information

For more information about Auto Accept Agent, see the following topics:


Understanding Auto Accept Agent

Planning an Auto Accept Agent Deployment

Installing Auto Accept Agent

Configuring Auto Accept Agent

Registering Mailboxes

Troubleshooting Auto Accept Agent
Troubleshooting Auto Accept Agent

This topic contains information to help you troubleshoot issues that may occur when you use Auto Accept Agent.

Application Event Log

The following table describes the messages that are logged in the Application event log by Auto Accept Agent.

Auto Accept Agent messages

	Symbolic Name
	Type
	Description

	GeneralException
	Error
	An exception occurred when processing <url> in resource mailbox <mailbox name>. Auto Accept Agent did not process the request.

	ConfigurationException
	Error
	An exception occurred when reading configuration information whereas processing <url> in resource mailbox <mailbox name>. The default configuration settings were applied. (This error does not prevent requests from being processed.)

	ItemProcessingException
	Error
	An exception occurred when processing <url>. The exception information is: <exception information>.

	EventSinkConstructionException
	Error
	An exception occurred when constructing an event sink object for Auto Accept Agent. The exception information is: <exception information>. (This error is an initialization error.) The sink is not processing requests.

	DeleteItemException
	Error
	An exception occurred when deleting item <url>. The exception information is: <exception information>.

	Exchange OLE DB provider (EXOLEDB)
	Error
	An exception occurred when a resource mailbox is deleted but is still registered with Auto Accept Agent. For more information about resolving the error, see Unregistering Deleted Resource Mailboxes from Auto Accept Agent.


Performance Counters

The information shown in the following table can help you in monitoring the performance of Auto Accept Agent.

Auto Accept Agent performance counters

	Performance counter
	Description

	Events
	The total number of events submitted to Auto Accept Agent for processing.

	Pending Events
	The number of events that have not yet been processed by Auto Accept Agent.

	Requests Submitted
	The total number of meeting requests submitted to Auto Accept Agent for processing.

	Requests Processed
	The total number of meeting requests processed by Auto Accept Agent.

	Requests Failed
	The total number of failures that occurred when Auto Accept Agent was processing events.

	Accepted
	The total number of meeting requests accepted by Auto Accept Agent.

	Declined
	The total number of meeting requests declined by Auto Accept Agent.

	Cancelled
	The total number of meeting cancellations processed by Auto Accept Agent.

	Average Time in Queue
	The running average of time between delivery of the item and the processing of the item, in milliseconds.

	Average Time to Process
	The running average of the agent's processing time per item, in milliseconds.


Response Codes

Auto Accept Agent includes a response code in every response it sends. The response code explains why a request was accepted or declined. The following table provides the response codes and their corresponding definitions.

Auto Accept Agent response codes

	Response code
	Definition

	0
	Declined single meeting because of a scheduling conflict.

	1
	Declined recurring meeting because of a scheduling conflict or conflicts.

	2
	Declined single meeting because it is outside the booking window.

	3
	Declined recurring meeting because all instances are outside the booking window.

	4
	Accepted single meeting.

	5
	Accepted recurring meeting without conflicts.

	6
	Accepted recurring meeting with conflicts.

	7
	Declined recurring meeting because it did not specify an end date.

	8
	Declined recurring meeting because its end date is outside the booking window.

	9
	Unexpected error occurred when processing request.


For More Information

For more information about Auto Accept Agent, see the following topics in the guide:


Understanding Auto Accept Agent

Planning an Auto Accept Agent Deployment

Installing Auto Accept Agent

Configuring Auto Accept Agent

Registering Mailboxes

Managing Resource Mailboxes
Unregistering Deleted Resource Mailboxes from Auto Accept Agent

This section discusses an Exchange OLE DB Provider (EXOLEDB) error logged by Auto Accept Agent. 

When a resource mailbox is deleted but not correctly unregistered with Auto Accept Agent, Auto Accept Agent logs an error in the Application event log. The error is triggered by the EXOLEDB as Event id 103 in the Application event log. For a general description about the EXOLEDB Event id 103, see the Events and Errors Message Center at http://go.microsoft.com/fwlink/?linkid=66142.

This error occurs when a resource mailbox is deleted before unregistering the mailbox with Auto Accept Agent. When mailboxes that have Auto Accept Agent event sinks registered are deleted, orphan entries for those mailboxes remain in the System Mailbox. These entries must be removed manually. The error indicates that though deleted, the resource mailbox is still registered in the store events folder. 
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Note: 

The error occurs infrequently and will not affect the regular functioning of Auto Accept Agent or the Exchange store. 

To resolve the EXOLEDB error, you must log on the System Mailbox, find the orphaned entry or GUID for the deleted resource mailbox, and manually delete the GUID. To locate the orphaned entry for the deleted resource mailbox in the System Mailbox folder, use the MAPI Editor tool. The user interface for this tool can display all the folders and the subfolders that are in any message store. 

Download the MAPI Editor from the Tools for Exchange Server 2003 page at http://go.microsoft.com/fwlink/?linkid=55032.
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