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Why ESM Matters
Whether an enterprise considers or actively pursues mainframe migration, or whether it makes ongoing decisions about workload hosting options, Robert Frances Group (RFG) believes that enterprise systems management represents a significant decision criterion. 
Enterprise systems management (ESM) is a method for modeling and monitoring business systems and practices to determine the overall health of a system or application. ESM represents both tools and processes that involve components from client systems, servers, mainframes, storage devices and their resident applications and resources such as databases, transaction processing and security.
Ideally, business policies should drive the ESM process. ESM tools must be integrated with the management of many IT infrastructure elements and with other tool-driven processes such as business process management, enterprise event management, and event portfolio management. 
However, significant differences exist between ESM processes and tools for different platforms. This paper describes the differences in ESM between the mainframe and the Windows Server® operating system.
Cost considerations during a Modernization Decision

To begin, here is an examination of how ESM costs differ between the mainframe and Windows Server.
Platform Costs
Strategies for implementing ESM differ depending on the platform. On the mainframe, the approach is to manage, monitor, and optimize every aspect because processing and storage costs are high and one capacity or performance problem can affect numerous workloads. 
In contrast, the lower cost of hardware for Windows Server–based systems allows capacity problems to be solved by adding new hardware. A common mistake IT executives often make after mainframe migration is to employ ESM in the same way it was done on the mainframe. Instead, IT executives should ensure that monitoring, measuring, and tuning are commensurate with the workload and potential affects on service and cost.
Software Costs
Because mainframe management tools are mature, significant and numerous metrics can be obtained on system and application performance. The challenge, however, has always been how to use all the data. Hence, ESM methods usually evolve to correlate metrics with system events and to roll-up or filter data to create usable information. Extensive exception processing and automated scripts contribute to the maturity of mainframe management products, but they also contribute to the greater expense and complexity of running mainframe systems. Indeed, the cost of mainframe management software, especially of third-party independent software vendor (ISV) products, has become a sore point for many mainframe customers. 

Windows Server–based systems have been monitored since the adoption of the platform for enterprise-class systems, but the approach to ESM has been different from and more simplistic than ESM for the mainframe. However, ESM on Windows Server–based systems often is addressed too late in the implementation of the system. 
When migrating mainframe applications to Windows Server–based systems, IT executives should evaluate the cost of ESM tools early in the migration process and evaluate the tools on the ability to measure performance in relation to service level agreements (SLAs).

Staff Costs
Staff availability is a key factor to consider when deciding to modernize legacy systems. A common concern is the ongoing availability of trained staff to administer a mainframe system; it often is the concern over future availability of trained staff that helps move an enterprise toward a decision to migrate. Clearly, managing different platforms requires different skills.

Although Windows Server–based systems require management and monitoring, a wider base of professionals trained in the administration of these systems exists. In addition, experience shows that it is easier to train mainframe administrators to use the Windows® operating system than it is to train Windows administrators to use mainframes.

IT executives should evaluate staffing issues as part of the ESM strategy for legacy modernization and should expect different staffing requirements for different platforms.

Operational Costs

Many mainframe migration decisions begin and end with hardware and software cost analyses because these seem relatively straightforward to calculate. However, operational costs, which are often overlooked, should be factored into any such decision to migrate between platforms. 
The equation for savings from mainframe migration will vary depending upon the size of the mainframe, its replacement cost, the number of applications and the level of their utilization, and whether mainframe workloads will be completely eliminated or just reduced. For example, some enterprises have achieved a significant reduction in operations costs through changes in staff profiles and the reduction of tools licensing costs as part of migration. 

Despite the general belief that ESM costs are high on the mainframe, cost comparisons regarding manageability are difficult and most IT managers do not attempt to do them. There is no easy one-to-one comparison of different platforms in this regard. System designs differ and so do the skills requirements.

Regardless, more organizations are shifting workloads from the mainframe. Unfortunately, this often is done without clearly understanding the need for ESM and the effect of ESM on operational costs. Table 1 compares ESM between platforms, providing weights for complexity, cost, and capabilities.

Table 1. ESM Comparison Between Platforms
	Platforms
	Complexity
	Costs
	Capabilities

	Older mainframes (IBM, Amdahl, Hitachi, ICL)
	▲▲▲
	$$$$
	+++

	Mainframe with extended applications access
	▲▲▲▲
	$$$$
	+++

	Newer mainframes (zSeries)
	▲▲▲
	$$$
	+++

	Midrange: UNIX, Linux, i5/OS
	▲▲
	$$
	++++

	Windows Server
	▲
	$
	++


Source: Robert Frances Group 2006
ESM Tool Categories

Finally, when deciding which mainframe applications to migrate or how many of the existing workloads to host on the Windows Server–based system, IT executives should consider the differences between the mainframe and Windows Server platforms regarding specific operational requirements and ESM tool categories. Below is a brief list of ESM tool categories that should be considered for the management and monitoring of any application that has been migrated from the mainframe to Windows Server.
· Capacity and utilization

· Databases

· Jobs and workload scheduling

· Networks

· Operating systems

· Performance

· Report distribution

· Security and permissions

· Storage

· Transaction monitors

· Transactions

ESM on the Mainframe

IT leaders often believe that mainframes are, by default, easier to manage or that management capabilities are universally easier on the mainframe. This belief is not necessarily valid. Likewise, many believe that the mainframe is a centralized, "single environment,” but this belief also is not necessarily valid. The diversity of workloads and operating systems that run on the mainframe (for example, z/OS, z/VM, z/VSE, and Linux) create multiple logical environments. This is similar to the complexities and cost issues associated with multiple implementations of Windows Server. In practice, each separate environment on the mainframe requires some level of management and monitoring.

Due to the complexity and high cost of mainframes, much time is spent tuning and tweaking to get the most out of the mainframe platform. For load balancing, processing sometimes must be shifted to different time frames or to different computers as CPU utilization increases. The underlying driver for all of this activity is cost minimization, which includes avoiding the potential cost of upgrades if capacity is exceeded. Mainframe upgrade costs can be dramatic. Thus, avoiding or minimizing upgrades is an ongoing effort. 
Table 2. Short List of ESM Tools for the Mainframe
	Company
	Product

	Allen Systems Group  (ASG)
	ASG-TMON

	BMC Software
	Business Service Management, including CONTROL, MAINVIEW, and SmartDBA

	CA
	Unicenter solutions

	Compuware Corporation
	Strobe and Vantage

	HyPerformix
	IPS Capacity Manager

	IBM Tivoli Software
	Netcool, Netview, and OMEGAMON

	The Information Systems Manager (ISM)
	PerfMan


All of the vendors listed in Table 2 offer point solutions or have a suite of acquired point solutions. Many of the large vendors have handled acquisitions as sources of maintenance income, adding few features or integration between tools in the suite. In addition, many of the ISVs compete with IBM, the platform provider. The relationship between IBM and the ESM vendors is frequently at arms length because IBM offers an ESM solution and has an interest in reducing the mainframe costs.

ESM on Windows Server

As discussed previously, ESM is technology that centrally manages operating systems, databases, networks, and applications. For Windows Server–based systems, ESM often is a straightforward process due to the interoperability of the software stack. However, data centers have a heterogeneous infrastructure beyond the software stack. Hence, IT executives should evaluate ESM broadly and consider all platforms in use at the data center. Nevertheless, the ESM tool categories available for Windows Server–based systems are less complex and include management and monitoring of:

· Active Directory®  directory service
· Applications

· Databases

· Networks

· Performance

· Web sites and Web applications

· Windows Server operating system
Also, the EMS market for Windows Server–based systems is a vibrant and growing vendor ecosystem that already has a large number of vendors.
Below is a short list of vendor tools for implementing ESM on Windows Server–based systems.

Table 3. Short List of ESM Tools for Windows Server
	Company
	Product

	Appistry 
	Appistry EAF

	Attachmate
	NetIQ AppManager

	BMC Software
	BMC Performance Manager (formerly PATROL)

	CA
	Unicenter

	Compuware
	Vantage

	Gomez
	Gomez Performance Network

	HP and Mercury Interactive
	Mercury Diagnostics and OpenView

	IBM Tivoli Software
	IBM Tivoli

	Keynote Systems
	Service Level Management

	Lucent Technologies
	VitalSuite

	Microsoft
	Microsoft Operations Manager, Microsoft Operations Framework, Microsoft Systems Management Server

	Neverfail Software
	Neverfail for Exchange

	PerfCap
	eCAP and PAWZ

	ProactiveNet
	ProactiveNet BSM

	Quest Software
	Foglight, JProbe, PerformaSure, and Spotlight

	ScriptLogic 
	Service Explorer

	TeaLeaf Technology
	TeaLeaf CX

	VSR Networks
	Reveille


The larger of the vendors listed in Table 3 grew through acquisition in addition to growing organically; the acquirers have tended to integrate the acquired solutions, and it has allowed improved integration between tools for the Windows® operating system and tools for other platforms. For example, COBOL applications migrated to Windows can be managed with tools offered by Acucorp, Fujitsu, and Micro Focus. 

Microsoft also provides some ESM products; but these products are generally unadorned, which gives third-party vendors room to address the unique needs of individual customers. Therefore, in contrast to the different service offerings for mainframes, the Microsoft ESM service offering for Windows Server does not compete extensively with third-party ESM tool providers. 
Further, usage of the Windows Server operating system is growing faster than the use of the mainframe, and the selection of innovative management solutions for the Windows Server platform is growing along with that trend. IT executives should match ESM products to requirements and expect a rapidly maturing set of options for managing and monitoring Windows Server–based environments.

The Windows Server ESM vendor ecosystem is expanding, with the addition of security, storage, and systems management vendors that offer solutions exclusively for that platform. These vendors seek an increase in market share and view enterprises that are migrating systems from the mainframe as prime targets for their solutions. The Mainframe Migration Alliance (MMA) is an organization that supports the growth of a community of vendors, including ESM vendors, that offer operational products and services that support mainframe migration and enterprise systems on the Windows Server operating system.

Different ESM Strategies for Different Platforms

For enterprises involved in mainframe migration, a key concern is the replacement of the mainframe environment with a new environment that is as stable and performs as well as the mainframe. Where that is true, the criticality of robust ESM solutions can make or break an organization's ability to meet the required service levels. However, for some migrations, the replication is difficult. Some organizations that migrated to a UNIX-based system from the mainframe have reported significant difficulty integrating and customizing ESM tools to replicate the performance of the mainframe. IT executives should consider ESM to be an enabling technology that reduces operational costs, and they should ensure that they know the goals to be achieved and how these goals will differ by platform and application.
There are also variations in the way organizations think about different platforms. The following statements illustrate prevailing beliefs about the management of Windows Server–based systems.
· "I must make the Windows environment behave like the mainframe environment." 
This belief leads to the deployment of ESM tools that do the same thing that mainframe tools do. Toward this goal, some enterprises determine that it is necessary to transfer staff and deal with naysayers. However, this approach can become the most difficult part of a migration. And, once the migration is complete, organizations often realize that not all of the mainframe capability was necessary and that other ESM functionality is needed.

· "I will take advantage of the Windows environment as it is and focus on the migration objectives; I will not recreate the mainframe somewhere else." 
This approach focuses on the objectives, whether they are application renewal, cost savings, or flexibility. Because hardware and software licenses are relatively inexpensive, constantly managing and tuning disk capacity, for example, makes little sense. Instead, there might be a higher number of servers to coordinate. However, while RAS—reliability, availability, and serviceability—may be lower on Windows Server–based systems, it is good enough for many applications that do not require 99.999 percent availability, for example. This approach shows a realization that a different set of management tools is needed for Windows Server–based systems.

· "I will analyze the business requirements, independent of the hardware platform, and then do a total cost of ownership (TCO) analysis to see which meet the requirements for the lowest TCO." 
The analysis must include migration and training costs if it is to be helpful method of determination. IT executives taking this path start with a zero-based assumption and orient the analysis to business requirements for TCO rather than on the hardware platform alone.
Before deciding on a new hardware platform, IT executives should seek evidence of the benefits of shifting workloads from the mainframe to Windows Server. For example, performance management solutions should be able to illustrate true performance differences between platforms. Recent discussions with enterprises that have migrated from the mainframe to Windows Server indicate that equivalent or superior performance can be achieved after migration. But, this result is not always because of the platform. A platform migration often involves database and application optimization as well as other simultaneous infrastructure improvements. This is why mainframe migration often is referred to as application or legacy modernization—because it often extends beyond improving the platform.

Migrating to newer mainframe systems can be difficult and complex. For example, a major update to the operating system can transform the platform into an essentially different system that requires different management and monitoring strategies. Often significant mainframe upgrades are on par with a platform migration and all trade-offs should be scrutinized.
IT executives considering where to host new applications and workloads should evaluate the current capabilities of the Windows Server platform because, in recent years, significant advances have been made that are important to enterprise users. For example, the Windows software stack is now much better at maintaining a stable environment. 
Usability

Mainframe management tools are notoriously difficult to customize and administer. Individuals responsible for the tools need extensive training and often need vendor assistance with implementation and upgrades. Although some improvements have been made to these tools, individuals who have experience using management tools for both the mainframe and Windows Server report that the tools for Windows Server are much easier to implement, customize, and maintain.

Mainframe ISVs encourage ESM practices beyond monitoring, to include predictive analysis, capacity planning, and integrated problem resolution. RFG believes that use of these capabilities on any platform is a best practice. However, RFG's observation is that only a limited number of users take advantage of these extended capabilities, many of which now exist in Windows Server environments.

Job accounting and reporting on the mainframe, much like other management practices, is driven by the need to allocate costs to users. Although much of this information is available from mainframe monitors, the access and usability of the data can be burdensome than with similar ESM systems running on Windows Server. 

The proper communication of system information is as important as its discovery. Reporting is an important aspect of ESM—and the more user-friendly it is, the better. Without decent reporting, the amount of data is overwhelming. Windows-based products offer superior report generation and management, with more flexible and integrated reporting solutions.

Enterprises deciding on application and workload hosting options should build into their decision-making processes more time for the evaluation of ESM solutions. Most vendors provide assistance with these evaluations and proof of concepts, and it is prudent to make the most of them. Not only does this practice work out the kinks of the tools early on, the results can show evidence of predicted improvements. In addition, proof of concepts can also help provide information for other workload-hosting decisions, such as capacity planning.

SLA Management

Another goal of ESM should be the attainment of and improvement on defined SLAs. Proper network and systems management comes from the optimization of resources and rapid problem resolution. The goals are to accelerate problem resolution, identify the root cause of problems, and increase application reliability while reducing application support costs.

Monitoring databases and applications is essential for meeting service levels. Mainframes have a good reputation in this regard. Windows Server–based systems should employ monitoring tools in combination with other security measures to address this requirement. IT executives should take a holistic and integrated view of application management and use proper procedures and tools on all platforms to ensure the alignment with enterprise needs.

Another part of SLA management is root cause analysis. Root cause analysis requires metrics to drive process efficiency and optimal use of staff. ESM solutions should help tie product and service issues to process failures via root cause analysis. IT executives should implement the appropriate metrics to ensure that future problems are avoided. These features, in addition to simple problem discovery, ultimately drive continuous service improvement, which is an intrinsic part of service delivery effectiveness.

Many mainframes host transaction-intensive applications. These applications also have a mixed client side that consists of terminal clients, Web clients, and Internet services. Managing service levels across these environments represents an immense challenge. Multiple points of integration and potential failure along with the varying behavior of ESM tools across platforms further impede cohesive management. IT executives should embrace the problem from an enterprise perspective by integrating ESM tools as much as possible while also using historical reporting data to help predict future issues.

Timely knowledge of actual and potential problems is essential to efficient application management. IT executives should try to view ESM holistically, in light of all applications and services infrastructure.

According to recent RFG research, failure to meet service level targets occurs due to a combination of poor testing, unforeseen deployment issues, and the inability to appropriately model and manage end-to-end infrastructure. Clients rarely cite lack of adequate hardware and network bandwidth.

Tools and Process Strategies
Enterprises that have experience with both the mainframe and Windows Server environments have told RFG that the philosophies for implementing ESM are different for each platform. These differences include both the tools and approaches employed in ESM. The following are some of the important areas where differences and similarities exist. 
Database manageability. A number of solid tools for managing databases are available for both the mainframe and Windows Server; performance of these tools is similar on both platforms.
Enterprise elasticity. Sometimes called agility, enterprise elasticity is the ability to respond quickly to changes such as new markets, new competitors, and new applications. Organizations that have migrated to Windows Server tell RFG that flexibility is a key driver in the migration decision. In general, these organizations view the Windows Server platform as a simple and lower cost way of implementing a new application. This view also applies to ESM with features such as reporting, usability, and integration.

Mobile devices. At many enterprises, a growing number of workers use mobile devices and portable computers and ESM capabilities must support this evolution. Windows Server is a strong platform from which to manage mobile devices, many of which run versions of the Windows operating system and Windows-based applications.

Applications. Most ISVs write new applications to run on Linux or Windows Server–based systems. Such applications include Web 2.0, collaboration and messaging, video, and VoIP technologies. While some of these capabilities can be run on the mainframe, the majority of new applications are written for Windows Server.

Staffing. Staffing changes related to migration affect groups in the organization who are responsible for ESM. Enterprise clients tell RFG that retraining mainframe staff to handle Windows Server is possible; however, the same skills needed for administering Windows Server–based systems often are available among employees at a lower salary. In addition, it is easier to find MCSE-certified professionals than mainframe system administrators. The culture of the enterprise and the philosophy regarding staffing factor into the decision, but staff with strictly Windows-based skills will generally cost less.

Storage. Enterprises store more data than ever before and this trend will continue. Hence, managing storage is critical, especially given compliance and retention requirements. Employing mainframes as data servers is common; however, the mainframe houses only part of today's data stores and less so every year. The trend is to store mission-critical data off the mainframe in storage area networks, using storage management tools.

Testing. Testing is more cost effective on Windows Server than on the mainframe. While the mainframe excels at mirroring environments, with solid duplication and migration from test to production, the platform allocation costs of a mainframe test environment are high. Windows Server environments are much more accessible and separate test and production systems can be created much less expensively. In addition, virtualization with Windows Server has helped make this process much simpler.

Tools license costs. ESM software licensing costs are much higher for mainframes than for Windows Server–based systems. ESM service offerings from BMC, CA, and Compuware are priced especially high. In an effort to reduce the high-cost of software licensing and to offer all-in-one solutions, IBM has acquired a number of ESM solutions. Some of these ESM acquisitions include Candle, Micromuse, and Tivoli.

Virtualization. Originated on mainframes, virtualization technology is now commonplace and drives significant changes off the mainframe. As enterprises recognize virtualization as a mainstream technology, IT departments and lines of business must collaborate more closely on platform acquisition and management. In the next few years, virtualization will capitalize on underutilized computing power and reduce data center costs by making better use of existing Intel-based and AMD-based servers in the data center.

Microsoft Virtual Server is the current virtualization platform for the Windows Server 2003 R2 operating system. Virtual Server integrates with Microsoft Operations Manager and Systems Management Server ESM tools. Although virtualization is more mature on mainframes, economics and other factors drive the increased use (and increasing maturity) of Windows Server implementations. This will require adjustments to ESM strategy in order to address implementation.

Summary

Enterprise Systems Management is an enabling technology with significant benefits for IT executives seeking to reduce the costs of data centers or to improve service levels. IT executives should evaluate ESM broadly and consider all platforms within the data center.

RFG believes that there are important differences in the management and monitoring of mainframe and Windows Server platforms. While there are some benefits to the centralization of ESM on the mainframe, clients that have experience with both platforms tell RFG that higher costs are associated primarily with tools and personnel for the mainframe. EMS tools for Windows Server are generally less expensive and easier to use, and many more ESM tools are available than for mainframes.

IT executives considering mainframe migration or workload shifting should consider the cost of ESM, the maturity of available ESM tools, and transition needs to maximize the benefits tied to broader skill sets and lower hardware and software license costs.
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