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The Microsoft® Windows Vista™ LOB Application Compatibility Testing Program enables Microsoft Information Technology (Microsoft IT) to smoothly migrate internal desktop computers to Windows Vista without loss of productivity. It also provides the Windows Vista development team with valuable real-world testing and feedback. In addition, this program can serve as a model for other IT organizations that plan to upgrade to the Windows Vista desktop operating system. 
The next major release of the Microsoft Windows® desktop (client) operating system, Windows Vista, delivers major improvements in user productivity; important new capabilities for software developers; and significant advances in security, deployment, and reliability. 
A desktop operating system interacts with virtually every IT system deployed in an organization. When an organization upgrades to Windows Vista, it must ensure that the organization's applications can interoperate smoothly with Windows Vista while implementing the advances delivered in the new desktop operating system. This is especially true of the line-of-business (LOB) applications—the critical computer applications that are vital to running the enterprise, such as accounting, expense reporting, procurement, and supply-chain management applications.
This case study describes how Microsoft IT performed LOB application compatibility testing for Windows Vista. It includes specific examples of some of the issues encountered during testing, to help customers focus their own testing efforts. This paper can serve as a model for planning an organization's LOB application testing program. It is intended for chief information officers, IT directors, solution architects, and technical decision makers who plan to deploy Windows Vista on their organizations' desktop computers.  
Situation

For Microsoft IT to ensure that Windows Vista and its LOB applications can interoperate compatibly, it must perform application compatibility testing. This testing, when designed and executed properly, reveals compatibility problems that can then be addressed by the IT organization before users upgrade to Windows Vista. This section describes the Microsoft LOB applications and the organizational structure in which they operate. It also describes some of the new features in Windows Vista that may affect its compatibility with existing LOB applications. 
Microsoft BUs and BUITs

Within Microsoft, there is a wide variety of business units (BUs), from accounting to the Microsoft Home and Entertainment Division. To support the IT requirements of the BUs, Microsoft has organized various business unit information technology (BUIT) teams. The Microsoft BUIT teams are located throughout the world. Each BUIT team is responsible for its own testing, but a BUIT team may outsource that testing to another team, other testing resources within Microsoft, or external testing vendors. 
Most BUs' systems must interact with enterprise-wide applications, like accounting and human resources applications. Most BUs also develop and maintain their own LOB applications. 

Microsoft LOB Applications

Hundreds of LOB applications exist throughout Microsoft. Some LOB applications have a small base of fewer than 50 users, whereas others have more than 50,000 users. Some LOB applications are mission critical or used for executive decision-making, whereas others are useful but not critical. 

Before having its desktop operating systems upgraded to Windows Vista, each BU must perform application compatibility testing to ensure that the new features and architecture of Windows Vista are compatible with its current LOB applications. To ensure uninterrupted services, the initial tests must be conducted in a test environment, separate from the production IT systems. When a Windows Vista build—the executable code that was converted from the source code—is passed in the development test environment, it is released to the BUs for real-world testing. 
Windows Vista New Features 
This section describes some of the new features of Windows Vista that may affect compatibility with existing LOB applications. 

User Account Control

Among the most important advances in Windows Vista is the new security architecture, called User Account Control (UAC). The new security architecture is based on the principal of least-privileged user accounts, whereby ordinary users are granted only those rights and permissions that they need to do their work, and no more. The application of this principle limits the damage that can result from accident, error, or unauthorized use.
Note: UAC was also known as User Account Protection (UAP) or Least-Privileged User Account (LUA). 
Running as an administrator makes a computer vulnerable to several kinds of security attacks, such as a Trojan horse and a buffer overrun. Just visiting an Internet site as an administrator can damage a computer. Malicious software (malware) can unknowingly be downloaded from the Internet site and then attack the computer. If the attack is successful, the malware program inherits the administrator rights and permissions and can then perform malicious actions such as deleting files, reformatting the hard drive, and invisibly creating new user accounts that have administrative rights and permissions. Using UAC significantly reduces the attack surface that is open to malware programs. 
Some programs can run only when a user has administrative rights. Typically, this occurs if the program stores user data in the registry or in file system locations that only an administrative account can access. Windows Vista automatically virtualizes computer-wide registry settings and folders. Virtualization is the process of presenting a logical grouping or a subset of computing resources so that they can be accessed in ways that give benefits over the original configuration.
Changes made to the virtualized registry settings and folders are visible to only the user account and the applications that the user runs, to help protect the integrity of the computer. In Windows Vista, if a user tries to perform an action that requires administrative rights or permissions, Windows Vista automatically prompts the user to enter administrative credentials. 
Firewall and Windows Service Hardening

The personal firewall built into Windows Vista delivers new capabilities. For example, the new firewall blocks all incoming traffic until a computer has the latest security updates installed. The two-way firewall also includes filtering that enables users to configure it to selectively block both outgoing traffic and incoming traffic. Every aspect of the Windows Vista firewall can be configured through Group Policy settings, so client security settings remain constant between desktop computers. For the first time in a Windows operating system, Windows Vista firewall management is integrated with IP security (IPsec), a set of protocols developed by the Internet Engineering Task Force (IETF) to support security-enhanced exchange of packets at the IP layer. 
The firewall works closely with Windows Service Hardening, which restricts Windows services from performing abnormal activities in the file system, registry, network, or any other resources that might be used to allow malware to install itself or attack other computers. For example, the remote procedure call (RPC) service can be restricted from replacing system files or modifying the registry. 
Internet Explorer 7 New Security Features

Internet browsers are at a higher security risk than other applications because they can download untrustworthy content from unknown sources. Microsoft Internet Explorer version 7, which is delivered with Windows Vista, employs a new feature called Protected Mode. This feature uses the UAC features of Windows Vista and a more secure implementation of Internet security zones. In zones other than the Trusted Sites zone, the Internet Explorer 7 process runs with low rights, even if the user is logged on as an administrator. Because add-ins to Internet Explorer 7, such as ActiveX® controls and toolbars, run within the Internet Explorer process, those add-ins also run with low rights. 
In Internet Explorer 7 Protected Mode, even if a malware program defeated every defense mechanism and gained control of the Internet Explorer 7 process, its activities would be severely limited. Almost the entire file system and registry would be off-limits to writing, reducing the ability of the malware to modify the system or harm user files. The malware would not have sufficient rights to install software, put files in the user's Startup folder, hijack browser settings, or perform any other malicious activities. In Protected Mode, Internet Explorer 7 writes and reads special low-rights versions of the cache, Temporary Internet Files folder, Cookies folder, and History folder. 
When Internet Explorer 7 accesses a site in a Trusted Sites zone, it runs outside Protected Mode. It does not cross the security boundary to read the low-rights versions of the cache, Temporary Internet Files folder, Cookies folder, and History folder. However, the Favorites folder is shared between Protected Mode and Unprotected Mode. 
Solution

To design, implement, and manage application compatibility testing, Microsoft IT set up the Windows Vista LOB Application Compatibility Testing Program. Under the program, each LOB application is tested with Windows Vista under real-world conditions. This testing, when executed properly, reveals any compatibility problems, which can then be addressed by the Windows Vista development team or the IT organization that owns the LOB application.

The following sections describe how Microsoft IT set up the testing program, some of the issues that Microsoft IT discovered in the testing, and information about additional tools.
Setting Up the Testing Program

The high-level steps that Microsoft IT took to set up the Windows Vista LOB Application Compatibility Testing Program were:

1. Establish goals and objectives. 
2. Select a program manager. 
3. Develop the program management plan.
4. Select the LOB applications to be tested. 
5. Prioritize the LOB applications to be tested. 

6. Establish communications channels. 
7. Create a reporting tool. 

8. Build the real-world testing environment. 

Establish Goals and Objectives 

Microsoft IT gave the Windows Vista LOB Application Compatibility Testing Program these goals and objectives:

· Ensure that the selected internal LOB applications are compatible with Windows Vista.

· For each of selected the LOB applications, test key functionality and user scenarios.

· Minimize the impact that upgrading to Windows Vista has on users, support (Helpdesk call volume), BUIT teams, and, ultimately, Microsoft customers. 
· Identify LOB application compatibility issues early in the product development life cycle.

· Help ship the highest-quality Windows Vista operating system possible.

Select a Program Manager

The Microsoft BUs, their LOB applications, and the BUITs are spread throughout the organization and in some cases are in physically disparate locations. To produce valid and usable results from the Windows Vista LOB Application Compatibility Testing Program and to ensure its orderly and efficient execution, a single program manager was designated to plan and coordinate the program.   
Executing the testing program requires significant resources—hardware, software, facilities, and staff time—in many different Microsoft organizations. So, the first task of the program manager was to receive commitment from senior management. Furthermore, the program manager had to negotiate buy-in from all the BUITs and test teams that are scheduled to take part in the program. These teams, which design and perform the testing, must be able to commit the needed resources according to the required schedule. 
The program manager must learn from the Windows Vista development team when the team plans to release testable builds of Windows Vista. The program manager must select the LOB applications to be tested with Windows Vista, determine when the testing needs to be performed, and then coordinate with the BUITs. Throughout the program, the program manager acts as the liaison between the Windows Vista development team and the BUITs. 

In addition to the Windows Vista development team and the BUITs, the program manager needs to get commitment from the Microsoft IT support team. Often, the personnel setting up or performing the tests need help from the support team. The support team needs to know when these support requests are likely to arise and how many there are likely to be. 

While the BUITs are performing the tests, the program manager does whatever is necessary to expedite the testing tasks. The program manager sometimes has to help procure hardware, and other times has to help troubleshoot an operating system installation. As the logistical and organizational issues are resolved, the program manager ensures that the required tasks in the testing plan are properly communicated, understood, and performed as scheduled. 
Develop the Program Management Plan 
The program manager must develop and implement a management plan for the testing program. The plan developed for the Windows Vista LOB Application Compatibility Testing Program consisted of these steps: 
9. Gather requirements and scope the tests in the following areas: 
· Determine the new functionality in Windows Vista and link it to each LOB application and its dependencies.  

· Determine Windows Vista changes that may affect LOB applications.  

· Construct the test scenarios in consultation with the users.  
· Define the testing constraints.  
· Define the goals shared between the application compatibility team and the BUIT groups.  
· Determine the milestone dates: when the Windows Vista test builds will be ready for testing.  
· Determine the dates that Microsoft IT will deploy Windows Vista test builds into the testing environment.  
· Determine the dates that the BUIT testing team will actually run the tests.

10. Obtain resources as follows:  
· Obtain commitments from application owners and testers for the all the needed resources: hardware, software, facilities, and staff time. 

· Prepare the support (Helpdesk) personnel for their involvement in the testing process.  

· Prepare the key personnel for their involvement in the testing process: product group contact, IT service owner, deployment product manager, BUIT testers and project managers, steering committee, and others.

11. Hold a kickoff meeting, which consists of the following:  
· Brief the BUIT personnel so that they know their roles and responsibilities.  
· Explain how the information in the portfolio management database will be used to plan and execute the testing projects. (The portfolio management database is explained in the next section, "Select the LOB Applications to Be Tested.") 

· Explain the program documentation and the program Web site. The documentation is produced and maintained to communicate the program schedules and provides testing details and tracking information for the individual testing projects. The Web site also serves as a support site, providing useful information like the download location for test builds and complete installation instructions.  
12. Manage test phases—Beta 1, Beta 2, Release Candidate (RC) 0, RC 1, and so on. Tasks include:
· Maintain program reporting.
· Manage the bug reporting process. 

· Compile and maintain lists of known issues. 

13. Manage the sign-off of each testing phase, through to program completion.
14. After the testing program is complete, assemble the feedback from participants on lessons learned during the program and what can be improved in the next program. 

Select the LOB Applications to Be Tested  
One of the earliest and most important tasks of the program manager in the testing program is to select the LOB applications that need to be included. The factors that enter into these judgments include the criticality of the application to the business or to the needs of Microsoft business executives, the size of the user base for the application, and the application's technology dependencies.
Microsoft IT maintains a software portfolio management database that contains information about each application deployed at Microsoft, including the following:

· Application type—for example, recruiting, legal, or financial

· Business function

· Business priority, ranked as follows: 
1. Mission critical 
2. External critical 
3. Business critical 
4. Required 
5. Other
· Whether an executive uses it
· Estimated number of users: 1–49, 50–99, 100–499, 500–999, 1,000–4,999, 5,000–9,999, 10,000‑49,999, or more than 50,000
· LOB application version and version information
· Whether it is a third-party application
· Contacts for each LOB application 

· Technology dependencies, including version information  
If an organization needs to perform LOB application compatibility testing but does not have a portfolio management system, it will need to perform a poll or interviews to gather the relevant information from users and support teams of each LOB application.
Prioritize the LOB Applications to Be Tested  

To start the program planning, the program manager used the software portfolio management database to categorize and prioritize the LOB applications to be tested. The program manager aimed to identify a pool of 300 LOB applications to target, based on: 

· The criticality of the application to the operations of the BU or to use by Microsoft executives. 
· The size of the user base for the application.
· Whether the application was in previous compatibility tests for Windows-based applications.
· Whether the application has dependencies linked to the new features in Windows Vista.
The program manager actively limited the number of LOB applications tested to reduce cost, and prioritized the tested applications to make sure that the more critical applications were tested more often.

The program manager then classified the LOB applications from the pool into two priority categories: Tier 1 and Tier 2. The LOB applications classified as Tier 1 are those 100 applications that are the most critical to the functioning of the business. They have 5,000 or more users or are used by executives. The list of Tier 1 applications had to be kept to a manageable size because they are typically the most complex and the largest applications, and they take the most time to test and to fix. 
All LOB application owners reviewed the Windows Vista description of new features, and if they thought their LOB applications should be tested, they volunteered their applications for testing. The program manager determined whether a volunteered application should be assigned to Tier 1 or to Tier 2. The target size for Tier 2 was about 200 LOB applications. 
Tier 1 LOB applications were tested prior to every major release milestone. Because these are the critical applications, it was important that any incompatibility issues were identified and addressed as soon as possible. Tier 2 tests were worked into the testing schedule as resources permitted. They were not tested as often as the Tier 1 LOB applications. 
Establish Communications Channels
The Windows Vista Application Compatibility Testing Program crossed many organizational boundaries and, in some cases, national boundaries. The program manager had to coordinate hundreds of LOB application users, testers, managers, and support personnel. To accomplish this level of coordination, the program manager had to ensure that the program's communications were effective—that every participant in the program clearly understood his or her role and responsibilities, the task to be performed, and the schedule that had to be followed. 
The communications items that were required for the program included:

· Project schedules. 
· Testing instructions. 
· Program reports (to track and communicate the program's results and progress). 
· New features and changes in the builds.
· Reports for tracking issues and templates for entering issues.
· Reports for known issues.
· Goals shared between the application compatibility team and the BUIT groups. 

Starting with the information in the software portfolio management database, the program manager identified the best contact person for each LOB application or group of LOB applications. To simplify the communications process, wherever possible, the program manager set up one point-of-contact person to cover multiple LOB applications that a single BUIT owned. 
At the start of the program, the program manager initiated a series of test communications with the project managers and test leads. These test communications ensured that communications channels were working and being monitored, and that the personnel were responding. 

While the program was being executed, the program manager ensured that the communications contained only the most relevant information. The program's participants were better able to maintain their focus and commitment if the messages that they received were concise, clear, and relevant. Also, each communication or set of instructions assumed that the person reading it might be doing so for the first time. Nothing could be assumed or left to chance. 

Create a Reporting Tool 
In an effort as large and complex as the Windows Vista Application Compatibility Testing Program, it is important to effectively communicate the information gained through the testing. A comprehensive reporting tool must be employed to capture and deliver that information to the program's participants in a form that is easily understood. For the Windows Vista Application Compatibility Testing Program, the program manager developed a program reporting tool that delivered the needed information in a Microsoft Excel® spreadsheet. 
For each LOB application being tested, the spreadsheet contained the following information:

· Name and version of the LOB application.
· Unique Microsoft IT application identifier.
· Status: in production, pending production, or retired.
· BUIT responsible for testing.
· Build number of the Windows Vista build being tested, and the results of the test: passed, failed, failed noncritical, or blocked. (The number of instances of this information in the spreadsheet grows as new builds are released to testing.) 
· Contact person or persons for the LOB application's testing. 
A roll-up area of the spreadsheet showed the number of LOB applications in each of the passed/failed/failed noncritical categories, the pass rate of the applications, and the number of tests blocked. These roll-ups appeared for all applications, Tier 1 applications, and Tier 2 applications.
Build the Real-World Testing Environment 

For effective LOB application compatibility testing, the test had to take place in a real-world environment. Testers had to take care to match the versions of related software to the production versions. For example, Microsoft Office 2003 was deployed in the production environment, not the Microsoft Office 2007 version being released with Windows Vista.

In addition to a real-world testing environment, the testing scenarios had to reflect all of the actual conditions and procedures used by users of the LOB applications.
Windows Vista Known Issues 

This section describes some of the compatibility issues that were discovered in the Windows Vista LOB Application Testing Program. These issues may or may not apply to the LOB applications that other organizations deploy. 
.NET Framework

Windows Vista is delivered with the Microsoft .NET Framework version 2.0, but not earlier versions of the .NET Framework. Microsoft IT had a number of LOB applications that relied on the Microsoft .NET Framework version 1.1. To ensure that desktop computers running Windows Vista remained compatible with these LOB applications, the Microsoft IT organization had two choices: 
· Detect the absence of .NET Framework 1.1 and install it on the desktop computer if necessary.
· Modify the LOB application to run with the .NET Framework 2.0.
The Microsoft LOB application testing revealed several issues related to installing the .NET Framework 1.1 with Windows Vista. For example, some of the existing Microsoft LOB applications were built to bind to the latest version of the .NET Framework. If left alone, these applications, designed to use the .NET Framework 1.1, would bind to the .NET Framework 2.0 and fail. These LOB applications had to be modified to bind explicitly to version 1.1 or modified to run with version 2.0. 
For many LOB applications, Microsoft IT decided it was best to upgrade the application to use the .NET Framework 2.0. The .NET Framework 2.0 includes Microsoft Visual Studio® 2005 with ClickOnce functionality, which performs software verification and updates in a standard, uniform way, over Hypertext Transfer Protocol (HTTP). Previously, checking for software versions and performing updates were custom programmed for each application, resulting in differences in function and performance. For one LOB application, by using ClickOnce functionality, Microsoft IT had 50,000 to 60,000 users upgrade their desktop computers with very few deployment issues. 

In addition, some existing LOB applications required the .NET Framework 1.1 and a security policy. When upgraded to use .NET Framework 2.0, the security policy can be abandoned in favor of UAC certificates, which are simpler to use.

SQL Server

Microsoft SQL Server™ 2000 is not supported in Windows Vista. The recommended solution is upgrading to Microsoft SQL Server 2005. 
ADO Connection Object 

In Windows Vista, an ActiveX Data Objects (ADO) connection object does not reveal the connection string through its ConnectionString property because ADO obfuscates the connection string. To get the connection string, an administrator must set the following flag: “Persist Security Info=True”.  

Internet Explorer

Internet Explorer 7 disables Dynamic HTML (DHTML) scriptlets, by default, for all Internet zones. Scriptlets were deprecated (declared obsolescent) in Microsoft Internet Explorer version 5. If necessary, they can be re-enabled in individual zones through the Internet Explorer Security tab.
If a program relies on scriptlets, DHTML behaviors should be used instead. DHTML behaviors are components that encapsulate specific functionality or behavior on a Web page, and are more efficient than scriptlets.  

For example, one Microsoft LOB application is used as a reporting platform for Web components. It allows Web clients to interact with data sources based on metadata. This application made extensive use of scriptlets to implement menus. Menus defined through scriptlets can overlap elements on the page to look and function like Windows menus. Microsoft IT decided to reimplement the menus by using DHTML behaviors and HTML Components (HTCs). HTCs encapsulate DHTML as a programmable object with properties, methods, and events, bringing HTML into component-based programming. Unlike a scriptlet, an HTC cannot be embedded as a custom element inside an HTML page. Consequently, converting a user interface scriptlet to an HTC can require some special programming attention, such as using viewlinks and IFrames.

Additional considerations for Internet Explorer 7 include the following.
Protected Mode 
When Internet Explorer 7 is running in Protected Mode, application embedding in a browser window is not allowed. For example, when a user attempts to open an instance of Excel in a new Web page, an empty browser window opens along with a separate instance of Excel. This functionality is by design. 
Browser Query String 
Any existing application that checks for a minimum browser version, or otherwise uses the browser query string, needs to be modified for Internet Explorer 7. If such an application is not modified, the user may be prompted to upgrade to Microsoft Internet Explorer version 6.x, pages may not render properly, or other unexpected results may occur. 
Microsoft ASP.NET usage of the browser query string is as follows. 

System.Web.HttpBrowserCapabilities browser = Request.Browser;
Bool isIE6orLater = (browser.Browser == “IE” &&
    (browser.MajorVersion >= 6));

Usage of the browser query string with conditional comments is as follows.
<!--[if get IE 6]>
<SCRIPT LANGUAGE=”Javascript”>
Alert(“Congratulations. You are running IE6 or later!”);
</SCRIPT>
<![endif]-->

Client-side Microsoft JScript® usage of the browser query string is as follows.
function isExplorer6orLater()
{
    var f_result = new Boolean(false);
    var ua = navigator.userAgent;
    var re = new RegExp(“MSIE ([0-9\.].*?);”);
    if (re.exec(ua) != null)
    {
        if (parseFloat (RegExp.$1) >= 6.0)
            f_result = true;
    }
    return f_result;
}
MCSiMenu ActiveX Control
For security reasons, the MCSiMenu control is eliminated in Internet Explorer 7.0. Any application that uses this control needs to be modified to function without it. 

Application Compatibility Tools   

Microsoft will provide Application Compatibility Tools that will help customers identify application compatibility problems with Windows Vista and will help customers fix those problems. To obtain Windows Vista Application Compatibility Tools, check Microsoft TechNet and Microsoft MSDN®.

Best Practices
Microsoft IT has learned that the following best practices lead to a more successful application compatibility testing:

· Create an application compatibility program managed by a central program manager.
· Maintain an application portfolio database that tracks application technology dependencies, contacts, purpose, and test results for each application.
· Have the application owners do actual testing, because they are most familiar with the application, its architecture and technologies, and its functionality.
· Plan and budget sufficient resources to perform the testing tasks and participate in the program.
· Use an issue-tracking system to monitor issues discovered during application compatibility testing.

· Develop templates and checklists for the application compatibility testing program to reuse in future projects.

· Create an overall schedule of testable software builds to be released to the BUITs, and develop an application compatibility testing schedule based on this release schedule.
· Maintain an internal Web site to communicate the deployment and application compatibility testing schedules, and to provide details for individual application compatibility testing projects. 

Benefits

The benefits of the Microsoft LOB Application Compatibility Testing Program accrue to the Microsoft BUs, to the Windows Vista development team, and to the customers who will deploy Windows Vista. Benefits include the following:
· Microsoft IT will upgrade internal users' desktop computers to Windows Vista without disrupting the operation of their important LOB applications.

· The customers who will deploy the new Windows Vista desktop operating system will receive a new and improved product that has been thoroughly tested with a large number of LOB applications.
· The customers who will deploy the new Windows Vista desktop operating system can model their LOB application compatibility tests on the Microsoft LOB Application Compatibility Testing Program.
Conclusion

The Windows Vista LOB Application Compatibility Testing Program worked to identify incompatibilities between Windows Vista and existing LOB applications. Microsoft IT identified these incompatibilities before releasing Windows Vista into any production system. When any incompatibilities were identified, the Windows Vista development team and/or the LOB application's BUIT addressed them. 
The result was the smooth deployment of Windows Vista to internal users, a thoroughly tested Windows Vista operating system, and a model for Microsoft customers who plan to deploy Windows Vista into their LOB application environments.

For More Information

For more information about Microsoft products or services, call the Microsoft Sales Information Center at (800) 426-9400. In Canada, call the Microsoft Canada information Centre at (800) 563-9048. Outside the 50 United States and Canada, please contact your local Microsoft subsidiary. To access information via the World Wide Web, go to:

http://www.microsoft.com
http://www.microsoft.com/technet/itshowcase
http://www.microsoft.com/technet/windowsvista/default.mspx
http://www.microsoft.com/technet/windowsvista/deploy/appcompat/acshims.mspx
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Situation


Microsoft IT needed to smoothly upgrade internal users to Windows Vista and provide the Windows Vista development team with feedback from real-world testing scenarios. Each LOB application needed to be tested with Windows Vista under real-world operating conditions. 


Solution


Microsoft IT established the Windows Vista LOB Application Compatibility Testing Program. This program coordinated the compatibility testing of Windows Vista with internal LOB applications at Microsoft. This testing revealed compatibility problems that could then be fixed by the Windows Vista development team or the LOB application owners.


Benefits


Microsoft IT upgraded internal users to Windows Vista without disrupting the operation of its important LOB applications.


The Windows Vista development team received feedback from real-world LOB application compatibility testing, which the team used to further refine and improve the product.


The customers who will deploy the new Windows Vista desktop operating system will receive a new and improved product that has been thoroughly tested with a large number of LOB applications.


The customers who will deploy the new Windows Vista desktop operating system can model their LOB application compatibility tests on the Microsoft LOB Application Compatibility Testing Program.


Products & Technologies


Windows Vista


Microsoft Internet Explorer 7


Microsoft .NET Framework 2.0





“Communications are always a big issue with application compatibility testing. Identifying the right contacts is vital."


Jim LaBreck


Program Manager


Microsoft IT  





"You must duplicate your production environment as closely as possible. You must include any supporting software, such as Microsoft Office and .NET Framework, and you must use the same installation procedures your end users will."


Jim LaBreck


Program Manager


Microsoft IT











"We recommend the port from the .NET Framework 1.1 to 2.0 wholeheartedly!"


Jim Walker 


Program Manager


Microsoft Financial IT
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