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Overview of how upgrading from Microsoft® Windows NT® version 4.0 to Microsoft Windows Server™ 2003 provides cost, productivity, reliability, and manageability benefits, and facilitates additional information technology savings by supporting consolidation of servers and server 

	




Executive Summary

Upgrading from Windows NT 4.0 provides enterprise productivity features and management while it enables the consolidation of IT infrastructure.

Although the Microsoft IT group upgraded first to Microsoft Windows® 2000 Server and then to Windows Server 2003, organizations can realize the same benefits (at lower cost) by upgrading directly to Windows Server 2003. This card describes business and IT benefits available with Windows Server 2003.

· Benefits in Personal Productivity by Using Windows Server 2003 

· Benefits from Active Directory® environment and Role-Based Administration

The key advantages of Windows Server 2003 are enhanced enterprise directory management, self-sustaining support and management (including automatic self-help and self-creation of server storage and backup services that relieve help desk and operations), and increased personal productivity.

Operational efficiency and security are increased through central hosting of storage and services (storage area networks [SANs] and Windows Clustering), a tight domain structure, and Group Policy management.

Benefits in Personal Productivity by Using Windows Server 2003 

Objective: Hosting a global platform that supports personal storage and team collaboration to ease enterprise services and increase user productivity.

Central Collaboration with Windows SharePoint Services
Situation
· Information workers were confused by the choices for storing content.

· Teams needed common collaborative processes to work together.

· Supporting multiple storage and collaboration platforms was expensive and complex for Microsoft IT.

· Maintenance of file shares was expensive and complex. 

Solution
· Microsoft IT hosted a global collaboration platform built on Microsoft Windows SharePoint® Services and Microsoft Office SharePoint Portal Server 2003 that supports personal storage (My Site), team Web sites, group and division portals, and enterprise services with server farms in three regional data centers.

· Microsoft IT reduced costs and increased efficiency by decreasing the number of servers and the storage cost per gigabyte.

· Microsoft IT used SANs within data centers to simplify support, backup, administration, and patch management. SANs allow for better utilization (more than 85 percent versus local file storage of 30–60 percent). Initial costs are more expensive, but consolidated SANs are easier to expand and allow for online snapshot backups. 

· Microsoft IT used Network Load Balancing to perform hardware maintenance without interrupting service.

· Microsoft IT used life-cycle management features to configure a default content expiration policy that encourages site administrators to archive or delete obsolete content after six months. Limited initial storage space of 500 megabytes (MB) and a file upload limit of 100 MB automatically manage the growth of content on the platform.

· Planned deployment of regional shared-services farms provided consistent search, notifications, audiences, and user profiles across the solution. 

Benefits

· Cascaded personal and collaboration storage through My Site, team sites, and portals.

· Lower-cost, scalable storage through centralized SANs. With scalable storage, Microsoft IT reduced unused capacity that occurred with the more distributed storage approach.

· Lower IT costs through centralized platform support. 

· Single enterprise-wide search crawls that designate platform content and other existing content sources.

Lesson Learned

Rapid adoption, including 26,000 team sites in the first year, which exceeded expectations and required integration with Microsoft SharePoint Portal Server for effective search capability.

IntelliMirror
Microsoft IntelliMirror® in Windows Server 2003 increases availability and reduces the overall cost of supporting users of Windows. At its core are user data management, software installation and maintenance, and user settings management.

User Data Management

Situation

· About $800,000 was spent annually procuring Jazz drives, Zip drives, and other equipment for to employees to backup their own computer data.

· Data stored on employees’ computers was not backed up systematically.

· Administrators who wanted to redirect folders to the network had to use logon scripts to change registry values. 

Solution
· Dedicated Windows Server 2003 file servers hosted users’ My Documents folders and user profiles.

· Group Policy objects controlled security and 1-gigabyte (GB) storage quotas.

· Users were encouraged to use Offline Files technology, to enable work on My Documents files when users are not online.

· IT developed user- and feature-awareness campaigns.

· IT created an intranet site to register for My Documents service.

Benefits

· Users’ data is backed up as part of routine system administration (safer and more cost effective, and no action is required from the user). 

· Users’ documents are always available, even when users log on by using other computers on the network, or when network or server disruptions occur.

· System administrators who use Group Policy to set quotas can limit or expand the space used by users' special folders. 

· Data specific to a user can be redirected to a different hard disk on the user's local computer from the hard disk that holds the operating system files. This capability protects the user's data if the operating system needs to be reinstalled.

· Because personal data can be isolated from project data, priority can be given to what to backup and how long to store it.

Lesson Learned
When a user is working in offline mode, synchronization conflicts can occur between the network and offline versions of a .pst, .ost, or .mbd file. If a user makes a wrong choice in the Resolve File Conflict dialog box, data can be lost. Therefore, Microsoft IT does not allow these file types in My Documents.

Software Installation and Maintenance

Situation
Microsoft IT spent $400,000 annually on Help desk calls from users who were trying to locate software that they needed to do their jobs.

Solution
· File servers are audited to build an initial list of applications. 

· Each server is classified according to its software licensing agreement (per user or per application).

· Third-party applications are used to create .msi packages.

· Microsoft IT publishes applications to the Add or Remove Programs item in Control Panel through the Group Policy Object Editor for Active Directory.

Benefits

· Users find the software they need to perform their jobs.

· Software and optional features are installed “just in time.”

· Installed software is self-repairing.
· Central deployment of software upgrade reduces costs.
User Settings Management

Situation
Users who roamed from computer to computer had inconsistent application settings and an inconsistent desktop experience with desktop wallpaper, Microsoft Outlook® settings (automatic signature, forms, profiles), desktop contents, favorites, Quick Launch bar, cookies and AutoComplete (settings on various Web sites), and Office settings (custom dictionary and stationery).

Solution
· Windows Server 2003 Enterprise Edition is used to store roaming user profile information on a server. Initialized with the NTFS file system for increased security and backed up daily. 

· Active Directory Sites and Services is used to apply Group Policy settings, such as folder exclusions and quotas. A 25-MB quota is applied for each user. A 40-GB network share would support roughly 1,600 roaming users. Folder exclusions limit the amount of data from the synchronization process. Microsoft IT excludes the Temporary Internet Files, Temp, My Documents, Start Menu, and Windows folders.

· Standard applications are installed on computers that roaming users use. 

· To maintain user satisfaction, Microsoft IT enabled slow link detection to prevent profile synchronization on networks with throughput less than 500 kilobits per second.

· Caching user profiles locally is essential, in case access to the server is prevented.

· Technical training on Group Policy for the Help desk.

Benefits

· Personal user settings that are not tied to a particular computer or location lead to greater productivity for mobile users.

· The administrative burden of computer replacement is simplified. 

· Reducing Help desk calls drives support costs down.

Lesson Learned

It is essential to target the correct audience and understand how they work. Microsoft IT initially deployed the upgrade where needed (receptionists) but later added automation through the intranet so that employees could deploy it themselves. 

Benefits of Active Directory Environment and Role-Based Administration

In 1999, Microsoft IT upgraded its Windows NT environment to Windows 2000 and implemented an Active Directory structure around all internal systems. In 2003, this environment was migrated to Windows Server 2003, enabling the benefits of lower replication traffic, better and easier server consolidation, enhanced role-based administration functionalities, and enhanced Group Policy settings. The policy settings enabled more distinct roles and higher security while further reducing total cost of ownership (TCO). In addition, the Windows Server 2003 environment increased personal productivity for employees.

Objective: Upgrade software infrastructure, implement Active Directory, consolidate domains and servers, and improve deployment and resource management.

Situation with Windows NT

· Homogenous environment based on Windows NT technology and Windows NT–based solutions (for example, SAP for the Finance group).

· Abundance of regional domains and decentralized resources, including infrastructure, file and print servers:

· 14 first-tier domains

· 450 resource domains with 6,300 active trusts (one full-time person required to manage trusts, but “broken trust” still encountered)

Solution: Upgrade to Windows 2000 Server
· Upgraded infrastructure to Windows 2000 (about 14,000 servers, more than 60,000 accounts, and more than 125,000 workstations) and implemented Active Directory

· Upgraded SAP system with Windows 2000 and Microsoft SQL Server™ 2000

· Cloned and moved servers into master domains as members so that resource domains could be consolidated

· Restricted the use of organizational units (OU) to simplify Active Directory structure and to avoid OU maintenance

· Removed trusts and reduced the number of resource domain controllers

· Performed in-place upgrades where possible and upgrades on active clusters during business hours

· Trained Help desk before rollouts started

Solution: Upgrade to Windows Server 2003

· Set policy that infrastructure services and key business applications run on Windows Server 2003

· Deployed in stages: number of domain controllers upgraded to Windows Server 2003 doubled every 24 hours, with numbers growing rapidly with gained experience

· Enabled Active Directory cross-forest trusts and improved replication by converting to Windows Server 2003 forest functional mode.

· Established agreements on problem support, escalation, and resolution methods before deployment 

· Performed in-place upgrades for Terminal Services servers

· Tested line-of-business (LOB) application compatibility

Benefits of Active Directory, Windows 2000, and Windows Server 2003

· Reduced the size and complexity of the IT infrastructure by:

· Combining three domains with 8,000 user accounts to one Europe domain with 17,000 accounts. 
· Combining about 435 resource domains and corresponding trust relationships (dedicated full-time employee for trust management no longer required).

· Reducing the number of distributed servers. Windows Server 2003 enables a higher consolidation rate (internally up to 100:1 for file servers).

· Reduced security risks normally inherent with a large and complex domain structure.

· Improved user experience and reduced support requirements through Active Directory publishing:

· Users can easily install software through 120 published applications.

· Users can easily find nearby printers among the 2,000 available printers.

· More than 90 percent of remote deployment was handled with one central team, reducing the need for training and travel.

· Improved availability and performance of Windows Server 2003.

· Improved cluster support (eight-node clusters and ability to upgrade nodes on active clusters without interruptions).

· Included support for 64-bit architecture and applications.

· Reduced in on-disk storage by 40 percent with improvements in the way Active Directory manages security objects.

· Reduced replication traffic by 60 percent with availability of application partitions and the ability to limit the replication scope of Active Directory integrated Domain Name System objects. 

· Included virtual shadow copy services—volume-based snapshot and user file snapshot and rollback.

· Install from media allowed for faster restore Business Contingency / Disaster Recovery or remote site setup.

· Improved performance monitor functionality, especially in conjunction with Microsoft Operations Manager (MOM) Active Directory Management Pack data analysis and enhanced management possibilities.

Lessons Learned
· Ensure pilots reflect the diversity of the computing environment.

· Though difficult to identify in a complex environment, eliminate illegal trusts that become apparent to improve security.

· Make an accurate hardware and software inventory to understand the impact of an upgrade.

· Centrally manage Active Directory to ensure success and a more secure environment.

· Identify changes in business requirements that affect design assumptions: enabling usage of lightweight directory access protocol and the full functionality of Microsoft .NET services.

· Employ infrastructure management tools to ease administration:

· Use Microsoft Systems Management Server (SMS) or self-installation methods to reduce costs.

· Create a consolidated strategy for desktop, server, and network management.

· Include Windows Update technology in a long-term desktop management strategy.

· Promote the use of Remote Desktop and build Remote Assistance into the help desk strategy.

For More Information

Contact your local Microsoft office at http://www.microsoft.com/worldwide or visit http://www.microsoft.com/technet/itshowcase
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