[image: image1.png]jcrosoft

ngServer




Microsoft® BackOffice® 
Small Business Server Deployment

White Paper
Interacting with Novell NetWare Section

Published: May 1999

Contents

1Interacting with Novell NetWare

Overview
1
Coexisting with NetWare
1
Migrating from Peer Networks
5


[image: image2.png]


Microsoft® BackOffice® 
Small Business Server Deployment

White Paper 

Published: May 1999

For the latest information, please see http://www.microsoft.com/smallbusinessserver/

Interacting with Novell NetWare

Overview

In most cases, migrating off the NetWare platform completely is preferable to coexistence because you will be able to centralize backup, user accounts, and administration onto one common environment based on the Windows user interface. In some instances, however, you may need to continue to run NetWare and BackOffice Small Business Server on the same network, mainly due to a third-party application that requires components of the NetWare operating system.

Coexisting with NetWare

Whether you are doing a full migration or simply adding a NetWare server to the Small Business Server–based network, the first step in the process is to enable the two operating environments to communicate with one another.

To connect a NetWare server with Small Business Server:

1. Physically connect the two servers on the same hub.

2. Install the NWLink (IPX) protocol on the Small Business Server–based machine, and make sure the two machines are using the same frame type.

3. Install Gateway Services for NetWare on the Small Business Server–based machine.

Installing the NWLink (IPX) Protocol

NWLink is a network protocol for Small Business Server that is compatible with Novell NetWare’s default IPX/SPX network protocol. 

To install the protocol:

1. Log on to Small Business Server as Administrator or as someone with administrative privileges.

2. From the Start menu, select Settings, then Control Panel, and then double-click Network. 
3. Select the Protocols tab, and click the Add button. From the list that appears, select NWLink IPX/SPX Compatible Transport, and click OK. 

4. Insert the Small Business Server Disc #1 into the CD-ROM drive, and click OK. When the system is done copying files, click OK on the Network panel to close it out, and answer Yes to restart the computer now. 

Note: Installing the NWLink protocol and the Gateway Services for NetWare will allow Small Business Server and the NetWare server to communicate. If you want to keep all the NetWare clients as NetWare clients, you may want to invest in Microsoft File and Print Services for NetWare (FPNW), which allows the server running Small Business Server to look like a NetWare server to all the NetWare clients currently in your network.

Installing the Gateway Services for NetWare

Gateway Services for NetWare (GSNW) allows Small Business Server to function as a NetWare client. GSNW enables Small Business Server–based network clients to access NetWare resources. Users will be able to access what appears to be a standard Microsoft server resource, though they are actually connecting to a NetWare resource through the gateway service. 

Before installing GSNW on the Small Business Server–based machine:

1. On the NetWare server, create an Administrator account. (Note: This assumes you did not remove/rename the Administrator account on the Small Business Server–based machine). Also, grant Supervisor rights to this new Administrator account on the NetWare server.

2. Again, on the NetWare server, create a group called NTGATEWAY.

3. Create another NetWare user account that will be used as the primary logon for all Small Business Server–based client machines accessing NetWare resources. You may call this account what you wish; this document assumes this account is called SBSUSER. 

4. Add this NetWare account to the NTGATEWAY group on the NetWare server.

To install GSNW:

1. On the Small Business Server–based machine, click the Start menu, Settings, and Control Panel, and then double-click the Network icon. 

2. Click the Services tab, and then the Add button to bring up the list of services. 

3. Select Gateway (and Client) Services for NetWare, and then follow the instructions to continue installation.

4. Once the system is finished copying files, you will be prompted to restart the computer. Answer Yes to reboot your machine. 

5. After the reboot, log back on to the Small Business Server–based machine as Administrator, and you will be prompted to configure your Preferred Server. From the drop-down list, select the name of the NetWare server you are connecting to. 

Note: If the preferred server name was not found, check the frame type on the Small Business Server–based machine by opening the Network applet in Control Panel. Click the Protocols tab, and double-click NWLink IPX/SPX Compatible Transport. If the frame type is set to manual, compare the frame type setting on Small Business Server to the frame type setting on the NetWare server. Refer to your Novell documentation for information on how to do this. 
6. Open Control Panel, double-click the GSNW applet, and then click the Gateway button. Click the Enable Gateway check box, and specify the user NetWare Gateway user account/password that you entered above (i.e., SBSUSER).

7. At this time, you can add share names that will appear to be Small Business Server shares. However, these shares will physically exist on the NetWare server. Add shares by clicking the Add button and completing the dialog box that follows.

8. After you fill out the GSNW information, Small Business Server and the NetWare servers coexist on the same network. Your Small Business Server–based clients will be able to access the NetWare shares, although these shares will appear to exist on the Small Business Server–based machine. 

Migrating Novell Data to Small Business Server

After successfully configuring coexistence, you can begin migrating user accounts and data files to the Small Business Server–based machine by using the Migration Tool for NetWare. This tool, which is automatically installed after the Gateway Services for NetWare are installed, migrates most user account information, user and group names, and files and directories (including most user and group permissions) from the NetWare server into Small Business Server. 

The Migration Tool allows you to:

· Preserve appropriate user account information.

· Control how user and group names are transferred.

· Set passwords for transferred accounts.

· Control how account restrictions and administrative rights are transferred.

· Select the directories and files to transfer.

· Select a destination for transferred directories and files.

· Preserve effect rights on directories and files.

Migration Tool for NetWare requirements 

To successfully transfer directory and file rights with the Migration Tool, the following requirements must be met:

· You must be migrating from NetWare 2.x, 3.x, or 4.x (using Bindery emulation mode).

· You must have Supervisor privileges on the NetWare server and also be a member of the Administrators group on Small Business Server.

· The destination drive must be a Windows NT Server NTFS-formatted partition. Files and directories transferred to a non-NTFS partition will lose all permissions. 

· Gateway Services for NetWare (GSNW) must be started on the Small Business Server–based computer, because GSNW uses NetWare connectivity to communicate between the NetWare server and the Small Business Server–based server.

Additionally, the Migration Tool allows the administrator to run a trial migration that goes through checking and converting all objects without actually moving users or files to a Windows NT Server domain controller (i.e., the server running Small Business Server). This allows the administrator to check for errors before running the actual migration.

Note: The Migration Tool does not change a NetWare server into a Windows NT–based server. It is used for copying files and Bindery
 information to a separate Windows NT Server domain controller. 

The Migration Tool will migrate user accounts, group accounts, account permission where applicable, directory structure, and files from the NetWare server.

The Migration Tool will not migrate the following NetWare information:

· Logon scripts—Windows NT logon scripts provide similar functionality.

· Print server and queue information—Printers can be set up as Windows NT–based printers. Or, with GSNW and NWLink in use as a gateway, clients from both NetWare and Windows-based networks can use the NetWare printers.

· User-defined objects—These Bindery database objects have no Windows NT Server equivalent.

· Workgroup and user account managers—There is no equivalent group in Windows NT Server. The User Account Manager is just a concept, not a real group in the Binderies.

· Passwords—Windows NT Server does not have the ability to read NetWare passwords.

Once you have set up the NWLink protocol and set up Gateway Services for NetWare (outlined in the steps above), the migration process consists of two or more steps. The first step is to manually create user and group accounts in Small Business Server. By creating new user accounts rather than migrating the NetWare accounts, you can take full advantage of the features of the Small Business Server User Account Wizard. If you decide to use the Migration Tool to migrate user accounts, you will have to manually create a user’s shared folders, create an Exchange mailbox for each migrated user, and set the user’s logon script for the Setup Computer Wizard to run. You will also have to run the User Resource Wizard for each migrated user in order to set the appropriate permissions for that user.

The second step of the process is to copy all data from the NetWare server directories to Small Business Server. All user home files should be copied to the new user directories, and all company shared data on the NetWare server should be copied to the company shared folder on Small Business Server.

To begin the migration:

1. From the Start menu, select Programs, Administrative Tools, and then Migration Tool for NetWare.
2. Select the NetWare server you wish to migrate from and the Small Business Server–based computer you are migrating to, and then click OK.
3. Disable the migration of user accounts and permissions with the User Options button of the tool. (If you transfer the NetWare user accounts and permissions, the folder permissions will be intact, but no Exchange mailbox, no logon script, or user shared folder will be created.) The user accounts should be created on the Small Business Server–based machine using the Add User Wizard. When using the Add User Wizard, you can then add permissions to these recently migrated NetWare folders and also get the other benefits mentioned above.)

4. It is recommended that you first run a trial migration to try to anticipate any unforeseen errors that may come up. 

5. Assuming that the trial migration worked, click Start Migration to begin the process.

After the migration, the NetWare files will be copied over to the Small Business Server–based machine with a folder structure similar to the one that exists on the NetWare server. If you are copying the files to an NTFS partition, you can then reestablish the file and folder permissions as well as the shared folders by running the Share a Folder Wizard from the Manage Shared Folders page of the Small Business Server Console.

Migrating from Peer Networks

Many growing businesses find that the limits of peer-to-peer networking inhibit their business growth. Peer networks offer a reasonable solution at a low cost for businesses that have fewer than five PCs and that want to share files and a printer. However, as the business grows, issues such as performance, stability, security, and backup can begin to take a toll on business productivity.

Client/server operating systems such as Microsoft BackOffice Small Business Server eliminate many of the issues of peer networks in addition to offering features such as local and Internet e‑mail; shared Internet connectivity; shared fax services; shared modems and phone lines; shared customer lists and calendars; and the ability to centrally manage users, security, and backups.

To migrate from a peer-to-peer network to a Small Business Server–based client/server network, once you have set up a Small Business Server–based machine, you may run the Setup Computer Wizard for each of your peer clients to connect them to the Small Business Server–based network. If you also need to create new user accounts on Small Business Server, you can run the Add User Wizard to add both the user and the client machine to the network. After each client machine is connected, you can set up and share new or existing folders on the server and then copy data files from your peer network machines to the shared folders on the new server.

Requirements for migrating from a peer network:

· Your peer network must be running an Ethernet network with a network hub. 

· Client machines must meet the minimum system requirements. Consult Small Business Server Getting Started for the complete list of system requirements.

Note: A peer “server” refers to a PC that is dedicated to supporting files and printers on a given peer-to-peer network. In your business, you may not have a dedicated PC but rather have a workstation or workstations that people on your peer network use to share files or a printer.

To migrate from a peer-to-peer network:

1. Install Small Business Server on a new or separate server-class machine. Consult Small Business Server Getting Started for the complete list of system requirements.

2. Connect your Windows-based client PC to the same hub or network that is connected to your Small Business Server–based machine.

3. On the Small Business Server–based machine, create a new user account by running the Small Business Server Console. To do this, on the Start menu, click Small Business Server Console, and then select the Tasks tab, followed by the Manage Users option. 

4. Select the Add A User option, and work through the wizard to add a new user account and set the user’s permissions. 

5. Once you have completed these tasks, you will be prompted to set up the computer for this user. As part of this wizard, you will be prompted to insert a floppy disk to be used to install the client computer. After the disk has been created, place the disk into the computer that was acting as your peer network “server.” On the Start menu, select Run, and type a:\setup.exe in the command-line field.

6. After this application runs, your computer will reboot and automatically connect this machine to the Small Business Server–based network. You will be prompted to log on to the domain. After you log on, several files will be copied to your hard disk that will enable your client machine to support some of the additional server functionality offered by Small Business Server.

7. After a final reboot, your peer PC is now a member of the client/server network. On the server, a default user folder will have been created for the user account you specified in step 4. Also, a “company” shared folder was created during Small Business Server setup for you to place files shared across your business. At this time, you may copy files from your peer client PC to the server.

The following are not migrated:

· Shared printer locations on your peer “server”—You will need to attach the printer to your server and manually share out the printer on the network.

· Shared folder locations—As with printers, you will need to manually create and share folders on the server.

· Local user accounts or permissions on your shared folder and printer locations—For all user accounts and file or folder permissions, you will need to create new accounts on the server.
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� The Bindery is a NetWare database that stores information, such as user accounts, passwords, shared resource information, and group account information.
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