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Overview

The purpose of this paper is to provide you with information about the installation and deployment of Microsoft® BackOffice® Small Business Server version 4.5. You should use this paper as another information source to augment the Getting Starting Guide (located in your product box) and as preparation for some of the information you will find in the BackOffice Small Business Server 4.5 Resource Kit.

Within this paper, you will learn about the various networking situations supported by Small Business Server. These situations include adding more servers, connecting client PCs other than those running the Microsoft Windows® operating system, and migrating or interoperating with different network types such as Novell NetWare. Additionally, you will find a few tips to help guide you through installation, creating a fault-tolerant disk configuration, and choosing hardware that will give you optimal performance.

You should not use this paper as a replacement for the Small Business Server 4.5 Getting Started Guide, the Readme.doc found within CD#1 of your Small Business Server installation media, the “Small Business Server Component” white paper, or the Resource Kit.

Planning

Planning your network is the most critical component of the successful deployment of any computer technology in a business. Large organizations typically spend the majority of time in a given project on the up-front analysis and planning of business requirements and implementation. Large organizations, however, have dedicated information technology (IT) staffs whose job it is to interview users, research technology, and create a detailed implementation plan—a luxury that most small businesses cannot afford.

While this paper is not dedicated to planning, it does address several areas you should consider before moving your business to a full client/server network based on BackOffice Small Business Server 4.5. 

For starters, consider how your plan to implement Small Business Server will change the behavior of your employees. If you think your employees will experience a significant change—for example, if several employees will move from a paper-based environment to electronic forms—you should consider a short-term “pilot project” before a full implementation. A pilot project involves selecting a few employees to change their current behavior to reflect what the future behavior is expected to be. For example, your business might not have e‑mail, Internet connectivity, server-based faxing, or an electronic accounting package today. You might assign three or four employees or just your accounting department to trying out these new features on a server configured the way you expect the system to be deployed in the entire business. As these few employees learn the system, you will learn how this change in behavior might affect the rest of your employees. Once you’re satisfied with the change in behavior and the configuration of the system, you can start adding employees incrementally or over the course of a weekend.

If you plan to go from an entirely non-PC business to a full client/server networked business environment, again you should consider a small pilot project with a few employees to make sure that you will attain many of the efficiency gains you expect and that your employees will be able to handle the change in business practice. 

If you plan to migrate from an older client/server or peer-to-peer network, you will want to make sure all your key line-of-business applications work on Small Business Server. Again, you should consider a pilot in which you install your business application on Small Business Server and test the application to ensure it operates as it is expected to. Run this application on both the old and the new platforms for a week or until you are comfortable with making the final switch to the new network.

Another important consideration in the planning phase is to understand the requirements imposed by any line-of-business applications that the small business uses. If you understand the technical requirements of your line-of-business applications, you will be able to determine whether you can move the entire network to Small Business Server or you will need to use the coexistence capabilities of Small Business Server.

Hardware Recommendations

The Getting Started Guide includes basic hardware recommendations for Small Business Server. Depending on the size of your business and network volume, hardware requirements will vary. The following sections discuss a few considerations you should make before making the final decision on your hardware purchase.

Server Requirements

During the development of Small Business Server 4.5, Microsoft ran a capacity-planning evaluation of Small Business Server by placing a heavy server load on the network and varying the hardware of the server. The minimum hardware configuration of the server during this test was a Dell PowerEdge 1300 Small Business Server with a single 350-MHz Pentium II processor, 128 MB of RAM, and an Ultra-Wide SCSI Adapter with three 4-GB disk drives set up with software RAID (Redundant Array of Inexpensive Disks). 

During the testing of a heavy load of Microsoft SQL ServerTM, Microsoft Exchange Server, Windows NT® Server Print Spooler, and Windows NT Server file traffic on the server, the largest bottleneck proved to be disk input/output (I/O) performance—not RAM or processor speed. Detailed information about this study can be found in the “Small Business Server 4.5 Capacity Planning” technical paper located on http://www.microsoft.com/smallbusinessserver/.

As a result of the testing, it is recommended that, if you do expect more than 25 users and heavy use of the SQL Server and Exchange Server components of Small Business Server, you should consider purchasing a hardware RAID controller with at least three drives. A hardware RAID controller will provide the most optimal disk I/O performance. When using hardware RAID, make sure the RAID partitions are set up before you install Small Business Server.

As hardware prices continue to decline, in a heavy-use environment you should also consider a 400-MHz Pentium II–class or better processor with at least 128 MB of RAM. You will likely not need any more than 256 MB of RAM unless you have special needs with a third-party application or have extreme SQL Server and Exchange Server use.

Modems

The modems included on the Windows NT Server 4.0 hardware compatibility list support many of the communications features provided in Small Business Server 4.5. However, in order to use the Fax Service, the modem must be at least a Class 1 fax modem. Additionally, in order to perform inbound faxing and remote access (RAS) capabilities on the same modem, the modem must also support adaptive answer. Adaptive answer allows the Fax Service to reset the modem so that RAS can answer the call if it finds that the call is not a fax, thereby allowing the two services to share the modem.

The following table lists the modem-based features in Small Business Server and their associated hardware/software requirements.

	Feature
	Requirement

	Inbound RAS support, Modem Sharing Service, and Shared Internet Connectivity (both e‑mail and browsing)
	Windows NT Server 4.0–compatible modem (http://www.microsoft.com/ntserver/hcl/)

	All of the above plus the Fax Service 
	All of the above plus a Class 1 fax modem

	All of the above plus the ability to receive faxes and inbound RAS support on the same modem
	All of the above plus a Class 1 fax modem that supports adaptive answer


If your business expects frequent modem use and you plan to exploit all or most of the communications features of Small Business Server, it is recommended that you purchase one or more external, business-class fax modems. An external modem will allow you to easily view the modem’s status and reset the modem without rebooting the server. If problems occur with internal modems, you may be required to reboot the server just to reset the modem.

Additional Hardware

If you count on your server as your mission-critical 24x7 employee, you should also consider some key accessory equipment:

· Server-class system—Sometimes high-end desktop PCs are positioned as server machines. Server-class systems will differ from high-end desktops in that you will find an improved power supply, a better cooling system, more reliable disk controllers, and a better network card. Consult your system builder to ensure that you are purchasing server-quality hardware.

· Uninterruptible power supply (UPS)—A UPS will provide a limited amount (up to 30 minutes) of battery power to your server in the event of a power failure. If a server is improperly shut down or loses power, it can lead to the destruction of hardware and loss of data. A UPS can also be configured to work with Small Business Server to automatically shut itself down in the event of a power loss. A high-quality UPS can cost up to $200 more than one of lesser quality; however, this is a great insurance policy against the unexpected and is well worth the price.

· Tape drive—Because Small Business Server provides functionality beyond that of the operating system, it cannot be restored in the event of disaster by simply running the Windows NT Emergency Repair Disk. Therefore, it is important to back up the system regularly. Most server backup programs require a tape drive in order to back up server data. 

Adding Servers to the Network

Small Business Server 4.5 was designed to run as a single server to support a business with up to 50 connected workstations. Several enterprise-class server applications and services have been integrated into one solution and tested to work together on one server. With the right server hardware configuration (discussed later in this paper), you can run 50 heavy-profile users on a Small Business Server–based machine at one time.

One common misconception about Small Business Server is that you can only connect one server to a Small Business Server–based network. In fact, you can connect any number of Windows NT Server–based, Novell NetWare, and other servers to the network. The limitation is that you cannot connect more than one machine running Small Business Server to a network and that you must set up additional Windows NT–based servers as either Backup Domain Controllers or Member Servers.

Some business environments, however, might warrant connecting additional servers to a Small Business Server–based network. For example, several line-of-business applications are either especially resource intensive and should run on their own server, or may require a special server.
 You may also have an application that relies on a NetWare server, an IBM AS/400, or a variant of UNIX. In each of these cases, you can continue to use Small Business Server as your primary user authentication and communications server and easily connect additional servers to support line-of-business applications. Many of these coexistence environments are discussed in detail later in this paper.

Setting Up Small Business Server

The following section provides an overview of the setup procedure. For more detailed information on setting up the server, please go to the Small Business Server Web page, and see the “Server Setup” white paper located at http://www.microsoft.com/smallbusinessserver/.

Before You Begin 

Important: If you are upgrading from another network operating system, make sure you back up your server and user desktop PCs. 

· Review Chapter 3 in the Getting Started Guide for the installation procedure.

· Review the Readme.doc file located in the root directory of CD #1 for the most recent update on known issues. This information may not be available in the Getting Started Guide.
· Make sure your server meets the minimum or recommended hardware requirements for on your business. You should allow room for growth over the next three years.

· Make sure you have a CD or floppy disk(s) that contain Windows NT Server 4.0–compatible drivers for your disk controller, network interface card(s), modem(s), broadband hardware (if applicable), and video adapter. You may be prompted for these drivers during setup. 

· Make sure that if you have two network cards in your server, only the network card that you plan to use for the local area network is installed.

· Power on, and connect all external devices such as modems, routers, hubs, and printers to the server. 

Setup Roadmap

The Small Business Server setup process consists of three setup phases. The first part of setup is the Windows NT text mode setup phase, a character-based user interface in which some of the key operating system files are copied to your system. The second part of setup is the Windows NT graphical mode setup phase, which installs the operating system. The final setup phase is a wizard-based installation that collects the necessary information and sets up all the server applications. Upon completion of the integrated setup, all the applications and client installation files will be installed on the server machine. 

The following roadmap is a high-level view of what you will experience during setup. Make sure you review the “Before You Begin” section of this document for the best experience.

Windows NT Text Mode Setup

1. Insert the Small Business Server Setup Boot Disk #1, reboot the server, and follow the setup instructions.

2. If your disk controller is not detected by setup, you will be asked to provide a disk with the appropriate Windows NT Server 4.0–compatible drivers.

3. Create or choose the operating system partition. 
(Note: If your server includes a disk utility partition, be sure to read the “Setting Up Disk Partitions” section of this document).

4. Several files will be copied onto your machine, and the server will reboot. Make sure to remove any floppy disks before the reboot.

Windows NT GUI Mode Setup

· During the Windows NT GUI mode of setup, you will be prompted for your name, the company name, and the domain name, as well as the date and time properties.

Small Business Server Setup

1. After the Windows NT GUI mode of setup, your system will reboot into the graphical portion of setup, and you will be prompted to accept the End-User License agreement (EULA).

2. Once you have accepted the EULA, you will be prompted to confirm or add modems, network cards, and video adapters. If you have difficulty detecting your modem, refer to the “Modems Setup in Small Business Server” section of this document for more information. It is important to set up your modem at this time, or the Fax Service will not be installed. At this time, you may also stop setup and configure and format the rest of your disk partitions as described in the “Setting Up a Fault-Tolerant Server” section of this document.

3. Once the hardware has been confirmed, setup will automatically apply Service Pack 4 (SP4) and reboot your system.

4. After the SP4 reboot, Small Business Server setup will continue to run. 

5. Once the disks are set up, you can continue where you left off with Small Business Server setup by reinserting CD #1 and clicking the Small Business Server 4.5 Setup button. 

6. Small Business Server 4.5 setup allows you to customize which applications to install and the folders in which to install the server applications, data files, and client setup files. It is recommended that you point your application and user data folders onto a separate partition from the operating system. 

7. Setup will continue and prompt you for the remaining four or five CDs (depending on whether you licensed the product that has Microsoft Office 2000 integrated with Small Business Server). 

8. Once setup has completed, you will be presented with the To Do List. The To Do List contains the various items that you must complete in order to finish the configuration of Small Business Server.

For more information on client setup and administration, please go to the Small Business Server Web site and refer to the “Administration” and “Client Setup” white papers at http://www.microsoft.com/smallbusinessserver/.

How Long Should It Take?

Small Business Server setup can take anywhere from 90 minutes to several hours, depending on the system you are using and whether you licensed the integrated Small Business Server and Office 2000 product. With a hardware RAID controller and the Small Business Server 4.5 product that does not include Office 2000, you can be up and running in just over 90 minutes. With a single IDE drive and slower CD-ROM driver running on a low-speed Pentium system, the integrated Small Business Server and Office 2000 product can take as long as four and a half hours to set up.

Setting Up Disk Partitions

If you are setting up Small Business Server on a new system, one of your first priorities is to set up the hard disk partitions. If your system already includes existing disk partitions, you should consider removing these partitions either during the character mode of Small Business Server setup or with a disk-partitioning utility such as FDISK. The one caveat to removing all partitions is that some hardware vendors install a small disk or system utility that may be required in order to make changes to the BIOS or disk controller.

Drives without system or disk utility partitions

In most cases, it is recommended that you start setup with a clean disk without any partitions. This is partly because Small Business Server setup may not recognize some partitions with unknown file formats such as FAT32—the default file system of Windows 98 or system manufacturer utility partitions.

During the character-based portion of Small Business Server setup, the application will recognize that you need to create a new disk partition. At this time, you will have the ability to create a partition of up to 4 GB. The minimum partition size required to install the core network operating system is 750 MB. Microsoft also recommends that you have at least 200 MB of free space on each partition, so you should consider a practical minimum of around 1 GB for the operating system partition. You will also have the opportunity to create additional partitions, but you should avoid doing this until the graphical portion of Small Business Server setup.

Next, you will be prompted to set up the partition using the NTFS (Windows NT File System) or a FAT (File Allocation Table) file format. Regardless of what you select, the partition will automatically be converted to NTFS in order to support the security requirements of Small Business Server.

Note: Before running Small Business Server setup, you may use a disk-partitioning utility such as the MS-DOS®– and Windows 95/98–based FDISK; however, this utility is limited in that the maximum partition size is 2 GB. Although other disk-partitioning utilities may be able to overcome this 2‑GB limit, Microsoft has not tested any third-party disk-partitioning products for use with Small Business Server.

Drives with system or disk utility partitions

In the case of a system that includes a small non-MS-DOS utility partition, you may run into some known issues where Small Business Server setup may fail after the first reboot of the character portion of setup. This failure usually shows up with the error message: “NTDETECT failed to locate a system partition.” To work around this issue, Microsoft recommends you remove this non-MS-DOS utility partition using a disk partitioning utility such as FDISK and start from an unformatted drive.  Before you remove the partition, review your system documentation or work with your system manufacturer to ensure that this will not leave your system in a non-bootable state. 
Drives with hardware RAID controllers

Hardware RAID controllers should be configured prior to any software partitioning or operating system setup. Typically, hardware RAID is set up in similar manner to configuring your system BIOS. During the system boot sequence, you will have an opportunity to get to the RAID controller configuration through a key sequence. Refer to your controller card documentation for detailed instructions on how to do this.

After your hardware RAID set is configured, you are ready to run Small Business Server setup. During setup, the system will recognize the nonpartitioned space based on what is reported by the RAID set. For example, if you have three 4‑GB disks set up with RAID 5 (stripe with parity), Small Business Server setup will report a single nonpartitioned space of approximately 8 GB rather than three nonpartitioned drives. As mentioned above, you will have the ability to create a partition of up to 4 GB of disk space. Again, you should consider setting up your network operating system partition with at least 1 GB of disk space.

There are other known issues with certain RAID controller/disk combinations where FDISK or the initial portion of Small Business Server setup recognizes a maximum of 1 GB of nonpartitioned disk space. If this is the case, you may proceed with setup by creating the 1‑GB partition. After the Windows NT text mode phase of setup, Small Business Server will recognize the full size of the disk, and you will have the opportunity to create additional disk partitions to install your data applications. 

Setting Up a Fault-Tolerant Server

For the purposes of this document, a fault-tolerant server is a system in which the failure of one disk will not cause the system to fail, allowing you to continue to work and keep your business running until the disk is replaced. Aside from creating a fault-tolerant disk configuration, you should also consider other safety precautions such as using an uninterruptible power supply (UPS), adhering to a solid backup plan, and keeping your server in a well-ventilated room.

Disk fault tolerance involves various levels of RAID (Redundant Array of Inexpensive Disks). The most common RAID levels that provide disk fault tolerance are RAID 1 (disk mirroring) and RAID 5 (disk striping with parity). While one benefit of a RAID set is fault tolerance, perhaps a bigger benefit is the increased levels of disk I/O performance. RAID sets allow you to save different parts of the same file to multiple disks at the same time. You might be writing the first part of a file to disk 0 and the second part of a file to disk 1 simultaneously. Similarly, you can read different parts of the same file from multiple disks at one time, providing faster reads/writes than a single disk would. 

The only real drawbacks of RAID sets are higher costs and decreased disk space. Because RAID sets require at least two disks and more expensive SCSI controller cards, you should expect to pay several hundred or even a thousand dollars more than you would for IDE cards with a single large disk. In the case of RAID 1, you require at least two disks, and you can use only half of the disk space for data storage. So, if you purchase two 8‑GB disk drives, you get a total of 8 GB of space. However, RAID 1 is the only way you can back up your boot and system partition. In the case of RAID 5, you require at least three disks and you can use up to two-thirds of the total disk space for data storage. This provides better performance, but it cannot give fault tolerance to your boot and system partitions. 

RAID sets come in two forms: Software RAID and hardware RAID. Software built into Small Business Server supports various levels of software RAID. Software RAID will increase overall disk I/O performance and cause only small performance hits to the processor. Hardware RAID provides the best overall performance at no cost in processor performance.

Setting up software RAID

Assuming you have at least two SCSI disks of similar size, you may use the Disk Administrator utility to configure your software RAID set. After the Windows NT GUI mode phase of setup and before setting up the server applications, you can pause, or break out of, Small Business Server setup to configure the disks.

To pause Small Business Server setup and configure the disks:

1 Press CTRL+ESC on your keyboard to open the Start menu. 

2 On the Start menu, click Programs, then Administrative Tools, and then Disk Administrator.
Within Disk Administrator, you will want to establish a mirrored partition for the operating system and, if you have at least three disks, you should establish a striped partition with parity to store the data files.

To create a mirrored partition (RAID 1):

1. In Disk Administrator, click the disk you want mirrored. Then hold the CTRL key down, and click a partition on the other disk that you want to be mirrored. 

2. On the Fault Tolerant menu, click Establish Mirror. 
(Note: The mirrored partition must be the same size or larger than the partition to be mirrored.)

To create a striped partition with parity (RAID 5):

1. In Disk Administrator, click the disk that you want striped. Then hold the CTRL key down, and click two other partitions from two separate disks that you want to be striped. 
(Note: System and Boot partitions cannot be part of a stripe set.) 

2. On the Fault Tolerant menu, click Create Stripe Set with Parity. 

In a fault-tolerant configuration with three disks, you can mirror 2 GB from disks 0 and 1, and then stripe the remaining space from disks 0, 1, and 2 as depicted in the illustration.


Modem Setup in Small Business Server

Setting up analog modems

At the beginning of the Small Business Server phase of setup, the Installed Modem screen shows you the list of detected modems on the system. If your modem or modems are detected correctly, the list displays the name of the modems on your system next to a modem icon, which indicates that they were detected and installed correctly. If setup is unable to detect a modem, the list displays the name of the modem as “Undetected Modem.” If you see an undetected modem in the list, you should remove the entry and add a new modem driver using the Have Disk option. 

To remove the undetected modem and add a new modem:

1. Click Reinstall Modem. 
2. A screen appears to remind you to reconfigure RAS. Click OK. 

3. Select Undetected Modem from the list, click Remove, and then click Yes. 

4. Click Add, select Don't detect my modem; I will select it from a list, and click Next. 

5. Insert the disk from the modem manufacturer containing the modem driver. 

6. Select Have Disk, enter the path to the modem driver for your selected modem type, and click OK. 

7. Select your modem type from the list that is displayed, and click Next. 

8. Select the port on which you want to install the modem, and click Next. 

9. A message appears stating that you will need to restart the system before you can use the modem. Click OK. 

10. Click Finish. 

11. Click Close to close the Modems Properties page. 

12. A message appears stating that Dial-Up Networking needs to be configured. Click Yes. 

13. The Remote Access Setup box appears. Select Undetected Modem, and click Remove. 

14. The Remove Port COM1? confirmation message appears. Click Yes, and then click Add. 

15. Select the correct modem from the drop-down list. Click OK, and then click Continue. 

16. A message appears that says, You must shut down and restart your computer before the new settings will take effect. Do you want to restart your computer now? Click Yes. 

17. The computer will restart, and you can continue Small Business Server installation. 

Setting up ISDN or PCI modems

ISDN and PCI modems are not typically set up in the same manner as external or ISA modems. These modems often have their own installation and configuration programs. 

As with partitioning and configuring your disks, you can run your modem setup application at the beginning of the Small Business Server phase of setup. 

To run the modem setup application:

1. When the Installed Modems page appears, hold down CTRL+ESC on your keyboard to open the Start menu, and then click Run.
2. At the command prompt, type in the command to run the modem setup application. 

After the modem has been configured, you may be required to reboot your computer. Insert Small Business Server Setup CD #1 into the drive, and reboot the computer. Setup will continue automatically.

Migrating from Small Business Server Version 4.0 to 4.5

The BackOffice Small Business Server 4.5 setup application is designed to offer a seamless upgrade for Small Business Server 4.0 customers. The following section provides an overview of the upgrade procedure. For more detailed information please go to the Small Business Server Web site and refer to the “Server Setup” white paper located at http://www.microsoft.com/smallbusinessserver/.

The following are upgraded in the migration from version 4.0 to 4.5:

· The Windows NT Server network operating system version 4.0 is upgraded to include Service Pack 4 and the Windows NT Option Pack.

· Microsoft Exchange Server is upgraded to Exchange Server 5.5 with Service Pack 2 and Y2K updates.

· Microsoft Proxy Server is upgraded to version 2.

· By default, Microsoft SQL Server 7.0 is installed.

· The Small Business Server 4.0 Fax Server and Modem Sharing Server are upgraded to the Small Business Server 4.5 Fax Service and Modem Sharing Service.

· The Small Business Server Console and administrative wizards are updated.

The following are not upgraded:

· SQL Server 7.0 will be installed in a separate directory and SQL Server 6.5 will continue to run with your existing databases intact. You can manually migrate your SQL Server 6.5 databases over to SQL Server 7.0 using the SQL Server Upgrade Wizard, and then uninstall SQL Server 6.5 when you are comfortable with the migration. If you are using a third-party application that relies on SQL Server 6.5, please consult this vendor to ensure that the application is compatible with the new version.

· Exchange Server settings are retained. One of the optimizations from Small Business Server 4.0 limits the size of e‑mail attachments to 1 MB. To remove this limit, run Exchange Server Administrator and modify the properties page of each user’s mailbox. 

To modify the e‑mail attachment size:

1. Click the Start button, and then click Programs, Microsoft Exchange, and Microsoft Exchange Administrator.
2. Log on to Exchange Server, and click Recipients.
3. Click the user profile that you want to change. Then click File and Properties.
4. Click the Limits tab, and under Messages sizes you can choose No limit or specify a value from 0 to 2097151. 

5. Repeat steps 1–4 for each user for whom you want to make this change.

To install Small Business Server version 4.5:

Important: It is highly recommended that you back up all of your data files, Exchange mailboxes, and SQL Server databases prior to running the upgrade.

1. Log on to the Small Business Server 4.0–based machine as administrator, and place the Small Business Server 4.5 CD #1 in the CD‑ROM drive. If AutoPlay does not start, click the Start menu, click Run, and then type e:\setup.exe where E refers to your CD-ROM drive.

2. You will be asked for some user information, including your CD Key, and a license agreement is displayed. After accepting the agreement, Service Pack 4 will automatically be installed and you will be asked to reboot your system. 

3. After the reboot, you will be asked to choose a custom or complete installation. 

4. Continue to follow the on-screen instructions to add and remove CDs until the installation is complete.

5. Once setup has completed, you will be presented with the To Do List. The To Do List contains the various items that you must complete in order to finish the configuration of Small Business Server. You should be sure to run the Upgrade Client Applications option to upgrade your client machines and the Migrate SQL Databases if you have any SQL Server 6.5 databases you wish to migrate to SQL Server 7.0.

Connecting Windows NT Server–based Machines to a Small Business Server–based Network

If you are adding a Windows NT–based servers to the network, it is recommended that you set up the server as a “Member Server.” 

To add a Member Server to the Small Business Server domain:

1. During the character-based portion of Windows NT Server 4.0 setup, you will have the option of setting you the server as a Primary Domain Controller, Backup Domain Controller, or Member Server.  Select Member Server at this time.

2. Connect the Member Server to the same local area network hub as the server running Small Business Server.

3. On the Small Business Server–based machine, click the Start menu and then the SBS Console. 
4. Within the Console, select More Tasks and then Set Up a Computer. Work your way through the wizard, and select Administrator as the user name. When you are prompted for the operating system, select Microsoft Windows NT Workstation 4.0. When you are prompted to set up applications, select I do not wish to install any applications at this time.
5. After completing the wizard, you will be asked to insert a floppy disk. After the files have finished being copied to disk, insert the floppy disk in the disk drive of the Member Server.

6. Log on to the Member Server as the Administrator, and run the setup program from the root directory of the floppy disk.

The Small Business Server Setup Computer Wizard will make the necessary modifications to the Member Server machine to connect the server to the network. Once the modifications are complete, users will be able to log on to the Small Business Server–based network and access the resources available on the Member Server.

Migrating from Windows NT Server 4.0 to 
Small Business Server 4.5

Small Business Server 4.0 was created based on the assumption that it would be installed in a new environment without an existing network. Later it was found that a large number of small businesses were already running Windows NT Server. 

Small Business Server 4.5 introduces a new migration tool to help migrate Windows NT Server user accounts and Exchange mailboxes from a Windows NT and Exchange installation to a Small Business Server installation. This tool is the Migrate User Wizard.

The following can be migrated to Small Business Server 4.5:

· User account names and account profile information.

· Group accounts.

· Exchange Server Global Address List information, if Exchange Server is installed on the machine running Windows NT Server 4.0.

The following cannot be migrated:

· User passwords and logon scripts: Users’ passwords will be left blank, and users will be forced to change their passwords at first logon.

· Internet access permissions.

· Server policy settings and security settings such as file/folder permissions.

· Data files are not migrated by default although you can copy files to an interim media and then copy the files back to Small Business Server.

· Exchange Server distribution lists.

The migration is a two-step process:

· Step 1, Running the Migrate User Wizard—On your Windows NT Server 4.0–based machine, you will need to export the user and group account information. Doing so will create a text file that can later be imported onto the machine running Small Business Server 4.5. 

· Step 2, Importing Users into Small Business Server—After setting up Small Business Server 4.5 on a separate machine, you will be greeted with a To Do List. One of the options on the To Do List is Import Users. This option will prompt you for the text file created in step 1.

Running the Migrate User Wizard

The Migrate User Wizard surveys the Windows NT–based server and creates a text file with the user ID, full name, Remote Access Service (RAS) permissions, GAL information, and group information on all accounts on the server.

To run the Migrate User Wizard:

1. Insert Small Business Server CD #1 into your Windows NT Server 4.0–based machine. If AutoPlay does not run, click the Start menu, click Run, and type e:\setup.exe in the command line to display the Small Business Server Setup menu.

2. On the menu, click the Migrate Users option.

3. You will be prompted to save a file called Users.txt onto a floppy disk. Insert a disk, click Next, and then click Finish.
Importing users into Small Business Server

At the end of Small Business Server 4.5 setup, you will be presented with the To Do List. One of the options on the To Do List is Import Users. If you click the Import Users option, you will be asked to provide a path to the Users.txt file created by the Migrate User Wizard.

The Import Users command imports the Users.txt file created by the Migrate User Wizard and uses this text file to perform the following:

· Create user accounts. If a user already exists on the Small Business Server–based computer, the wizard will skip that entry in the user information file.

· Set the user’s password to be blank. It also sets the server to force the user to change his or her password at the first logon.

· Set the user’s RAS permissions.

· Create an Exchange mailbox for the user (regardless of whether Exchange Server was installed on the Windows NT Server 4.0–based machine).

· Enter the user’s Global Address List information (only if Exchange Server was installed on the Windows NT Server 4.0–based machine).

· Create a shared folder.

· Add the user to the default Exchange distribution list.

To import users into Small Business Server:

1. If you are at the end of a Small Business Server 4.5 setup, the To Do List will already be displayed. If not, log on to your Small Business Server–based machine as Administrator, and run the Small Business Server Console (click Start, and then click Small Business Server Console). Under the Favorites section, click Small Business Server To Do List.
2. Click Import Users, and type the path to the Users.txt file created by the Migrate User Wizard. 

3. Click Finish to import the users.

Once you have imported the users from the Windows NT Server 4.0–based machine to Small Business Server, it is recommended that you:

1. Run the Change Password Wizard for each user to reset the passwords.

2. Run the User Resource Wizard for each user to set permissions for the shared resources on Small Business Server.

3. Run the Setup Computer Wizard set up each user’s client computer.

Interacting with Novell NetWare

Overview

In most cases, migrating off the NetWare platform completely is preferable to coexistence because you will be able to centralize backup, user accounts, and administration onto one common environment based on the Windows user interface. In some instances, however, you may need to continue to run NetWare and BackOffice Small Business Server on the same network, mainly due to a third-party application that requires components of the NetWare operating system.

Coexisting with NetWare

Whether you are doing a full migration or simply adding a NetWare server to the Small Business Server–based network, the first step in the process is to enable the two operating environments to communicate with one another.

To connect a NetWare server with Small Business Server:

1. Physically connect the two servers on the same hub.

2. Install the NWLink (IPX) protocol on the Small Business Server–based machine, and make sure the two machines are using the same frame type.

3. Install Gateway Services for NetWare on the Small Business Server–based machine.

Installing the NWLink (IPX) Protocol

NWLink is a network protocol for Small Business Server that is compatible with Novell NetWare’s default IPX/SPX network protocol. 

To install the protocol:

1. Log on to Small Business Server as Administrator or as someone with administrative privileges.

2. From the Start menu, select Settings, then Control Panel, and then double-click Network. 
3. Select the Protocols tab, and click the Add button. From the list that appears, select NWLink IPX/SPX Compatible Transport, and click OK. 

4. Insert the Small Business Server Disc #1 into the CD-ROM drive, and click OK. When the system is done copying files, click OK on the Network panel to close it out, and answer Yes to restart the computer now. 

Note: Installing the NWLink protocol and the Gateway Services for NetWare will allow Small Business Server and the NetWare server to communicate. If you want to keep all the NetWare clients as NetWare clients, you may want to invest in Microsoft File and Print Services for NetWare (FPNW), which allows the server running Small Business Server to look like a NetWare server to all the NetWare clients currently in your network.

Installing the Gateway Services for NetWare

Gateway Services for NetWare (GSNW) allows Small Business Server to function as a NetWare client. GSNW enables Small Business Server–based network clients to access NetWare resources. Users will be able to access what appears to be a standard Microsoft server resource, though they are actually connecting to a NetWare resource through the gateway service. 

Before installing GSNW on the Small Business Server–based machine:

1. On the NetWare server, create an Administrator account. (Note: This assumes you did not remove/rename the Administrator account on the Small Business Server–based machine). Also, grant Supervisor rights to this new Administrator account on the NetWare server.

2. Again, on the NetWare server, create a group called NTGATEWAY.

3. Create another NetWare user account that will be used as the primary logon for all Small Business Server–based client machines accessing NetWare resources. You may call this account what you wish; this document assumes this account is called SBSUSER. 

4. Add this NetWare account to the NTGATEWAY group on the NetWare server.

To install GSNW:

1. On the Small Business Server–based machine, click the Start menu, Settings, and Control Panel, and then double-click the Network icon. 

2. Click the Services tab, and then the Add button to bring up the list of services. 

3. Select Gateway (and Client) Services for NetWare, and then follow the instructions to continue installation.

4. Once the system is finished copying files, you will be prompted to restart the computer. Answer Yes to reboot your machine. 

5. After the reboot, log back on to the Small Business Server–based machine as Administrator, and you will be prompted to configure your Preferred Server. From the drop-down list, select the name of the NetWare server you are connecting to. 

Note: If the preferred server name was not found, check the frame type on the Small Business Server–based machine by opening the Network applet in Control Panel. Click the Protocols tab, and double-click NWLink IPX/SPX Compatible Transport. If the frame type is set to manual, compare the frame type setting on Small Business Server to the frame type setting on the NetWare server. Refer to your Novell documentation for information on how to do this. 
6. Open Control Panel, double-click the GSNW applet, and then click the Gateway button. Click the Enable Gateway check box, and specify the user NetWare Gateway user account/password that you entered above (i.e., SBSUSER).

7. At this time, you can add share names that will appear to be Small Business Server shares. However, these shares will physically exist on the NetWare server. Add shares by clicking the Add button and completing the dialog box that follows.

8. After you fill out the GSNW information, Small Business Server and the NetWare servers coexist on the same network. Your Small Business Server–based clients will be able to access the NetWare shares, although these shares will appear to exist on the Small Business Server–based machine. 

Migrating Novell Data to Small Business Server

After successfully configuring coexistence, you can begin migrating user accounts and data files to the Small Business Server–based machine by using the Migration Tool for NetWare. This tool, which is automatically installed after the Gateway Services for NetWare are installed, migrates most user account information, user and group names, and files and directories (including most user and group permissions) from the NetWare server into Small Business Server. 

The Migration Tool allows you to:

· Preserve appropriate user account information.

· Control how user and group names are transferred.

· Set passwords for transferred accounts.

· Control how account restrictions and administrative rights are transferred.

· Select the directories and files to transfer.

· Select a destination for transferred directories and files.

· Preserve effect rights on directories and files.

Migration Tool for NetWare requirements 

To successfully transfer directory and file rights with the Migration Tool, the following requirements must be met:

· You must be migrating from NetWare 2.x, 3.x, or 4.x (using Bindery emulation mode).

· You must have Supervisor privileges on the NetWare server and also be a member of the Administrators group on Small Business Server.

· The destination drive must be a Windows NT Server NTFS-formatted partition. Files and directories transferred to a non-NTFS partition will lose all permissions. 

· Gateway Services for NetWare (GSNW) must be started on the Small Business Server–based computer, because GSNW uses NetWare connectivity to communicate between the NetWare server and the Small Business Server–based server.

Additionally, the Migration Tool allows the administrator to run a trial migration that goes through checking and converting all objects without actually moving users or files to a Windows NT Server domain controller (i.e., the server running Small Business Server). This allows the administrator to check for errors before running the actual migration.

Note: The Migration Tool does not change a NetWare server into a Windows NT–based server. It is used for copying files and Bindery
 information to a separate Windows NT Server domain controller. 

The Migration Tool will migrate user accounts, group accounts, account permission where applicable, directory structure, and files from the NetWare server.

The Migration Tool will not migrate the following NetWare information:

· Logon scripts—Windows NT logon scripts provide similar functionality.

· Print server and queue information—Printers can be set up as Windows NT–based printers. Or, with GSNW and NWLink in use as a gateway, clients from both NetWare and Windows-based networks can use the NetWare printers.

· User-defined objects—These Bindery database objects have no Windows NT Server equivalent.

· Workgroup and user account managers—There is no equivalent group in Windows NT Server. The User Account Manager is just a concept, not a real group in the Binderies.

· Passwords—Windows NT Server does not have the ability to read NetWare passwords.

Once you have set up the NWLink protocol and set up Gateway Services for NetWare (outlined in the steps above), the migration process consists of two or more steps. The first step is to manually create user and group accounts in Small Business Server. By creating new user accounts rather than migrating the NetWare accounts, you can take full advantage of the features of the Small Business Server User Account Wizard. If you decide to use the Migration Tool to migrate user accounts, you will have to manually create a user’s shared folders, create an Exchange mailbox for each migrated user, and set the user’s logon script for the Setup Computer Wizard to run. You will also have to run the User Resource Wizard for each migrated user in order to set the appropriate permissions for that user.

The second step of the process is to copy all data from the NetWare server directories to Small Business Server. All user home files should be copied to the new user directories, and all company shared data on the NetWare server should be copied to the company shared folder on Small Business Server.

To begin the migration:

1. From the Start menu, select Programs, Administrative Tools, and then Migration Tool for NetWare.
2. Select the NetWare server you wish to migrate from and the Small Business Server–based computer you are migrating to, and then click OK.
3. Disable the migration of user accounts and permissions with the User Options button of the tool. (If you transfer the NetWare user accounts and permissions, the folder permissions will be intact, but no Exchange mailbox, no logon script, or user shared folder will be created.) The user accounts should be created on the Small Business Server–based machine using the Add User Wizard. When using the Add User Wizard, you can then add permissions to these recently migrated NetWare folders and also get the other benefits mentioned above.)

4. It is recommended that you first run a trial migration to try to anticipate any unforeseen errors that may come up. 

5. Assuming that the trial migration worked, click Start Migration to begin the process.

After the migration, the NetWare files will be copied over to the Small Business Server–based machine with a folder structure similar to the one that exists on the NetWare server. If you are copying the files to an NTFS partition, you can then reestablish the file and folder permissions as well as the shared folders by running the Share a Folder Wizard from the Manage Shared Folders page of the Small Business Server Console.

Migrating from Peer Networks

Many growing businesses find that the limits of peer-to-peer networking inhibit their business growth. Peer networks offer a reasonable solution at a low cost for businesses that have fewer than five PCs and that want to share files and a printer. However, as the business grows, issues such as performance, stability, security, and backup can begin to take a toll on business productivity.

Client/server operating systems such as Microsoft BackOffice Small Business Server eliminate many of the issues of peer networks in addition to offering features such as local and Internet e‑mail; shared Internet connectivity; shared fax services; shared modems and phone lines; shared customer lists and calendars; and the ability to centrally manage users, security, and backups.

To migrate from a peer-to-peer network to a Small Business Server–based client/server network, once you have set up a Small Business Server–based machine, you may run the Setup Computer Wizard for each of your peer clients to connect them to the Small Business Server–based network. If you also need to create new user accounts on Small Business Server, you can run the Add User Wizard to add both the user and the client machine to the network. After each client machine is connected, you can set up and share new or existing folders on the server and then copy data files from your peer network machines to the shared folders on the new server.

Requirements for migrating from a peer network:

· Your peer network must be running an Ethernet network with a network hub. 

· Client machines must meet the minimum system requirements. Consult Small Business Server Getting Started for the complete list of system requirements.

Note: A peer “server” refers to a PC that is dedicated to supporting files and printers on a given peer-to-peer network. In your business, you may not have a dedicated PC but rather have a workstation or workstations that people on your peer network use to share files or a printer.

To migrate from a peer-to-peer network:

1. Install Small Business Server on a new or separate server-class machine. Consult Small Business Server Getting Started for the complete list of system requirements.

2. Connect your Windows-based client PC to the same hub or network that is connected to your Small Business Server–based machine.

3. On the Small Business Server–based machine, create a new user account by running the Small Business Server Console. To do this, on the Start menu, click Small Business Server Console, and then select the Tasks tab, followed by the Manage Users option. 

4. Select the Add A User option, and work through the wizard to add a new user account and set the user’s permissions. 

5. Once you have completed these tasks, you will be prompted to set up the computer for this user. As part of this wizard, you will be prompted to insert a floppy disk to be used to install the client computer. After the disk has been created, place the disk into the computer that was acting as your peer network “server.” On the Start menu, select Run, and type a:\setup.exe in the command-line field.

6. After this application runs, your computer will reboot and automatically connect this machine to the Small Business Server–based network. You will be prompted to log on to the domain. After you log on, several files will be copied to your hard disk that will enable your client machine to support some of the additional server functionality offered by Small Business Server.

7. After a final reboot, your peer PC is now a member of the client/server network. On the server, a default user folder will have been created for the user account you specified in step 4. Also, a “company” shared folder was created during Small Business Server setup for you to place files shared across your business. At this time, you may copy files from your peer client PC to the server.

The following are not migrated:

· Shared printer locations on your peer “server”—You will need to attach the printer to your server and manually share out the printer on the network.

· Shared folder locations—As with printers, you will need to manually create and share folders on the server.

· Local user accounts or permissions on your shared folder and printer locations—For all user accounts and file or folder permissions, you will need to create new accounts on the server.

Connecting Apple Macintosh Clients

Small Business Server makes it possible for Windows-based and Apple Macintosh clients to share files and printers. For example, suppose you created a document in Microsoft Word for Windows. A coworker can access that document, use Word for the Macintosh to modify it, and then place it back on the server so you can see those revisions using Word for Windows. This feature is supported by the Microsoft Windows NT Server Services for Macintosh, which is included with BackOffice Small Business Server 4.5. 

With Services for Macintosh, Small Business Server can function as an AppleTalk router. Macintosh clients need only the Macintosh operating system software to function as workstations—no additional software is required. You also have the option to set up the services to run in user authentication module, which provides a secure logon to the Macintosh clients connected to Small Business Server. Additionally, Macintosh clients can also be set up to send and receive e‑mail and to connect to the Internet through the shared connection provided by Small Business Server. BackOffice Small Business Server does not, however, extend support for the Fax Service or Modem Sharing Service to Macintosh clients.

Setting up the Windows NT Server Services for Macintosh:

1. From the Start menu, choose Settings, and then open Control Panel. Double-click the Network applet icon, and then click the Services tab. Press the Add button to bring up the list of services, and select Services for Macintosh. Insert the Small Business Server CD-ROM #1 into the CD-ROM drive, and choose Continue. 

2. Once the system is finished copying files, the Microsoft AppleTalk Protocol Properties page will appear. Select the appropriate default zone based on your current AppleTalk network. If you do not have an AppleTalk network, your list of default zones will be empty. If this is the case, click the Routing tab to set up Small Business Server as your AppleTalk router.

· Select the Enable Routing check box, and specify the network adapter connected to your local area network.

· Next, select the Use this router to seed the network check box, and specify a network range. This network range is a number between 1 and 65,279. If the adapter is for a LocalTalk network, you cannot type a value in the end range.

· Click the Add button to create a new AppleTalk zone. You will be prompted to specify a name, which you will be required to configure on each of your Macintosh clients.

3. Click OK, and reboot the server as recommended by the dialog box. After the server reboots, you will be able to connect your Macintosh clients.

4. After the server reboots, you can specify that Macintosh clients are required to log on using Windows NT Server Authentication. To do this:

· From the Start menu, select Settings, followed by Control Panel.
· Select the MacFile applet, which was created after installing Services for Macintosh.

· Click the Attributes button.

· Select the Require Microsoft Authentication option.

Setting up Services for Macintosh creates an icon in Control Panel on the Windows NT Server–based computer. This icon gives you the same server administration capabilities as the MacFile menu, excluding volume management. For complete information, see the Windows NT Server Services for Macintosh documentation.

After setting up Services for Macintosh on Small Business Server, the AppleTalk Protocol, File Server for Macintosh, and the Print Server for Macintosh are started:

· The AppleTalk Protocol is the layer of AppleTalk Phase 2 protocols that delivers data to its network destination. The AppleTalk Protocol can be configured through the Network icon in the Windows NT Server Control Panel. 

· File Server for Macintosh, also called MacFile, allows you to designate a directory as a Macintosh-accessible volume, ensures that Macintosh file names are valid names in the Windows NT File System (NTFS), and handles permissions. When set up, File Server for Macintosh commands appear in the Windows NT Server File Manager and Server Manager under the MacFile menu. 

· Print Server for Macintosh, also called MacPrint, allows all network users to send print jobs to a spooler on the computer running Windows NT Server and continue to work, rather than wait for their print jobs to complete. Windows users can also review the print jobs in Print Manager. 

Setting Up the Macintosh Clients

The Windows NT Server Services for Macintosh will enable Macintosh clients to share files and printers with Windows-based clients on a Small Business Server–based network. Additionally, you can configure the Macintosh clients to send and receive e‑mail through Exchange Server. There are a few server-based services that are not available to Macintosh clients including the Fax Service, Modem Sharing Service, and Proxy Service. 

Please refer to your Macintosh informational materials for setting up and configuring the AppleTalk services on your client machines.

Requirements

Unlike Windows-based clients, Macintosh clients cannot access all file systems supported by Small Business Server. The Macintosh clients can only connect to partitions on the Small Business Server–based server that are formatted as NTFS. Additional requirements include:

· Supports most Macintosh computers that use AppleShare networking software

· Does not support Macintosh XL and Macintosh 128K models

· Version 6.0.8 or later of the Macintosh operating system (System 7.1 is preferred)

· Version 2.0 or later of AFP, the AppleTalk Filing Protocol (version 2.1 is preferred)

· Ethernet cards in the Macintosh clients
Setting Up E-mail on the Macintosh Clients

Every box of BackOffice Small Business Server 4.5 should include a fulfillment coupon that you can use to request the Microsoft Outlook® Exchange Server Edition for Macintosh version 8.1. This CD includes a special Macintosh version of the Outlook messaging and collaboration client that supports e‑mail and scheduling through Microsoft Exchange Server 5.5—the e‑mail server integrated with Small Business Server 4.5. For detailed instructions on installing this client software, please refer to the Readme.doc found in the root directory of the CD.
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� Small Business Server component applications may only be installed on the machine running Small Business Server. If you wish to install a line-of-business application on a different machine and it requires an application from Small Business Server, you will need to license an additional copy of that application.


� The Bindery is a NetWare database that stores information, such as user accounts, passwords, shared resource information, and group account information.
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