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	Overview

Country or Region: Serbia
Industry: Financial services
Customer Profile

Raiffeisenbank is a leading Serbian bank, the largest in south-eastern Europe. It frequently invests in new technologies to provide high-quality services to its customers.
Business Situation

Raiffeisenbank needed a new system that would provide customers with instant messages to warn them of potentially fraudulent credit-card transactions.
Solution

The bank deployed Microsoft® BizTalk® Server to create an integrated solution that alerts customers by SMS within 20 seconds of irregular banking activity.
Benefits

· Customer relationships strengthened with improved security.
· Customers gain control of finances.
· Solution integrates easily with communications channels.
· Fraud investigations and costs reduced.

	
	
	“Using Microsoft technology, Saga came up with a solution that satisfied all our requirements in a very short period of time.”
Slavoljub Rakić, Head of E-Channels Support Department, Raiffeisenbank


	
	
	
	Raiffeisenbank, a leading Serbian bank with a strong focus on retail, is one of the largest banks in south-eastern Europe. Its reputation depends on its ability to protect clients from fraud—particularly credit-card fraud. Raiffeisenbank needed a solution that would reduce the cost of preventing credit-card fraud and provide a more effective, customer-focused service. It worked with Microsoft® Gold Certified Partner Saga on a project that connected the bank’s internal systems with a solution that alerts customers when transactions are made on their accounts. The solution—based on Microsoft BizTalk® Server 2006—has led to a dramatic reduction in credit-card fraud. Raiffeisenbank customers now enjoy a more secure service, while the bank has significantly reduced compensation payouts. 
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Situation

Raiffeisenbank is part of the Austria-based Raiffeisen group of banks that has more than 53,000 employees in central, eastern, and south-eastern Europe.

In 2001, the bank opened its first branch in Serbia. It has since become the country’s leading bank and was the first to offer many advanced services to Serbian customers. It launched the Visa Virtuon card for Internet shopping, which led to a consumer e-banking service, and later offered the Visa revolving credit card, which offered travelling customers credit in Serbia and abroad. 

The bank’s system, however, could not cope with the demands placed on it by these new services. Slavoljub Rakić, Head of E-Channels Support Department at Raiffeisenbank, [image: image5.jpg]Microsoft



says: “With these new credit-card services, coupled with online banking, we suddenly had to deal with complex business issues regarding fraud prevention. To guarantee secure customer service, we realised we would have to invest in new technology.” 

Raiffeisenbank began searching for an efficient and secure solution that would help improve customer fraud protection. It needed a cost-efficient, scalable solution that could be integrated into its existing systems rapidly. The technology also had to be easy to maintain and customise.
Solution

In 2005, having identified its key requirements, Raiffeisenbank turned to Microsoft® Gold Certified Partner Saga to find the most suitable solution. The two organisations already had extensive experience working together, and Saga was familiar with the bank’s methods and goals. 
To meet the strict requirements outlined by the bank, Saga developed a solution based on Microsoft BizTalk® Server 2006, incorporating an A4Swift adapter. The Business Activity Monitor portal within BizTalk Server provides a secure and efficient means of monitoring transactions. The application developed on top of BizTalk Server connects to the core banking software and sends short message service (SMS) messages to clients in the event of account activity. 
BizTalk orchestrations—in conjunction with Microsoft SQL Server™ 2000 Notification Services—deliver information to customers by SMS, so customers can make real-time decisions if an unusual transaction occurs. “Using Microsoft technology, Saga came up with a solution that satisfied all our requirements in a very short period of time,” Rakić says.
The solution supports all SMS protocols used by mobile phone operators. Furthermore, it can accommodate all core banking systems, ensuring the service is available to the vast majority of the bank’s customers. 

Customers can also access and manage the system themselves. In the event of a credit-card transaction, the customer is alerted within 20 seconds by SMS. The customer can then instantly block a payment and prevent further loss by calling a free phone number. Customers with Internet access can block the card and check all previous transactions by logging on to the system. 

Benefits

With the new system, Raiffeisenbank customers now have greater trust in the bank’s services and more control over their own finances.

Less Time Spent Monitoring System 

The automated system reduces the number of employees needed to monitor the system and follow up queries. As a result, customers are receiving an improved, more personalised service with no fee increases, while many employees have moved into more rewarding roles within the bank.

Customer Relationships Strengthened 

With stronger customer relationships, the bank can attract and retain customers more easily. The new solution has greatly improved the trust clients have in the bank and its services. Zlatko Jegdić, Director of E-Business at Saga, says: “This is customer care that the client feels directly. We have already had examples of people calling and thanking the bank for the timely information that protected their accounts from theft.”

Customers Control over Finances Increased
The new solution enables customers to react immediately to investigate unusual transactions and take appropriate action. This can include blocking the account online or contacting a call centre available 24 hours a day, seven days a week.
“A recent example is that of a doctor from Serbia,” Rakić says. “He was on a business trip in Canada when he received a text message notifying him of transactions he obviously had not made. He logged on immediately and blocked his payment cards. As a result, 12 more attempts to perform transactions were prevented.” 

Integration with Standard Communications 

In addition to SMS messaging, other communications systems can be used—such as e-mail or voicemail—to notify the client of suspicious transactions. Jegdić says: “With BizTalk Server, you can connect to all banking systems and mobile operators seamlessly and without the high cost associated with other systems.” 

Investigative Processes, Security Improved

Fraudulent people typically move in groups from one ATM to another, using small transactions until an account reaches its limit. With this method, however, the fraud notification process is much faster. It now only takes one minute to advise a banking customer of a fraud attempt, giving him or her the ability to intervene from anywhere at anytime—either by contacting the call centre or going online. If necessary, the police can also be involved with minimal delay. This greatly helps in cases of repeated attacks and also makes locating and apprehending the criminal easier. 
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Microsoft Server Product Portfolio
For more information about the Microsoft server product portfolio, go to:

www.microsoft.com/servers/default.mspx 
For more information about Microsoft Exchange Server, go to:

www.microsoft.com/exchange
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For More Information


For more information about Microsoft products and services, call the Microsoft Sales Information Center at (800) 426-9400. In Canada, call the Microsoft Canada Information Centre at (877) 568-2495. Customers who are deaf or hard-of-hearing can reach Microsoft text telephone (TTY/TDD) services at (800) 892-5234 in the United States or (905) 568-9641 in Canada. Outside the 50 United States and Canada, please contact your local Microsoft subsidiary. To access information using the World Wide Web, go to: � HYPERLINK "http://www.microsoft.com" ��www.microsoft.com� 





For more information about Saga products and services, visit the Web site at: � HYPERLINK "http://www.saga.co.yu" ��www.saga.co.yu� 





For more information about Raiffeisenbank products and services, visit the Web site at: � HYPERLINK "http://www.raiffeisenbank.co.yu" ��www.raiffeisenbank.co.yu� 











“To guarantee secure customer service, we realised we would have to invest in new technology.” 


Slavoljub Rakić, Head of E-Channels Support Department, Raiffeisenbank �
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