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Abstract

Using Microsoft® Virtual PC 2004 to deploy earlier versions of Microsoft Windows in virtual machines on computers running Microsoft® Windows® XP Professional provides a safety-net for running incompatible legacy applications. With Virtual PC deployed, you can delay the need to replace legacy applications with newer versions or develop compatibility fixes for them, without interrupting your Windows XP Professional deployment project. This white paper describes the technical steps necessary to create and roll out Virtual PC images for earlier versions of Windows—on a large scale. This white paper further describes techniques for deploying Virtual PC images to users without an administrator or user intervention.
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Introduction

Microsoft® Virtual PC 2004 software lets users run two or more operating systems on their computers—at the same time. It prevents complicated configurations in environments in which people must use multiple operating systems (whether because of incompatible legacy applications or as a safeguard during migration). 
You install multiple guest operating systems in virtual machines that look like any other applications you use on your physical computer. For example, you bring virtual machines to the foreground simply by clicking their title bars. Figure 1 shows Microsoft Windows XP Professional with two virtual machines open: Microsoft® Windows NT® Workstation 4.0 and Windows® 98 operating systems. Virtual machines’ similarity to applications stops at look-and-appearance, however. Virtual PC mimics physical computers so closely that the applications you install in them don’t distinguish the virtual machine from a physical computer. Instead of installing operating systems on multiple, costly computers or creating unwieldy multi-boot installations, you can install the operating systems in multiple, inexpensive virtual machines. Changes you make in virtual machines don’t affect your physical computer.
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Figure 1. Windows NT Workstation 4.0 and Windows 98 Guest Operating Systems in Windows XP

You can learn more about the capabilities of Virtual PC at http://www.microsoft.com/virtualpc. This Web site provides overview white papers that describe what you can do with Virtual PC and technical white papers that show you how to install and configure Virtual PC on individual computers. If you’re not already familiar with Virtual PC, you should read these white papers before proceeding with this one, which focuses on large-scale deployments of Virtual PC to support legacy applications in migration scenarios.
Deploying Virtual PC and virtual machines is straightforward. Creating Virtual PC machines that you can deploy on a large scale without administrator or user intervention isn’t always. You face similar issues as you do with any desktop deployment. The primary issue is computer naming—-no two computers on a Microsoft network can have the same name, so you must ensure that each virtual machine has a unique computer name. Also, virtual machines running Microsoft Windows NT Workstation 4.0 or Microsoft® Windows® 2000 Professional must have unique Security Identifiers (SIDs) on the network, and you usually join these operating systems to a domain. This white paper provides a framework for dealing with these issues and includes numerous batch scripts and sample files that you can use for your own Virtual PC deployment. You can retype them, copy them from this document, or download them from http://www.microsoft.com/virtualpc. By using the techniques that this white paper presents, you can automatically deploy Virtual PC images to users with no administrator or user intervention.
This white paper describes how to deploy Microsoft Windows 9X, Windows NT Workstation 4.0, Windows 2000 Professional, and Windows XP Professional on virtual hard disk images by using Virtual PC. If you’re deploying only one or a few of these operating systems, it’s not necessary to read this entire white paper. Instead, when preparing to deploy virtual machines, you can go directly to the following sections to find the specific information that you need. The following steps provide an overview of the entire process and describe which sections to see for each step:
1. Deploy Virtual PC to users’ computers. The first step is installing Virtual PC on users’ computers. You can use most deployment infrastructures to install Virtual PC. See the section “Deploying the Virtual PC Application to Users” to learn how to deploy the Virtual PC application to users.

2. Create a Virtual PC disk image. The next step is to create a Virtual PC disk image that contains the version of Windows you’re deploying. You must customize this image to give the virtual machine a unique computer name and optionally join it to a domain. Read the following sections, depending on which version of Windows your deploying, to learn how to create virtual hard disk images for Virtual PC:

· “Customizing Windows 9X”

· “Customizing Windows NT 4.0 Workstation”

· “Customizing Windows 2000 Professional”

· “Customizing Windows XP Professional”

3. Customize the virtual machine configuration. You must create and customize a virtual machine configuration that resets the virtual machine’s MAC address when users start the virtual machine. See the section “Resetting the MAC Address” to learn how to customize the virtual machine configuration so that it resets the virtual Ethernet card’s MAC address the first time it starts.

4. Deploy virtual machines to users’ computers. The final step is to deploy your customized disk images and virtual machine configurations to users’ computers. See the section “Deploying Virtual Machines to Users” to learn how to deploy your virtual machines’ configurations and disks to target computers.
Deploying the Virtual PC Application to Users
During the Virtual PC installation, network functionality on the target computer is temporarily interrupted. For this reason, Microsoft recommends that you copy all the installation files to the local computer before starting the setup program. Once you’ve copied these files, you can install Virtual PC silently by using the setup program’s command-line options. You can still use most deployment methods, including Microsoft Systems Management Server (SMS), to copy the source files to the local computer and then run the setup program. 
The following describes the syntax of the Virtual PC setup program, and Table 1 describes each command-line option. All of the parameters that follow the -v parameter must be contained in quotation marks. Type a space before the pidkey and installdir parameters. The other parameters must be typed without spaces as shown in the following syntax example:
Setup.exe [-s] -v"[-qn] pidkey=pidkeynumber[allusers=2][username=user][organization=organizationname] [installdir=directoryname]"
Table 1. Setup Command-Line Options
	Option
	Description

	-s
	Instructs the setup program to run without displaying the user interface. 

	-v
	Passes parameters directly to the installer program, Msiexec.exe. 

	-qn
	Instructs the installer program, Msiexec.exe, to run without displaying the user interface. 

	pidkey=pidkeynumber
	Specifies the unique product key number that is required to perform the installation. Do not use dashes when typing the product key number. 

	allusers=2
	Installs Virtual PC for all users of the computer. If you do not include this parameter, the program is installed for the current user only. 

	username=user
	Specifies a username to associate with the installation. If you don’t include this parameter, the installer program retrieves the name of the current user from the registry. 

	organization=organizationname
	Specifies an organization name to associate with the installation. If you don’t include this parameter, the installer program retrieves the name of the organization associated with the current user from the registry. 

	installdir=directoryname
	Specifies a custom directory in which to install the program. If you don’t include this parameter, the program is installed in C:\Program Files. 


Note
If you’re deploying the Volume License version of Virtual PC, you still need to provide a product key for an unattended installation. You can obtain the product key from the installer by running the setup program manually and then copying the product key that the setup program displays.
Customizing Windows 9X
This section describes how to create virtual machine configurations and disks for Windows 9X. By using the instructions and files that this section describes, you can perform a bulk deployment of Windows 9X virtual machines with no user or administrator intervention.

Solution Contents
The instructions that the next section contains rely on the ZIP file that you downloaded with this white paper. Unzip the file Vpcdeply.zip in to a folder on your hard disk. The win9x subfolder will contain the following files and folders (see the section “Appendix: File Listings” for more detailed descriptions of these files):

· Autoexec.bat. Runs NAMECHNG.BAT each time the computer starts.
· Config.sys. Sets LASTDRIVE=Z, which allows Virtual PC to use drive Z to connect to shared folders.
· VPCDEPLY. A folder that contains the following files:

· FSHARE.EXE. An MS-DOS program for sharing folders.

· REBOOT.COM. An MS-DOS program that reboots a computer.
· NAMECHNG.FLG. An empty file that indicates whether NAMECHNG.BAT has already renamed the computer or not. The file can be empty.
· NAMECHNG.BAT. Changes the name of the virtual machine. This batch script is the core of the solution. It actually renames the computer the first time the operating system starts. It takes a single file as a parameter, and this file must contain the new name of the computer (see below).
· TEMP.BAT. A temporary batch file used in the renaming process. NAMECHNG.BAT uses this file to set an environment variable with the virtual machine’s new computer name. NAMECHNG.BAT does this by concatenating the contents of TEMP.BAT and NAME.TXT; and then NAMECHNG.BAT runs the resulting batch script. NAME.TXT is a file you create on each physical computer, and it contains the virtual machine’s new computer name.

Solution Instructions

Use the following instructions to configure a virtual hard disk containing Windows 9X for deployment:

5. Create a new virtual machine configuration (.vmc file) and virtual hard disk (.vhd file) for Windows 9X. Make sure you create both files in the same folder you want to use when you deploy them to each target computer. For example, if you want to deploy these files to C:\Machines on each target computer, create them in C:\Machines on your computer.
6. Install Windows 9X on the virtual hard disk that you created in the previous step. Configure settings as necessary, including the default user profile.

7. Install and configure applications as necessary. These include the legacy applications for which you must deploy Virtual PC in order to use them in Windows XP Professional.
8. Install the Virtual Machine Additions in the virtual machine: On the virtual machine’s menu, click Action, Install or Update Virtual Machine Additions.

9. Add the line LASTDRIVE=Z to the virtual machine’s Config.sys file and reboot the virtual machine. Doing so is necessary to ensure that drive Z is available for mapping to a shared folder.

Note

Do not load EMM386 in the Config.sys file, as folder sharing will not load if EMM386 is present.

10. Copy the win9x\VPCDEPLY folder that you unzipped in the previous section to the root of drive C on the virtual hard disk. The easiest way to copy the folder is to use a shared folder. Click Edit, Settings; then, click Shared Folders and configure a drive that maps to the folder on the physical computer that contains the win9x folder. Make sure that you don’t select the Share every time check box.
11. Create a shared folder that maps drive Z to C:\VPCNAME on the physical computer. First, create C:\VPCNAME on your physical computer. In the virtual machine, click Edit, Settings; then, click Shared Folders and configure a shared folder that maps drive Z to C:\VPCNAME. Make sure that you do select the Share every time check box.
12. In the virtual machine, add the lines shown in Listing 1 to Autoexec.bat. Where in the file to add these lines depends on its contents, such as a program that absolutely must run at the end of Autoexec.bat, but generally you should add them to the end.

Listing 1. Autoexec.bat
C:

CD \VPCDEPLY

NAMECHNG Z:\NAME.TXT

CD \

13. Shutdown Windows 9X.

14. Turn off the virtual machine, selecting the Commit changes to the virtual hard disk check box in the Close dialog box.
Customizing Windows NT Workstation 4.0

This section describes how to create virtual machine configurations and hard disks for Windows NT Workstation 4.0. By using the instructions and files that this section contains, you can perform a bulk deployment of Windows NT Workstation 4.0 virtual machines with no user or administrator intervention.

Solution Contents
The instructions that the next section contains rely on the ZIP file Vpcdeply.zip that you downloaded with this white paper. Unzip the file in to a folder on your hard disk. The subfolder winnt4 will contain the following files and folders (see the section “Appendix: File Listings” for complete descriptions of these files):

· VPCDEPLY. A folder that contains the following files:

· SHUTDOWN\SHUTDOWN.EXE. A utility that shuts down or reboots Windows NT Workstation 4.0.
· NETDOM\NETDOM.EXE. A utility that joins the virtual machine to a domain. Version 1.8 of NETDOM.EXE is required.
· SYSPREP. A folder into which you must copy SYSPREP 1.0 and supporting files.
· SYSPREP.INF. The unattended-setup answer file to automate Mini-Setup Wizard.
· DEPLOYPREP.CMD. The batch script that prepares the disk image for distribution. Prior to distributing the virtual machine configuration and virtual hard disk, you must run DEPLOYPREP.CMD to prepare the disk for distribution.
· CHANGENAME.CMD. The batch script that actually changes the name of the Windows NT Workstation 4.0 virtual machine.
· TEMP.CMD. A temporary batch script used in the renaming process. CHANGENAME.CMD uses this file to set an environment variable with the virtual machine’s new computer name. CHANGENAME.CMD does this by concatenating the contents of TEMP.CMD and NAME.TXT; and then CHANGENAME.CMD runs the resulting batch script. NAME.TXT is a file you create on each physical computer, and it contains the virtual machine’s new computer name.
Solution Instructions

Use the following instructions to configure a virtual disk containing Windows NT Workstation 4.0 for deployment:
15. Create a new virtual machine configuration (.vmc file) and virtual hard disk (.vhd file) for Windows NT Workstation 4.0. Make sure you create both files in the same folder you want to use when you deploy them to each target computer. For example, if you want to deploy these files to C:\Machines on each target computer, create them in C:\Machines on your computer.

16. Install Windows NT Workstation 4.0 on the virtual hard disk that you created in the previous step, configuring the operating system as necessary. The local Administrator password must be blank initially. You can change the password by using Sysprep.inf, which you customize in step 6.
17. Install and configure applications as necessary. These include the legacy applications for which you must deploy Virtual PC in order to use them in Windows XP Professional.
18. Install the Virtual Machine Additions in the virtual machine. On the virtual machine’s menu, click Action, Install or Update Virtual Machine Additions.

19. Copy the winnt4\VPCDEPLY folder that you unzipped in the previous section to the root of drive C on the virtual disk. The easiest way to copy the folder is to use a shared folder. Click Edit, Settings; then, click Shared Folders and configure a drive that maps to the folder on the physical computer that contains the winnt4 folder. Make sure that you don’t select the Share every time check box.

20. In C:\VPCDEPLY on the virtual hard disk, customize the following settings in Sysprep.inf:

· ProductID. Set this to your Windows NT Workstation 4.0 product key.
· FullName. Set this to the owner name. You can remove this setting and the Mini-Setup Wizard will prompt users for their name, or you can set this to a value like “Valued Employee” to avoid prompting users for their names.
· OrgName. Set this to the organization name.
· AdminPassword. Set this to the local Administrator account’s password.
21. In C:\VPCDEPLY on the virtual hard disk, customize the following lines in DEPLOYPREP.CMD (all of which are at the top of the file):

· Set AdminPassword=newPassword. The password for the local Administrator account. This must be the same password that you defined in Sysprep.inf, as described in the previous step.

· Set Domain=theDomain. The name of the domain to join.

· Set DomainUser=theDomainUser. The name of the domain account to use for joining the computer to the domain. Using a domain Administrator account is a security risk, but you can create an account that has only the rights required to add computers to the domain.
· Set DomainUserPassword=theDomainUserPassword. The password for the domain account to use for joining the computer to the domain (See the previous item).
22. Download the Windows NT Workstation 4.0 Sysprep files from Microsoft’s Web site. The URL is http://www.microsoft.com/downloads (search for the keyword sysprep). The specific URL for the latest version is http://www.microsoft.com/downloads/details.aspx?FamilyID=08ed83b9-b34b-4397-a23f-a6b51f0d9f9b&DisplayLang=en. Extract the file’s contents, and then extract the contents of Winnt40\English\I386\Nt4prep.exe to the C:\VPCDEPLY\Sysprep folder.

23. Create a shared folder that maps drive Z to C:\VPCNAME on the physical computer. First, create C:\VPCNAME on your physical computer. In the virtual machine, click Edit, Settings; then, click Shared Folders and configure a shared folder that maps drive Z to C:\VPCNAME. Make sure that you do select the Share every time check box.

24. In the virtual machine, run C:\VPCDEPLY\DEPLOYPREP.CMD, which prepares the virtual hard disk for distribution and shuts down Windows NT Workstation 4.0.
25. Turn off the virtual machine, selecting the Commit changes to the virtual hard disk check box in the Close dialog box.

Customizing Windows 2000 Professional

This section describes how to create virtual machine configurations and hard disks for Windows 2000 Professional. By using the instructions and files that this section contains, you can perform a bulk deployment of Windows 2000 Professional virtual machines with no user or administrator intervention.

Solution Contents

The instructions that the next section contains rely on the ZIP file Vpcdeply.zip that you downloaded with this white paper. Unzip the file in to a folder on your hard disk. The subfolder win2000 will contain the following files and folders (see the section “Appendix: File Listings” for complete descriptions of these files):

· NETDOM. A folder that contains the following files:

· CHANGENAME.CMD. The batch script that actually changes the name of the Windows 2000 Professional virtual machine.
· NETDOM.EXE. A utility that joins the virtual machine to a domain.

· TEMP.CMD. A temporary batch script used in the renaming process. CHANGENAME.CMD uses this file to set an environment variable with the virtual machine’s new computer name. CHANGENAME.CMD does this by concatenating the contents of TEMP.CMD and NAME.TXT; and then CHANGENAME.CMD runs the resulting batch script. NAME.TXT is a file you create on each physical computer, and it contains the virtual machine’s new computer name.

· SYSPREP. A folder that contains the following file:

· SYSPREP.INF. The unattended-setup answer file to automate Mini-Setup Wizard.

Solution Instructions

Use the following instructions to configure a virtual disk containing Windows 2000 Professional for deployment:

26. Create a new virtual machine configuration (.vmc file) and virtual hard disk (.vhd file) for Windows 2000 Professional. Make sure you create both files in the same folder you want to use when you deploy them to each target computer. For example, if you want to deploy these files to C:\Machines on each target computer, create them in C:\Machines on your computer.

27. Install Windows 2000 Professional on the virtual hard disk that you created in the previous step, configuring the operating system as necessary. The local Administrator password must be blank initially. You can change the password by using Sysprep.inf, which you customize in step 6.

28. Install and configure applications as necessary. These include the legacy applications for which you must deploy Virtual PC in order to use them in Windows XP Professional.
29. Install the Virtual Machine Additions in the virtual machine. On the virtual machine’s menu, click Action, Install or Update Virtual Machine Additions.

30. Copy the contents of the win2000 folder that you unzipped in the previous section to the root of drive C on the virtual disk. The result is the folders C:\NETDOM and C:\SYSPREP on the virtual hard disk. The easiest way to copy the folders is to use a shared folder. Click Edit, Settings; then, click Shared Folders and configure a drive that maps to the folder on the physical computer that contains the win2000 folder. Make sure that you don’t select the Share every time check box.

31. In C:\SYSPREP on the virtual hard disk, customize the following settings in Sysprep.inf:

· ProductID. Set this to your Windows 2000 Professional product key.

· FullName. Set this to the owner name. You can remove this setting and the Mini-Setup Wizard will prompt users for their name, or you can set this to a value like “Valued Employee” to avoid prompting users for their names.

· OrgName. Set this to the organization name.

· AdminPassword. Set this to the local Administrator account’s password.

· Change the command shown in the [GuiRunOnce] section, which is "C:\netdom\changeName.cmd Z:\name.txt domain domainUser domainUserPassword c:\netdom", as described below:

· Change Domain to the name of the domain to join.

· Change DomainUser to the name of the domain account to use for joining the computer to the domain. Using a domain Administrator account is a security risk, but you can create an account that has only the rights required to add computers to the domain.

· Change DomainUserPassword to the password for the domain account to use for joining the computer to the domain (see the previous item).

32. Download the Windows 2000 Professional Sysprep files from Microsoft’s Web site. The URL is http://www.microsoft.com/downloads (search for the keyword sysprep). The specific URL for the latest version is http://www.microsoft.com/downloads/details.aspx?FamilyID=0c4bfb06-2824-4d2b-abc1-0e2223133afb&DisplayLang=en. You can also copy these files from the Deploy.cab file, which is on your Windows 2000 Professional product CD in the Support\Tools folder. Copy the files from Deploy.cab, particularly Sysprep.exe and Setupcl.exe, to C:\SYSPREP on the virtual hard disk.

33. Create a shared folder that maps drive Z to C:\VPCNAME on the physical computer. First, create C:\VPCNAME on your physical computer. In the virtual machine, click Edit, Settings; then, click Shared Folders and configure a shared folder that maps drive Z to C:\VPCNAME. Make sure that you do select the Share every time check box.

34. In the virtual machine, run C:\SYSPREP\Sysprep.exe, which prepares the virtual hard disk for distribution and shuts down Windows 2000 Professional.

35. Turn off the virtual machine, selecting the Commit changes to the virtual hard disk check box in the Close dialog box.

Customizing Windows XP Professional
This section describes how to create virtual machine configurations and hard disks for Windows XP Professional. By using the instructions and files that this section contains, you can perform a bulk deployment of Windows XP Professional virtual machines with no user or administrator intervention.

Solution Contents

The instructions that the next section contains rely on the ZIP file Vpcdeply.zip that you downloaded with this white paper. Unzip the file in to a folder on your hard disk. The subfolder winxp will contain the following files and folders (see the section “Appendix: File Listings” for complete descriptions of these files):

· NETDOM. A folder that contains the following files:

· CHANGENAME.CMD. The batch script that actually changes the name of the Windows XP Professional virtual machine.
· NETDOM.EXE. A utility that joins the virtual machine to a domain.

· TEMP.CMD. A temporary batch script used in the renaming process. CHANGENAME.CMD uses this file to set an environment variable with the virtual machine’s new computer name. CHANGENAME.CMD does this by concatenating the contents of TEMP.CMD and NAME.TXT; and then CHANGENAME.CMD runs the resulting batch script. NAME.TXT is a file you create on each physical computer, and it contains the virtual machine’s new computer name.

· SYSPREP. A folder in to which you must copy Sysprep files and create Sysprep.inf.
Solution Instructions

Use the following instructions to configure a virtual disk containing Windows XP Professional for deployment:

36. Create a new virtual machine configuration (.vmc file) and virtual hard disk (.vhd file) for Windows XP Professional. Make sure you create both files in the same folder you want to use when you deploy them to each target computer. For example, if you want to deploy these files to C:\Machines on each target computer, create them in C:\Machines on your computer.

37. Install Windows XP Professional on the virtual hard disk that you created in the previous step, configuring the operating system as necessary. The local Administrator password must be blank initially. You can change the password by using Sysprep.inf, which you create in step 7.

38. Install and configure applications as necessary. 
39. Install the Virtual Machine Additions in the virtual machine. On the virtual machine’s menu, click Action, Install or Update Virtual Machine Additions.

40. Copy the contents of the winxp folder that you unzipped in the previous section to the root of drive C on the virtual disk. The result is the folders C:\NETDOM and C:\SYSPREP on the virtual hard disk. The easiest way to copy the folders is to use a shared folder. Click Edit, Settings; then, click Shared Folders and configure a drive that maps to the folder on the physical computer that contains the winxp folder. Make sure that you don’t select the Share every time check box.

41. Download the Windows XP Professional Sysprep files from Microsoft’s Web site. The URL is http://www.microsoft.com/downloads (search for the keyword sysprep). You can also copy these files from the Deploy.cab file, which is on your Windows XP Professional product CD in the Support\Tools folder. Copy all of the files from Deploy.cab to C:\SYSPREP on the virtual hard disk.

42. In C:\SYSPREP on the virtual hard disk, run Setupmgr.exe to create C:\SYSPREP\Sysprep.inf:

· On the New or Existing Answer File screen, click the Create new button, and then click Next.
· On the Type of Setup screen, click the Sysprep setup button, and then click Next.
· On the Product screen, click the version of Windows you’re deploying, and then click Next.

· On the User Interaction screen, click the Fully automated button, and then click next.

· After the wizard closes, fill in the following information in Setup Manager:

· In the Name and Organization category, type a username and organization. If you don’t provide a username, Mini-Setup Wizard will prompt users for their name. You can set this to a value like “Valued Employee” to avoid prompting users for their names.

· In the Product Key category, type your Windows XP Professional product key.

· In the Computer Names category, select the Automatically generate computer names check box. The batch script Changename.cmd will rename the computer later. Note that you must provide an organization name in the Name and Organization category in order to enable this check box.

· In the Administrator Password category, type the password you want to use for the local Administrator account. Do not select the Encrypt the Administrator password check box, however, as this prevents the AutoLogon feature from working properly.
· In the Administrator Password category, select the When a destination computer starts, automatically log on as Administrator check box.

· In the Workgroup or Domain category, click the Workgroup button and type a name for the workgroup. The batch script Changename.cmd will join the computer to the domain.

· In the Run Once category, add the following command:

· "C:\netdom\changeName.cmd Z:\name.txt domain domainUser domainUserPassword c:\netdom"
· Change Domain to the name of the domain to join.

· Change DomainUser to the name of the domain account to use for joining the computer to the domain. Using a domain Administrator account is a security risk, but you can create an account that has only the rights required to add computers to the domain.

· Change DomainUserPassword to the password for the domain account to use for joining the computer to the domain.

43. Create a shared folder that maps drive Z to C:\VPCNAME on the physical computer. First, create C:\VPCNAME on your physical computer. In the virtual machine, click Edit, Settings; then, click Shared Folders and configure a shared folder that maps drive Z to C:\VPCNAME. Make sure that you do select the Share every time check box.

44. In the virtual machine, run C:\SYSPREP\Sysprep.exe, which prepares the virtual hard disk for distribution and shuts down Windows XP Professional. Select Don’t reset grace period for activation. Also select Use Mini-Setup. Last, click Reseal.
45. Turn off the virtual machine, selecting the Commit changes to the virtual hard disk check box in the Close dialog box.

Resetting the MAC Address
In the previous sections, you created a virtual hard disk, installed an operating system on it, and customized it to get a new computer name the first time it starts. Now you must customize the virtual machine configuration. The virtual machine configuration, which is a file with the .vmc extension, contains the MAC address of the virtual Ethernet card. Since deploying the virtual machine with the same MAC address to many users is incorrect, you must ensure that each virtual machine gets a new MAC address the first time it starts.

To do so, edit the .vmc file to remove the MAC address of the virtual machine’s Ethernet card. The .vmc file is an XML file that you can edit with most text editors (Microsoft recommends using Notepad, since some text editors will corrupt the file). In the virtual machine’s .vmc file, find the line shown in the first column of Table 2 and change it to the second column. In other words, delete the existing MAC address from the .vmc file. Virtual PC will create a new address the next time it starts the machine.
Table 2. Recreating the MAC Address

	Change this:
	To This:

	<ethernet_card_address type="bytes">0003FF01C5CF</ethernet_card_address>
	<ethernet_card_address type="bytes"></ethernet_card_address>


Deploying Virtual Machines to Users

You’ve deployed Virtual PC to users, created the virtual hard disk, and customized the virtual machine configuration. Now you’re ready to deploy the virtual hard disk and virtual machine configuration to users. In preparation, copy the virtual machine configuration file (.vmc file), virtual hard disk file (.vhd file), and registration shortcut (.lnk file) to a network share or a CD.
The registration shortcut is in your user profile folder in Application Data\Microsoft\Virtual PC\Virtual Machines. Each virtual machine that you see in the Virtual PC console has a registration shortcut in this folder. To simplify the addition of virtual machines to the console, you can simply copy this file to users’ profile folders. However, for this to work, you must copy the virtual machine configuration and virtual hard disks to the same location on each target computer as you created them on your computer.

Once you’ve gathered the files necessary to deploy the virtual machine, use the following steps:
46. On the host computer, create the folder C:\VPCNAME.

47. In C:\VPCNAME, create the text file NAME.TXT. NAME.TXT must contain the new computer name of the virtual machine on a line by itself, and the new computer name must be the only line in the file.

48. Copy the virtual machine configuration file (.vmc file) to the host computer. Make sure you copy it to the location specified in the registration shortcut.
49. Copy the virtual hard disk (.vhd file) to the host computer. Make sure you copy it to the location specified in the registration shortcut.
50. Copy the registration shortcut (.lnk file) to the user’s profile folder in Application Data\Microsoft\Virtual PC\Virtual Machines.

An alternative method for registering virtual machines is to use Virtual PC command-line options. The command to registry a virtual machine is “Virtual PC.exe” -registervm path\filename.vmc, where path is the path to the folder containing the virtual machine configuration, and file.vmc is the name of the file. This scenario might not be ideal, however, because it actually starts Virtual PC in the foreground.
Note

You can easily automate this process by writing a batch script to copy the files from a network share to the target computer. For example, to copy the registration shortcut Sample.lnk from \\Server\Vpcdeply to users’ profile folders, add the command copy \\Server\Vpcdeply\Sample.lnk %USERPROFILE%\ Application Data\Microsoft\Virtual PC\Virtual Machines to your batch script.

Important
Test your distribution in a lab environment before deploying to production computers.
Summary
Microsoft® Virtual PC 2004 allows users to run multiple operating systems without using multiple computers. The benefit is significant in migration scenarios, particularly when legacy applications are involved. Rather than delaying a migration because a legacy application isn’t compatible with Windows XP Professional, you can continue the deployment normally. You can then install Virtual PC for users who must run those legacy applications and install a compatible version of Windows and the legacy application in a virtual machine. As a result, your company takes advantage of the new operating system’s capabilities, but users still have access to the legacy applications on which they rely to do their jobs.

This white paper describes how to deploy Virtual PC virtual machines to users without user or administrator intervention. These virtual machines can include earlier client versions of Windows and Windows-based applications and settings. The techniques that this white paper describes help you deploy these virtual machines smoothly by addressing the issues that arise from deploying earlier versions of Windows in virtual machines to numerous users without intervention. For example, the sample files in this white paper show you how to ensure that each virtual machine has a unique computer name, SID, and MAC address. By deploying virtual machines that include earlier client versions of Windows and legacy applications with no user intervention, you can better ensure a smooth transition to Windows XP Professional while continuing to support legacy applications.
For More Information

· Microsoft Virtual PC 2004
· Microsoft Downloads
· Knowledge Base article 831501
Appendix: File Listings

Windows 9X
Autoexec.bat

Autoexec.bat runs NAMECHNG.BAT from the virtual machine’s C:\VPCDEPLY folder. Rather than copying the sample file over your existing Autoexec.bat file, insert in to it the lines shown in the following listing.
C:

CD \VPCDEPLY

NAMECHNG Z:\NAME.TXT

CD \

Config.sys

Config.sys sets LASTDRIVE=Z so that you can map drive Z to a shared folder. Rather than copying the sample file over your existing Config.sys file, insert in to it the lines shown in the following listing.
LASTDRIVE=Z

Note

Do not load EMM386 in the Config.sys file, as folder sharing will not load if EMM386 is present.

Namechng.flg

NAMECHNG.BAT only renames the computer if NAMECHNG.FLG exists in C:\VPCDEPLY. The existence of this file is the only thing that NAMECHNG.BAT checks.
Namechng.bat

NAMECHNG.BAT is the batch script that actually renames the computer the first time the operating system starts. It takes a single file as a parameter, and this file must contain the new name of the computer. The listing shows the contents of this file, and it performs the following steps:
51. Checks for the presence of NAMECHNG.FLG and TEMP.BAT, which is needed to complete the script. If either file is missing, NAMECHNG.BAT stops.

52. Runs FSHARE.EXE to enable folder sharing.

53. Checks for the presence of the parameter file containing the new name for the virtual machine. If this file doesn’t exist, NAMECHNG.BAT stops.

54. Runs TEMP.BAT to set the contents of the parameter file in the environment variable REGNAME.

55. Creates a .reg file and then loads it in to the registry. This file changes the virtual machine’s computer name.

56. Deletes the .reg and NAMECHGN.FLG files.
57. Reboots the computer.
@ECHO OFF

IF NOT EXIST NAMECHNG.FLG GOTO END

IF NOT EXIST TEMP.BAT GOTO END

FSHARE.EXE

IF NOT EXIST %1 GOTO EXIT

COPY TEMP.BAT TEMP1.BAT /Y

TYPE %1 >> TEMP1.BAT

CALL TEMP1.BAT

DEL TEMP1.BAT

ECHO REGEDIT4 > temp.reg

ECHO. >> temp.reg

ECHO [HKEY_LOCAL_MACHINE\System\CurrentControlSet\Services\VxD\VNETSUP] >> temp.reg

ECHO "ComputerName"="%REGNAME%" >> temp.reg

ECHO. >> temp.reg

ECHO [HKEY_LOCAL_MACHINE\System\CurrentControlSet\control\ComputerName\ComputerName] >> temp.reg

ECHO "ComputerName"="%REGNAME%" >> temp.reg

ECHO. >> temp.reg

ECHO [HKEY_LOCAL_MACHINE\System\CurrentControlSet\Services\VxD\MSTCP] >> temp.reg

ECHO "HostName"="%REGNAME%" >> temp.reg

C:\WINDOWS\REGEDIT.EXE /L:C:\WINDOWS\SYSTEM.DAT /R:C:\WINDOWS\USER.DAT temp.reg

DEL temp.reg

:EXIT

DEL namechng.flg

reboot.com

:END
Temp.bat

TEMP.BAT is a temporary batch file that NAMECHNG.BAT uses to set an environment variable with the contents of the NAME.TXT file. NAMECHNG.BAT does this by concatenating the contents of TEMP.BAT and NAME.TXT, and then executing the combined file. The following listing shows TEMP.BAT.

SET REGNAME=

Note

It is very important that this file is only one line long and contains no end-of-line character.

Windows NT Workstation 4.0

Sysprep.inf

Sysprep.inf automates Mini-Setup Wizard. You must customize the file shown in the following listing by changing these settings:
· ProductID

· FullName

· OrgName

· AdminPassword

[NT4Preinstall]

OemSkipEula = YES

ProductID = XXX-XXXXXXX

FullName = "Your Full Name"

OrgName = "Your Organization Name"

ComputerName = "auto"

AdminPassword = "newPassword"

OEMNoWaitAfterGUIMode = 1

OEMSkipWelcome = 1
Deployprep.cmd

The batch script DEPLOYPREP.CMD prepares the virtual machine’s disk image for distribution. The following listing shows this file’s contents, and this list describes the steps it performs:
58. Defines environment variables.

59. Backs up C:\BOOT.INI.

60. Renames WELCOME.EXE, as the program interferes with the process.

61. Deletes temporary files, if they exist.

62. Creates, loads, and deletes a .reg file that does the following:

· Automatically logs on as local Administrator on the next boot.

· Automatically runs CHANGENAME.CMD on the next boot.

63. Runs Sysprep.exe.

@ECHO OFF

REM ***********************************************************************

REM ** Set deployment variables                                          **

REM ***********************************************************************

set DeployDir=c:\vpcdeply

set DeployDirDoubleSlash=c:\\vpcdeply

set nameFileDoubleSlash=z:\\name.txt

set AdminUser=Administrator

Set AdminPassword=newPassword

Set Domain=theDomain

Set DomainUser=theDomainUser

Set DomainUserPassword=theDomainUserPassword

ECHO Preparing for deployment...

REM ***********************************************************************

REM ** Backup C:\Boot.ini - this file gets reset during SysPrep          **

REM ***********************************************************************

Attrib -r -s -h C:\boot.ini

copy C:\boot.ini .

Attrib +r +s +h C:\boot.ini

REM ***********************************************************************

REM ** Rename 'Welcome.exe' as it interferes with the scripts            **

REM ***********************************************************************

ren %Systemroot%\Welcome.exe Welcome.exf

REM ***********************************************************************

REM ** Delete any old temporary files before proceeding                  **

REM ***********************************************************************

del %temp%\tempRun.reg > nul

del %temp%\tempAutoLogon.reg > nul

REM ***********************************************************************

REM ** Create Run on boot and AutoLogon registry fragments               **

REM ***********************************************************************

echo REGEDIT4 > %temp%\tempRun.reg

echo. >> %temp%\tempRun.reg

echo [HKEY_LOCAL_MACHINE\Software\Microsoft\Windows\CurrentVersion\Run]>> %temp%\tempRun.reg

echo "DeploymentScript"="%DeployDirDoubleSlash%\\changeName.cmd %nameFileDoubleSlash% %DeployDirDoubleSlash% %Domain% %DomainUser% %DomainUserPassword%" >> %temp%\tempRun.reg

echo REGEDIT4 > %temp%\tempAutoLogon.reg

echo. >> %temp%\tempAutoLogon.reg

echo [HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon]>> %temp%\tempAutoLogon.reg

echo "AutoAdminLogon"="1" >> %temp%\tempAutoLogon.reg

echo "DefaultUserName"="%AdminUser%" >> %temp%\tempAutoLogon.reg

echo "DefaultPassword"="%AdminPassword%" >> %temp%\tempAutoLogon.reg

echo "DefaultDomainName"="%computername%" >> %temp%\tempAutoLogon.reg

REM ***********************************************************************

REM ** Load registry fragments                                           **

REM ***********************************************************************

regedit /s %temp%\tempRun.reg

regedit /s %temp%\tempAutoLogon.reg

REM ***********************************************************************

REM ** Delete registry fragments                                         **

REM ***********************************************************************

del %temp%\tempRun.reg

del %temp%\tempAutoLogon.reg

REM ***********************************************************************

REM ** Sysprep the machine (defeat is required for retail media)         **

REM ***********************************************************************

Echo Running SysPrep...

cd %DeployDir%\Sysprep

sysprep %DeployDir%\sysprep.inf -quiet -reboot -defeat

Changename.cmd

The batch script CHANGENAME.CMD renames the virtual machine. The following listing shows this file’s contents, and this list describes the steps it performs:
64. Sets environment variables.

65. Restores the backed up copy of C:\BOOT.INI.

66. Waits for Shared Folders to load.

67. Ensures that the required files exist.

68. Runs TEMP.BAT to set the contents of the parameter file in the environment variable REGNAME.

69. Creates, loads, and deletes a .reg file that renames the virtual machine to the new network name.

70. Deletes the name parameter file.

71. Reboots the machine.

72. On the next boot CHANGENAME.CMD runs again, but this time the name parameter file will be missing, so it will go to the JOINDOMAIN section of the batch script, which does the following:

· Waits for the Workstation service to load.

· Joins the virtual machine to the specified domain.

· Creates, loads, and deletes a .reg file that disables the AutoLogon feature and execution of CHANGENAME.CMD.

· Deletes configuration files that may contain sensitive passwords.

· Reboots the virtual machine.
@ECHO OFF

REM ***********************************************************************

REM ** Change network name and join domain - set initial variables       **

REM ***********************************************************************

set nameFile=%1

set deployDir=%2

set Domain=%3

set DomainUser=%4

set DomainUserPassword=%5

REM ***********************************************************************

REM ** Restore old boot.ini file                                         **

REM ***********************************************************************

Attrib -r -s -h C:\boot.ini

copy %deployDir%\boot.ini C:\boot.ini

Attrib +r +s +h C:\boot.ini

REM ***********************************************************************

REM ** Make sure that Shared Folders has started - and check for files   **

REM ***********************************************************************

ECHO Waiting for Shared Folders to load...

net start "Virtual Machine Additions Shared Folder Service"

IF NOT EXIST %deployDir%\temp.cmd GOTO JOINDOMAIN

IF NOT EXIST %1 GOTO JOINDOMAIN

:RENAME

ECHO Renaming the virtual machine...

REM ***********************************************************************

REM ** Rename the virtual machine - set new name variable                **

REM ***********************************************************************

COPY %deployDir%\TEMP.CMD %temp%\TEMP1.CMD > nul

TYPE %nameFile% >> %temp%\TEMP1.CMD

CALL %temp%\TEMP1.CMD

DEL %temp%\TEMP1.CMD >nul

REM ***********************************************************************

REM ** Delete any old temporary files before proceding                   **

REM ***********************************************************************

del %temp%\tempChangeName.reg

REM ***********************************************************************

REM ** Create registry fragment                                          **

REM ***********************************************************************

echo REGEDIT4 > %temp%\tempChangeName.reg

echo. >> %temp%\tempChangeName.reg

echo [HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Control\ComputerName\ComputerName]>> %temp%\tempChangeName.reg

echo "ComputerName"="%REGNAME%" >> %temp%\tempChangeName.reg

echo. >> %temp%\tempChangeName.reg

echo [HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\Tcpip\Parameters]>> %temp%\tempChangeName.reg

echo "Hostname"="%REGNAME%" >> %temp%\tempChangeName.reg

REM ***********************************************************************

REM ** Load registry fragement                                           **

REM ***********************************************************************

regedit /s %temp%\tempChangeName.reg

REM ***********************************************************************

REM ** Delete registry fragment and name parameter file                  **

REM ***********************************************************************

del %temp%\tempChangeName.reg

del %nameFile%

GOTO REBOOT

:JOINDOMAIN

Echo Joining the virtual machine to the Domain...

REM ***********************************************************************

REM ** Joining the Domain - make sure that the worksation service has    **

REM **                      started                                      **

REM ***********************************************************************

net start workstation

REM ***********************************************************************

REM ** Use NETDOM to join the DOMAIN using the credentials of an         **

REM ** existing user.                                                    **

REM ***********************************************************************

%deployDir%\NETDOM\NETDOM /DOMAIN:%Domain% /USER:%Domain%\%DomainUser% /PASSWORD:%DomainUserPassword% MEMBER %computername% /JOINDOMAIN

REM ***************************************************************************

REM ** Alternatively you could just add the computer to the DOMAIN without   **

REM ** user credentials by pre-creating the account and using the following  **

REM ** command:                                                              **

REM **                                                                       **

REM ** %deployDir%\NETDOM\NETDOM /DOMAIN:%Domain% MEMBER %computername% /ADD **

REM **                                                                       **

REM ***************************************************************************

REM ***********************************************************************

REM ** Delete any old temporary files before proceding                   **

REM ***********************************************************************

del %temp%\tempAutoLogon.reg

del %temp%\tempRun.reg

REM ***********************************************************************

REM ** Create AutoLogon and Run on boot registry fragments               **

REM ***********************************************************************

echo REGEDIT4 > %temp%\tempAutoLogon.reg

echo. >> %temp%\tempAutoLogon.reg

echo [HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon]>> %temp%\tempAutoLogon.reg

echo "AutoAdminLogon"=dword:00000000 >> %temp%\tempAutoLogon.reg

echo "DefaultUserName"="" >> %temp%\tempAutoLogon.reg

echo "DefaultPassword"="" >> %temp%\tempAutoLogon.reg

echo "DefaultDomainName"="%computername%" >> %temp%\tempAutoLogon.reg

echo REGEDIT4 > %temp%\tempRun.reg

echo. >> %temp%\tempRun.reg

echo [HKEY_LOCAL_MACHINE\Software\Microsoft\Windows\CurrentVersion\Run]>> %temp%\tempRun.reg

echo "DeploymentScript"="" >> %temp%\tempRun.reg

REM ***********************************************************************

REM ** Load registry fragements                                          **

REM ***********************************************************************

regedit /s %temp%\tempAutoLogon.reg

regedit /s %temp%\tempRun.reg

REM ***********************************************************************

REM ** Delete registry fragments                                         **

REM ***********************************************************************

del %temp%\tempAutoLogon.reg

del %temp%\tempRun.reg

REM ***********************************************************************

REM ** Delete configuration files containing sensitive information       **

REM ***********************************************************************

del %deployDir%\deployprep.cmd

del %deployDir%\sysprep.inf

REM ***********************************************************************

REM ** Rename 'Welcome.exf' back to 'Welcome.exe' as we are now done     **

REM ***********************************************************************

ren %Systemroot%\Welcome.exf Welcome.exe

:REBOOT

REM ***********************************************************************

REM ** Reboot the local system immediately - with no warning             **

REM ***********************************************************************

%deployDir%\Shutdown\shutdown /l /y /r /c /t:0
Temp.cmd

TEMP.CMD is a temporary batch file that CHANGENAME.CMD uses to set an environment variable with the contents of the NAME.TXT file. CHANGENAME.BAT does this by concatenating the contents of TEMP.CMD and NAME.TXT and then executing the combined file. The following listing shows the TEMP.CMD file.

SET REGNAME=

Note

It is very important that this file is only one line long and contains no end-of-line character.

Windows 2000 Professional

Sysprep.inf

Sysprep.inf automates the Mini-Setup Wizard. You must customize the file shown in the following listing by changing these settings:

· ProductID

· FullName

· OrgName

· AdminPassword

· Change the command shown in the [GuiRunOnce] section, which is "C:\netdom\changeName.cmd Z:\name.txt domain domainUser domainUserPassword c:\netdom", as described below:

· Change Domain to the name of the domain to join.

· Change DomainUser to the name of the domain account to use for joining the computer to the domain. Using a domain Administrator account is a security risk, but you can create an account that has only the rights required to add computers to the domain.

· Change DomainUserPassword to the password for the domain account to use for joining the computer to the domain (see the previous item).

[Unattended]

UnattendMode = FullUnattended

TargetPath = WINNT

OemSkipEula=Yes

[UserData]

ComputerName = *

FullName = "Your User Name"

OrgName="Organization Name"

ProductID = XXXXX-XXXXX-XXXXX-XXXXX-XXXXX

[GuiUnattended]

AdminPassword = "newPassword"

TimeZone = "004"

OEMSkipRegional=1

OEMSkipWelcome=1

AutoLogon=Yes

AutoLogonCount=1

[Networking]

[Identification]

JoinWorkgroup = Workgroup

[GuiRunOnce]

"C:\netdom\changeName.cmd Z:\name.txt domain domainUser domainUserPassword c:\netdom"
Changename.cmd

The batch script CHANGENAME.CMD renames the virtual machine. The following listing shows this file’s contents, and this list describes the steps it performs:
73. Sets environment variables.

74. Waits for Shared Folders to load.

75. Ensures that the required files exist.

76. Runs TEMP.BAT to set the contents of the parameter file in the environment variable REGNAME.

77. Runs Netdom.exe to rename the computer, join it to the domain, and reboot the computer.
@ECHO OFF

REM ***********************************************************************

REM ** Set initial variables                                             **

REM ***********************************************************************

set nameFile=%1

set Domain=%2

set DomainUser=%3

set DomainUserPassword=%4

set netdomPath=%5

REM ***********************************************************************

REM ** Make sure that Shared Folders has started - and check for files   **

REM ***********************************************************************

ECHO Waiting for Shared Folders and Workstation to load...

net start "Virtual Machine Additions Shared Folder Service"

net start workstation

cd %netdomPath%

REM ***********************************************************************

REM ** Rename the virtual machine - set new name variable                **

REM ***********************************************************************

If not exist temp.cmd goto NETDOM

COPY TEMP.CMD %temp%\TEMP1.CMD > nul

TYPE %nameFile% >> %temp%\TEMP1.CMD

CALL %temp%\TEMP1.CMD

DEL %temp%\TEMP1.CMD >nul

REM ***********************************************************************

REM ** Use NETDOM to join the DOMAIN using the credentials of an         **

REM ** existing user.                                                    **

REM ***********************************************************************

:NETDOM

Echo Joining the virtual machine to the Domain...

netdom join %computername% /DOMAIN:%Domain% /USERD:%DomainUser% /PASSWORDD:%DomainUserPassword%

ECHO Renaming the virtual machine...

If not exist temp.cmd goto END

If not exist %namefile% goto END

netdom renamecomputer %computername% /NewName:%REGNAME% /USERD:%DomainUser% /PASSWORDD:%DomainUserPassword% /FORCE /REBOOT

:END
Temp.cmd

TEMP.CMD is a temporary batch file that CHANGENAME.CMD uses to set an environment variable with the contents of the NAME.TXT file. CHANGENAME.BAT does this by concatenating the contents of TEMP.CMD and NAME.TXT and then executing the combined file. The following listing shows the TEMP.CMD file.

SET REGNAME=

Note

It is very important that this file is only one line long and contains no end-of-line character.

Windows XP Professional

Changename.cmd

The batch script CHANGENAME.CMD renames the virtual machine. The following listing shows this file’s contents, and this list describes the steps it performs:
78. Sets environment variables.

79. Waits for Shared Folders to load.

80. Ensures that the required files exist.

81. Runs TEMP.BAT to set the contents of the parameter file in the environment variable REGNAME.

82. Runs Netdom.exe to rename the computer, join it to the domain, and reboot the computer.

@ECHO OFF

REM ***********************************************************************

REM ** Set initial variables                                             **

REM ***********************************************************************

set nameFile=%1

set Domain=%2

set DomainUser=%3

set DomainUserPassword=%4

set netdomPath=%5

REM ***********************************************************************

REM ** Make sure that Shared Folders has started - and check for files   **

REM ***********************************************************************

ECHO Waiting for Shared Folders and Workstation to load...

net start "Virtual Machine Additions Shared Folder Service"

net start workstation

cd %netdomPath%

REM ***********************************************************************

REM ** Rename the virtual machine - set new name variable                **

REM ***********************************************************************

If not exist temp.cmd goto NETDOM

COPY TEMP.CMD %temp%\TEMP1.CMD > nul

TYPE %nameFile% >> %temp%\TEMP1.CMD

CALL %temp%\TEMP1.CMD

DEL %temp%\TEMP1.CMD >nul

REM ***********************************************************************

REM ** Use NETDOM to join the DOMAIN using the credentials of an         **

REM ** existing user.                                                    **

REM ***********************************************************************

:NETDOM

Echo Joining the virtual machine to the Domain...

netdom join %computername% /DOMAIN:%Domain% /USERD:%DomainUser% /PASSWORDD:%DomainUserPassword%

ECHO Renaming the virtual machine...

If not exist temp.cmd goto END

If not exist %namefile% goto END

netdom renamecomputer %computername% /NewName:%REGNAME% /USERD:%DomainUser% /PASSWORDD:%DomainUserPassword% /FORCE /REBOOT

:END
Temp.cmd

TEMP.CMD is a temporary batch file that CHANGENAME.CMD uses to set an environment variable with the contents of the NAME.TXT file. CHANGENAME.BAT does this by concatenating the contents of TEMP.CMD and NAME.TXT and then executing the combined file. The following listing shows the TEMP.CMD file.

SET REGNAME=

Note

It is very important that this file is only one line long and contains no end-of-line character.
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