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Abstract

Enterprise UDDI Services in Microsoft® Windows® Server 2003 is a standards-based solution that can be used to deploy either a private UDDI solution inside an organization or a shared solution with trusted partners via an extranet or a virtual private network (VPN) on the Internet. UDDI Services helps companies organize and catalog programmatic resources and provides an efficient mechanism for the discovery, sharing, and reuse of Web services. 
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Executive Summary

As Web services gain acceptance as a means to connect disparate software applications and expose information in a standardized way, organizations of all sizes face the challenge of organizing and managing these services both behind and beyond the corporate firewall. 

Enterprise UDDI Services in Microsoft® Windows® Server 2003 provides a reliable, interoperable, scalable solution to this challenge. 

Universal Description, Discovery, and Integration (UDDI) is a flexible yet structured solution that provides a foundational description and discovery infrastructure for Web services. For enterprise architects and application development managers, UDDI Services maximizes the visibility of existing code and applications and helps to realize the vision of reusing code and development resources. For IT professionals, UDDI Services provides a powerful tool that can help manage Web services across an organization.

Organizations that already use Microsoft technologies can benefit even further by using a common Web services foundation provided by combining Windows Server 2003, Microsoft Visual Studio® .NET, Microsoft Office, and open support for standards-based Web services development tools and platforms. 

This foundation is based on a combination of Web service description and discovery through UDDI Services, code automation through Visual Studio .NET software development tools, and design conventions used for dynamic discovery and run-time configuration. In this way, UDDI Services in Windows Server 2003 combines the best of Web services standards with Microsoft’s portfolio of technologies.

Introduction

UDDI is an industry specification used to describe and discover Web services. Enterprise UDDI Services in Microsoft Windows Server 2003 is a standards-based solution that can be used to deploy either a private UDDI solution inside an organization or a shared solution with trusted partners via an extranet or virtual private network (VPN) on the Internet. 

UDDI Services helps companies organize and catalog programmatic resources and provides an efficient mechanism for the discovery, sharing, and reuse of Web services. Combining the UDDI functionality integrated into Visual Studio® .NET and Microsoft Office creates a compelling set of discovery capabilities. 

This paper describes the opportunity that results from deploying three Microsoft products--Windows Server 2003, Visual Studio® .NET, and Microsoft Office--with UDDI Services. The resulting solution extends from the enterprise developer, through IT operations, to end-user desktops.

A Shared Foundation for Developers, Architects, and IT Professionals

UDDI Services in Windows Server 2003 provides enterprise developers with a shared resource for describing and discovering information about Web services. 

Within UDDI Services, programmers creating Web services or other integration capabilities can list interface specifications, such as Web Services Description Language (WSDL), as well as service deployment locations, such as Web service endpoints. This information is then readily available to the rest of the development team and facilitates reuse of code and other development resources. 

This reuse of resources falls into two general areas:
· sharing interface specifications (for example, WSDL)
· ensuring implementation visibility

Interface specifications for all types of services are added to UDDI Services as they become available. After this information is listed, other developers using UDDI-enabled tools (such as Microsoft Visual Studio .NET and those developed by other vendors) have access to information about each of the integration protocols used across their enterprise. 

UDDI Services becomes the shared Web service resource of all enterprise development tools, regardless of the tool’s vendor or platform. This resource helps to prevent unnecessary duplication of effort by promoting reuse of existing development work.

Example: Mark, a developer at the corporate headquarters of Contoso, Ltd., creates a Web service called Customer Profile, which enables the exchange of customer profiles. When he uses Visual Studio .NET, the WSDL specifications are generated automatically. Mark then registers the information in his company’s UDDI Services. After the UDDI Services publication process is complete, other developers across the enterprise can discover and use the enterprise Customer Profile protocol within their applications.
Service Availability of Dynamic Applications at Run Time

After a Web service has been integrated into a client application, several issues must be considered. 
One issue is the inability to predict, detect, or recover from failures at the Web service host. Another issue includes the possible responses (or lack of response) of the client application if the Web service fails and how the application can recover gracefully and dynamically from an unsuccessful Web service call. 

Similarly, the Web service provider is concerned with how the owner of the Web service will provide dynamic updates about service changes. Consider the example of a Web service that is moved to a new server. The issues become how to inform Web service clients of the change in an efficient way and how the service owner can distribute the information at run time, so that none of the Web service clients will break.

As more and more services are registered into enterprise UDDI services, other issues, such as the following, may also require attention:

· Distinguishing between production Web services that have been sanctioned by the IT department and Web services that are still in development 

· Determining the quality of service guarantees associated with a specific Web service

· Enabling an application to make these determinations at run time rather than at design time

In these and similar scenarios, UDDI Services can play an essential role in providing an infrastructure that supports Web services at run time. For IT professionals, this flexible approach to Web service discovery provides endpoints that are not hard-coded into applications and results in easier management of applications that rely on Web services. 

Placing a run-time layer between a Web service client and a server dramatically increases the number of ways developers can write smarter, more dynamic Web service clients. With this approach, a Web service endpoint can be abstracted from the client code base, and the client can query UDDI Services to determine the endpoint. 

Removing dependencies on a hard-coded endpoint enables several useful approaches. For example, at run time, clients can make decisions about the endpoints that are invoked. These decisions are based on a number of different variables. UDDI Services supports a flexible query mechanism, which bases URL selection on classification schemes such as physical location, cost of use, and quality of service guarantees. Quality of service isn’t a built-in feature of UDDI Services, but it is a common implementation using categorization schemes, which are a native feature of UDDI Services. 

Example: Sarah, a developer at one of Contoso's smaller subsidiaries, is building a new divisional sales reporting application. To develop this application, Sarah needs current customer information. She correctly assumes that corporate headquarters has developed and deployed this type of service as a part of its global network. By conducting an easy search of her company’s UDDI Services, she locates the Customer Profile service developed by Mark. From the information in UDDI Services, she retrieves the WSDL specifications for the service, automatically generates the code required to communicate with the service, and integrates it into the sales reporting application. 

Sarah knows that the IT department is moving to a new data center and that many applications are being changed. Keeping this in mind, she does not hard-code the endpoint of the Web service but rather configures her client application to retrieve it dynamically from UDDI Services. When the Web service moves to a new location and UDDI Services is updated to reflect this change, her application does not fail but instead gracefully handles the move.
Applying Multiple Categorization Schemes 

Classification of data in UDDI Services provides metadata about different services that helps distinguish and identify that data. 

As WSDL files and Web services are increasingly deployed throughout the enterprise, locating them with multiple search criteria becomes increasingly important. UDDI Services supports multiple search criteria through its categorized inquiry facilities; it further supports the use of categorization schemes to organize entries based on the type of application or Web service. 

Categorization examples include geographic location or service area, business functional area, product types available, or service level. When a developer or application queries UDDI Services, resources can be quickly located by using categorization schemes. 

For example, a developer may query UDDI Services with the following:

“Find all customer-ready tax calculation services with a 24x7 service level agreement (SLA).”

By specifying three categorizations for this query--customer-ready, tax calculation services, and 24x7 SLA--the developer can be very specific about the type of Web service for which he or she is searching.

IT architects can use and develop taxonomies to manage Web services in their organization. Whether a specific categorization scheme is a standard taxonomy or a custom taxonomy created for specialized use within the organization, this approach provides immense value by tagging UDDI Services entries with critical metadata. Without this metadata, Web services information cannot be easily discovered and becomes less useful. If service-related data cannot be found or understood, it is functionally non-existent or worse, misleading. If a user cannot determine the context of a given service, for example, where it is hosted, how it is supported, and so on, the user cannot effectively interact with the service. 

Realizing Web services data—making it accessible and useful to service customers—is central to the UDDI value proposition of providing Web service directory infrastructure to the enterprise. The ability to create new categorization schemes and import existing ones enables the creation of an extensible metadata system that can help IT architects manage their Web services assets. 

Also, overlaying multiple categorization schemes across a single piece of data provides more flexible categorization of that data. The categorization tools available in UDDI Services helps developers avoid the constraints of a single hierarchical set of values. With UDDI Services, they can apply a variety of different standard or custom categorization schemes and combine categorization values in many different ways. 

This approach empowers IT architects to model and represent Web services within an organization more accurately. A single Web service might be classified by geographic location, SLA information, current status, or code version information. Each individual unit of metadata is important, but the unique combination of different metadata is what makes the Web service profile meaningful and useful to a developer at design time or to a client at run time.

Example: Developers at Contoso’s corporate and divisional IT groups have created large Web services portfolios. To ensure that developers can easily locate the right Web service or specification, the company adopted a set of categorization schemes that include business area and geographic area codes. To indicate that the service is available globally and is appropriate for sales and customer relationship solutions, Mark, the developer, updates the categorization of the UDDI Services entry for his Customer Profile service. He also applies a value from the Service Level taxonomy, one example of a custom categorization scheme, to indicate that this is a highly available Web service with a 24x7 SLA. 

Other Contoso developers can search for services with the categorization they are interested in. The diversity of available metadata makes it easy for them to locate and reuse the Customer Profile service. Clients of the Web service can also use the relevant metadata to decide whether this is an appropriate Web service on which to bind.

Using Active Directory to Access Enterprise UDDI Services 

Although much of the Web service information listed in UDDI Services is appropriate for all applications or developers in the enterprise, providing a robust security mechanism for user authentication and authorization is also important. This facility is used to limit the users, who may either access or update entries in UDDI Services. 

Access control is managed through the Active Directory® service of Windows Server 2003. 

Local Accounts and Authorization Permissions

Each user who tries to access UDDI Services must have an account and the appropriate permissions. This approach enables the IT department to restrict and monitor users who have access to read and write from UDDI Services. IT administrators can also take advantage of existing groups created in Active Directory and map them to permissions in UDDI Services. 

IT administrators can easily manage access to UDDI Services functions, such as searching for and publishing information, by assigning users to one of four roles: user, publisher, coordinator, or administrator. 

Active Directory

The Active Directory service provides the authentication and authorization backbone for UDDI Services. All access and permissions to UDDI Services, whether for reading, publishing, or coordinating, are assigned through a set of roles defined during installation within Active Directory. 

Furthermore, Active Directory provides one of the means for finding servers on the network that run UDDI Services. In addition, UDDI Services can optionally be installed as a service within Active Directory, enabling IT administrators, users, or applications to perform a simple query to obtain a list of all UDDI Services on the network. This feature provides the option to publish the existence and location of a UDDI Services instance in Active Directory if a suitable domain is available.

UDDI Services supports native UDDI authentication and native Windows authentication. Each method uses Active Directory to determine a list of users. UDDI authentication uses authorization tokens as defined by the UDDI specifications. Windows authentication relies on Kerberos tickets and all native Windows security capabilities. An administrator has the option to enable or disable any combination of these capabilities.

Although Active Directory is recommended as the technology for managing access to UDDI Services, Windows NT® domain security or local server accounts can be used as well.

Example: Contoso manages its enterprise security accounts with Active Directory accounts assigned to each developer and to specific applications that are updated in the UDDI Services user group. The software development and operations leads responsible for defining new specifications and enterprise standards become members of the publisher's group; they can add or update their entries within UDDI Services. The operations team is assigned coordinator access, which enables them to make changes to service information as services are deployed to production.
Integration with Other Microsoft Technologies

Visual Studio .NET

When developers interact with an existing Microsoft .NET Web service or reuse interface specifications published in UDDI Services, they can import WSDL definitions directly into the Visual Studio .NET environment. 

With the Add Web Reference dialog box, developers can connect to UDDI Services and locate available Web services and their protocols. By using this resource, enterprise developers can import WSDL service specifications. 

Visual Studio .NET automatically generates the client code required to invoke the specifications. With this approach, enterprise developers can spend less time handling the details of the Small Object Access Protocol (SOAP) stack, extensible markup language (XML) protocols, and XML document payload management and spend more time incorporating Web service functionality.

Microsoft Office
By using the UDDI support in Microsoft Visual Basic® for Applications and UDDI Services, Microsoft Office developers can also discover Web services. Web services developers are provided a user experience similar to that of Visual Studio .NET. 

A simple UDDI Discovery Wizard enables Office developers to locate Web services in UDDI Services and import relevant WSDL specifications directly into Visual Basic for Applications. Developers can then take advantage of the same Web service capabilities as those available through Visual Studio .NET, Microsoft Word, Microsoft Excel, and other Microsoft Office applications to dynamically locate and invoke Web services across the enterprise.

Example: A Visual Basic for Applications developer at Contoso wants to enhance an Excel expense report template by adding a Web service that queries for currency exchange rate information based on date. By querying the company’s UDDI Services, the developer locates the Web service that provides this information from Contoso’s finance department. The service is integrated directly into the expense report template and is made available to end users.
Deployment 

Single Box or Multi-Box

UDDI Services has a range of installation options given different scenarios. UDDI Services uses the Microsoft SQL Server™ 2000 Desktop Engine (MSDE) as the default data store. This approach might be appropriate for a small development team that is testing UDDI Services in a development environment. However, when high-reliability and high-availability scenarios apply, UDDI Services can use Microsoft SQL Server 2000. 

IT professionals can deploy UDDI Services on a single server or across multiple servers. For example, IT administrators can distribute the Web-based user interface and application program interfaces (APIs) across one or more servers in a typical Web farm configuration and run the database on a separate, dedicated server running SQL Server 2000. 

IT administrators can also run the database on a clustered instance of SQL Server 2000 by using Microsoft clustering technology, a configuration that provides scalability and reliability. 

Configuration and Administration

UDDI Services configuration and administration are handled through a Microsoft Management Console (MMC) snap-in, a user interface familiar to many IT professionals. Through this interface, administrators can perform all security settings, multi-box installation configuration, and other administrative tasks. 

Because UDDI Services uses a role-based authorization system through the Active Directory service, administrators can assign appropriate individuals the permissions to import or take ownership of data, view statistics, and perform other administrative tasks needed to manage and maintain UDDI Services.

Summary

Enterprise UDDI Services in Microsoft Windows Server 2003 provides a standards-based solution that enables the discovery, sharing, and reuse of Web services. 

By optimizing the productivity of developers, administrators, and other IT professionals while driving down the total cost of ownership (TCO), Microsoft Windows Server 2003 delivers significant business value that enables companies to increase their market agility and competitive advantage.
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