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Abstract
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Computer Browsing Overview

Computer browsing is the use of My Network Places, Network Neighborhood, or Windows Explorer to view the workgroups on the network and the server computers within them. The computer on which My Network Places, Network Neighborhood, or Windows Explorer is being used is known as the browse client. The computer that is providing the list of workgroups or the list of servers within a workgroup is known as a browse server. The list of workgroups and the servers within a specific workgroup is known as the browse list. Computer browsing is enabled by the Computer Browser service, which by default runs on Windows computers that have the File and Printer Sharing for Microsoft Windows component installed. 

The computers designated as browse servers eliminate the need for all computers on the network to maintain a list of all the workgroups and their servers. By assigning the browse server role to specific computers, the Computer Browser service lowers the amount of network traffic required to build and maintain a list of all the workgroups and their servers on the network.

Browsing Operations

The typical browsing operations done by a user on a computer running Windows are the following:

Viewing the local workgroup

All of the server computers in the workgroup to which the browse client belongs are displayed in either the My Network Places or Network Neighborhood windows.

Viewing all workgroups

All of the workgroups on the network to which the browse client is attached is displayed in either the My Network Places or Network Neighborhood windows.

Viewing the shared resources on a server computer

All of the shared folders, printers, and other resources are displayed in a window for the server computer.

Connecting to a shared resource on a computer

The browse client attempts to connect to a specific shared folder, printer, or other resource of a server computer.

Only the first two operations involve the Computer Browser service, browse clients, browse servers, and the browse list. For more information about how the Computer Browser service elects browse servers and services the requests of browse clients, see Computer Browsing for SOHO Networks with Microsoft Windows.

The last two operations involve the Client for Microsoft Networks component on the browse client and the File and Printer Sharing for Microsoft Networks component on the server computer and, unlike the first two operations, involve file and printer sharing security. Depending on the security configuration of the server computer and how the resource is shared, the user attempting to view the shared resources or connect to a shared resource may receive:

An access denied error.

A dialog box that allows them to type a user name and password.

Which message the user receives depends on whether the server computer is a member of a domain, the type of file sharing used on the server computer, the permissions associated with the shared resource, and the user name and password being used by the browse client.

For example, if a user has a notebook computer that belongs to their employer and is a member of the employer's domain and they bring it home and connect it to their home network, attempts to view the set of shared resources on the notebook computer from another computer on the home network might result in a dialog box to type a user name and password.

For more information about file and printer sharing security and the shared folder connection process for various versions of Windows, see File and Printer Sharing with Microsoft Windows.

Common Problems with Computer Browsing

The following are the most common problems with computer browsing:

Cannot see all of the server computers on the network

A shut down computer still appears as an available computer

"The list of servers for this workgroup is not currently available" message

Cannot connect to a computer

The following sections describe these problems and possible solutions.

Cannot See All of the Server Computers on the Network (Successful Network Connectivity)

When you cannot see all of the server computers on the network in My Network Places or Network Neighborhood, the solution depends on whether you have successful network connectivity.

To check whether you have basic network connectivity from the browse client to the missing server computer, do the following:

1. Click Start, and then click Run.

2. In Open, type \\ComputerName (in which ComputerName is the name of the missing server computer), and then press ENTER.

If you get a window that displays the shared resources of the missing server computer, then you have basic network connectivity to the missing server computer. If you get an error message stating that the network path was not found, then there is a problem with basic network connectivity to the missing server computer.

If you have successful network connectivity to the missing server computer but you do not see it in the workgroup window, then it could be due to one of the following:

The missing computers are configured with a different workgroup name

The browse servers do not yet have all the computers in their browse lists

The missing computers are not on the same physical network segment

The Missing Computers are Configured with a Different Workgroup Name

If computers are missing from the window that displays the workgroup to which the browse client belongs, it might be that they are configured with a different workgroup name. To verify this, use the browsing method for the specific version of Windows to view the list of workgroups on the network. If an unknown workgroup appears, open it to see if it contains the missing computers. If the unknown workgroup contains the missing computers, go to the computers that appear in the unknown workgroup and reconfigure their workgroup names to match the workgroup being used by all the other computers on the network.

For information about how to configure the workgroup name for various versions of Windows, see Computer Browsing for SOHO Networks with Microsoft Windows.

The Browse Servers do not yet have all the Computers in their Browse Lists

The Computer Browsing service collects the list of computers in the workgroup by listening for periodic messages advertised by the server computers in the workgroup and by electing a computer on the network to maintain the browse list. This computer, known as the Master Browse Server, is elected automatically. The Master Browse Server can also select and promote other computers to become Backup Browse Servers. The election of the current Master Browse Server for your workgroup can be affected when you start or stop computers on your network. The election of the Master Browse Server and the collection and distribution of the browse list becomes more complicated when there are different versions of Windows running on your network.

If you can view the shared resources of the missing computer from Start-Run, then the Master Browse Server of the workgroup has either not received the announcement message from the missing computer or has received the announcement, but has not yet updated the Backup Browse Server that is being used by the browse client.

The Missing Computers are not on the Same Physical Network Segment

A workgroup assumes that all the computers within the workgroup are located on the same physical network segment, also known as a subnet. If there are routers on your SOHO network that are dividing the computers of your SOHO network into multiple network segments, then you will only see the computers that are located on your network segment in My Network Places or Network Neighborhood. Computer browsing messages sent by browse servers and server computers do not cross the router and there is no mechanism to synchronize the browse lists of workgroup-based browse servers on different subnets. 

Cannot See All of the Server Computers on the Network (No Successful Network Connectivity)

If you do not have basic network connectivity to the missing server computer and you do not see the computer in the My Network Places or Network Neighborhood windows, then it could be due to one of the following:

Host firewalls are being used

The missing computers are not server computers

The missing computers are not on the same TCP/IP subnet

The missing computers are not using the same protocols

Host Firewalls are Being Used

A firewall, such as the Internet Connection Firewall (ICF) in Windows XP and Windows XP with Service Pack 1 (SP1), Windows Firewall in Windows XP with Service Pack 2 (SP2), or other types of firewall software that run on computers, drops all incoming packets that are unsolicited (not sent in response to a request). For example, if you view a Web site, then the traffic from the Web server is allowed by the firewall because it was sent in response to a request (a solicitation) of the computer. However, if a malicious user or program on the Internet wanted to attack your computer, the traffic that they send is typically unsolicited and dropped by the firewall.

Although firewalls provide a level of protection, they also drop the messages sent by browse servers and server computers on your home network, which are typically sent as an unsolicited broadcast. The effect of enabling a firewall on network connections attached to your home network on the browse lists of various computers depend on whether only one computer or all computers on the network are firewalled. 

If all the computers on the network are firewalled, then they will each become their own Master Browse Server for the workgroup and the browse list for each computer will only contain a single workgroup (the workgroup of the firewalled computer) and a single computer (the firewalled computer).

If some of the computers are firewalled and some are not, then you can get various results depending on whether the firewalled computers are Master Browse Servers or not. 

If a firewalled computer becomes a Master Browse Server, then its own browse list will contain only its own workgroup and its own computer. A non-firewalled computer on the network that becomes a Master Browse Server for the same workgroup will have a browse list that contains its own workgroup, all the servers in the workgroup and a list of the other workgroups.

If a firewalled computer does not become a Master Browse Server, then it will request and obtain a list of backup browse servers from the Master Browse Server and request the browse list as needed from a selected browse server. A firewalled computer will never become a Backup Browse Server because it will never answer the unsolicited Become Backup message sent by the Master Browse Server.

To allow correct Computer Browser operation on firewalled computers, you must configure your firewall to allow the following types of unsolicited incoming traffic:

User Datagram Protocol (UDP) port 137

UDP port 138

Transmission Control Protocol (TCP) 139

For ICF in Windows XP and Windows XP with SP1, you must create and enable the following service definitions:

Description: File&Print1, External and Internal Port: UDP 137

Description: File&Print2, External and Internal Port: UDP 138

Description: File&Print3, External and Internal Port: TCP 139

In all of these service definitions, use the name of the local computer in Name or IP address field of the service definition dialog box.

In all of these service definitions, the description of the service definition is an example. You can use any description you want for your service definitions, as long as the service definition description does not already exist. For information about how to create an ICF service definition, see Windows XP Help and Support or Troubleshooting Internet Connection Firewall on Microsoft® Windows® XP.

Note  Allowing these types of traffic on network connections that are directly connected to the Internet is highly discouraged, because these types of traffic are also used for file and printer sharing. By allowing this traffic on an Internet connection, malicious users can attempt to access your shared folders and compromise your personal files.

For Windows Firewall in Windows XP with SP2, you must enable the File and Printer Sharing exception from the Exceptions tab of the Windows Firewall Control Panel applet. By default, only file and printer sharing traffic for the local subnet is allowed, preventing a malicious Internet user from accessing your shared files. To prevent confusing browsing behavior when Windows Firewall is enabled, the Computer Browser service is not started unless the File and Printer Sharing exception for Windows Firewall has been enabled.

The Missing Computers are not Server Computers

Only a Windows computer that has the File and Printer Sharing for Microsoft Networks network component installed and enabled advertises itself for inclusion in the browse list. If a specific computer is missing from the browse list, then it might be that either the File and Printer Sharing for Microsoft Networks network component is not installed, or that it is installed but not enabled on the network connection attached to the network.

To verify that the File and Printer Sharing component is installed and enabled on a computer running Windows XP, do the following:

1. Click Start, click Control Panel, click Network and Internet Connections, and then click Network Connections. 

2. Click the connection that is connected to your home network, and then, in the Tasks pane, click Change settings of this connection.

3. In the properties of the network connection, under This connection uses the following items, verify that the File and Printer Sharing for Microsoft Networks component is installed and enabled (the checkbox is checked). The following figure shows an example.
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4. If it is not installed, click Install.

5. In Select Network Component Type, double-click Service. 

6. In Select Network Service, double-click File and Printer Sharing for Microsoft Networks.

7. Click Close.

To install the File and Printer Sharing for Microsoft Networks network component for other versions of Windows, see File and Printer Sharing with Microsoft Windows.

The Missing Computers are not on the Same TCP/IP Subnet

Although the missing computers are connected to the same physical subnet, they might have an incorrect manual address configuration and be located on a different TCP/IP subnet. In most configurations, all of the computers on a SOHO network are configured for automatic addressing and addresses are assigned by the computer or device that connects the SOHO network to the Internet. However, you might have computers have a manual address configuration, and depending on the missing computer's IP address and subnet mask, they can be located on a different TCP/IP subnet. To test if this is the case, you must first obtain the IP address of the missing computer. 

If the missing computer is running Windows XP, you can obtain the IP address of the computer by doing the following:

1. Click Start, click Control Panel, click Network and Internet Connections, and then click Network Connections. 

2. Double-click the connection that is connected to your home network, and then click the Support tab. The Support tab lists the current IP address and subnet mask.

If the missing computer is running Windows 2000 or Windows NT 4.0, you can obtain the IP address of the computer by doing the following:

1. Click Start, and then click Run.

2. In Open, type cmd, and then press ENTER. 

3. In the Command Prompt window, type ipconfig, and then press ENTER.

4. After you have obtained the IP address and subnet mask of the connection that is connected to your home network, type exit, and then press ENTER.

If the missing computer is running Windows Me or Windows 98, you can obtain the IP address of the computer by doing the following:

1. Click Start, and then click Run.

2. In Open, type winipcfg, and then press ENTER. 

3. In IP Configuration, select the network adapter that corresponds to the connection that is connected to your home network.

After you have obtained the IP address and subnet of the missing computer, go to browse client computer and do the following:

1. Click Start, and then click Run.

2. In Open, type \\IPAddress (in which IPAddress is the IP address of the missing computer), and then press ENTER.

If you get a window that displays the shared resources of the missing computer, then the missing computer is located on a different TCP/IP subnet.

You can typically fix this configuration by the following:

If other computers on the network are using automatic addressing, reconfigure the missing computer for automatic TCP/IP addressing.

If other computers on the network are using manual addressing, you can typically repair this situation by reconfiguring the subnet mask of the missing computer to match the subnet mask of the browse client computer. For example, if the subnet mask of the browse client computer is 255.255.255.0 and the subnet mask of the missing computer is 255.255.0.0, change the configuration of TCP/IP on the missing computer to use the subnet mask of 255.255.255.0.

The Missing Computers are not Using the Same Protocols

TCP/IP is not the only protocol over which the Computer Browsing service operates. The Computer Browsing service can also operate over:

NWLink IPX/SPX/NetBIOS Compatible Transport Protocol (also known as the IPX/SPX-compatible protocol in Windows Me and Windows 98)

NetBEUI

For example, it is possible that some of your computers are using NetBEUI and some of them are using TCP/IP. To solve this problem, you should configure all your computers to use at least one common protocol, such as TCP/IP.

A Shut Down Computer Still Appears as an Available Computer

If a server still appears as an available computer in My Network Places or Network Neighborhood even after it has been shut down, then it most likely because when a computer that is not a browse server shuts down, it does not send a message to the browse servers on the network indicating that it is no longer available as a server. Because of this behavior, the Master Browse Server keeps the entry for the computer in the workgroup browse list until three advertisement intervals have passed. For the typical server computer, the advertisement interval is 12 minutes. This means that the computer that is shut down can appear in browse lists for up to 36 minutes after the computer has shut down. This is the expected behavior of the Computer Browsing service. 

"The list of servers for this workgroup is not currently available" Message

When you receive a message stating that Windows was unable to browse the network or that there were no browse servers available to service the request, it is most likely due to one or more of the following:

A Master Browse Server has not yet been elected

You try to browse the network immediately after starting the computer and there are no other computers in the workgroup of the computer being started. In this case, the Master Browse Server for the workgroup has not yet been elected. Therefore, requests to locate a Master Browse Server fail.

The solution is to wait a few moments after starting the first computer in the workgroup to allow time for the election process to complete before browsing the network.

There are no potential browse servers on the network

All of the server computers that are currently on your network have been configured to not act as a browse server. In this case, the Master Browse Server for the workgroup cannot be elected; therefore requests to locate a Master Browse Server fail. This condition can occur when you designate a computer to be the Master Browse Server by configuring all the other computers on your network not to be a browse server and the designated Master Browse Server computer is turned off or is otherwise unavailable.

The solution is to either start the computer designated as the Master Browse Server on your network or configure a secondary computer with the capability of being a browse server.

Another source of this problem is that all of your computers are using the Windows Firewall in Windows XP with SP2 but none of them have the File and Printer Sharing exception enabled on the Exceptions tab of the Windows Firewall Control Panel applet. When Windows Firewall is enabled, the Computer Browser service is not started unless the File and Printer Sharing exception for Windows Firewall has been enabled. Ensure that at least one computer on your network has the File and Printer Sharing exception enabled.

The current Master Browse Server is unable to respond

There is a Master Browse Server for your network, but it cannot respond to browse requests due to current or intermittent network or operating system problems. To solve this problem, troubleshoot the current or intermittent network or operating system problems so that the Master Browse Server is consistently available on the network.

Cannot Connect to a Computer

If you cannot connect to a computer in the workgroup window, then you might get the following:

A "The network path was not found" error message

You can receive this error message when the computer is still present in the browse lists of the browse servers, but no longer on your network. For more information, see "A Shut Down Computer Still Appears as an Available Computer" in this article.

An "Access denied" error message

You can receive this error message when the user name and password credentials that you are using are valid, however, you do not have permission to view the shared resources of the computer.

A dialog box prompting you to type in a valid user name and password

You can receive this error message when the user name and password credentials that you are using are not valid.

For more information about why you cannot connect to a computer, see File and Printer Sharing with Microsoft Windows and Troubleshooting File and Printer Sharing in Microsoft Windows XP.

Troubleshooting Tools and Techniques

This section describes the troubleshooting tools provided with Windows for computer browsing and a common set of conditions to check on the browse client computer and server computer when troubleshooting browsing and connection issues.

Troubleshooting Tools

Windows XP provides the following tools for troubleshooting computer browsing issues:

Network Diagnostics

The Services snap-in

The system event log

The Registry Editor

Network Settings

The Browstat.exe tool

The NetBIOS Browsing Console tool

Network Diagnostics

The Network Diagnostics facility is part of Windows XP Help and Support and is used to scan your system to gather information about your hardware, software, and network connections. To run the Network Diagnostics, do the following:

1. From the Windows XP desktop, click Start and then click Help and Support.

2. Under Pick a Help Topic, click Networking and the Web.

3. Under Networking and the Web, click Fixing networking or Web problems.

4. In the details pane under Pick a task, click Diagnose network configuration and run automated networking tests.

5. In the details pane under Network Diagnostics, click Scan your system.

In the details pane under Network Diagnostics, scan through the information provided, noting any items that indicate FAILED.

The Services Snap-in

The Services snap-in is used to check the status of services (programs running on your computer that provide capabilities to other application programs you might run). For computer browsing troubleshooting on computers running Windows XP, Windows 2000, or Windows NT 4.0, use the Services snap-in to check the status and properties of the Computer Browser service. For potential browse servers, the Computer Browser service in the Services snap-in should be started and configured to automatically start. 

For example, to use the Services snap-in to check the status of the Computer Browser service on a computer running Windows XP, do the following:

1. Click Start, click Control Panel, click Performance and Maintenance, click Administrative Tools, and then double-click Services.

2. In the details pane of the Services snap-in, double-click the Computer Browser service.

Startup type should be set to Automatic and the Service status should be Started.

An example is shown in the following figure.
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The System Event Log

If the Computer Browser service is unable to start on computers running Windows XP, Windows 2000, or Windows NT 4.0, then it adds entries to the system event log with information about why it could not start. The system event log is one of several logs that you can view using the Event Viewer snap-in. To view the entries in the system event log with the Event Viewer snap-in on a computer running Windows XP, do the following:

1. Click Start, click Control Panel, click Performance and Maintenance, click Administrative Tools, and then double-click Event Viewer.

2. In the console tree (the left-hand pane) of the Event Viewer snap-in, click System.

3. In the details pane of the Event Viewer, look for Error events.

The Registry Editor

You use the Registry Editor (Regedit.exe) to check for the value of the HKEY_LOCAL_MACHINE\System\CurrentControlSet\Services\Browser\Parameters\MaintainServerList registry setting for computers running Windows XP, Windows 2000, or Windows NT 4.0. By default for computers that are members of a workgroup, MaintainServerList is set to Auto, which means that the computer is a possible browse server. Computers that are members of a domain have MaintainServerList set to No, which means that the computer cannot become a browse server. 

If you have configured your SOHO network with a designated Master Browse Server, then the designated Master Browse Server computer has MaintainServerList set to Yes, and all other computers have MaintainServerList set to No.

Network Settings

On computers running Windows Me and Windows 98, you can configure the computer's eligibility to be a browse server through the properties of the File and Print Sharing for Microsoft Networks component. To configure the Browse Master setting, do the following:

1. From the Windows Me desktop, right-click My Network Places, and then click Properties. From the Windows 98 desktop, right-click Network Neighborhood, and then click Properties.

2. In Network, on the Configuration tab, click File and printer sharing for Microsoft Networks in the list of installed components. An example is shown in the following figure.
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3. Click Properties. On the Advanced tab, click the Browse Master setting. An example is shown in the following figure.
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With the Browse Master setting, you can control whether the computer can be a browse server and its preference for being a browse server. By setting Browse Master to Automatic (the default setting), the computer can be a browse server if it wins an election or is selected by a Master Browse Server. By setting Browse Master to Enabled, the computer has a better chance of winning a browse server election and becoming the Master Browse Server. By setting Browse Master to Disabled, the computer cannot become a browse server.

4. Make the appropriate changes, and then click OK.

5. In Network, click OK.

6. You are prompted with a System Settings Change message box, asking you if you want to restart your computer. Save any work you had open in other programs, shut those programs down, and then click Yes in the System Settings Change message box.

Note  Windows 98 might prompt you to insert the Windows 98 product CD-ROM when making a change to network settings.
The Browstat.exe tool

The Browstat.exe tool is included with the support tools for Windows 2000, installed from the Support\Tools folder on the Windows 2000 product CD-ROM. Browstat.exe is a command-line tool that displays current computer browsing status and allows you to create browsing events, such as an election. Here is an example of the browstat sta command:

Status for domain EXAMPLE_WG on transport \Device\NetBT_Tcpip_{5B0115F2-DC26-469

2-AFEC-37CCAEA643ED}

    Browsing is active on domain.

    Master browser name is: EXAMPLE_XPHE

        Master browser is running build 2600

    1 backup servers retrieved from master EXAMPLE_XPHE

        \\EXAMPLE_XPHE

    There are 2 servers in domain EXAMPLE_WG on transport \Device\NetBT_Tcpip_{5

B0115F2-DC26-4692-AFEC-37CCAEA643ED}

    There are 2 domains in domain EXAMPLE_WG on transport \Device\NetBT_Tcpip_{5

B0115F2-DC26-4692-AFEC-37CCAEA643ED}

In this example for the EXAMPLE_WG workgroup, EXAMPLE_XPHE is the name of the Master Browse Server (and only browse server), there are two servers in the EXAMPLE_WG workgroup, and there are two other workgroups or domains in the browse list of EXAMPLE_XPHE.

For more information about Browstat.exe commands and how they are used to troubleshoot computer browsing problems, see Troubleshooting the Microsoft Computer Browser Service.

The NetBIOS Browsing Console tool

The NetBIOS Browsing Console tool (Browcon.exe) can be used to troubleshoot complex computer browsing problems. Browcom.exe builds upon the command-line Browstat.exe tool to provide a more visual display of browsing conditions on your network. 

For more information about how to use Browcon.exe to troubleshoot computer browser problems, see Description of NetBIOS Browsing Console (Browcon.exe).

Verify Browse Client Computer Configuration

When troubleshooting the browse client computer, you need to verify the following:

That the Client for Microsoft Networks component is installed and enabled on the network connection connected to your home or small office network.

For computers running Windows XP, Windows 2000, or Windows NT 4.0, that the Workstation service is running. If it is not, check the system event log for errors and information about why the Workstation service did not start.

For computers running Windows XP, Windows 2000, or Windows NT 4.0, that the browse client computer is not using TCP/IP filtering, which might be preventing response messages from the server computer.

To check whether TCP/IP filtering is enabled for Windows XP, do the following:

1. Click Start, click Control Panel, click Network and Internet Connections, and then click Network Connections. 

2. Right-click the network connection that corresponds the network adapter attached to your private network, and then click Properties. 

3. On the General tab, double-click Internet Protocol (TCP/IP) in the This connection uses the following items list. 

4. On the General tab, click Advanced. 

5. On the Advanced TCP/IP Settings dialog box, click the Options tab.

6. Under Optional settings, click TCP/IP Filtering, and then click Properties.

7. To disable TCP/IP filtering, clear the Enable TCP/IP Filtering (all adapters) check box, and then click OK.

Verify Server Computer Configuration

When troubleshooting the server computer that does not appear in My Network Places or Network Neighborhood, you need to verify the following:

That the File and Printer Sharing for Microsoft Networks component is installed and enabled on the network connection connected to your home or small office network.

For computers running Windows XP, Windows 2000, or Windows NT 4.0, that the Server service is running. If it is not, check the system event log on computers running for errors and information about why the Server service did not start.

If the server computer running Windows XP has ICF, Windows Firewall, or another host firewall software enabled on the network connection attached to the network, service definitions are defined to allow incoming file and printer sharing traffic.

That file and printer sharing are enabled.

For computers running Windows XP, Windows 2000, or Windows NT 4.0, that the server computer is not using TCP/IP filtering, which might be preventing response messages from the client computer.

Summary

Computer browsing is facilitated by the Computer Browser service, which collects and distributes information about the server computers that are available on the network to browse clients. The most common problems with computer browsing are that you cannot see all of the server computers on the network, a server computer that has been shut down still appears as an available computer, you get a "The list of servers for this workgroup is not currently available" error message, or you cannot connect to a server computer. Windows XP provides several tools to gather information for troubleshooting computer browsing issues. 

Related Links

See the following resources for further information:

Computer Browsing for SOHO Networks with Microsoft Windows at http://www.microsoft.com/downloads/details.aspx?FamilyID=bb89501a-3609-45de-8e35-38251e1349f6&DisplayLang=en

Troubleshooting the Microsoft Computer Browser Service at http://support.microsoft.com/default.aspx?scid=kb;EN-US;188305

Description of NetBIOS Browsing Console (Browcon.exe) at http://support.microsoft.com/default.aspx?scid=kb;en-us;818092

File and Printer Sharing with Microsoft Windows at http://www.microsoft.com/downloads/details.aspx?FamilyID=87c0a6db-aef8-4bef-925e-7ac9be791028&DisplayLang=en

Troubleshooting File and Printer Sharing in Microsoft Windows XP at http://www.microsoft.com/downloads/details.aspx?FamilyID=fd7fd48d-6b4a-448e-a632-076f98a351a2&DisplayLang=en

Home and Small Office Networking with Windows XP at http://www.microsoft.com/homenet

Troubleshooting Home Networking in Windows XP at http://support.microsoft.com/default.aspx?scid=kb;en-us;308007

For the latest information about Windows XP, see the Windows XP Web site at http://www.microsoft.com/windowsxp.

