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Glossary

Symbols

.msi   The file name extension for Windows Installer package files.

A

access control list (ACL)   A list of security protections that apply to an entire object, a set of the object's properties, or an individual property of an object. There are two types of access control lists: discretionary and system.

Accessibility Wizard   An interactive tool that makes it easier to set up commonly used accessibility features by specifying options by type of disability, rather than by numeric value changes.

Active Directory   The Windows-based directory service. Active Directory stores information about objects on a network and makes this information available to users and network administrators. Active Directory gives network users access to permitted resources anywhere on the network using a single logon process. It provides network administrators with an intuitive, hierarchical view of the network and a single point of administration for all network objects. See also domain; forest.

Active Directory Installation Wizard   The tool that is used to install and remove Active Directory. See also Active Directory.

Active Directory Service Interfaces (ADSI)   A directory service model and a set of Component Object Model (COM) interfaces. ADSI enables Windows applications and Active Directory clients to access several network directory services, including Active Directory. ADSI is supplied as a software development kit (SDK). See also Active Directory.

ActiveX   A set of technologies that allows software components to interact with one another in a networked environment, regardless of the language in which the components were created.


administrative credentials   Logon information that is used to identify a member of an administrative group. Groups that use administrative credentials include Administrators, Domain Admins, and DNS Admins. Most system-wide or domain-wide tasks require administrative credentials. See also Administrators group.

Administrators group   On a local computer, a group whose members have the highest level of administrative access to the local computer. Examples of administrative tasks that can be performed by members of this group include installing programs; accessing all files on the computer; auditing access control; and creating, modifying, and deleting local user accounts.

In an Active Directory domain, a group whose members have the highest level of administrative access in the domain. Examples of administrative tasks that can be performed by members of this group include setting domain policy; assigning and resetting domain user account passwords; setting up and managing domain controllers; and creating, modifying, and deleting domain user accounts.

See also Active Directory; auditing; domain; domain controller.

Advanced Configuration and Power Interface (ACPI)   An open industry specification that defines power management on a wide range of mobile, desktop, and server computers and peripherals. ACPI is the foundation for the OnNow industry initiative that allows system manufacturers to deliver computers that start at the touch of a keyboard. ACPI design is essential to take full advantage of power management and Plug and Play. See also Plug and Play.

advertise   In Windows 2000, Windows XP, the Windows Server 2003 family, and Systems Management Server (SMS), to make a program available to members of a group.


advertisement   In Systems Management Server, a notification sent by the site server to the client access points (CAPs) specifying that a software distribution program is available for clients to use. In Windows 2000 and Windows XP, the Software Installation snap-in generates an application advertisement script and stores this script in the appropriate locations in Active Directory and the Group Policy object.

answer file   A text file used to automate Setup or other installation processes. Using this text file, you can provide custom answers to Setup-related questions. Typically, you must point the Setup program to use the answer file at the same time Setup is started. Answer files can only be used on applications and operating systems that support them. See also Setup.

application programming interface (API)   A set of routines that an application uses to request and carry out lower-level services performed by a computer's operating system. These routines usually carry out maintenance tasks such as managing files and displaying information.

assigning   In Windows 2000, Windows XP, the Windows Server 2003 family, and Systems Management Server (SMS), to deploy a program to members of a group, where installation of the program is mandatory.

auditing   The process that tracks the activities of users by recording selected types of events in the security log of a server or a workstation.

authentication   The process Windows uses to verify that the detected device is the same device you want to communicate with. Windows uses a passkey, also known as a personal identification number (PIN), for authentication. If the passkey entered by the user matches the passkey of the detected device, authentication succeeds; if the passkeys do not match, authentication fails. However, some devices allow communication without authentication.

authorization   The process that determines what a user is permitted to do on a computer system or network.

automated installation   An unattended setup using one or more of several methods such as Remote Installation Services, bootable CD, and Sysprep. See also Remote Installation Services (RIS); Sysprep.


availability   A level of service provided by applications, services, or systems. Highly available systems have minimal downtime, whether planned or unplanned. Availability is often expressed as the percentage of time that a service or system is available, for example, 99.9 percent for a service that is down for 8.75 hours a year.

B

Backup Operators group   A type of local or global group that contains the user rights you need to back up and restore files and folders. Members of the Backup Operators group can back up and restore files and folders regardless of ownership, permissions, encryption, or auditing settings. See also auditing.

backup set   A collection of files, folders, and other data that has been backed up and stored in a file or on one or more tapes.

baseline   A range of measurements derived from performance monitoring that represents acceptable performance under typical operating conditions.

basic input/output system (BIOS)   On x86-based computers, the set of essential software routines that test hardware at startup, start the operating system, and support the transfer of data among hardware devices. The BIOS is stored in read-only memory (ROM) so that it can be executed when you turn on the computer. Although critical to performance, the BIOS is usually invisible to computer users.

bootable CD   A CD-ROM that can be used to start a computer. An automated installation uses a bootable CD to start a computer. See also automated installation.

BOOTP   See definition for bootstrap protocol (BOOTP).

bootstrap protocol (BOOTP)   A protocol used primarily on TCP/IP networks to configure diskless workstations. RFCs 951 and 1542 define this protocol. DHCP is a later boot configuration protocol that uses this protocol. The Microsoft DHCP service provides limited support for BOOTP service.

browser   Software that interprets the markup of files in HTML, formats them into Web pages, and displays them to the end user. Some browsers also permit end users to send and receive e-mail, read newsgroups, and play sound or video files embedded in Web documents.


C

child domain   For DNS and Active Directory, a domain located in the namespace tree directly beneath another domain (the parent domain). For example, example.microsoft.com would be a child domain of the parent domain microsoft.com. Also known as a subdomain. See also Active Directory; domain; Domain Name System (DNS).

class   A category of objects that share a common set of characteristics. Each object in the directory is an instance of one or more classes in the schema.

clean installation   The process of installing an operating system on a clean or empty partition of a computer's hard disk.

client authentication   A method of authentication by which the client in a client-server communication proves its identity to the server. See also server.

client request   A service request from a client computer to a server computer or a cluster of server computers. See also server.

Cmdlines.txt   A text file that GUI-mode Setup executes when installing optional components, such as applications.

collection   In Systems Management Server, a set of resources in a site defined by membership rules. Collections are used to distribute software, view inventory on clients, and access clients for remote tool sessions.

Connection Manager   A client dialer used to obtain Internet access.

connection object   An Active Directory object that represents a replication connection from one domain controller to another. The connection object is a child of the replication destinations NTDS Settings object and identifies the replication source server, contains a replication schedule, and specifies a replication transport. Connection objects are created automatically by the Knowledge Consistency Checker (KCC), but they can also be created manually. Automatically generated connections must not be modified by the user unless they are first converted into manual connections. See also Active Directory.


credentials   In general, a set of information that includes identification and proof of identification that is used to gain access to local and network resources. Examples of credentials are user names and passwords, smart cards, and certificates.

For Microsoft Provisioning Framework (MPF), a domain, name, and password for an account. A procedure can be configured to use specific credentials to temporarily elevate a user's privileges so that a user can execute the procedure.

D-E

debug   To detect, locate, and correct logical or syntactical errors in a program.

delegation   An assignment of administrative responsibility to a user, computer, group, or organization.

For Active Directory, an assignment of responsibility that allows users without administrative credentials to complete specific administrative tasks or to manage specific directory objects. Responsibility is assigned through membership in a security group, the Delegation of Control Wizard, or Group Policy settings.

For DNS, an assignment of responsibility for a DNS zone. Delegation occurs when a name server (NS) resource record in a parent zone lists the DNS server that is authoritative for a child zone.

See also Active Directory; administrative credentials; Domain Name System (DNS); Group Policy; security group.

delegation wizard   A wizard used to distribute precise elements of the administrator's workload to others.

deployment   The process of distributing and installing a software program throughout an entire organization. A deployment is not the same as a "pilot," which is where you provide the software application to a smaller group of users to identify and evaluate problems that might occur during the actual deployment.

destination computer   The computer on which you preinstall Windows that will be distributed to customers. You can either run Setup on the destination computer or copy a master installation onto a destination computer.


device driver   A program that enables a specific device, such as a modem, network adapter, or printer, to communicate with the operating system. Although a device might be installed on your system, Windows cannot use the device until you have installed and configured the appropriate driver. Device drivers load automatically (for all enabled devices) when a computer is started, and thereafter they run invisibly.

DirectX   An extension of the Microsoft Windows operating system. DirectX technology helps games and other programs use the advanced multimedia capabilites of your hardware.

distribution folder   The folder created on the distribution server to contain the Setup files.

distribution point   In Systems Management Server, a site system with the distribution point role that stores package files received from a site server. Systems Management Server clients contact distribution points to obtain programs and files after they detect that an advertised application is available from a client access point.

distribution point group   In Systems Management Server, a set of distribution points that can be managed as a single entity. See also distribution point; Systems Management Server (SMS).

distribution share   A network folder that contains the source files for Windows products that you install. It may also contain additional device drivers and application files. This folder can be created manually or by using Setup Manager.

domain   In Active Directory, a collection of computer, user, and group objects defined by the administrator. These objects share a common directory database, security policies, and security relationships with other domains.

In DNS, any tree or subtree within the DNS namespace. Although the names for DNS domains often correspond to Active Directory domains, DNS domains should not be confused with Active Directory domains.

See also Active Directory; Domain Name System (DNS).


domain consolidation   The process of combining two or more domains into a larger domain.

domain controller   In an Active Directory forest, a server that contains a writable copy of the Active Directory database, participates in Active Directory replication, and controls access to network resources. Administrators can manage user accounts, network access, shared resources, site topology, and other directory objects from any domain controller in the forest. See also Active Directory; forest.

domain migration   The process of moving accounts, resources, and their associated security objects from one domain structure to another.

Domain Name System (DNS)   A hierarchical, distributed database that contains mappings of DNS domain names to various types of data, such as IP addresses. DNS enables the location of computers and services by user-friendly names, and it also enables the discovery of other information stored in the database.

driver   Kernel-mode code used either to control or emulate a hardware device.

Dynamic Host Configuration Protocol (DHCP)   An industry standard method for simplified and dynamic configuration of IP addresses for computers on TCP/IP networks.

dynamic-link library (DLL)   An operating system feature that allows executable routines (generally serving a specific function or set of functions) to be stored separately as files with .dll extensions. These routines are loaded only when needed by the program that calls them.

enumeration   The means by which Windows learns about a device. Enumerator, a concept used in Windows Plug and Play, is a property of a device.

F-G

factory mode   A mode of running Sysprep that postpones Windows Welcome or Mini-Setup and allows you to install additional drivers and applications and test the Windows installation. To run Sysprep in factory mode, use the command line Sysprep-factory.


failover   In server clusters, the process of taking resource groups offline on one node and bringing them online on another node. When failover occurs, all resources within a resource group fail over in a predefined order; resources that depend on other resources are taken offline before, and are brought back online after, the resources on which they depend. See also server cluster.

fault tolerance   The ability of computer hardware or software to ensure data integrity when hardware failures occur. Fault-tolerant features appear in many server operating systems and include mirrored volumes, RAID-5 volumes, and server clusters.

File Replication service (FRS)   A service that provides multimaster file replication for designated directory trees between designated servers running Windows Server 2003. The designated directory trees must be on disk partitions formatted with the version of NTFS used with the Windows Server 2003 family. FRS is used by Distributed File System (DFS) to automatically synchronize content between assigned replicas and by Active Directory to automatically synchronize content of the system volume information across domain controllers. See also Active Directory; NTFS file system.

firewall   A combination of hardware and software that provides a security system for the flow of network traffic, usually to prevent unauthorized access from outside to an internal network or intranet. Also called a security-edge gateway. See also proxy server.

forest   One or more Active Directory domains that share the same class and attribute definitions (schema), site and replication information (configuration), and forest-wide search capabilities (global catalog). Domains in the same forest are linked with two-way, transitive trust relationships. See also Active Directory; domain.

forest root domain   The first domain created in a new forest. The forest-wide administrative groups, Enterprise Admins and Schema Admins, are located in this domain. As a best practice, new domains are created as children of the forest root domain. See also child domain; domain; forest.


Group Policy   The infrastructure within Active Directory directory service that enables directory-based change and configuration management of user and computer settings, including security and user data. You use Group Policy to define configurations for groups of users and computers. With Group Policy, you can specify policy settings for registry-based policies, security, software installation, scripts, folder redirection, remote installation services, and Internet Explorer maintenance. The Group Policy settings that you create are contained in a Group Policy object (GPO). By associating a GPO with selected Active Directory system containers—sites, domains, and organizational units—you can apply the GPO's policy settings to the users and computers in those Active Directory containers. To create an individual GPO, use the Group Policy Object Editor. To manage Group Policy objects across an enterprise, you can use the Group Policy Management console. See also Active Directory.

H

handle   In the user interface, an interface added to an object that facilitates moving, sizing, reshaping, or other functions pertaining to an object. In programming, a pointer to a pointer, that is, a token that lets a program access an identified resource.

Hardware Compatibility List (HCL)   A hardware list that Microsoft compiled for specific products, including Windows 2000 and earlier versions of Windows. The list for a specific product, such as Windows 2000, includes the hardware devices and computer systems that are compatible with that version of the product. For products in the Windows Server 2003 family, you can find the equivalent information on the Windows Catalog Web site.


hardware configuration   Resource settings that have been allocated for a specific device. Each device on your computer has a hardware configuration, which can consist of interrupt request (IRQ) lines, direct memory access (DMA), an input/output (I/O) port, or memory address settings.

heaps   A portion of memory reserved for a program to use for the temporary storage of data structures whose existence or size cannot be determined until the program is running.

home page   In the context of Internet Explorer, the home page is the first page users see when they start the browser. "Home page" is also a more general term for the main page of a Web site, which usually contains a main menu or table of contents with links to other pages within the site.

host   Any device on a TCP/IP network that has an Internet Protocol (IP) address. Examples of hosts include servers, workstations, network-interface print devices, and routers. Sometimes used to refer to a specific network computer that is running a service used by network or remote clients.

For Network Load Balancing, a cluster consists of multiple hosts connected over a local area network (LAN).

See also server.

hub   A common connection point for devices in a network. Typically used to connect segments of a local area network (LAN), a hub contains multiple ports. When data arrives at one port, it is copied to the other ports so that all segments of the LAN can see the data.

I-K

independent software vendor (ISV)   A third-party software developer; an individual or an organization that independently creates computer software.


install   When referring to software, to add program files and folders to your hard disk and related data to your registry so that the software runs properly. Installing contrasts with upgrading, where existing program files, folders, and registry entries are updated to a more recent version.

When referring to hardware, to physically connect the device to your computer, to load device drivers onto your computer, and to configure device properties and settings.

See also device driver; registry; upgrade.

IntelliMirror   A set of change and configuration management features based on Active Directory that enables management of user and computer data and settings, including security data. IntelliMirror also provides limited ability to deploy software to Windows 2000 and later workstations or servers. See also Active Directory.

Internet Authentication Service (IAS)   The Microsoft implementation of a Remote Authentication Dial-In User Service (RADIUS) server, which provides authentication and accounting for network access, and proxy, which provides forwarding of RADIUS messages. See also virtual private network (VPN).

Internet Protocol security (IPSec)   A set of industry-standard, cryptography-based protection services and protocols. IPSec protects all protocols in the TCP/IP protocol suite except Address Resolution Protocol (ARP). For virtual private network (VPN) connections, IPSec is used in conjunction with Layer Two Tunneling Protocol (L2TP). See also protocol; virtual private network (VPN).

intranet   A network within an organization that uses Internet technologies and protocols, but is available only to certain people, such as employees of a company. Also called a private network. See also network.

kernel mode   A highly privileged mode of operation where program code has direct access to all memory, including the address spaces of all user-mode processes and applications, and to hardware. Also known as supervisor mode, protected mode, or Ring 0.


L

Lightweight Directory Access Protocol (LDAP)   The primary access protocol for Active Directory. LDAP is an industry-standard protocol, established by the Internet Engineering Task Force (IETF), that allows users to query and update information in a directory service. Active Directory supports both LDAP version 2 and LDAP version 3. See also Active Directory; protocol.

log file   A file that stores messages generated by an application, service, or operating system. These messages are used to track the operations performed. For example, Web servers maintain log files listing every request made to the server. Log files are usually plain text (ASCII) files and often have a .log extension.

In Backup, a file that contains a record of the date the tapes were created and the names of files and directories successfully backed up and restored. The Performance Logs and Alerts service also creates log files.

logon script   A file, typically a batch file, that runs automatically every time a user logs on to a computer or network. It can be used to configure a user's working environment whenever a user logs on, and it allows an administrator to influence a user's environment without managing all aspects of it. A logon script can be assigned to one or more user accounts.

long name   A folder name or file name longer than the 8.3 file name standard (up to eight characters followed by a period and an extension of up to three characters) of the file allocation table (FAT) file system. This version of Windows supports file names up to 255 characters and automatically translates long names of files and folders to 8.3 names for MS-DOS and Windows 3.x users. In a Macintosh environment, users can assign names up to 31 characters, excluding colons, to files and folders.

M

master installation   A customized installation of Windows that you duplicate onto one or more destination computers.


Message Queuing   A message queuing and routing system for Windows that enables distributed applications running at different times to communicate across heterogeneous networks and with computers that may be offline. Message Queuing provides guaranteed message delivery, efficient routing, security, and priority-based messaging. Formerly known as MSMQ.

metadata   Data about data. For example, the title, subject, author, and size of a file constitute the file's metadata.

migrate   In file management, to move files or programs from an older file format or protocol to a more current format or protocol. For example, WINS database entries can be migrated from static WINS database entries to dynamically registered DHCP entries.

In Active Directory, to move Active Directory accounts, resources, and their associated security objects from one domain to another.

In Windows NT, to change the domain controller operating system from Windows NT to an operating system with Active Directory, such as Windows 2000 or Windows Server 2003. A migration from Windows NT can include in-place domain upgrades, domain restructuring, or both.

In Remote Storage, to copy an object from local storage to remote storage.

See also Active Directory.

migration   See definition for migrate.

Mini-Setup wizard   A wizard that starts the first time a computer boots from a hard disk that has been duplicated. The wizard gathers any information that is needed for the newly duplicated hard disk.

multicasting   The process of sending a message simultaneously to more than one destination on a network.

N

name resolution   The process of having software translate between names that are easy for users to work with and numerical IP addresses, which are difficult for users but necessary for TCP/IP communications. Name resolution can be provided by software components such as DNS or WINS. See also Domain Name System (DNS).


namespace   A unit for grouping WBEM classes and instances to control their scope and visibility. In SMS, namespace usually refers to the specific WBEM namespace: \SMS\Site_<sitecode>. This namespace is the location that exposes the classes and functionality of the SMS Provider.

network   A group of computers and other devices, such as printers and scanners, connected by a communications link, enabling all the devices to interact with each other. Networks can be small or large, permanently connected through wires or cables, or temporarily connected through phone lines or wireless transmissions. The largest network is the Internet, which is a worldwide group of networks. See also network adapter.

network adapter   A device that connects your computer to a network. Sometimes called an adapter card or network interface card.

network basic input/output system (NetBIOS)   An application programming interface (API) that can be used by programs on a local area network (LAN). NetBIOS provides programs with a uniform set of commands for requesting the lower-level services required to manage names, conduct sessions, and send datagrams between nodes on a network. See also application programming interface (API); basic input/output system (BIOS).

Network Load Balancing   A component of Windows 2000 Server that provides high availability and scalability of servers by using a cluster of two or more host computers working together. Clients access the cluster using a single IP address.

Network Monitor   A packet capture and analysis tool used to view network traffic.

network service   Services such as file and printer sharing on your computer or automatic backup to a network server.

NTFS file system   An advanced file system that provides performance, security, reliability, and advanced features that are not found in any version of file allocation table (FAT). For example, NTFS guarantees volume consistency by using standard transaction logging and recovery techniques. If a system fails, NTFS uses its log file and checkpoint information to restore the consistency of the file system. NTFS also provides advanced features, such as file and folder permissions, encryption, disk quotas, and compression.


O

on-demand installation   An installation option that gives software the ability to install new features on first use rather than when the application is first installed.

organizational unit   An Active Directory container object used within domains. An organizational unit is a logical container into which users, groups, computers, and other organizational units are placed. It can contain objects only from its parent domain. An organizational unit is the smallest scope to which a Group Policy object (GPO) can be linked, or over which administrative authority can be delegated. See also Active Directory.

original equipment manufacturer (OEM)   A company that typically purchases computer components from other manufacturers, uses the components to build a personal computer, preinstalls Windows onto that computer, and then sells the computer to the public.
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package   An icon that represents embedded or linked information. That information may consist of a complete file, such as a Paint bitmap, or part of a file, such as a spreadsheet cell. When you choose the package, the application used to create the object either plays the object (for example, a sound file) or opens and displays the object. If you change the original information, linked information is automatically updated. However, you must manually update embedded information.

package distribution   In Systems Management Server, the process of placing a decompressed package image on distribution points, sharing that image, and making it accessible to clients. This process occurs when you specify distribution points for a package. See also distribution point.

peripheral   A device, such as a disk drive, printer, modem, or joystick, that is connected to a computer and is controlled by the computer's microprocessor.

permission   The part of a security right that determines what a user can do to a security object; for example, Read, Create, or Delete.


pixel   Short for picture element, one spot in a rectilinear grid of thousands of such spots that form an image produced on the screen by a computer or on paper by a printer. A pixel is the smallest element that display or print hardware and software can manipulate to create letters, numbers, or graphics. Also called a pel.

platform   A type of client, such as Windows 2000, Windows NT4.0, Windows Millennium Edition, Windows 98, Windows 3.x, Macintosh, or UNIX.

Plug and Play   A set of specifications developed by Intel Corporation that enables a computer to detect and configure a device automatically and install the appropriate device drivers. See also universal serial bus (USB).

Point-to-Point Tunneling Protocol (PPTP)   Networking technology that supports multiprotocol virtual private networks (VPNs), enabling remote users to access corporate networks securely across the Internet or other networks by dialing into an Internet service provider (ISP) or by connecting directly to the Internet. PPTP tunnels, or encapsulates, Internet Protocol (IP) or Internetwork Packet Exchange (IPX) traffic inside IP packets. This means that users can remotely run applications that depend on particular network protocols. PPTP is described in RFC 2637. See also virtual private network (VPN).

PostScript   A page-description language (PDL), developed by Adobe Systems for printing on laser printers. PostScript offers flexible font capability and high-quality graphics. It is the standard for desktop publishing because it is supported by imagesetters, the high-resolution printers used by printing services for commercial typesetting.

protocol   A set of rules and conventions for sending information over a network. These rules govern the content, format, timing, sequencing, and error control of messages exchanged among network devices.

proxy server   A firewall component that manages Internet traffic to and from a local area network (LAN) and that can provide other features, such as document caching and access control. A proxy server can improve performance by supplying frequently requested data, such as a popular Web page, and it can filter and discard requests that the owner does not consider appropriate, such as requests for unauthorized access to proprietary files. See also firewall.


public key infrastructure (PKI)   The laws, policies, standards, and software that regulate or manipulate certificates and public and private keys. In practice, it is a system of digital certificates, certification authorities, and other registration authorities that verify and authenticate the validity of each party involved in an electronic transaction. Standards for PKI are still evolving, even though they are being widely implemented as a necessary element of electronic commerce.

published application   An application that is available to users managed by a Group Policy object. Each user decides whether or not to install the published application by using Add or Remove Programs in Control Panel.

R

registry   A database repository for information about a computer's configuration. The registry contains information that Windows continually references during operation, such as: profiles for each user; the programs installed on the computer and the types of documents that each can create; property settings for folders and program icons; what hardware exists on the system; and which ports are being used.

The registry is organized hierarchically as a tree, and it is made up of keys and their subkeys, hives, and entries.

registry key   An identifier for a record or group of records in the registry.

Remote Boot Floppy Generator (Rbfg.exe)   A tool that generates a Remote Installation Services (RIS) boot floppy disk. A RIS boot floppy disk is used by RIS client computers to initiate a network boot to a RIS server for remote operating system installation on clients that cannot use Pre-Boot eXecution Environment (PXE). See also Remote Installation Services (RIS).

Remote Installation Preparation wizard (RIPrep.exe)   A component in Remote Installation Services that is used to create operating system images and to install them on the RIS server. See also Remote Installation Services (RIS).

Remote Installation Services (RIS)   Software services that allow an administrator to set up new client computers remotely, without having to visit each client. The target clients must support remote booting.


Remote Installation Services setup (RISetup.exe)   A component in Remote Installation Services that is used to set up the RIS server. See also Remote Installation Services (RIS).

repackaging   The process of converting an earlier version of an application to take advantage of many Windows Installer features, including the ability to advertise the application to users, the ability of the software to repair itself if essential files are deleted or corrupted, and the ability of users to install the application with elevated privileges.

RIS   See definition for Remote Installation Services (RIS).

rollback   The removal of the updates performed by one or more partially completed transactions. Rollbacks are required to restore the integrity of a database after an application, database, or system failure.

root   The highest or uppermost level in a hierarchically organized set of information. The root is the point from which further subsets are branched in a logical sequence that moves from a broad or general focus to narrower perspectives.

root domain   The beginning of the DNS namespace. In Active Directory, the initial domain in an Active Directory tree. Also, the initial domain of a forest. See also Active Directory; domain; Domain Name System (DNS); forest.

router   A device or computer that forwards packets between interfaces based on a network layer destination address. For example, an Internet Protocol (IP) router forwards IP packets based on the destination IP address in the IP header. Routers typically use a routing table, which contains a series of entries for destinations and the corresponding next-hop address and interface to use to forward a packet to its eventual destination. See also routing; wide area network (WAN).

routing   The process of forwarding a packet through an internetwork from a source host to a destination host. See also host.


S

scalability   A measure of how well a computer, service, or application can grow to meet increasing performance demands. For server clusters, the ability to incrementally add one or more systems to an existing cluster when the overall load of the cluster exceeds its capabilities. See also server cluster.

schema   The set of definitions for objects that can be stored in the connector space and metaverse. There is a schema for the metaverse and a schema for each management agent. For each object type, the schema defines which attributes an instance of the object type must have, which additional attributes it can have, and which other object types can be its parent object class.

script   A type of program consisting of a set of instructions to an application or tool program. A script usually expresses instructions by using the application's or tool's rules and syntax, combined with simple control structures such as loops and if/then expressions. "Batch program" is often used interchangeably with "script" in the Windows environment.

security group   A group that can be listed in discretionary access control lists (DACLs) used to define permissions on resources and objects. A security group can also be used as an e-mail entity. Sending an e-mail message to the group sends the message to all the members of the group.

server   In general, a computer that provides shared resources to network users.

server cluster   A group of computers, known as nodes, working together as a single system to ensure that mission-critical applications and resources remain available to clients. A server cluster presents the appearance of a single server to a client.

Service Pack   A software upgrade to an existing software distribution that contains updated files consisting of patches and hot fixes.

Setup   The program that installs Windows. Also known as unattended installation, Winnt32.exe, and Winnt.exe.

shared folder   A folder on another computer that has been made available for other people to use on the network.


shortcut   A link to any item accessible on your computer or on a network, such as a program, file, folder, disk drive, Web page, printer, or another computer. You can put shortcuts in various areas, such as on the desktop, on the Start menu, or in specific folders.

Simple Network Management Protocol (SNMP)   A network protocol used to manage TCP/IP networks. In Windows, the SNMP service is used to provide status information about a host on a TCP/IP network. See also protocol.

smart card   A credit card–sized device that is used with an access code to enable certificate-based authentication and single sign-on to the enterprise. Smart cards securely store certificates, public and private keys, passwords, and other types of personal information. A smart card reader attached to the computer reads the smart card.

SMS   See definition for Systems Management Server (SMS).

software metering   The process by which SMS monitors program usage on client computers.

switch   A computer or other network-enabled device that controls routing and operation of a signal path. In clustering, a switch is used to connect the cluster hosts to a router or other source of incoming network connections.

Syspart   A process that executes through an optional parameter of Winnt32.exe. Used for clean installations to computers that have dissimilar hardware. This automated installation method reduces deployment time by eliminating the file-copy phase of Setup.

Sysprep   A tool that prepares the hard disk on a source computer for duplication to destination computers and then runs a non-Microsoft disk-imaging process. This automated installation method is used when the hard disk on the master computer is identical to those of the target computers. See also destination computer.

Systems Management Server (SMS)   A Microsoft product that includes inventory collection, software deployment, and diagnostic tools. SMS automates the task of upgrading software, allows remote problem solving, provides asset management information, and monitors software usage, computers, and networks.


T

topology   The physical layout of computers, cables, switches, routers, and other components of a network. Topology also refers to the underlying network architecture, such as Ethernet or Token Ring.

In Active Directory replication, the set of connections that domain controllers use to replicate information among themselves.

See also domain controller.

trust relationship   A logical relationship established between domains to allow pass-through authentication, in which a trusting domain honors the logon authentications of a trusted domain. User accounts and global groups defined in a trusted domain can be given rights and permissions in a trusting domain, even though the user accounts or groups don't exist in the trusting domain's directory. See also domain.

U

Unattend.txt   The generic name for the Windows Setup answer file. In the CD boot installation method, Unattend.txt must be named Winnt.sif.

unattended Setup   An automated, hands-free method of installing Windows. During installation, unattended Setup uses an answer file to supply data to Setup instead of requiring that an administrator or end user interactively provide the answers. See also Setup.

Universal Naming Convention (UNC)   A convention for naming files and other resources beginning with two backslashes (\), indicating that the resource exists on a network computer. UNC names conform to the \\servername\sharename syntax, where servername is the server's name and sharename is the name of the shared resource. The UNC name of a directory or file can also include the directory path after the share name, by using the following syntax: \\servername\sharename\directory\filename.


universal serial bus (USB)   An external bus that supports Plug and Play installation. Using USB, you can connect and disconnect devices without shutting down or restarting your computer. You can use a single USB port to connect up to 127 peripheral devices, including speakers, telephones, CD-ROM drives, joysticks, tape drives, keyboards, scanners, and cameras. A USB port is usually located on the back of your computer near the serial port or parallel port. See also Plug and Play.

upgrade   When referring to software, to update existing program files, folders, and registry entries to a more recent version. Upgrading, unlike performing a new installation, leaves existing settings and files in place. See also install; registry.

user account   A record that consists of all the information that defines a user to Windows 2000. This includes the user name and password required for the user to log on, the groups to which the user account has membership, and the rights and permissions the user has for using the computer and network and accessing their resources. For Microsoft Provisioning System, user accounts are managed with Microsoft Active Directory Users and Computers.

In Delegated Administration Console, a user’s rights and permissions determine which administration elements the user can access.

user profile   A file that contains configuration information for a specific user, such as desktop settings, persistent network connections, and application settings. Each user's preferences are saved to a user profile that Windows uses to configure the desktop each time a user logs on.

V

virtual cluster   A Network Load Balancing cluster that you create by assigning specific port rules to specific virtual IP addresses. With virtual clusters, you can use different port rules for different Web sites or applications hosted on the cluster, provided each Web site or application has a different virtual IP address.

virtual private network (VPN)   The extension of a private network that encompasses encapsulated, encrypted, and authenticated links across shared or public networks. VPN connections typically provide remote access and router-to-router connections to private networks over the Internet. See also routing.


W-Z

wide area network (WAN)   A communications network connecting geographically separated locations that uses long-distance links of third-party telecommunications vendors.

Winbom.ini   An .ini file that provides a bill-of-materials to incorporate into the Windows installation. Winbom.ini can control different points of the installation and configuration process: for example, it can control Sysprep during Factory mode, Windows preinstallation when starting from the Windows Preinstallation Environment (WinPE), or Windows XP configuration during Windows Welcome.

Windows Installer   An operating system service that enables the operating system to manage the installation process. Windows Installer technologies are divided into two parts that work in combination: a clientside installer service (Msiexec.exe) and a package (.msi) file. Windows Installer uses the information contained within a package file to install the application.

Windows Management Instrumentation (WMI)   A management infrastructure in Windows that supports monitoring and controlling system resources through a common set of interfaces and provides a logically organized, consistent model of Windows operation, configuration, and status.

ZAP (.zap) file   Zero Administration Windows application package file. A text file (similar to an .ini file) that describes how to install an application (which command line to use); the properties of the application (name, version, and language); and what entry points the application should automatically install (for file name extension, CLSID, and ProgID). A .zap file is generally stored in the same location on the network as the setup program it references. See also package.

