
ScriptLogic’s Enterprise Security Reporter 2.5 Adds Increased Reporting Flexibility to Provide More Complete View of Network Security 
New Functions Assist With Larger Corporate IT Initiatives, Such as Regulatory Compliance

          Orlando, FL – Microsoft TechEd (Booth 415) – June 6, 2005 – ScriptLogic® Corporation (www.scriptlogic.com), a leader in network administration software for Microsoft® Windows®-based networks, today announced the availability of Enterprise Security Reporter™ 2.5, a comprehensive reporting solution that generates formatted reports on a variety of data, including file permissions, users, groups, group memberships and password ages for Windows NT, Windows 2000 and Windows 2003 servers. ScriptLogic is demonstrating the new features of Enterprise Security Reporter at the Microsoft TechEd tradeshow, being held June 5-10 in Orlando, Fla.

Enterprise Security Reporter assists IT staff as they tackle wider corporate challenges, including regulatory compliance, which require close monitoring of network server configurations and other settings found in Microsoft Active Directory®, NT File System (NTFS) Volumes, server registries and file shares to ensure the overall security of a company. Enterprise Security Reporter is a powerful tool that combs through this information and saves it in a database that is easily searched by IT personnel. 


New to Enterprise Security Reporter 2.5 is the ability to automate report generation, which companies use to create a scheduled reporting framework and an audit trail of security reports. Version 2.5 also includes functionality to filter certain reports based on selected Active Directory attributes, allowing more flexible generation of reports on file permissions and group memberships. For example, this could be used to easily identify file security weaknesses for users in a specific department. Enterprise Security Reporter can also report on the age of account passwords – enabling IT administrators to easily identify accounts with old passwords that are a potential security risk.

“With Enterprise Security Reporter, IT administrators can decrease the burden associated with creating custom, turnkey reports that are essential to aid compliance with government regulations, such as Sarbanes-Oxley,” said Brian Small, vice president of product development at ScriptLogic Corporation. “The end result is that IT administrators, from a single, easy-to-use interface, can check on vulnerabilities across the servers on their network.” 

Full Range of Products for Regulatory Compliance
Enterprise Security Reporter is one of several ScriptLogic solutions that help IT administrators comply with government regulations, including Sarbanes-Oxley and HIPAA. In particular, ScriptLogic's solutions dramatically simplify the use and management of Active Directory and NTFS permissions to ensure effective controls. ScriptLogic’s Active Administrator provides real-time Active Directory security and Group Policy management and auditing to prevent unauthorized creation and modification of user accounts, changed group memberships (which could provide access to secured records), and/or the alteration of security policies. 
ScriptLogic’s Security Explorer manages NTFS permissions by granting or revoking controls for individual users or groups without disturbing existing permissions in the directory tree. In addition, ScriptLogic’s Desktop Authority can enforce security and control the user environment on enterprise desktops. With the combination of Enterprise Security Reporter, Active Administrator, Security Explorer and Desktop Authority, IT administrators have extensive, highly granular control over users, desktop computers, servers, access rights and permissions. Together they can validate corporate computer security policies and mitigate and identify security risks that might cause a company to fall out of compliance. 

Pricing and Availability


Enterprise Security Reporter 2.5 is available immediately. A free 30-day evaluation of this product and all software solutions from ScriptLogic are available at www.scriptlogic.com. The product is priced on a per-server basis with volume discounts available through ScriptLogic’s global network of reseller partners. 
About ScriptLogic

ScriptLogic Corporation is a worldwide leader in network administration software for Microsoft Windows-based networks. ScriptLogic’s award winning suite of desktop, server, and Active Directory management products help empower network administrators to proactively save time, increase security, and maintain regulatory compliance. With more than 14,000 customer installations that include more than 3.2 million desktops and 86,000 servers, ScriptLogic solutions benefit any size network in any industry. ScriptLogic is a privately held company headquartered in Boca Raton, Florida.  Reach ScriptLogic at (561)886-2400 or on the Web at www.scriptlogic.com. 
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