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Abstract

This document describes the features and functionality that are offered by Microsoft Exchange Server 2007. It also describes the basic concepts of Unified Messaging and the steps that are required to install the Unified Messaging server role. This document is designed to help users who are new to Exchange 2007 take a first look at how they can use Unified Messaging in their Exchange organization.
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Getting Started with Exchange Server 2007
Microsoft Exchange Server 2007 brings a rich set of new technologies, features, and services to the Exchange Server product line. Exchange 2007 is designed to be a comprehensive, integrated, and flexible messaging solution for customers of all sizes.

Exchange 2007 has been re-engineered to improve the administrative and management experience by using new server roles. Exchange 2007 provides distinct server roles that align to how messaging systems are typically deployed and distributed across an organization.

The documentation found in the Exchange 2007 Help system is organized by content set. You can use the top-level topics within each content set to find the Help topics that are most appropriate when you are planning, deploying, and administering your Exchange 2007 organization.

Getting Started

Use this guide to learn the basic concepts and steps that are required to install a simple Exchange 2007 organization. Table 1 contains links to topics that describe Exchange 2007 features and functionality. These topics are designed to help users who are new to Exchange 2007 take a first look at how they can use Exchange 2007 as an end-to-end messaging system.

Table 1   Exchange Server 2007 getting started topics
	Server Role Roadmap
	Frequently Asked Questions

	Feature-Based Roadmap
	Exchange 2007 Language Support

	What's New
	Getting Assistance

	Overview
	How to Use Exchange Documentation

	Setting up Exchange 2007
	 


Planning and Architecture

Table 2 contains links to topics that you can use as you plan your Exchange 2007 deployment. These topics were created to help you design the ideal Exchange solution to meet your business needs.

Table 2   Exchange Server 2007 planning and architecture topics
	Planning Your Deployment
	Planning for Hub Transport Servers

	Planning Active Directory
	Planning for Mailbox Servers

	Planning for Client Access Servers
	Planning for Unified Messaging Servers

	Planning for Edge Transport Servers
	Technical Architecture


Deployment

Table 3 contains links to topics that you can use as you deploy your Exchange 2007 organization. These topics were created to help you deploy a solid Exchange messaging solution to meet your business needs.

Table 3   Exchange Server 2007 deployment topics
	Preparing to Deploy Exchange 2007
	Post-Installation Tasks

	New Installation
	Removing and Modifying Exchange 2007

	Upgrading to Exchange 2007
	Recommended Deployments


Operations

Table 4 contains links to topics that enable you to view the processes and recommended practices for managing and maintaining your Exchange 2007 environment after your deployment is complete.

Table 4   Exchange Server 2007 operations topics
	Management Interfaces
	Managing Transport Servers

	Configuring Permissions
	Managing Anti-Spam and Antivirus Features

	Educating Information Workers
	Managing Messaging Policy and Compliance Features

	Managing Mailbox Features
	Disaster Recovery

	Managing Client Access
	High Availability

	Managing Recipients
	Troubleshooting

	Managing Unified Messaging
	Monitoring and Operations Management


Security and Protection

Use this documentation set to view recommendations for creating and helping to secure an Exchange 2007 environment. This documentation discusses potential threats to each component of an Exchange 2007 infrastructure and makes recommendations for how to reduce those threats. For more information about security and protection with Exchange Server 2007, see Security and Protection.

Technical Reference

Table 5 contains links to topics that will enable you to learn the details about Exchange 2007 components and how you can use these components to more effectively manage and troubleshoot Exchange 2007. This section also includes detailed reference topics about Exchange Server 2007. These topics cover errors and events and features such as tools, scripting languages, and glossary terms.

Table 5   Exchange Server 2007 technical reference topics
	Active Directory Schema Changes
	Performance Counters

	Exchange Management Shell
	Glossary

	Help Reference
	Exchange Help Index - Topics Listed Alphabetically

	Errors and Events Reference
	Exchange Help Index - Topics Listed by Keyword


Documentation Roadmaps

We have created multiple documentation roadmaps to help you locate the information that you need in the Exchange 2007 Help system. Use the roadmaps in the following list to find the Help topics that are most appropriate for planning, deploying, and administering your Exchange 2007 organization:


Server Role Roadmap

Feature-Based Roadmap
For More Information

For more information about how to plan your Exchange Server 2007 deployment, see Planning and Architecture.

For more information about how to deploy your Exchange Server 2007 organization, see Deployment.

For more information about how to administer your Exchange Server 2007 environment, see Operations.

Server Role Roadmap

Through the introduction of new server roles, Microsoft Exchange Server 2007 setup and deployment has been re-engineered to improve the administrative experience. Exchange 2007 provides five distinct server roles that align with the way messaging systems are typically deployed and distributed. A server role is a unit that logically groups the features and components that are required to perform a specific function in the messaging environment. Each server role includes features that support its function together with related configuration and security settings and a list of predefined tasks for managing and configuring those features. 

For more information about how to deploy the individual server roles, see Deploying Server Roles.

This section provides you with links to the Exchange 2007 Help documentation to help you plan, deploy, administer, and troubleshoot each of the new server roles found in Exchange 2007. 

Exchange Server 2007 Server Role Documentation Roadmap

Table 6 contains links to the Exchange 2007 Help, organized by server role. 

Table 6   Exchange Server 2007 Help organized by server role
	Server Role
	Getting Started
	Planning
	Deployment
	Operations
	Security and Protection
	Support and Troubleshooting

	Client Access 
	Client Access Server Role: Overview
	Planning for Client Access Servers
	Deploying Server Roles
Post-Installation Tasks
	Managing Client Access
	Security and Protection
	Troubleshooting
Exchange Server TechCenter

	Edge Transport 
	Edge Transport Server Role: Overview
	Planning for Edge Transport Servers
	Deploying Server Roles
Post-Installation Tasks
	Managing Transport Servers
	Security and Protection
	Troubleshooting
Exchange Server TechCenter

	Hub Transport 
	Hub Transport Server Role: Overview
	Planning for Hub Transport Servers
	Deploying Server Roles
Post-Installation Tasks
	Managing Transport Servers
	Security and Protection
	Transport and Mailflow Issues
Exchange Server TechCenter

	Mailbox 
	Mailbox Server Role: Overview
	Planning for Mailbox Servers
	Deploying Server Roles
Post-Installation Tasks
	Managing Mailbox Features
	Security and Protection
	Troubleshooting
Exchange Server TechCenter

	Unified Messaging
	Unified Messaging Server Role: Overview
	Planning for Unified Messaging Servers
	Deploying Server Roles
Post-Installation Tasks
	Managing Unified Messaging
	Security and Protection
	Unified Messaging Server Issues
Exchange Server TechCenter


For More Information

For more information about how to deploy the server roles in an upgrade scenario, see Upgrading to Exchange 2007.

For more information about how to upgrade to Exchange 2007 from other versions of Microsoft Exchange and other messaging systems, see Upgrading to Exchange 2007.

Feature-Based Roadmap

Many new enhancements and features have been built into Exchange Server 2007. Table 7 organizes the Exchange Server 2007 Help documentation set according to the feature area. Use the links in Table 7 to locate the documentation that will help you plan and deploy some or all the new features that are found in Exchange 2007.

Exchange Server 2007 Feature-Based Roadmap

Table 7   Exchange Server 2007 Help organized by feature

	 
	Getting Started
	Planning
	Deployment
	Operations
	Security and Protection
	Support and Troubleshooting

	Exchange Management Console
	New Administration Functionality in the Exchange Management Console
	Using the Exchange Management Console
	Using the Exchange Management Console
	Using the Exchange Management Console
	Security and Protection
	Exchange Server TechCenter

	Exchange Management Shell
	New Administration Functionality in the Exchange Management Shell
	Using the Exchange Management Shell
	Using the Exchange Management Shell
	Exchange Management Shell
	Security and Protection
	Exchange Server TechCenter

	Anti-Spam and Antivirus
	Edge Transport Server Role: Overview
	Planning for Anti-Spam and Antivirus Features
	Deploying Server Roles
Post-Installation Tasks

	Managing Anti-Spam and Antivirus Features
	Security and Protection
	Troubleshooting
Exchange Server TechCenter

	Messaging Policy and Compliance
	Hub Transport Server Role: Overview
	Planning for Transport Policy and Compliance
	Deploying Server Roles
Post-Installation Tasks

	Managing Transport Policy and Compliance Features
	Security and Protection
	Transport and Mailflow Issues
Exchange Server TechCenter

	Messaging Records Management
	Mailbox Server Role: Overview
	Planning for Mailbox Servers
	Deploying Server Roles
Post-Installation Tasks
	Managing Messaging Records Management
	Security and Protection
	Troubleshooting
Exchange Server TechCenter

	Calendaring
	Mailbox Server Role: Overview
	Planning for Mailbox Servers
	Deploying Server Roles
Post-Installation Tasks
	Managing Mailbox Features
	Security and Protection
	Troubleshooting
Exchange Server TechCenter

	High Availability
	Mailbox Server Role: Overview
	Planning for Mailbox Servers
	Deploying Server Roles
Post-Installation Tasks
	High Availability
	Security and Protection
	Troubleshooting High Availability Configurations
Exchange Server TechCenter

	Disaster Recovery
	Mailbox Server Role: Overview
	Planning for Mailbox Servers
	Deploying Server Roles
Post-Installation Tasks
	Disaster Recovery
	Security and Protection
	Troubleshooting
Exchange Server TechCenter

	Exchange ActiveSync
	Client Access Server Role: Overview
	Planning for Client Access Servers
	Deploying Server Roles
Post-Installation Tasks
	Managing Exchange ActiveSync
	Security and Protection
	Troubleshooting
Exchange Server TechCenter

	Outlook Web Access
	Client Access Server Role: Overview
	Planning for Client Access Servers
	Deploying Server Roles
Post-Installation Tasks
	Managing Outlook Web Access
	Security and Protection
	Troubleshooting
Exchange Server TechCenter

	POP3/IMAP4
	Client Access Server Role: Overview
	Planning for Client Access Servers
	Deploying Server Roles
Post-Installation Tasks
	Managing POP3 and IMAP4
	Security and Protection
	Troubleshooting
Exchange Server TechCenter

	Unified Messaging
	Unified Messaging Server Role: Overview
	Planning for Unified Messaging Servers
	Deploying Server Roles
Post-Installation Tasks
	Managing Unified Messaging
	Security and Protection
	Unified Messaging Server Issues
Exchange Server TechCenter


For More Information

For more information about how to plan and deploy each new server role, see Server Role Roadmap.

For more information about the new features in Exchange 2007, see What's New.

What's New

The topics in this section of the Microsoft Exchange Server 2007 Help provide important information about how to use Exchange 2007. They outline the features that are included in Exchange 2007 and provide basic information that you must have to start to use them. 

New Features in Microsoft Exchange Server 2007

The following is not a comprehensive list of all the new features in Exchange 2007. It is intended to help you start testing and running Exchange 2007. For a complete list of all the new and improved features, see Features of Exchange Server 2007.


Exchange Management Console   The Exchange Management Console is one of two new administrative interfaces for Exchange 2007 and is based on Microsoft Management Console (MMC) 3.0. The Exchange Management Console is required to install and manage Exchange 2007. The Exchange Management Console combines all management tasks into one user interface. By using the Exchange Management Console, you can manage all Exchange servers, recipients, and organizational components in your Exchange 2007 organization.


Exchange Management Shell   The Exchange Management Shell is a new task-based command line shell and scripting language for system administration. You can use the Exchange Management Shell to perform every task that the Exchange Management Console can perform and additional tasks that cannot be performed in the Exchange Management Console.


Unified Messaging   Exchange 2007 includes support for Unified Messaging (UM). Unified Messaging combines multiple messaging infrastructures into a single messaging infrastructure. Therefore, Exchange 2007 users who are enabled for Unified Messaging can receive all voice mail, e-mail, and fax messages in their Exchange 2007 mailboxes and can access their mailboxes from a variety of devices. These devices include mobile devices and cellular, analog, or digital telephones.


Performance improvements   Exchange 2007 supports deployment on a 64-bit architecture for improved performance and capacity. Because of the move from a 32-bit architecture to a 64-bit architecture, the Enterprise Edition of Exchange Server 2007 now supports a larger number of storage groups and databases per server. Exchange 2007 lets you create as many as 50 storage groups per server. Although a storage group can contain as many as 5 databases, there is a limit of 50 databases per server.


Availability   When multiple Exchange 2007 computers that are running the Hub Transport server role are deployed in a site, mail flow between Hub Transport servers and Mailbox servers is automatically load balanced and does not require any additional configuration by the administrator. If a Hub Transport server (formerly known as a bridgehead server) is unavailable because of a failure or regularly scheduled maintenance, failover to the other Hub Transport servers is automatic.


High availability for Mailbox servers   Exchange 2007 includes three built-in features that provide high availability for Mailbox servers: Local continuous replication (LCR), cluster continuous replication (CCR), and single copy clusters (SCC). The continuous replication features use log shipping to create a second copy of a production storage group. In an LCR environment, the second copy is located on the same server as the production storage group. In a CCR environment, the second copy is located on the passive node in the cluster.


Messaging Policy and Compliance Features   Exchange 2007 includes many new messaging compliance features. You can use the policy and compliance features of Exchange 2007 to apply rules to messages that are sent and to enforce retention requirements for stored data. The new Messaging Records Management (MRM) feature in Exchange 2007 helps users and organizations retain the messages that they need for business or legal reasons.


Security and Protection   Exchange 2007 includes several improvements to the suite of anti-spam and antivirus features that were introduced in Microsoft Exchange Server 2003. In Exchange 2007, the anti-spam and antivirus features provide services to block viruses and spam, also known as unsolicited commercial e-mail, at the network perimeter.


Autodiscover   To optimize bandwidth, when a remote user connects to an Exchange 2007 computer that has the Client Access server role installed, the Client Access server that accepts the initial request locates the user's mailbox. After the user's Mailbox server is located, the client request is redirected to the Client Access server that is nearest to the user's Mailbox server.


Extensibility and Programmability   Exchange 2007 includes a new set of services, known as Exchange Web Services, which enable developers to interact with Exchange mailboxes and contents by using standard HTTP. Exchange Web Services provides access to the mailboxes of authenticated users and the items in their mailboxes.

Table 8 contains more information about the new enhancements and features that are provided in Exchange 2007.

Table 8   New enhancements and features in Exchange 2007

	New Administration Functionality in the Exchange Management Console
	New Transport and Routing Functionality

	New Administration Functionality in the Exchange Management Shell
	New Performance and Scalability Functionality

	New Exchange Concepts and Definitions
	New High Availability and Clustering Functionality

	New Unified Messaging Functionality
	New Exchange Database Functionality

	New Client Functionality
	New Information Worker Functionality

	New Messaging Policy and Compliance Features
	New Deployment Functionality

	New Anti-Spam and Antivirus Functionality
	New Development Functionality

	New Antivirus and Anti-spam Products for Exchange 2007
	 


For More Information

For more information about discontinued features and functionality, see Discontinued Features and De-Emphasized Functionality. 

For more information about terminology changes found in Exchange Server 2007, see Terminology Changes in Exchange 2007.

New Administration Functionality in the Exchange Management Console

The new and improved Microsoft Management Console (MMC) 3.0 supports rich functionality for snap-ins that are created to take advantage of the MMC 3.0 infrastructure, such as the Exchange Management Console. The Exchange Management Console, one of two new administrative interfaces for Microsoft Exchange Server 2007, is based on MMC 3.0, and is required to install and manage Exchange 2007. For more information about the second administrative interface for Exchange 2007, the Exchange Management Shell, see New Administration Functionality in the Exchange Management Shell.

This section describes MMC 3.0 and its features. Figure 1 illustrates the design of MMC 3.0.

Figure 1   The MMC 3.0 design
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Prerequisites

To update MMC to version 3.0, you must have Microsoft Windows Server 2003 Service Pack 1 (SP1) installed on the computer that will be running MMC 3.0. Additionally, you must have version 2.0.50727 of the Microsoft .NET Framework installed on the same computer. The .NET Framework 2.0.50727 is required to run managed framework snap-ins that are designed and built for MMC 3.0. For information about how to download the .NET Framework, see the Microsoft .NET Framework Developer Center.

[image: image3.png]


Note: 

If you use only snap-ins that are designed for MMC 2.0 or for earlier versions, you do not have to install the .NET Framework 2.0.50727.

[image: image4.png]


Note: 

MMC 3.0 is included in Windows Server 2003 R2—the second release of the Windows Server 2003 operating system—and in Microsoft Windows Vista.

For more information about how to update Windows Server 2003 and Windows XP to MMC 3.0, see MMC 3.0 update is available for Windows Server 2003 and for Windows XP.

New Features in MMC 3.0

The following sections discuss several improvements in MMC 3.0 and information about MMC 3.0 snap-ins.

Action Pane

The action pane is located on the right side of the snap-in console. It lists the actions that are available to users, based on the items that are currently selected in the console tree or the result pane. To show or hide the action pane, click the Show/Hide Action Pane button on the toolbar.

New Add or Remove Snap-ins Dialog Box

The new Add or Remove Snap-ins dialog box makes it easy to add, organize, and remove snap-ins. You can control which extensions are available and whether to automatically enable snap-ins that you install later. You can organize snap-ins by rearranging their position in the console tree.

Improved Error Handling

MMC 3.0 notifies you of errors in snap-ins that could cause MMC to fail and provides options for responding to those errors.

MMC 3.0 Snap-ins

A snap-in is the basic component of a console. You can use snap-ins only within consoles; you cannot run them independent of a console.

When you install a component that has a snap-in associated with it, the snap-in is available to anyone who creates a console on that computer (unless restricted by a user policy).

Snap-ins and Snap-in Extensions

MMC 3.0 supports two types of snap-ins: stand-alone snap-ins and snap-in extensions. You can add a stand-alone snap-in, typically called a snap-in, to a console without adding another item first. A snap-in extension, typically called an extension, is always added to a snap-in or to another snap-in extension that is already in the console tree. When extensions are enabled for a snap-in, they operate on the objects that are controlled by the snap-in, such as a computer, printer, modem, or other device.

When you add a snap-in or extension to a console, it can appear as a new item in the console tree, or it can add shortcut menu items, additional toolbars, additional property pages, or wizards to a snap-in that is already installed in the console.

Adding Snap-ins to a Console

You can add a single snap-in or multiple snap-ins and other items to a console. Additionally, you can add multiple instances of a particular snap-in to the same console to administer different computers or to repair a damaged console. Every time that you add a new instance of a snap-in to a console, variables for the snap-in are set to default values until you configure the snap-in. For example, if you configure a specific snap-in to manage a remote computer, and then you add a second instance of the snap-in, the second instance will not automatically be configured to manage the remote computer.

Typically, you can add only snap-ins that are installed on the computer that you are using to create a new console. However, if your computer is part of a domain, you can use MMC 3.0 to download snap-ins that are not locally installed but that are available in the Active Directory directory service.

For More Information

For more information about the Exchange Management Shell, see New Administration Functionality in the Exchange Management Shell.

New Administration Functionality in the Exchange Management Shell

The Exchange Management Shell, built on Microsoft Windows PowerShell technology, provides administrators a powerful command-line interface that they can use to administer Microsoft Exchange Server 2007. With the Exchange Management Shell, administrators can manage every aspect of Exchange 2007. They can enable new e-mail accounts and configure Simple Mail Transfer Protocol (SMTP) connectors, store database properties, transport agents, and more. The Exchange Management Shell can perform every task that can be performed by Exchange Management Console in addition to tasks that can't be performed in the Exchange Management Console. In fact, when a task is performed in the Exchange Management Console, the same command is made available to the Exchange Management Shell and is called to process the request. For more information about the new Exchange Management Console, see New Administration Functionality in the Exchange Management Console. 

Figure 2 illustrates the design and layout of the Exchange Management Shell.

Figure 2   The Exchange Management Shell
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Prerequisites

The Exchange Management Shell is a snap-in that relies on Windows PowerShell. Therefore, Windows PowerShell must be installed on the computer that will be running the Exchange Management Shell. To install Windows PowerShell, you must install the Microsoft .NET 2.0 Framework on the computer that will run Windows PowerShell. For information about how to download the .NET Framework, see the Microsoft .NET Framework Developer Center.

New Features in the Exchange Management Shell

The Exchange Management Shell provides a robust and flexible scripting platform that can reduce the complexity of current Microsoft Visual Basic scripts. What previously took hundreds of lines in Visual Basic scripts now be done by using as little as one line of code in the Exchange Management Shell.

The Exchange Management Shell provides this flexibility because it doesn't use text as the basis for interaction with the system. It uses an object model that is based on the Microsoft .NET platform. This object model enables the shell commands to apply the output from one command to subsequent commands when they are run. 

The following are key features of the Exchange Management Shell:


Command-line interface   The command-line interface lets you quickly and easily access and modify Exchange 2007 features and their values. It also gives you the flexibility to easily perform tasks in bulk that would have taken many lines of code or hours of work to apply changes through Exchange System Manager.


Piping of data between commands   Pipelining makes you even more productive when you administer Exchange 2007 through the Exchange Management Shell. Pipelining helps you use output from one command as input in other commands. This lets you easily perform bulk operations based on criteria applied to filtering commands that then supply the objects to be modified to commands down the "pipe". This feature is a primary reason why the Exchange Management Shell makes it possible to reduce dozens of lines of code to a single chain of commands.


Structured data support   Because all output from all the commands in the Exchange Management Shell is an object, all output from the commands can be acted on and processed by other commands by using little or no manipulation. Commands in a particular feature set accept output from other commands in that same feature set, without manipulation.


Extensive support for scripting   When you want to perform complex processes, automate functions for Help Desk account management, monitor performance, or enable other automated administrative tasks, the Exchange Management Shell provides a powerful object model environment based on the .NET platform. 


Safe Scripting   To enable a smooth transition from a test environment to production or just to verify that your commands work correctly before you apply them to actual data, the Exchange Management Shell lets you test your commands to make sure they do what you want. You can verify the changes to be made, confirm that you want to continue, and verify that the process will succeed from end to end.


Access Cmd.exe commands   The Exchange Management Shell provides transparent access to the commands that are available through the command prompt (Cmd.exe). You can even take the output of Cmd.exe commands and perform actions based on that output, or integrate that output into the data that you provide to another command.


Trusted scripts   To improve security, the Exchange Management Shell requires that all scripts are digitally signed before they are allowed to run. This requirement prevents malicious parties from inserting a harmful script in the Exchange Management Shell. Only scripts that you specifically trust are allowed to run. This precaution helps protect you and your organization.


Profile customization   While the default installation of the Exchange Management Shell gives you a fully featured and easy-to-use interface, you may want to add shortcuts to the commands that you frequently use. You might also want to adjust the interface to suit your tasks. You can edit your personal Exchange Management Shell profile. This lets you control how your interface is configured and what commands automatically run when the Exchange Management Shell starts. Profile customization lets you assign scripts to aliases that you frequently use in the daily administration of your Exchange 2007 organization.


Extensible shell support   If you don't like the way that data is displayed or if, for example, you can't remember which collections use the Count property and which collections use the Length property, you can easily make adjustments. The Exchange Management Shell uses XML to let you modify many aspects of its behavior. Developers can create new commands to integrate with the built-in Exchange Management Shell commands. This extensibility gives you more control over your Exchange 2007 organization and helps you streamline business processes.

For More Information

For more information about how to use the Exchange Management Shell, see Using the Exchange Management Shell.

For a list of frequently used Exchange Management Shell command examples that are organized by administrative functions, such as recipient management and transport configuration, see Exchange Management Shell Quick Reference. 

New Exchange Concepts and Definitions

Microsoft Exchange Server 2007 introduces a variety of new concepts and definitions. This section provides a brief introduction to many of these concepts.

Server Roles

One of the primary new concepts introduced in Exchange 2007 is that of server roles. Instead of one generic installation of Exchange Server, you can now choose from several different roles. These roles are designed to logically group the features that are required to accomplish a set of tasks. The Exchange 2007 server roles are as follows: 


Hub Transport   The Hub Transport server role handles routing by using Microsoft Active Directory sites and site topology. The Hub Transport server also applies policies to incoming and outgoing mail.


Client Access   The Client Access server role enables mailbox access through Microsoft Office Outlook Web Access, Post Office Protocol version 3 (POP3), Internet Message Access Protocol version 4rev1 (IMAP4), Outlook Anywhere (formerly known as RPC over HTTP), and Exchange Server ActiveSync.


Edge Transport   The Edge Transport server role provides antivirus and anti-spam protection in a perimeter network for the Exchange organization.


Mailbox   The Mailbox server role is responsible for hosting mailbox and public folder databases. A mailbox database contains the users' mailboxes.


Unified Messaging   Unified Messaging (UM) combines voice messaging, fax, and e-mail messaging into a single messaging infrastructure that can be accessed from a telephone and a computer.

Exchange Management Shell

Exchange 2007 introduces a new management tool for administrators. The Exchange Management Shell is a command-line interface that resembles other command-line interfaces, such as the Microsoft Windows Script Host. Administrators can manage every aspect of Exchange 2007, from creating new e-mail accounts to disabling a user's mobile device.

Continuous Replication

Two Exchange 2007 features use continuous replication. Asynchronous replication technology is used to create a copy of a storage group and keep the copy current through log shipping and replay. Through continuous replication, the log files of a production database are applied to a copy of that database. The two Exchange 2007 features that use this technology are local continuous replication (LCR) and cluster continuous replication (CCR).


Local continuous replication   LCR lowers the total cost of ownership for Exchange 2007 by reducing the number of regular backups that are required for data protection. LCR does not eliminate the need to create backups, because data backups are important if a disaster strikes. However, it does significantly reduce the need to create regular, daily backups. LCR provides fast recovery with current data, and also a single-server solution for copying and replaying transaction logs.


Cluster continuous replication   CCR combines automatic management of redundancy and data replication at the application level. CCR can be deployed without a single point of failure in a single data center or between two data centers. Transaction log replication is used to copy the databases and keep data current among cluster nodes. The scheduled outage functionality in CCR is designed to make sure that all log data on the active node is successfully copied to the passive node. Therefore, scheduled outages do not result in loss of data, even though replication occurs asynchronously. 

For More Information

For more information, see the following:


Client Access Server Role: Overview

Edge Transport Server Role: Overview

Hub Transport Server Role: Overview

Mailbox Server Role: Overview

Unified Messaging Server Role: Overview

Using the Exchange Management Shell

Managing Local Continuous Replication

Managing Cluster Continuous Replication
New Unified Messaging Functionality

The telephony functionality found in Microsoft Exchange Server 2007 Unified Messaging (UM) is new to the Microsoft Exchange product line. Its introduction combines multiple messaging infrastructures into a single messaging infrastructure. This topic discusses the new telephony features and functionality that are found in Exchange 2007 UM.

The Unified Messaging Server Role

Exchange 2007 provides distinct server roles that align with how a messaging system is typically deployed and distributed in an organization. A server role is a unit that logically groups the features and components that are required to perform a specific function in the messaging environment. The Unified Messaging server role is one of the Exchange 2007 server roles that can be installed on a computer that is running Microsoft Windows Server 2003 or that is running Windows Server 2003 and Exchange 2007.

Exchange 2007 Unified Messaging

Unified Messaging (UM) combines voice messaging, fax, and e-mail messaging into a single messaging infrastructure. Exchange 2007 Unified Messaging puts all e-mail, voice, and fax messages into one Exchange 2007 mailbox that can be accessed from a variety of devices. After Exchange 2007 UM servers have been deployed on the network, users can access their messages from a telephone using Outlook Voice Access, from a mobile device, or from the computer of a user who is running Microsoft Windows XP.

Today, employees of companies frequently manage their voice and fax messages separately from their e-mail messages. Additionally, IT administrators frequently manage the voice mail or telephony networks and the e-mail systems or data networks as separate systems. In these situations, voice mail and e-mail are located in separate inboxes hosted on separate servers that are accessed through the desktop for e-mail and through the telephone for voice mail. Fax messages come to, and are sent from, physical stand-alone fax machines. Exchange 2007 Unified Messaging offers a single store for all messages including e-mail, voice, and fax messages.

For More Information


For more information about the Exchange 2007 Unified Messaging server role, see Unified Messaging.


For more information about the telephony concepts and components found in Exchange 2007 Unified Messaging, see Overview of Telephony Concepts and Components.

New Client Functionality

Many client-side improvements in features and functionality are included in Microsoft Exchange 2007 Unified Messaging. The new features include the Outlook Web Access client that has Unified Messaging configuration pages, Outlook Voice Access for subscriber access, a voice mail client for Microsoft Office Outlook 2007, and an improved Outlook experience on mobile devices. This section provides information about the new and improved client features that are included in Exchange 2007 Unified Messaging. Microsoft Exchange 2007 also includes several feature and functionality improvements for the information worker. These include improvements and enhancements to calendaring and messaging records management.

Unified Messaging

Unified Messaging is new to the Microsoft Exchange product family. Unified Messaging enables Exchange 2007 recipients to store e-mail, voice mail, and fax messages in one Inbox. Several client-side features are available to recipients who are enabled for Unified Messaging. For more information about the new Unified Messaging client features, see Client Features in Unified Messaging.
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Note: 

When you are using Microsoft Exchange ActiveSync on a mobile device, you can open a voice message in your mailbox and listen to the attached .wma file that contains the voice message. The advanced Unified Messaging features found in the premium version of Outlook Web Access, such as the voice mail configuration options, are unavailable in Outlook Web Access Light.
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Caution: 

When you are using Outlook Web Access Light and Pocket Internet Explorer on a mobile device, you may be able to listen to a voice message by using the .wma attachment that is described in Client Features in Unified Messaging. However, this configuration is not supported.

Outlook Web Access

Outlook Web Access in Exchange 2007 has been redesigned to enhance the end-user experience and productivity. Outlook Web Access includes many new features and improvements that are not found in earlier versions of Microsoft Exchange. Features such as smart meeting booking, Windows SharePoint Services and Windows file shares integration, and the ability to manage mobile devices are now available. Outlook Web Access also includes improvements in search, reminders, the Outlook Web Access address book, and other messaging options.

For more information about the new client features found in Outlook Web Access, see Client Features in Outlook Web Access.

Exchange ActiveSync and Mobility

Exchange 2007 offers a significantly improved Outlook user experience on mobile devices. It also includes improved security and better mobile device management. No additional software or outsourcing fees are necessary to access data from a mobile device by using Exchange ActiveSync. For more information about the new client features found in Exchange ActiveSync, see Client Features In Exchange ActiveSync.

Calendaring

The improved calendaring feature in Exchange 2007 helps resolve reliability issues, enhances the scheduling process, and encourages more sharing of calendar information. Overall, these improvements make Microsoft Exchange and Outlook calendaring a more reliable and efficient tool for time management.

Cached Exchange Mode

You can configure the clients on your network that are using earlier versions of Outlook and Outlook 2007 to use Cached Exchange Mode with Exchange 2007. However, Exchange 2007 provides a new notification mechanism for Outlook 2007 clients that enables the clients that are running in Cached Exchange Mode to start downloading new messages more quickly than with earlier versions of Microsoft Exchange.

Messaging Records Management

To comply with legal, regulatory, or business process requirements, many organizations must process, filter, modify, and journal (forward) e-mail messages that are transferred to and from their organization and the Internet and between people in the organization. Administrators can use the messaging records management features in Exchange 2007 to help users and organizations keep the messages they need for business or legal reasons and to discard messages that they do not have to keep. This is done by using managed folders. Managed folders in the user's mailbox to which retention policies have been applied. The administrator or the user puts these managed folders in the user’s mailbox, and then the user sorts messages into the managed folders according to organization policy. Messages included in these managed folders are periodically processed according to the retention policies. When a message reaches a retention limit, it can be journaled, deleted, moved to another folder, or marked as past its retention date.

For More Information


For more information about Exchange 2007 Unified Messaging, see Unified Messaging.


For more information about Exchange 2007 Outlook Web Access, see Overview of Outlook Web Access.


For more information about Exchange 2007 mobility and Exchange ActiveSync, see Overview of Exchange ActiveSync.


For more information about new and improved information worker functionality, see New Information Worker Functionality.

New Messaging Policy and Compliance Features

Organizations need an application-specific approach to coping with a growing number of legal, regulatory, and internal policy and compliance requirements. Administrators must filter, process, and store e-mail that flows between users in the organization, to or from the Internet, or between partner organizations. Microsoft Exchange Server 2007 provides a broad set of e-mail policy and compliance features to address this increasing requirement to protect and control the flow of information.

You can use the policy and compliance features of Exchange 2007 to apply rules to messages in transport and to enforce retention requirements for stored data. Transport-based policies are configured on computers that have the Hub Transport server role installed and on computers that have the Edge Transport server role installed. A collection of transport agents lets you configure rules and settings that are applied as messages enter and leave the transport components. You can create policy and rule settings that address the regulations that apply to your organization and that can easily be changed to adapt to your organization's requirements. The Journaling agent acts on messages in transit to enforce retention of messages that meet specified criteria. Messaging records management (MRM) policies are applied to managed folders in users' Inboxes to automate and simplify message retention management. Configuration of storage features help organizations more easily comply with these legal, regulatory, and internal requirements by providing an efficient system of retention and disposal according to organization policy.

Use the features that are described in this topic to support your organization's requirement to comply with legal, regulatory, and internal policies. Transport rules and journaling are triggered after message categorization and use information about the messages, the sender's identity, and the recipient's identity to determine which policies to apply. Features that run inside the Exchange organization are configured by an Exchange Organization Administrator. The configuration information is stored in the Active Directory directory service. Storing data in Active Directory makes the policy setting available to every internal Exchange server role. This lets you configure the policy one time, and the policy will be applied throughout the whole organization consistently and continually.

E-Mail Policy and Compliance Features


Address rewriting   You configure the Address Rewriting agent on the Edge Transport server role to enable the modification of the Simple Mail Transfer Protocol (SMTP) addresses on inbound and outbound messages. Address rewriting is especially useful when an organization that has several domains wants to present a consistent appearance of e-mail addresses to external recipients of messages from the Exchange 2007 organization. For more information, see Planning for Address Rewriting.


Edge transport rules   You configure the Edge Rules agent on the Edge Transport server role to create rules that control the flow of messages that are sent to or received from the Internet. The Edge Transport rules help protect corporate network resources and data by applying an action to messages that meet specified conditions. These rules are configured for each server. Edge Transport rule conditions are based on data, such as specific words or text patterns in the message subject, body, header, or From address, the spam confidence level (SCL), or attachment type. Actions determine how the message is processed when a specified condition is true. Possible actions include quarantine of a message, dropping or rejecting a message, appending additional recipients, or logging an event. Optional exceptions exempt particular messages from having an action applied.

The Edge Rules agent processes messages that are sent to or received from the Internet. To apply rules to messages that are sent between users in the same organization, you must configure the Transport Rules agent. For more information, see Overview of Transport Rules.


Hub Transport rules   You configure the Transport Rules agent on the Hub Transport server role to create rules that are applied to messages that are sent to or from users in the organization. The Hub Transport rules help control communications that are affected by regulatory compliance and corporate policy requirements. These rules are stored in the Active Directory directory service and are available to, and are applied by, all Hub Transport servers. Hub Transport rules support an extended set of conditions, letting you control message flow based on distribution groups, internal or external recipients, message classifications, and message importance. Actions determine how the message is processed when a specified condition is true. Possible actions include applying a message classification, appending disclaimer text, redirecting the message to an address, removing the message header, or logging an event. Optional exceptions exempt particular messages from having an action applied.

By using Hub Transport rules, you can create regulatory ethical walls to limit communications between internal departments where conflicts of interest may exist, and you can protect your company and clients against privacy invasion. For more information, see Overview of Transport Rules.


Disclaimers   You can also configure transport rules to add disclaimer text to the start or end of the message body. The Exchange Organization Administrator customizes disclaimers to meet your organization's requirements. These disclaimers may contain text that refers to accidental disclosure of the message contents, or proprietary or confidential information. For more information, see Overview of Disclaimers.


Journaling   You configure journal rules on the Hub Transport server. Transport-based journaling gives you more flexibility than the store-based configuration of Exchange Server 2003 and reduces duplication of journal reports. Communications are journaled according to the distribution scope of the message, and the conditions that trigger the journaling action are refined by specifying an individual user or the sender's or recipient's distribution list membership as criteria. Journal reports can be delivered to an Exchange mailbox or to any valid SMTP address. This flexibility lets you journal to an archive or hosted service. For more information, see Overview of Journaling.


Messaging records management   Administrators can use the MRM features in Exchange 2007 to help users and the organization retain the messages that they need for business or legal reasons and delete message that they don’t need. You do this by configuring managed folders, which are Inbox folders to which retention policies are applied.

Retention policies can be applied to folders that are created by the administrator and to default mailbox folders, such as the Inbox or Sent Items folder. The administrator or the user puts these managed folders in the user’s Inbox. Then, the user sorts messages into the managed folders according to organization policy. These folders can be deployed to user mailboxes per user. 

Exchange also has Web services that enable customers or third-party vendors to build a Web page that provides a "self-service" interface where users can select their own managed folders. Messages that are put in these managed folders are periodically processed according to the retention policies. When a message reaches a retention limit, it can be archived, deleted, flagged for user attention, or logged. For more information, see Managing Messaging Records Management.

For More Information

For more information about how you can configure Exchange 2007 to meet your organization's requirements for central management of e-mail communications and information life cycles, see the following topics:


Managing Message Policy and Compliance Features

Planning for Address Rewriting

Overview of Transport Rules

Overview of Disclaimers

Overview of Journaling

Managing Messaging Records Management
New Anti-Spam and Antivirus Functionality

Microsoft Exchange Server 2007 includes several improvements to the suite of anti-spam and antivirus features that was introduced in Exchange Server 2003.

Management of these features has improved in Exchange 2007. For example, you implement all anti-spam and antivirus features as transport-level agents, and you can manage and script the anti-spam and antivirus features by using the Exchange Management Shell.

Also, you can use a synchronization service named the Microsoft Exchange EdgeSync service to update configuration information and user data on computers that have the Edge Transport server role installed. The Microsoft Exchange EdgeSync service is a collection of processes that are run on the computer that has the Exchange 2007 Hub Transport server role installed to establish one-way replication of recipient and configuration information from the Active Directory directory service to the Active Directory Application Mode (ADAM) instance on the Edge Transport server. The Microsoft Exchange EdgeSync service copies only the information that is required for the Edge Transport server to perform anti-spam and message security configuration tasks and the information about the Send connector configuration that is required to enable mail flow from the Hub Transport servers in the Exchange 2007 organization to the Internet through one or more Edge Transport servers. The Microsoft Exchange EdgeSync service performs scheduled updates so that the information in ADAM remains current. 

The following anti-spam and antivirus features are new or improved in Exchange 2007:


Connection filtering   The configuration and management of IP Block lists, IP Allow lists, IP Block List providers, and IP Allow List providers have been improved by displaying each of these elements in the Exchange Management Console. For more information, see Connection Filtering.


Content filtering   Exchange Intelligent Message Filter, which uses Microsoft SmartScreen patented machine-learning technology, is the underlying technology of the content filter that evaluates inbound messages and determines the probability of whether the messages are legitimate, fraudulent, or spam.

In addition to scanning message content, Intelligent Message Filter consolidates data that is collected from connection filtering, sender filtering, recipient filtering, sender reputation, Sender ID verification, and Microsoft Office Outlook 2007 E-mail Postmark validation to apply a spam confidence level (SCL) rating to a given message. You can configure actions on the message based on this SCL rating. These actions may include the following:


Delivery to an Outlook user Inbox or Junk E-mail folder


Delivery to the spam quarantine mailbox


Rejection of the message and no delivery


Acceptance and deletion of the message. The server accepts the message and deletes it instead of forwarding it to the recipient mailbox.

Outlook 2007 supports Outlook E-mail Postmark validation, which involves the creation of pre-solved computational puzzles. When you use Outlook E-mail Postmark validation together with Exchange 2007 content filtering, you can help improve the deliverability of messages from senders about which you have little information.

Finally, Exchange 2007 now offers additional services to help keep anti-spam components up to date. The following update services are available:


Microsoft Exchange 2007 Standard Anti-spam Filter Updates: Filter updates every two weeks


Microsoft Forefront Security for Exchange Server: Filter updates every 24 hours


Microsoft Update
For more information, see Content Filtering.


Spam quarantine   Spam quarantine provides a temporary storage location for messages that are identified as spam and that should not be delivered to a user mailbox inside the organization. Spam quarantine functionality is available during the content filtering process. Messages that are identified as spam are wrapped in a non-delivery report (NDR) and are delivered to a spam quarantine mailbox inside the organization. Exchange administrators can manage messages that are delivered to the spam quarantine mailbox and can take appropriate actions, such as deleting messages or letting messages that are flagged as false positives in anti-spam filtering be routed to their intended recipients.

The Exchange 2007 environment enables two-tiered spam quarantine functionality. First, administrators can access the spam quarantine mailbox. By using Outlook, administrators can access the spam quarantine mailbox to search for messages, release messages to the intended recipients, or reject and delete messages. Messages that have an SCL rating that the administrator has defined as borderline can be released to the user's Junk E-mail folder in Outlook. The borderline messages are converted to plain text for additional protection before they are sent to the user's Junk E-mail folder. For more information, see Spam Quarantine.


Recipient filtering   By using the Microsoft Exchange EdgeSync service, you can now replicate recipient data from the enterprise Active Directory into the Exchange Active Directory Application Mode (ADAM) instance on the Edge Transport server role. This enables the Recipient Filter agent to perform recipient lookups for inbound messages so that you can block messages that are sent to nonexistent users or internal-only distribution lists. Also, in Exchange 2007, you can configure the tarpitting interval on each inbound Receive connector. For more information, see Recipient Filtering.


Sender ID   Sender ID verifies that each e-mail message originates from the Internet domain from which the message claims to come by examining the sender's IP address and comparing the IP address to the Sender ID record in the sender's public Domain Name System (DNS) server. The Sender ID record in the sender's public DNS server is the sender policy framework (SPF) record. The SPF defines the IP addresses that are authorized to send messages for the domain in which the SPF record resides. When the receiving system queries the SPF record, and a "Pass" status is returned, the receiving system has a higher assurance that the message is not being spoofed by an illegitimate sender.

You can specify how the Sender ID agent handles temporary errors, such as DNS failures, when it performs an SPF query. For more information, see Sender ID.


Sender reputation   Sender reputation uses patented Microsoft technology to calculate the trustworthiness of unknown senders. Sender reputation gathers analytical data from Simple Mail Transfer Protocol (SMTP) sessions, message content, Sender ID verification, and general sender behavior and creates a history of sender characteristics. Sender reputation uses this knowledge to determine whether a sender should be temporarily added to the Blocked Senders list. For more information, see Sender Reputation.


IP Reputation Service   This service, which is provided by Microsoft, is an IP Block list that is offered exclusively to Exchange 2007 customers. Administrators can choose to implement and use IP Reputation Service in addition to other real-time block list services. 


Aggregation of Outlook Junk E-mail Filter Lists   This feature helps reduce false positives in anti-spam filtering by propagating Outlook 2003 and Outlook 2007 Junk E-mail Filter Lists to Mailbox servers and to Edge Transport servers. For more information, see Safelist Aggregation.

Improvements in Antivirus Protection

Exchange 2007 includes many improvements to antivirus protection. In addition to continued support of the Virus Scanning API (VSAPI), Microsoft has made a significant investment in more effective, efficient, and programmable virus scanning at the transport level.

Exchange 2007 introduces the concept of transport agents. Agents are managed software components that perform a task in response to an application event.

Exchange 2007 also provides antivirus stamping, which helps reduce the volume of antivirus scanning across an organization by stamping messages that were scanned for viruses with the version of the antivirus software that performed the scan and the result of the scan. This antivirus stamp travels with the message as the message is routed through the organization. The stamp is used to determine whether additional antivirus scanning must be performed on the message.

In Exchange 2007, agents act on transport events, much like event sinks in earlier versions of Exchange. Third-party developers can write customized agents to take advantage of the underlying Exchange MIME parsing engine for robust transport-level antivirus scanning. The Exchange 2007 MIME parsing engine, developed and evolved through many years of MIME-handling exposure, is likely the most trusted and robust MIME engine in the industry.

Another Exchange 2007 antivirus improvement is the implementation of attachment filtering by a transport agent. By running attachment filtering on the Edge Transport server role in your organization, you can reduce the spread of malware attachments before they enter your organization. For more information about attachment filtering, see Attachment Filtering.

Using Exchange Hosted Services

Spam and virus filtering is enhanced by or is also available as a service from Microsoft Exchange Hosted Services. Exchange Hosted Services is a set of four distinct hosted services: 


Hosted Filtering, which helps organizations protect themselves from e-mail-borne malware


Hosted Archive, which helps them satisfy retention requirements for compliance


Hosted Encryption, which helps them encrypt data to preserve confidentiality


Hosted Continuity, which helps them preserve access to e-mail during and after emergency situations

These services integrate with any on-premise Exchange servers that are managed in-house or Hosted Exchange e-mail services that are offered through service providers. For more information about Exchange Hosted Services, see Microsoft Exchange Hosted Services. 

For More Information

For more information about how to plan for and manage anti-spam and antivirus features in Exchange 2007, see the following topics:


Planning for Anti-Spam and Antivirus Features

Managing Anti-Spam and Antivirus Features
New Antivirus and Anti-spam Products for Exchange 2007

By using several new message security features that are found in Microsoft Exchange Server 2007, tight integration with other software products such as Microsoft Forefront Security for Exchange Server, and antivirus and anti-spam applications from Microsoft Exchange Hosted Services, you can greatly enhance the security for your Exchange 2007 environment. This topic discusses some of the security options that can help you protect your Exchange 2007 environment from unwanted spam and viruses.
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Note: 

The Edge Transport server role also provides message routing, antivirus, and messaging policy and compliance.

Exchange 2007 Anti-Spam Functionality

Exchange 2007 includes several improvements to the suite of anti-spam and antivirus features that were introduced in Exchange Server 2003. These improvements, provided by the Exchange 2007 Edge Transport server role, include the following:


Improved content, connection, and recipient filtering.


Sender Reputation, which can be based on either the domain name or IP address.


Administrative quarantine features.

Exchange 2007 offers anti-spam features that can detect spam messages regardless of the languages that the spam e-mail messages are written in. The anti-spam engine relies on a content filtering agent, which is the next generation Exchange Intelligent Message Filter. The Intelligent Message Filter is based on patented machine-learning technology from Microsoft Research. Intelligent Message Filter evaluates inbound e-mail messages and assesses the probability that an inbound message is legitimate or spam. Unlike many other filtering technologies, Intelligent Message Filter uses characteristics from a statistically significant sample of e-mail messages. The inclusion of legitimate messages in this sample reduces the chance of mistakes. 
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Note: 

Updates to Intelligent Message Filter are available periodically through Microsoft Windows Update.

Forefront Security for Exchange Server

Microsoft Forefront Security for Exchange Server helps protect your e-mail infrastructure from infection and downtime through an approach that emphasizes layered defenses, optimization of Exchange Server performance and availability, and simplified management control. Forefront Security for Exchange Server is an on-premise solution that provides protection for Exchange 2007 Edge and Hub Transport server roles.


Advanced Protection   Forefront Security for Exchange Server provides multiple scan engines at multiple layers throughout the e-mail and collaboration infrastructure to provide maximum threat protection.


Improved Availability and Performance   Forefront Security for Exchange Server includes scanning innovations, performance controls and tight integration with Microsoft Exchange Server to improve the overall availability and performance of messaging environments.


Simplified Management   Forefront Security for Exchange Server helps ensure organizations can simply and cost-effectively manage the security of their messaging servers.

The client antivirus protection that is provided by Forefront Security for Exchange Server is language independent. However, the setup, administration of the product, and end-user notifications are available in 11 server languages. When Forefront Security for Exchange Server detects messages that seem to contain a virus, the system generates a notification message and sends the notification to the recipient’s mailbox. However, the notification message is written in the language of the server that is running Forefront Security for Exchange Server because that server does not detect the language of the destination mailbox.

Exchange Hosted Services

Spam filtering is enhanced by or is also available as a service from Microsoft Exchange Hosted Services. Exchange Hosted Services is a set of four distinct hosted services:


Hosted Filtering, which helps organizations protect themselves from e-mail-borne malware


Hosted Archive, which helps them satisfy retention requirements for compliance


Hosted Encryption, which helps them encrypt data to preserve confidentiality


Hosted Continuity, which helps them preserve access to e-mail during and after emergency situations

These services integrate with any on-premise Exchange servers that are managed in-house or Hosted Exchange e-mail services that are offered through service providers. For more information about Exchange Hosted Services, see Microsoft Exchange Hosted Services.

For More Information

For more information about the Edge Transport server role, see Edge Transport Server Role: Overview.

For more information about antivirus and anti-spam features, see New Anti-Spam and Antivirus Functionality.

New Transport and Routing Functionality

The transport and routing functionality of Microsoft Exchange Server 2007 has been completely revised since Exchange Server 2003. Core transport functionality has changed. However, you can easily support coexistence if you are running more than one version of Exchange. This topic explains some of the most significant changes in Exchange transport and routing architecture.

Transport Server Roles

Exchange 2007 introduces a role-based administration model. Depending on your organization's requirements, you can deploy the server roles on separate hardware. Also, the roles can be combined on hardware. The transport and routing functionality in Exchange 2007 is provided by the Hub Transport server role and the Edge Transport server role. 

Hub Transport server role   The Hub Transport server role provides intra-organizational message transport. Every message that is sent and received in an Exchange 2007 organization is handled by the Hub Transport server. This makes sure that no messages bypass the transport rules and journaling policies that enable compliance with corporate and regulatory policies. For more information about the Hub Transport server role, see Hub Transport Server Role: Overview.

Edge Transport server role   The Edge Transport server is deployed in your organization's perimeter network as a stand-alone server. Designed to minimize the attack surface, the Edge Transport server handles all Internet-facing mail flow. In addition to performing Simple Mail Transfer Protocol (SMTP) relay and smart host services for the Exchange organization, the Edge Transport server provides additional layers of message protection through agents that perform antivirus and anti-spam processing. 

The computer that has the Edge Transport server role installed doesn't typically have access to the Active Directory directory service. The Edge Transport server stores all configuration and recipient information in the Active Directory Application Mode (ADAM) directory service. To perform recipient lookup and safelist aggregation tasks, the Edge Transport server requires data that resides in Active Directory. You can subscribe an Edge Transport server to an Active Directory site to enable the Hub Transport servers in that site to synchronize recipient and configuration data from Active Directory to the ADAM instance on the Edge Transport server. The EdgeSync service that is running on the Hub Transport servers establishes one-way replication and copies the recipient information that the Edge Transport server needs to perform recipient lookup and safelist aggregation. The configuration information that the Edge Transport server needs to configure the Send connectors that establish mail flow between the Internet and the Exchange organization is also replicated. EdgeSync performs scheduled updates so that the information in ADAM remains current. For more information about the Edge Transport server role, see Edge Transport Server Role: Overview.

New SMTP Transport Stack

In Exchange 2007, the SMTP protocol is provided by the Microsoft Exchange Transport service (MSExchangeTransport.exe). In earlier versions of Exchange, the SMTP protocol service was provided by Internet Information Services (IIS). The SMTP stack is the core infrastructure of Exchange. Without it, you can't send and receive e-mail messages. Exchange 2007 provides a stable transport that addresses the most common security risks. By rewriting the transport stack in managed code and running as the Network Service account, we have reduced the risks that are associated with denial of service attacks. This new SMTP transport stack is a required part of Exchange. It eliminates the dependency on IIS and reduces the work that is required to help secure a server for perimeter network deployment.

The Microsoft Exchange Transport service controls every component of message processing, from SMTP IN to SMTP OUT. A series of configurable SMTP Receive agents are triggered at various SMTP events. The Microsoft Exchange Transport service enables these agents to process messages as they pass through SMTP transport, performing anti-spam, antivirus, and other tasks before messages are submitted to the categorizer. During categorization, name resolution, routing resolution, and content conversion occur. Additional agents are triggered at this point of the transport pipeline. These agents provide the Transport Policy and Compliance features that enable an administrator to determine how a message is handled and archived.

Active Directory Site-Based Routing Topology

Exchange 2007 uses the Active Directory site topology to determine how messages are transported in the organization. This section describes changes related to Active Directory.

Active Directory sites and IP site links   Exchange 2007 takes advantage of the existing Active Directory site topology to eliminate the need to define a separate Exchange routing topology. The Active Directory IP site links and the costs associated with them are used to calculate the least cost route between Hub Transport servers in different Active Directory sites. Each Active Directory site that contains one or more Exchange 2007 Mailbox servers must also have at least one Hub Transport server. The Hub Transport server uses the Active Directory Topology service to retrieve the Exchange organization's configuration information and computes an implicit intra-organizational Send connector that is used when transporting messages from site to site. This topology is only updated when configuration changes occur. The result is minimized traffic related to Exchange. 

No more link state   Unlike earlier versions of Exchange, Exchange 2007 does not use a link state routing table and does not try to calculate an alternative route when a connection is unavailable. This eliminates link state communication between Exchange servers and creates a more deterministic routing topology.

Direct relay   Exchange 2007 relies on the underlying network infrastructure to transport a message. In the Exchange 2007 organization, messages are relayed directly from the source server to the target server, reducing the number of hops a message takes during delivery. When routing resolution occurs, the name and IP address of the destination server is resolved. If multiple IP site links exist between the source and destination, the route calculation is used to determine the optimal point for message bifurcation and the point at which to queue should delivery be unsuccessful. With direct relay, intermediate Hub transport servers don't process messages. 

Hub sites   For administrators who require more control over Exchange routing, we have provided features that enable you to modify the default direct relay behavior. You can specify that an Active Directory site is a hub site. A hub site is an Active Directory site through which all messages to be relayed through the Hub Transport servers are forced to pass. The hub site must exist along the least cost routing path between the source and target servers. This configuration is especially useful for network environments that have firewalls between sites that may prevent successful direct relay.

Site link cost override   For even more control over message routing behavior, you can assign an Exchange-specific cost to Active Directory IP site links. By default, Exchange calculates the least cost route between Active Directory sites by using the costs assigned to those links for the purposes of determining Active Directory replication topology. If these costs don't provide the optimal Exchange routing behavior, you can use cmdlets in the Exchange Management Shell to set an Exchange-specific value to the IP site link. 

Queue at point of failure   In earlier versions of Exchange, when a target server was unreachable, the down connector state was propagated throughout the Exchange organization by link state updates, and an alternative route was calculated. In Exchange 2007, when a message can't be relayed directly to the target server because of network problems, no alternative route is calculated. The message queues on a Hub Transport server in the closest reachable site to the point of failure. Using the least cost routing path calculated at startup, message delivery backs up along the path of intermediate sites until delivery to a Hub Transport server is achieved. When the network problem is resolved, or configuration changes update the routing table, message delivery resumes to the target site. This behavior helps administrators to better determine the source of network problems.

Delayed fan-out   A message sent to more than one recipient must bifurcate, or split, to be delivered to more than one destination. Exchange 2007 delays this bifurcation until it reaches a fork in the routing paths. By delaying bifurcation of the message, bandwidth consumption is reduced.

SMTP Connectors

Exchange 2007 requires connectors to send and receive e-mail messages. You don't have to configure connectors to send and receive e-mail internally. The connectors between Hub Transport servers in the organization are implicit and are computed by using the IP site link information that is stored in Active Directory. To send and receive e-mail outside the Exchange organization, Send connectors and Receive connectors are required. 

When you install the Hub Transport server role or the Edge Transport server role, default Receive connectors are created. Unless you want to dedicate a Receive connector to a specific domain space, no additional Receive connector configuration is required. Send connectors from the Hub Transport server to the Edge Transport server, from the Edge Transport server to the Hub Transport server, and from the Edge Transport server to the Internet are not created automatically in a default installation. You can manually create these Send connectors, or you can subscribe an Edge Transport server to an Active Directory site. When an Edge Transport server is subscribed to an Active Directory site, the following connectors are created by the EdgeSync service:


An implicit Send connector from the Hub Transport servers that are in the same forest to the Edge Transport server. 


A Send connector from the Edge Transport server to the Hub Transport servers in the Active Directory site to which the Edge Transport server is subscribed.


A Send connector from the Edge Transport server to the Internet.

All other connectors are created explicitly by the administrator. You may have to create additional connectors if your messaging environment includes multiple forests, multiple messaging systems, or you want to provide different default message settings for a particular domain. To ease configuration of SMTP connectors for complex environments, you can select a usage type when you create the connector. The usage type determines the default permission sets that are assigned on the connector and grants those permissions to well-known security identifiers (SID).

Remote Domain Management

Remote domains are any SMTP domains that are external to the Exchange organization. By configuring remote domain entries, you can globally manage the out-of-office message settings and message format settings on a per domain basis. Remote domain settings already exist in Exchange Server 2003, under the Internet Message Formats subfolder of the Global Settings folder in Exchange System Manager. In Exchange 2007, you can suppress meeting forward notifications in addition to the existing settings that enable or disable automatic replies, forwards, delivery and non-delivery reports, and control message format. The remote domain settings also let you control whether out-of-office messages are sent to remote domains and which types of out-of-office messages are sent to remote domains. In Exchange 2003 and Microsoft Office Outlook 2003, only one type of out-of-office message could be configured. By using Exchange 2007 and Outlook 2007, separate internal and external out-of-office messages can be configured.

Accepted Domain Management

Accepted domains are a solution for easily configuring both your authoritative domains and the domains that you allow to relay through the Exchange system. An accepted domain is any SMTP namespace for which an Exchange organization sends or receives e-mail. Accepted domains include those domains for which the Exchange organization is authoritative. An Exchange organization is authoritative when it handles mail delivery for recipients in the accepted domain. Accepted domains also include domains for which the Exchange organization receives mail and then relays it to an e-mail server that is outside the Active Directory forest for delivery to the recipient. An accepted domain can be configured as an internal relay domain, in which case messages are first received and processed by the Edge Transport server and then relayed to the Hub Transport servers. The Hub Transport servers then process the messages and then relay them to the destination domain. You can also configure an external relay domain. In this case, the messages are received and processed by the Edge Transport server, and then relayed to the e-mail system of the destination domain.

For More Information

For more information, see the following topics:


Planning for Hub Transport Servers

Planning for Edge Transport Servers

Planning to Use Active Directory Sites for Routing Mail

Microsoft Exchange Server 2007 Transport Architecture Diagrams

Transport Architecture

Planning for Coexistence

Managing Connectors

Managing Accepted Domains

Managing Remote Domains
New Performance and Scalability Functionality

Microsoft Exchange Server 2007 includes many performance and scalability improvements. These improvements focus on memory management, which increases storage efficiency and makes optimization more automated. Specifically, Exchange 2007 includes the following performance and scalability improvements:


64-bit architecture


Optimized database engine and cache


New transport pipeline

64-Bit Architecture

The 64-bit version of Exchange Server provides new opportunities for performance and scalability. Because of the incremental memory that is available with 64-bit, Exchange 2007 has tremendously different performance characteristics than Exchange Server 2003. 64-bit code also means a substantial reduction in the I/O required for Exchange 2007. Today’s larger Exchange deployments typically require a high-performance storage area network (SAN)-based storage solution to provide scalability. With Exchange 2007 and the incremental memory, the I/O throughput is dramatically reduced. You can continue to run Exchange 2007 on a SAN, but the necessary I/O subsystems and throughput are reduced dramatically with Exchange 2007.

The 64-bit architecture also provides a significant increase in the number of storage groups and databases that you can create on a single Exchange 2007 server. Earlier versions of Exchange Server were limited to a maximum of four storage groups and five databases in each storage group. Exchange 2007 increases the maximum number of storage groups and databases substantially. You can create a maximum of 50 storage groups on each Exchange 2007 server, with up to a maximum of 50 databases.

The 64-bit architecture means that existing Exchange Server 2003 servers cannot be upgraded in-place. Instead, new 64-bit capable hardware must be purchased so that new Exchange 2007 servers can be deployed.
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Note: 

While you can put more than one database in a storage group, we recommend that you only use one database per storage group for maximum availability.

Optimized Database Engine and Cache

The database engine and cache in Exchange 2007 has been optimized for scalability. These changes also mean that reduced I/O throughput is needed. Larger memory systems allows for a larger amount of cache to be allocated to the Exchange store, which allows for the allocation of more cache on a user-by-user basis, thereby increasing the probability that data requested by the client will be serviced out of memory instead of by the disk subsystem.

In addition, the database page size has been increased from 4 kilobytes (KB) to 8 KB. An 8 KB page size means a greater probability that the contents of an entire message will be read during a single I/O operation, and that the messages contents can now be stored on a single page in the database.

New Transport Pipeline

In Exchange 2007, the transport pipeline is a collection of server roles, connections, components, and queues that work together to route all messages to a categorizer on a Hub Transport server inside the organization. The new transport engine can support a significantly larger number of messages than earlier versions of Exchange.

For more information about the new transport pipeline in Exchange 2007, see New Transport and Routing Functionality.

New High Availability and Clustering Functionality

This topic discusses the new high availability and clustering features in Microsoft Exchange Server 2007. These features include continuous replication and single copy clusters.

Continuous Replication

Continuous replication is present in two Exchange 2007 features that use built-in asynchronous replication technology to create a copy of a storage group and maintain the copy's currency through log shipping and replay. Replication facilitates this by applying the log files of a production database to a copy of that database. The two features that contain this technology are local continuous replication (LCR) and cluster continuous replication (CCR).


Local continuous replication   LCR lowers the total cost of ownership for Exchange 2007 by reducing the number of regular backups that are required for data protection. Although LCR does not eliminate the need to take backups (data backup are important to have if a disaster strikes), it does significantly reduce the need to take regular, daily full backups. LCR provides fast recovery with current data, as well as a single-server solution for transaction log copying and replaying.


Cluster continuous replication   CCR combines automatic management of redundancy and application-level data replication. CCR is a solution that can be deployed without a single point of failure in a single data center or between two data centers. Transaction log replication is used to copy the databases and maintain the concurrency of the data among cluster nodes. The scheduled outage functionality in CCR is designed to make sure that all log data on the active node is successfully copied to the passive node. Therefore, scheduled outages do not result in loss of data, even though replication occurs asynchronously.

Single Copy Clusters

A single copy cluster is a clustered mailbox server that uses shared storage to allow multiple servers to manage a single copy of the storage groups. This is similar to clustering in previous versions of Exchange Server. However, there are some significant changes and improvements that have been made.

In a single copy cluster, an Exchange 2007 mailbox server uses its own network identity, not the identity of any node in the cluster. This network identity is referred to as a clustered mailbox server. If the node running a clustered mailbox server experiences problems, the clustered mailbox server goes offline for a brief period until another node takes control of the clustered mailbox server and brings it online. This process is known as failover. The storage hosting the clustered mailbox server's storage groups and databases is hosted on shared storage that is available to each possible host node of the clustered mailbox server. As the failover happens, the storage associated with the clustered mailbox is logically disconnected from the failed node and placed under the control of the new host node of the clustered mailbox server.

New Exchange Database Functionality

Microsoft Exchange Server 2007 includes many improvements to the Exchange database architecture. Specifically, the improvements include the following: 


Volume Shadow Copy Service (VSS) improvements 


Public Folders No Longer Used for System Data


Added customization opportunities


Database architecture changes

Volume Shadow Copy Service

Exchange 2007 includes all the VSS features in Exchange Server 2003, and the new ability to restore Exchange data to an alternative location. In Exchange Server 2003, the Exchange VSS Writer component did not enable retargeting VSS restores to a location other than their original path. In Exchange 2007, you can restore VSS backups to alternative locations.

Public Folders No Longer Used for System Data

Exchange 2007 no longer uses public folders for services such as free and busy database, offline address books, and organizational forms. This means that, unless you have a content or application-based need for public folders, you do not have to deploy or maintain a public folder database.

Added Customization Opportunities

Exchange 2007 enables administrators to customize messages for size limits and quota overages. Exchange 2007 now provides mailbox and message send limitation settings to Outlook Web Access and Microsoft Outlook. Exchange 2007 also lets you customize these messages to make them more meaningful to the user. For example, you can customize the message to include the limits information, such as the user's current send and mailbox size limits and the current size of their mailbox.

Additionally, two other customizations are now possible:


The 32 KB rules limit has been increased to a default size of 64 KB per mailbox. The rule limit is now a customizable limit of up to 256 KB per mailbox.


Exchange 2007 includes MAPI as a protocol that can be allowed or disallowed on a per-mailbox basis. Earlier versions of Exchange only allowed administrators to restrict MAPI access at the Exchange store level. Exchange 2007 enables administrators to restrict MAPI access at the mailbox level.

Database Architecture Changes

The Exchange database architecture has changed in four significant respects:


The streaming database (.stm) file has been removed from Exchange 2007.


Longer log file names are used, thereby enabling each storage group to generate as many as 2 billion log files before log file generation must be reset.


Transaction log file size has been reduced from 5 MB to 1 MB to support the new continuous replication features in Exchange 2007.


The database page size has increased from 4 KB to 8 KB.

New Information Worker Functionality

Microsoft Exchange Server 2007 includes several feature and functionality improvements in the information worker area. These include improvements and enhancements to calendaring, resource management, the Out of Office feature, and messaging records management (MRM). This topic provides information about these Exchange 2007 information worker features.
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Important: 

Microsoft Exchange Server 2007 client support includes Office Outlook 2007, Microsoft Outlook 2003 and Microsoft Outlook 2002. While Outlook 2000 and earlier clients are compatible, they are not supported on Microsoft Exchange Server 2007. For more information about Outlook and Exchange compatibility, see Outlook and Exchange Server Compatibility.

Calendaring

The improved calendaring feature in Exchange 2007 helps resolve reliability issues, enhance the scheduling process, and encourage more sharing of calendar information. Overall, these improvements make Exchange and Microsoft Outlook calendaring a more reliable, powerful, and efficient tool for time management. 

Calendaring improvements have been made in the following areas.

Free/busy information

	Improvements include:


Up-to-date calendar information and secure free/busy information


Additional free/busy information categories, including Pending and Unavailable


New free/busy information metadata on titles and locations


Scheduling tools

	Improvements include:


Server processing of meeting updates


Optimal time and resource suggestions


Calendar sharing

	Improvements include:


Cross-forest sharing of calendars


Client caching of shared and delegate calendars


Meeting forward notifications

	Improvements include:


A notification is sent when a meeting request is forwarded


Meeting attendees are added to the calendar when the meeting notification is received


For more information about calendaring, see the following topics:


Managing Meeting Items

Managing the Availability Service
Resource Management

Resource management in Exchange 2007 provides a reliable resource management solution that maps to information worker goals and increases organizational productivity. 

Resource management improvements have been made in the following areas.

Booking and search services

	Improvements include:


Up-to-date resource


Integration with Office Outlook 2007 meeting request process


Ability to delegate management of resource policy to users using Outlook Web Access


Schedule management services

	Improvements include:


Policies and rules to control who can schedule and when they can schedule


Scheduling workflow supporting manual approval


Usage reporting and statistics


Enterprise-wide resource management services

	Improvements include:


Ability to create and manage resource schema


For more information about resource management, see Managing Resource Scheduling.

Out of Office Feature

Improvements to the Out of Office feature let information workers respond to important communications when they are out of the office. In Exchange 2007, information workers can now send separate Out of Office messages to internal and external senders. Information workers can also specify if external Out of Office messages are sent to all external senders or only to contacts. Additionally, the Out of Office feature lets information workers schedule Out of Office start and end times.

Out of Office improvements have been made in several areas.

Next-generation Out of Office feature

	Improvements include:


Information workers can schedule specific time periods when they will be out of the office.


Information workers can configure their Out of Office messages so that detailed information is returned to coworkers, but more generic information is returned to external contacts.


For privacy reasons, information workers can specify that their Out of Office messages be sent only to a limited set of external contacts.


Administrative control over Out of Office generation

	Improvements include:


Out of Office blocking is integrated with spam detection.


The Out of Office feature can now be configured to not send responses to senders of junk e-mail or Internet mailing lists.


Out of Office messages can be turned on or off on a per-user basis.


Administrator controls external domains to allow for external Out of Office messages, block external Out of Office messages, or treat the domain as internal so that internal Out of Office messages can be sent to that domain.


For more information about the Out of Office feature, see the Managing the Out of Office Feature.

Messaging Records Management

To comply with legal, regulatory, or business process requirements, many organizations must process, filter, modify, and archive e-mail messages that are transferred to and from their organization and the Internet and between people in the organization. Administrators can use the messaging records management (MRM) features in Exchange 2007 to help users and the organization keep the messages they need for business or legal reasons and to remove those they do not need. This is accomplished through the use of managed folders, which are Inbox folders to which retention policies have been applied. The administrator or the user places these managed folders in the user's Inbox, and then the user sorts messages into the managed folders according to organization policy. Messages placed in these managed folders are then periodically processed according to the retention policies. When a message reaches a retention limit, it can be archived, deleted, flagged for user attention, or simply logged. 

For more information about MRM, see Managing Messaging Records Management.

New Deployment Functionality

This section discusses the new deployment features in Microsoft Exchange Server 2007 and the changes in deployment from Microsoft Exchange Server 2003.

Exchange Server 2007 Setup Wizard

The Exchange Server 2007 Setup wizard includes prerequisite checks, Active Directory directory service preparation, and a user interface that is easy to use. For more information about how to use the Exchange Server 2007 Setup wizard, see the following:


How to Perform a Typical Installation Using Exchange Server 2007 Setup

How to Perform a Custom Installation Using Exchange Server 2007 Setup
Unattended Setup

To perform an unattended setup of Exchange 2007, you must run Setup from a command prompt. For detailed instructions about how to run setup to perform an unattended setup, see How to Install Exchange 2007 in Unattended Mode.

Active Directory Preparation

In Exchange 2007, setup includes the Active Directory preparation steps. You can prepare the Active Directory directory service and domain as part of the Exchange 2007 installation, or you can perform the Active Directory preparation steps separately before you install Exchange 2007. Preparing Active Directory includes the following:


Preparing permissions for any computers in your organization that are running Exchange 2000 Server or Exchange Server 2003


Extending the Active Directory schema


Creating the Exchange organization in the Active Directory 


Creating the Microsoft Exchange System Objects container for the domain


Creating the following Universal Security Groups (USGs) for Exchange:


Exchange Organization Administrators


Exchange Recipient Administrators


Exchange View-Only Administrators


Exchange Servers


ExchangeLegacyInterop


Setting permissions on the global Exchange configuration container, the Microsoft Exchange System Objects container, and the USGs


Initializing domain permissions by setting permissions for users, contacts, and groups to enable Exchange servers and Exchange administrators to access and manage needed attributes

To perform the Active Directory preparation, you must be a member of the Enterprise Admins and Schema Admins groups, and you must be a local administrator on the computer. To install Exchange you do not need to be a member of the Schema Admins group, but you must be a member of the Enterprise Admins group, and you must be a local administrator on the server on which you will install Exchange. 

Because the Active Directory preparation steps require a high level of permissions, you may want the administrator who performs these steps to be different from the administrator who installs Exchange. You also may want different administrators to run different steps of the Active Directory preparation. In this case, you can run Setup from a command prompt with one of the following parameters: 


/PrepareLegacyExchangePermissions

/PrepareSchema

/PrepareAD

/PrepareDomain

/PrepareAllDomains
Running Setup with any of the above parameters performs some of the Active Directory preparation steps, but it does not install Exchange. For more information about how to run Setup with the parameters to prepare Active Directory and domains, see How to Prepare Active Directory and Domains.
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Note: 

In Microsoft Exchange 2000 Server and Exchange Server 2003, you performed the Active Directory preparation steps by running setup /forestprep and setup /domainprep. Exchange 2007 does not have the /forestprep and /domainprep options.

Upgrade

You cannot perform an in-place server upgrade to Exchange 2007 on a server that has a previous version of Exchange installed. To upgrade an existing Exchange 2000 Server or Exchange Server 2003 organization, you must install a new Exchange 2007 server in the existing organization, and then move mailboxes from the previous version of Exchange to the new Exchange 2007 server. 

For more information about upgrading to Exchange 2007, see Upgrading to Exchange 2007.

New Development Functionality

This section describes the new functionality that is available for developing custom applications and extensions for Microsoft Exchange Server 2007. For more information about Exchange 2007 development functionality, see the Microsoft Exchange Server 2007 Software Development Kit.

Exchange Web Services

Exchange 2007 includes a new set of Web services that enable developers to interact with Exchange mailboxes and contents by using standard HTTP. Exchange Web Services provides access to the authenticated user's mailbox and the items in the mailbox. Applications can remotely access mail messages, handle meeting requests, look up users in the address book, and determine the availability of other users. 

Exchange Web Services enables in-house developers and systems integrators to create applications that enhance the Exchange experience, and facilitate the development of custom systems integration solutions.

Microsoft Exchange Server 2003 developers who currently use WebDAV, Collaboration Data Objects for Exchange 2000 Server (CDOEX), and the Exchange OLE DB (ExOLEDB) provider will find Exchange Web Services to be more robust, easier to use, and better able to handle Exchange-specific item types.

Exchange Web Services includes the following Web services:


Autodiscover   Provides configuration information for setting up client applications that connect to mailbox servers.


Availability   Provides free/busy data about a user's mailbox. The free/busy data is also used to identify suggested meeting times and provides client Out of Office (OOF) management functionality.


Messaging Records Management   Enables the assignment of Managed E-Mail folders to mailbox users.


Notification   Notifies the client application of events that are associated with a mailbox. The subscription model can be either push- or pull-based.


Synchronization   Provides a one-way synchronized cached copy of a user's folders and items.


Exchange Data Service   Provides the following features:


Functions to create, update, delete, copy, find, get, and move folders that are associated with a mailbox user, and also the ability to find items that are contained in a folder.


Access to the Exchange data store. A client application can create, update, delete, copy, get, move, and send items by using the Exchange Data Service Web service.


Ambiguous name resolution.


The ability to return the members of distribution list.


Access to attachments in the Exchange store.

For more information about Exchange Web Services, see the Microsoft Exchange Server 2007 SDK.

Transport Agents

The new Transport APIs in Exchange 2007 enable software developers to create Transport Agents. Transport Agents can be installed and enabled on computers that are running Exchange 2007 that have the Edge Transport or Hub Transport roles installed. Transport Agents have access to e-mail messages and their contents when the messages move through the transport services. For more information about Transport Agents, see the Microsoft Exchange Server 2007 SDK.

Exchange Managed APIs

The Exchange .NET Framework Extensions provide useful classes and data structures that enable you to access and manipulate the various parts of e-mail messages. The Exchange .NET Framework Extensions includes the following namespaces:


Microsoft.Exchange.Data.Mime   Enables stream-based and DOM-based access to Multipurpose Internet Mail Extensions (MIME) data, including the ability to filter MIME content.


Microsoft.Exchange.Data.TextConverters   Provides classes and data structures that enable custom filtering of e-mail body content and conversion between several different formats, including HTML, RTF, and plain text.


Microsoft.Exchange.Data.iCalendar and Microsoft.Exchange.Data.Tnef   Provide classes and data structures that let you read and write calendar items for appointments, meetings, and events.


Microsoft.Exchange.Data.Encoders   Provides classes and data structures that let you easily convert the encoding of an e-mail message.

For more information about the Exchange .Net Framework Extensions, see the Microsoft Exchange Server 2007 SDK.

Exchange Management Shell

The Exchange Management Shell is a command-line management interface that can be used for server administration in an Exchange 2007 organization. The Exchange Management Shell provides interfaces and objects that are used to develop applications that manage Exchange. For more information about the Exchange Management Shell, see the Microsoft Exchange Server 2007 SDK.

Discontinued Features and De-Emphasized Functionality

This section discusses the components, features, or functionality that has been removed, discontinued, or replaced in Microsoft Exchange Server 2007.

Components or Features Replaced or Removed

There are several features found in earlier versions of Microsoft Exchange Server that have been removed from Exchange 2007. In some cases, comparable features and functionality are available from other Microsoft products. Table 9 lists the architecture-related components or features that have been replaced or removed.
Architecture Features

Table 9   Architecture-related components or features that have been removed or replaced
	Feature
	Comments and mitigation

	Routing groups
	Exchange 2007 uses Active Directory site-based routing. Routing groups are no longer needed.

	Administrative groups
	Exchange 2007 uses the Exchange 2007 split permissions model that is based on Universal Security Groups (USGs).

	Intelligent Message Filter
	Exchange 2007 uses anti-spam agents in the Hub Transport and Edge Transport server roles.

	Link state routing
	Exchange 2007 uses Active Directory site-based routing. Link state routing is not used.

	Routing objects
	Exchange 2007 uses Active Directory site-based routing. Routing objects are no longer used.

	Network-attached storage
	Exchange 2007 supports Internet SCSI (iSCSI).

	Exchange Installable File System (ExIFS)
	Exchange Web Services or MAPI enable you to perform the necessary tasks.

	Event service
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality.


Recipient-Related Features

Table 10 lists the recipient-related components or features that have been removed or replaced.
Table 10   Recipient-related components or features that have been removed or replaced
	Feature
	Comments and mitigation

	Exchange extensions in Active Directory Users and Computers
	Recipient management is included in the Exchange Management Console in Exchange 2007.

	Microsoft Exchange Server Mailbox Merge Wizard (ExMerge.exe)
	The Exchange Management Shell Export-Mailbox cmdlet or the Move Mailbox Wizard can be used to perform the necessary mailbox tasks.

	Recipient Update Service (RUS)
	Use the Update-AddressList and Update-EmailAddressPolicy Exchange Management Shell cmdlets. To replace the full functionality of RUS, you can schedule these Exchange Management Shell commands by using the Task Scheduler in Microsoft Windows Server 2003.


Exchange Server 5.5 Features

Table 11 lists the Exchange Server 5.5 components or features that have been removed or replaced.
Table 11   Exchange Server 5.5 features that have been removed or replaced
	Feature
	Comments and mitigation

	Installing Exchange Server 5.5 into an Exchange 2007 organization
	Move the mailboxes from Exchange Server 5.5 to Exchange 2000 or Exchange 2003, and then move them to your Exchange 2007 servers by using Exchange Management Shell cmdlets or the Move Mailbox Wizard.

	Support for Exchange Server 5.5 in the same forest as Exchange 2007
	Move the mailboxes from Exchange Server 5.5 to Exchange 2000 or Exchange 2003, and then move them to your Exchange 2007 servers by using Exchange Management Shell cmdlets or the Move Mailbox Wizard.

	Installing Exchange 2007 into an organization that contains computers that are running Exchange Server 5.5
	Move the mailboxes from Exchange Server 5.5 to Exchange 2000 or Exchange 2003. Install Exchange 2007, and then move the mailboxes to your Exchange 2007 servers by using Exchange Management Shell cmdlets or the Move Mailbox Wizard.

	Active Directory Connector (ADC)
	Exchange 2007 does not directly interoperate with Exchange Server 5.5.

	Site Replication Service (SRS)
	Exchange 2007 does not directly interoperate with Exchange Server 5.5.


Mobile Access Features

Table 12 lists the mobile access components or features that have been removed or replaced.
Table 12   Mobile Access features that have been removed or removed
	Feature
	Comments and Mitigation

	Outlook Mobile Access
	Switch to Exchange ActiveSync.

	Outlook Mobile Access Browse
	Use a hardware device that supports Exchange ActiveSync.

	Exchange ActiveSync: SMS Always-Up-To-Date
	Switch to Direct Push technology.

	Exchange ActiveSync: S/MIME abilities
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality.


Outlook Web Access Features

Table 13 lists the Outlook Web Access components or features that have been removed or replaced.
Table 13   Outlook Web Access features that have been removed or replaced
	Feature
	Comments and mitigation

	S/MIME control
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality

	Rules, post forms, monthly calendar view
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality

	Custom forms
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality

	Editing personal distribution lists
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality

	URL commands except for free/busy, galfind, navbar, and contents
	Use Exchange Web Services

	Public folder access
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality

	Exchange Web forms
	Use Outlook Web Access custom forms


Public Folder Features

Table 14 lists the public folder components or features that have been removed or replaced.
Table 14   Public folder features that have been removed or replaced
	Feature
	Comments and mitigation

	Public folder graphical user interface (GUI) management
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality.

	Non-MAPI top-level hierarchies in a public folder store
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality.

	Public folder access by using Network News Transfer Protocol (NNTP)
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality.

	Public folder access by using IMAP4
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality.


Protocol Features

Table 15 lists the protocol-related components or features that have been removed or replaced.
Table 15   Protocol-related features that have been removed or replaced
	Feature
	Comments and mitigation

	NNTP
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality.

	POP3 or IMAP4 graphical user interface (GUI) management
	Use Exchange Management Shell cmdlets.

	X.400 Message Transfer Agent (MTA)
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality.

	SMTP virtual server instances
	Use Exchange 2007 SMTP connectors.


Connector Features

Table 16 lists the connector-related components or features that have been removed or replaced.
Table 16   Connector-related features that have been removed or replaced
	Feature
	Comments and mitigation

	Microsoft Exchange Connector for Novell GroupWise and migration tools
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality.

	Microsoft Exchange Connector for Lotus Notes
	Use the appropriate tools for coexisting and migrating from Lotus Notes available at the Resources for Moving to the Microsoft Collaboration Platform Web site.


High Availability Features

Table 17 lists the high availability-related components or features that have been removed or replaced.
Table 17   High availability feature replaced or removed
	Feature
	Comments and mitigation

	Active/active clustering
	Switch to active/passive clustering.


APIs and Development Features

Table 18 lists the APIs and development features that have been removed or replaced.
Table 18   APIs and development features that have been removed or replaced
	Feature
	Comments and mitigation

	Transport event hooks
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality.

	Workflow Designer that was included with the Exchange 2003 SDK
	Use Windows Workflow Services (WWS).

	Collaboration Data Objects (CDO) for Workflow that was included with Exchange 2003.
	Use Windows Workflow Services (WWS).

	Microsoft Collaboration Data Objects for Exchange Management (CDOEXM)
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality.

	Exchange Windows Management Instrumentation (WMI) classes
	Retain a computer that is running Exchange 2000 or Exchange 2003 in the Exchange 2007 organization if you need this functionality.

	MAPI client and CDO 1.2.1 on the Exchange installation
	Exchange 2007 no longer depends on these components. They are a separate component that will be available for download. For more information about how to download the required components, see Microsoft Exchange Server MAPI Client and Collaboration Data Objects 1.2.1


Tools and Management Features

Table 19 lists the tools and management features that have been removed or replaced.
Table 19   Tools and management features that have been removed or replaced
	Feature
	Comments and mitigation

	Monitoring and status node
	Use a monitoring solution such as Microsoft Operations Manager.

	Message Tracking Center node and tracking mechanism
	Use the Exchange Server Mail Flow Analyzer.

	Mailbox Recovery Center
	Use the Exchange Server Disaster Recovery Analyzer.

	Mailbox Management Service
	Use Messaging Records Management.

	Clean Mailbox tool
	Use the export-mailbox Exchange Management Shell cmdlet.

	Migration Wizard
	Use the move-mailbox Exchange Management Shell cmdlet or the Exchange Server 2007 Move Mailbox Wizard to migrate from Exchange Server 2003 or Exchange 2000 Server to Exchange 2007. If you are migrating by using migration files or if you are migrating from Exchange 5.5, Novell GroupWise, Internet Directory (LDAP via ADSI), or Internet Mail (IMAP4), you must migrate to Exchange Server 2003 by using the Exchange 2003 Migration Wizard, and then migrate from Exchange 2003 to Exchange Server 2007. When you migrate from Lotus Notes, you can use the appropriate tools for migrating from Lotus Notes that are available at the Resources for Moving to the Microsoft Collaboration Platform Web site.

	ExProfRe
	Use the Autodiscover service.

	Inter-Organization Replication tool
	If you are using Microsoft Office Outlook 2007 to access e-mail, you can use the Availability service to share free/busy data across forests. The Availability service is supported only for Outlook 2007 clients. If you are using any other versions of Outlook, you must install an Exchange 2000 or Exchange 2003 server into the Exchange 2007 organization and use the Microsoft Exchange Inter-Organization Replication tool to synchronize free/busy data across multiple forests.


De-emphasized Functionality

There are legacy Exchange features that are now being de-emphasized in Exchange 2007:


Public folders - Free/busy calendaring functionality is provided by the Availability service. If you need additional functionality, migrate to SharePoint Portal Server or a similar product.


Proxy address generators - Use the Exchange Management Shell.


CDO 1.2.1 - This functionality is provided by the Exchange Web Services.


MAPI32 - This functionality is provided by the Exchange Web Services.


CDOEX (CDO 3.0) - This functionality is provided by the Exchange Web Services.


Exchange WebDAV extensions - This functionality is provided by the Exchange Web Services.


ExOLEDB - This functionality is provided by the Exchange Web Services.


Store events - This functionality is provided by the Notification Web service.


Streaming backup APIs.


Exchange 2003 Virus Scanning Application Programming Interface (VSAPI).

Terminology Changes in Exchange 2007

Microsoft Exchange Server 2007 contains several new features. There are also several features that have been enhanced, renamed, or that no longer exist. This section provides a roadmap for administrators to understand the various terminology changes in Exchange 2007.

Exchange Terminology Roadmap

Table 20 provides a list of the terminology changes among various versions of Microsoft Exchange. Although this table does not include every feature, it can serve as a starting place to help you locate the features that you are looking for.

Table 20   Terminology changes in Exchange 2007

	Exchange Server 5.5
	Exchange 2000 Server
	Exchange Server 2003
	Exchange Server 2007

	Internet Mail connector
	SMTP connector
	SMTP connector
	Connectors

	Sites
	Routing groups
	Routing groups
	Active Directory sites

	Site connector
	Routing Group connector
	Routing Group connector
	Active Directory IP Site Links

	Directory Service
	Link state routing
	Link state routing
	Handled through the Active Directory directory service 

	Exchange Administrator
	Exchange System Manager
	Exchange System Manager
	Exchange Management Console

	Custom Recipient
	Mail-enabled contact 
	Mail-enabled contact
	Mail-enabled contact

	Message transfer agent (MTA)
	SMTP Routing Engine
	SMTP Routing Engine
	Hub or Edge Transport service

	Unavailable
	RTC Services
	Unavailable
	Unavailable

	Unavailable
	M Drive
	Unavailable
	Unavailable

	Internet Mail Service
	SMTP virtual servers
	SMTP virtual servers
	SMTP Receive Connectors

	Site addressing
	Recipient policies
	Recipient policies
	E-mail address policies

	Windows NT 4.0 clustering (shared storage)
	Active/Active or Active/passive cluster (shared storage)
	Active/passive cluster (shared storage)
	Single copy cluster (SCC)

	Unavailable
	Unavailable
	Unavailable
	Cluster continuous replication (CCR)

	Unavailable
	Unavailable
	Unavailable
	Local continuous replication (LCR)

	Manual synchronization
	Manual synchronization
	Always Up To Date
	Direct Push

	Handled by recipient creation process
	Recipient Update Service
	Recipient Update Service
	Handled by recipient creation process

	Free/busy public folder
	Free/busy public folder
	Free/busy public folder
	Availability service


For More Information

For more information about the features in Exchange 2007, see the following: 


Managing Connectors

Planning to Use Active Directory Sites for Routing Mail

Using the Exchange Management Console

How to Create a New Mail Contact

Cluster Continuous Replication

Local Continuous Replication

Understanding Direct Push
Overview

Microsoft Exchange Server 2007 is the newest Microsoft Exchange product. Exchange 2007 provides many significant improvements in Exchange Server messaging. Exchange 2007 builds extensively on the technologies of earlier versions of Microsoft Exchange, and includes many new features and improvements to provide a more secure, flexible, and scalable messaging system than ever. This section provides an overview of Exchange 2007 and the information necessary to start using Exchange 2007.

Getting Started with Exchange Server 2007

This section provides an overview of the Exchange 2007 server roles and introduces some of the new features that are available with each server role. This will help you start to plan planning and deploying your Exchange 2007 messaging infrastructure:

Figure 3 shows the some of the features for each Exchange 2007 server role.

Figure 3   New features by server role
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For more information about each new server role, see the following:


Client Access Server Role: Overview

Edge Transport Server Role: Overview

Hub Transport Server Role: Overview

Mailbox Server Role: Overview

Unified Messaging Server Role: Overview

Development: Overview

Topologies: Overview
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Note: 

In a Microsoft Small Business Server environment where all the Exchange 2007 server roles are installed on a single server, you cannot install the Edge Transport server role. In this scenario, the server can be configured as an Internet-facing Hub Transport server and will provide the anti-spam and antivirus features that would be added by the Edge Transport server role.

Exchange Server 2007 and Windows Server 2003

Exchange 2007 was designed specifically to work with Microsoft Windows Server 2003. Running Exchange 2007 on Windows Server 2003 provides several benefits, such as improved memory allocation, reduced Active Directory replication traffic, and rollback of Active Directory changes. Running Exchange 2007 on Windows Server 2003 also lets you take advantage of new features, such as the Volume Shadow Copy Service (VSS) and cross-forest Kerberos authentication.

When you combine it with Windows Server 2003 and Microsoft Office Outlook 2007, Exchange 2007 provides an end-to-end messaging system that is more scalable, manageable, and secure than in the past.

Audience Prerequisite Knowledge

To correctly plan and deploy Exchange 2007, you must complete prerequisites and be familiar with certain technologies. You should understand how Microsoft Exchange and the Microsoft Windows Server 2003 operating system work together. You should also understand the relationships between Windows Server 2003 and Exchange sites and domains, domain controllers, global catalog servers, and Exchange administrative and routing groups.

The topics included in the Exchange 2007 Help are designed for information technology professionals who are responsible for deploying and operating Exchange Server messaging systems for their organizations. Such professionals may be in the following roles:


System administrators   Responsible for planning and deploying technology across Windows and Exchange servers.


Messaging administrators   Responsible for implementing and managing organizational messaging.

For More Information


For more information about how to plan an Exchange 2007 infrastructure, see Planning and Architecture.


For more information about how to deploy Exchange 2007, see Deployment.

Client Access Server Role: Overview

In Microsoft Exchange Server 2007, there are five server roles that you can install and then configure on a computer that is running Microsoft Windows Server 2003. This section provides an overview of the Client Access server role. The Client Access server role supports the Microsoft Outlook Web Access and Microsoft Exchange ActiveSync client applications and the Post Office Protocol version 3 (POP3) and Internet Message Access Protocol version 4rev1 (IMAP4) protocols. The Client Access server role also supports services, such as the Autodiscover service and Web services.

The Client Access server role accepts connections to your Exchange 2007 server from a variety of different clients. Software clients such as Microsoft Outlook Express and Eudora use POP3 or IMAP4 connections to communicate with the Exchange server. Hardware clients, such as mobile devices, use ActiveSync, POP3, or IMAP4 to communicate with the Exchange server. The Client Access server role is required in every Exchange Server 2007 organization. 

For more information about the new client features in Exchange Server 2007, see New Client Functionality.

Outlook Web Access

Outlook Web Access in Exchange Server 2007 lets you access your e-mail from any Web browser. Outlook Web Access has been redesigned in Exchange Server 2007 to enhance the user experience and productivity in many ways. New features, such as smart meeting booking, Microsoft Windows SharePoint Services and Universal Naming Convention (UNC) file share integration, and improvements in reminders and the address book, give you a rich user experience from any computer that has a Web browser. There are two versions of Outlook Web Access included in Exchange Server 2007: the full-featured Premium Outlook Web Access client and the new Outlook Web Access Light client. Outlook Web Access Light is designed to optimize your Outlook Web Access experience for mobile devices and slower connections. 

For more information about Outlook Web Access, see the following:


Managing Outlook Web Access

Overview of Outlook Web Access
Exchange ActiveSync

Exchange ActiveSync lets you synchronize data between your mobile device and Exchange 2007. You can synchronize e-mail, contacts, calendar information, and tasks. Devices that run Microsoft Windows Mobile® software, including Windows Mobile powered Pocket PC 2002, Windows Mobile powered Pocket PC 2003, and Windows Mobile 5.0, are all supported.

If you use a device that has Windows Mobile 5.0 and the Messaging Security and Feature Pack (MSFP) installed, your mobile device will support Direct Push. Direct Push is a technology that is built into Exchange ActiveSync that keeps a mobile device continuously synchronized with an Exchange mailbox.

For more information about Exchange ActiveSync, see the following:


Overview of Exchange ActiveSync

Deploying Exchange ActiveSync

Managing Exchange ActiveSync
POP3 and IMAP4

Besides supporting MAPI and HTTP clients, Exchange Server 2007 supports POP3 and IMAP4 clients. By default, POP3 and IMAP4 are installed when you install the Client Access server role. However, the services that are needed to support POP3 and IMAP4 are disabled. To use POP3 and IMAP4, you must start the POP3 and IMAP4 services. 

For more information about POP3 and IMAP4, see the following:


How to Start and Stop POP3 Service

How to Start and Stop IMAP4 Service
Edge Transport Server Role: Overview
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Note: 

In pre-release versions of Microsoft Exchange Server 2007, the Edge Transport server role was referred to as the Gateway server role.

In Exchange 2007, the Edge Transport server role is deployed in your organization's perimeter network as a stand-alone server. Designed to minimize the attack surface, the Edge Transport server handles all Internet-facing mail flow, which provides Simple Mail Transfer Protocol (SMTP) relay and smart host services for the Exchange organization. Additional layers of message protection and security are provided by a series of agents that run on the Edge Transport server and act on messages as they are processed by the message transport components. These agents support the features that provide protection against viruses and spam and apply transport rules to control message flow.

The computer that has the Edge Transport server role installed doesn't have access to the Active Directory directory service. All configuration and recipient information is stored in the Active Directory Application Mode (ADAM) directory service. To perform recipient lookup tasks, the Edge Transport server requires data that resides in Active Directory. EdgeSync is a collection of processes that are run on a computer that has the Hub Transport server role installed to establish one-way replication of recipient and configuration information from Active Directory to the ADAM instance on an Edge Transport server. The Microsoft Exchange EdgeSync service copies only the information that is required for the Edge Transport server to perform anti-spam configuration tasks and the information about the connector configuration that is required to enable end-to-end mail flow. The Microsoft Exchange EdgeSync service performs scheduled updates so that the information in ADAM remains current. 

You can install more than one Edge Transport server in the perimeter network. Deploying more than one Edge Transport server provides redundancy if a server fails. You can load-balance SMTP traffic to your organization between Edge Transport servers by using Domain Name System (DNS) round robin, a simple mechanism that is used by DNS servers to share and distribute loads for network resources. You can achieve consistency in configuration between multiple Edge Transport servers by using cloned configuration scripts. Additionally, an Edge Transport server template is provided for use with the Microsoft Windows Server 2003 Service Pack 1 Security Configuration Wizard to help configure Windows Server 2003 at the appropriate role-based security level.

The message-processing scenarios that you can manage on the Edge Transport server role are described in the following sections.

Internet Mail Flow

Servers that run the Edge Transport server role accept messages that come into the Exchange 2007 organization from the Internet. After the messages are processed by the Edge Transport server, they are routed to Hub Transport servers inside the organization.

All messages that are sent to the Internet from the organization are routed to Edge Transport servers after the messages are processed by the Hub Transport server. You can configure the Edge Transport server to use DNS to resolve Mail Exchanger (MX) resource records for external SMTP domains, or you can configure the Edge Transport server to forward messages to a smart host for DNS resolution.

For more information about mail flow, see Transport Architecture.

Anti-Spam and Antivirus Protection

In Exchange 2007, the anti-spam and antivirus features provide services to block viruses and spam, or unsolicited commercial e-mail, at the network perimeter. Most viruses use spam-like tactics to gain access to your organization and to entice users to open an e-mail message. If you can filter out most of your spam, you are also more likely to capture viruses before they enter your organization.

Spammers use a variety of techniques to send spam into your organization. Servers that run the Edge Transport server role help prevent users in your organization from receiving spam by providing a collection of agents that work together to provide different layers of spam filtering and protection. Establishing tarpitting intervals on connectors makes e-mail harvesting attempts ineffective.

For more information about the anti-spam and antivirus features in Exchange 2007, see New Anti-Spam and Antivirus Functionality.

Edge Transport Rules

Edge Transport rules are used to control the flow of messages that are sent to or received from the Internet. The Edge Transport rules help protect corporate network resources and data by applying an action to messages that meet specified conditions. These rules are configured for each server. Edge Transport rule conditions are based on data, such as specific words or text patterns in the message subject, body, header, or From address, the spam confidence level (SCL), or attachment type. Actions determine how the message is processed when a specified condition is true. Possible actions include quarantine of a message, dropping or rejecting a message, appending additional recipients, or logging an event. Optional exceptions exempt particular messages from having an action applied.

For more information about the Edge Transport rules, see Overview of Transport Rules.

Address Rewriting

You use address rewriting to present a consistent appearance to external recipients of messages from your Exchange 2007 organization. You configure the Address Rewriting agent on the Edge Transport server role to enable the modification of the SMTP addresses on inbound and outbound messages. Address rewriting is especially useful when a newly merged organization that has several domains wants to present a consistent appearance of e-mail addresses to external recipients.

For more information about address rewriting, see Planning for Address Rewriting.

For More Information

For more information about the Edge Transport server role, see the following:


Edge Transport

Deploying Server Roles

Managing Transport Servers
Hub Transport Server Role: Overview

In Microsoft Exchange Server 2007, the Hub Transport server role is required.
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Note: 

In pre-release versions of Exchange 2007, the Hub Transport server role was referred to as the Bridgehead server role.

Deployed inside your Active Directory directory service forest, the Hub Transport server role handles all mail flow inside the organization, applies transport rules, applies journaling policies, and delivers messages to a recipient's mailbox. Messages that are sent to the Internet are relayed by the Hub Transport server to the Edge Transport server role that is deployed in the perimeter network. Messages that are received from the Internet are processed by the Edge Transport server before they are relayed to the Hub Transport server. If you do not have an Edge Transport server, you can configure the Hub Transport server to relay Internet messages directly. You can also install and configure the Edge Transport server agents on the Hub Transport server to provide anti-spam and antivirus protection inside the organization.

The Hub Transport server role stores all its configuration information in Active Directory. This information includes transport rules settings, journal rule settings, and connector configurations. Because this information is stored in Active Directory, you can configure settings one time, and then those settings are applied by every Hub Transport server in the organization.

You can install the Hub Transport server role on the same hardware with any other non-clustered internal server role or on a server that is dedicated to the Hub Transport server role. You must deploy a Hub Transport server role in each Active Directory site that contains a Mailbox server role. Deploying more than one Hub Transport server per site provides redundancy if a server fails. When you install more than one Hub Transport server in an Active Directory site, the connections are distributed.

The message-processing scenarios that you can manage on the Hub Transport server role are described in the following sections.

Internal Mail Flow

The Hub Transport server role processes all messages that are sent inside the Exchange 2007 organization before the messages are delivered to a recipient's Inbox or are routed to users outside the organization. There are no exceptions to this behavior; messages are always passed through a server that runs the Hub Transport server role.

Messages are submitted to the Hub Transport server in three ways: through Simple Mail Transfer Protocol (SMTP) submission, from the Pickup directory, or when a user inside the organization sends a message, and that message is picked up from the user's Outbox by the store driver, a software component of the Hub Transport server that delivers inbound messages to Exchange stores, the databases that contain public folder and mailbox stores.

When messages are submitted to the Hub Transport server, they are processed by the categorizer. The categorizer is a component of Exchange transport that processes all inbound messages and determines what to do with the messages based on information about the intended recipients. In Exchange 2007, the Hub Transport server uses the categorizer to expand distribution lists and to identify alternative recipients and forwarding addresses. After the categorizer retrieves full information about the recipients, it uses that information to apply policies, route the message, and perform content conversion. Messages are then delivered locally by the store driver to a recipient's mailbox, or they are delivered remotely by using SMTP to send messages to another transport server. Messages that are sent by users in your organization are picked up from the sender's Outbox by the store driver and are put in the Submission queue on a server that runs the Hub Transport server role. For more information, see Transport Architecture.

Messaging Policy and Compliance Features

A collection of transport agents lets you configure rules and settings that are applied as messages enter and leave the mail flow components. You can create messaging policy and rule settings that are designed to meet different regulations and that can easily be changed to adapt to your organization's requirements. The transport-based messaging policy and compliance features include server-based rules that you configure to enforce your organization's compliance scenarios and the Journaling agent that acts to enforce message retention. For more information, see Planning for Hub Transport Features.

Anti-Spam and Antivirus Protection

The Exchange 2007 Built-in Protection features provide anti-spam and antivirus protection for messages. Although these Built-in Protection features are designed for use in the perimeter network on the Edge Transport server role, the Edge Transport agents can also be configured on the Hub Transport server. By default, these agents are not enabled on the Hub Transport server role. To use the anti-spam features on the Hub Transport server, you must register the agents in a configuration file and enable the features that you want to use by running a provided Exchange Management Shell script. You install and enable the antivirus agent in a separate operation. For more information, see Planning for Anti-Spam and Antivirus Features.

For More Information

For more information about how to plan for the Hub Transport server role and the features that this role provides, see the following:


Planning for Hub Transport Servers

Transport Architecture

New Messaging Policy and Compliance Features

New Anti-Spam and Antivirus Functionality
Mailbox Server Role: Overview

In Microsoft Exchange Server 2007, there are five server roles that you can install and then configure on a computer that is running Microsoft Windows Server 2003. This section provides an overview of the Mailbox server role.

The Mailbox server role hosts mailbox databases, which contain users' mailboxes. If you plan to host user mailboxes, public folders, or both, the Mailbox server role is required. 

In Exchange Server 2007, the Mailbox server role integrates with the Active Directory directory service better than the mailbox features and functionality in earlier versions of Exchange. This improved integration makes deployment and operation tasks much easier. The Mailbox server role also improves the information worker experience by providing richer calendaring functionality, resource management, and offline address book downloads.

For More Information


For more information about the features and functionality of the Mailbox server role, see Mailbox.


For information about deploying the Mailbox server role, see Deploying Server Roles.


For information about managing the Mailbox server role, see Managing Mailbox Features.

Unified Messaging Server Role: Overview

In Microsoft Exchange Server 2007, the Unified Messaging server role is one of several server roles that you can install and then configure on a computer that is running Microsoft Windows Server 2003. The concept of Unified Messaging is new to the Exchange product line, and its introduction brings with it new telephony concepts that may not be familiar to an Exchange administrator.

Exchange Server 2007 Unified Messaging combines voice messaging, fax, and e-mail into one Inbox, which can be accessed from the telephone and the computer. Unified Messaging integrates Exchange Server 2007 with the telephony network in your organization and brings the features found in Unified Messaging to the core of the Exchange Server product line. 


For more information about Unified Messaging, see Unified Messaging.


For more information about how to plan for Unified Messaging, see Planning for Unified Messaging Servers.


For more information about how to deploy Unified Messaging, see Deploying Server Roles.


For more information about how to manage Unified Messaging, see Managing Unified Messaging
Development: Overview

This section describes the functionality that is available for developing custom applications and extensions for Microsoft Exchange Server 2007. For more information about Exchange 2007 development functionality, see the Microsoft Exchange Server 2007 Software Development Kit.

Developing with the Exchange Management Shell

The Exchange Management Shell is a command-line management interface that can be used for server administration in an Exchange 2007 organization. The Exchange Management Shell provides interfaces and objects that are used to develop applications that manage Exchange. For more information about the Exchange Management Shell, see the Microsoft Exchange Server 2007 SDK.

Developing with Transport Agents

The new Transport APIs in Exchange 2007 enable software developers to create Transport Agents. Transport Agents can be installed and enabled on computers that are running Exchange 2007 that have the Edge Transport or Hub Transport roles installed. Transport Agents have access to e-mail messages and their contents when the messages move through the transport services. For more information about Transport Agents, see the Microsoft Exchange Server 2007 SDK.

Developing with Exchange Web Services

Exchange Web Services is a programmable interface that enterprise and independent software developers can use to provide client access to Exchange store data and information management functions. Exchange Web Services handles Simple Object Access Protocol (SOAP) messages sent over HTTP. By using Exchange Web Services, you can improve the efficiency of administrators and information workers in your organization. 

Exchange Web Services improves programmable access to core business data and functions. By using industry-standard technology, Exchange Web Services provides heterogeneous servers and clients access to the same business-critical data. Exchange Web Services includes the following Web services:


Autodiscover   Provides configuration information for setting up client applications that connect to mailbox servers.


Availability   Provides free/busy data about a user's mailbox. The free/busy data is also used to identify suggested meeting times and provides client Out of Office (OOF) management functionality.


Messaging Records Management   Enables the assignment of Managed E-Mail folders to mailbox users.


Notification   Notifies the client application of events that are associated with a mailbox. The subscription model can be either push- or pull-based.


Synchronization   Provides a one-way synchronized cached copy of a user's folders and items.


Exchange Data Service   Provides the following features:


Functions to create, update, delete, copy, find, get, and move folders that are associated with a mailbox user, and also the ability to find items that are contained in a folder.


Access to the Exchange data store. A client application can create, update, delete, copy, get, move, and send items by using the Exchange Data Service Web service.


Ambiguous name resolution.


The ability to return the members of distribution list.


Access to attachments in the Exchange store.

For more information about Exchange Web Services, see the Microsoft Exchange Server 2007 SDK.

Developing with the Exchange .NET Framework Extensions

The Exchange .NET Framework Extensions provide useful classes and data structures that enable you to access and manipulate the various parts of e-mail messages. The Exchange .NET Framework Extensions includes the following namespaces: 


Microsoft.Exchange.Data.Mime   Enables stream-based and DOM-based access to Multipurpose Internet Mail Extensions (MIME) data, including the ability to filter MIME content.


Microsoft.Exchange.Data.TextConverters   Provides classes and data structures that enable custom filtering of e-mail body content and conversion between several different formats, including HTML, RTF, and plain text.


Microsoft.Exchange.Data.iCalendar and Microsoft.Exchange.Data.Tnef   Provide classes and data structures that let you read and write calendar items for appointments, meetings, and events.


Microsoft.Exchange.Data.Encoders   Provides classes and data structures that let you easily convert the encoding of an e-mail message.

For more information about the Exchange .Net Framework Extensions, see the Microsoft Exchange Server 2007 SDK.

Developing with Exchange Server 2003 Legacy Technologies

The following development technologies have been replaced at least in part by development technologies provided by Exchange 2007:


Collaboration Data Objects for Exchange 2000 Server (CDOEX)


Collaboration Data Objects for Exchange Management (CDOEXM)


CDO for Workflow (CDOWF)


MAPI


Exchange OLE DB (ExOLEDB) provider


Web Distributed Authoring and Versioning (WebDAV)


Exchange store event sinks

For more information about Exchange legacy development technologies, see the Microsoft Exchange Server 2007 SDK.

CDOEX

CDOEX is used to develop messaging applications. CDOEX is used in applications that use messaging to send and process the following:


E-mail


Calendar and contact information


Access to mailboxes and public folders

[image: image17.png]


Note: 

CDOEX can only be run on a computer on which Microsoft Exchange is installed.

CDOEX is de-emphasized in Exchange 2007. We recommend you develop new messaging applications using the Exchange Web Services, and migrate existing applications whenever feasible.

CDOEXM

CDOEXM is used to develop applications that manage the Exchange store. CDOEXM is not available in Exchange 2007 and has been replaced by the Exchange Management Shell.

CDOWF

CDOWF is used to develop applications that create and manage workflows by using the Exchange store. CDOWF is not available in Exchange 2007 and has been replaced by Windows Workflow Foundation.

MAPI

MAPI is used to develop applications that access items and folders within public and private stores. MAPI is de-emphasized in Exchange 2007. New applications should use Exchange Web Services, and developers should migrate applications to Exchange Web Services whenever feasible.

ExOLEDB

The ExOLEDB provider is used to develop messaging applications. The ExOLEDB provider is used by programmers to access the Exchange store by using OLE DB and ActiveX Data Objects (ADO). Items in the store are accessed by using Structured Query Language (SQL) queries.
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Note: 

ExOLEDB cannot be used remotely.

ExOLEDB is de-emphasized in Exchange 2007. We recommend that you develop new messaging applications using Exchange Web Services, and migrate existing applications when feasible.

WebDAV

WebDAV is used to develop messaging applications. WebDAV provides access to folders, items, and item properties in the Exchange store. WebDAV can remotely access Exchange. WebDAV is de-emphasized in Exchange 2007. We recommend that you develop new messaging applications using Exchange Web Services, and migrate existing applications when feasible.

Exchange Store Event Sinks

Exchange store event sinks are used to build procedures that react to events in the Exchange store. The Notification Web service provides an alternative to this technology.

SMTP and NNTP Protocol Event Sinks

Microsoft Exchange Server 2007 includes a completely new SMTP protocol and transport stack, and does not include any NNTP service. Installing Microsoft Exchange Server 2007 replaces the Windows SMTP and NNTP services. Therefore, the SMTP and NNTP protocol event sinks are no longer available using the CDOEX API.

Topologies: Overview

You can classify your Microsoft Exchange organization in the following three ways:

Logical topology

	A logical topology refers to the Active Directory directory service forest structure. For more information about logical topologies, see Logical Topologies.


Physical topology

	The physical topology refers to the physical sites and computers in your Exchange organization. For more information about physical topologies, see Physical Topologies.


Exchange organization topology

	The Exchange organization topology refers to the Exchange server roles and how you position them within the physical and logical topologies. Your Exchange organization should fit into one of the following predefined Exchange organization topologies:


Simple Exchange organization


Standard Exchange organization


Large Exchange organization


Complex Exchange organization

For more information about Exchange topologies, see the following: 


Planning for a Simple Exchange Organization

Planning for a Standard Exchange Organization

Planning for a Large Exchange Organization

Planning for a Complex Exchange Organization


Examples of Exchange Organization Topologies

The following figures show examples of the four predefined Exchange organization topologies.

Figure 4   Simple Exchange organization with a single server
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Figure 5   Simple Exchange organization with multiple servers
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Figure 6   Standard Exchange organization
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Figure 7   Large Exchange organization
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Figure 8   Complex Exchange organization with an Exchange resource forest
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Figure 9   Complex Exchange organization with multiple Exchange forests
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Setting up Exchange 2007

This section gives an overview of the tasks you will need to complete to set up Microsoft Exchange Server 2007. Table 21 lists actions that link to more detailed steps.

Table 21   Checklist for setting up Exchange Server 2007

	Requirements
	Check

	Run a Readiness Check scan with the Microsoft Exchange Server Best Practices Analyzer Tool (version 2.7). We recommend that you run this scan early in the planning phase for Exchange 2007 so that you have ample time to implement any changes to your organization that the analyzer reports. For information and to download the Exchange Server Best Practices Analyzer, see Microsoft Exchange Analyzers.
	[      ]

	Plan your Exchange 2007 deployment. For more information, see Planning Your Deployment.
	[      ]

	Make sure your environment meets all of the system requirements. For more information, see Exchange 2007 System Requirements.
	[      ]

	Install Exchange 2007. If you are installing Exchange 2007 into an existing Exchange organization, see Upgrading to Exchange 2007. If you are installing Exchange 2007 into a new Exchange organization, see New Installation.

For detailed steps about how to run Setup, see one of the following:


How to Perform a Typical Installation Using Exchange Server 2007 Setup

How to Perform a Custom Installation Using Exchange Server 2007 Setup

How to Install Exchange 2007 in Unattended Mode
	[      ]

	Complete the post-installation tasks for the server roles that you installed. 

For the required post-installation tasks, see Finalize Deployment Tasks. You can also find these tasks on the Finalize Deployment tab of the Microsoft Exchange node in the Exchange Management Console. 

For the optional post-installation tasks, see End-to-End Scenario Tasks. You can find these tasks on the End-to-End Scenario tab of the Microsoft Exchange node in the Exchange Management Console.

For additional optional post-installation tasks, see Additional Post-Installation Tasks.
	[      ]


Frequently Asked Questions

This section contains answers to frequently asked questions about Microsoft Exchange Server 2007. This includes information about 64-bit support and other important technical information. 

General

Q: What is Exchange Server 2007?

A: Microsoft Exchange Server 2007 is the next version of Microsoft Exchange. Microsoft Exchange is the industry’s leading e-mail, calendaring, and unified messaging server. The release of Exchange Server 2007 is closely aligned with the 2007 Microsoft Office release. Together, these products deliver a best-in-class enterprise messaging and collaboration solution. 

Q: What’s new in Exchange Server 2007?

A: Exchange 2007 provides built-in protection to keep the e-mail system up and running and protected from outside threats and lets employees work more productively from wherever they are by using a variety of clients. These clients include Microsoft Office Outlook 2007, Microsoft Office Outlook Web Access, and mobile devices. Exchange Server 2007 makes it easier for IT departments to deliver these new capabilities to their organizations by making the messaging environment easier to manage and more cost-efficient. For more information about Exchange Server 2007, see What's New in the Exchange 2007 product documentation.

Q: How does Exchange Server 2007 integrate with Microsoft Office Outlook 2007?

A: Outlook 2007 provides the most complete e-mail, calendaring, contacts, and tasks functionality available in an e-mail client that is compatible with Exchange. When Outlook 2007 is used with Exchange Server 2007, users benefit from the new Scheduling Assistant that automates time-consuming meeting and resource scheduling, the ability to plan and customize out-of-office communications, and managed e-mail folders that facilitate compliance with internal and regulatory policies. Outlook 2007 and Exchange Server 2007 also combine to enhance security by offering features that are easy to use and let users confidently send and receive sensitive business communications through e-mail. By enabling the Autodiscover service, you can reduce the complexity of client configuration and reduce administrative costs that are associated with troubleshooting connectivity issues for users.

Q: Where can I find Microsoft Exchange Server 2007 product documentation?

A: You can find Exchange Server 2007 product documentation on the Exchange Server 2007 Technical Library Web site, on the Start menu, or by clicking F1 within the product after it has been installed. You can also access product documentation from the Microsoft Exchange Server TechCenter. You can visit the Exchange Community Resource Web site or the Exchange Team blog Web site for additional product information, common issues, and troubleshooting assistance.

[image: image25.png]


Note: 

The content of each blog and its URL are subject to change without notice.

Q: What are the Exchange Server 2007 licensing options?

A: Customers can purchase the Exchange Enterprise Client Access License (CAL) or the Exchange Standard CAL. The Exchange Enterprise CAL is sold as an add-on to the Exchange Standard CAL. Two server editions will continue to be offered: Exchange Server Enterprise Edition and Exchange Server Standard Edition. You can run either CAL together with either server edition. For more information about Exchange Server 2007 editions and Client Access Licenses, see Exchange Server 2007 Editions and Client Access Licenses.

Q: What do I get with the Exchange Enterprise CAL vs. the Exchange Standard CAL?

A: In addition to the improvements and new capabilities that are available with the Exchange Standard CAL, the Exchange Enterprise CAL includes Unified Messaging, advanced compliance capabilities, and on-premises and hosted antivirus and anti-spam protection. For more information about Exchange Server 2007 editions and Client Access Licenses, see Exchange Server 2007 Editions and Client Access Licenses.

Q: What are the different editions of Exchange Server 2007?

A: Exchange Server 2007 is offered in two server editions: Standard Edition and Enterprise Edition. Exchange Server 2007 Standard Edition is designed to meet the messaging and collaboration needs of small and medium organizations. It may also be appropriate for specific server roles or branch offices. Exchange Server 2007 Enterprise Edition, designed for large enterprise organizations, enables the creation of multiple storage groups and databases. For more information about Exchange Server 2007 editions and Client Access Licenses, see Exchange Server 2007 Editions and Client Access Licenses.

Hardware and Software Requirements

Q: Will I have to buy new hardware to run Exchange Server 2007?

A: If you are running 64-bit hardware in your current messaging environment, you will not have to buy additional hardware. However, Exchange 2007 does require hardware and an operating system that are 64-bit. 64-bit hardware provides the system architecture that is required to support the increased memory, storage, and enhanced security requirements in a more cost-effective manner. For more information about how to select the hardware for Exchange 2007, see How to choose server hardware for Exchange Server 2003 that can be effectively re-used for Exchange 2007.
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Note: 

The content of each blog and its URL are subject to change without notice.

Q: Which 64-bit processors are supported by Exchange Server 2007?

A: Exchange Server 2007 supports servers that have "x64" processors. Most new servers include processors from Intel and AMD that provide this x64 support. The Intel processors are called Intel Extended Memory 64 Technology (EM64T), and the AMD processors are called AMD64. Exchange Server 2007 does not offer support for the Itanium (IA-64) processors that are intended for more processor-intense database and business applications.

Q: Should servers that are running Active Directory domain controllers and the global catalog be upgraded to 64-bit?

A: For the best performance, when an Active Directory organization contains more than 20,000 objects, you should upgrade to 64-bit. Upgrading servers that run Active Directory domain controllers and the global catalog to 64-bit improves the overall performance and scalability of your Exchange Server 2007 environment. However, 32-bit domain controllers are still supported.

Lookup and response times between the Exchange 2007 categorizer and the Active Directory directory service will improve with the use of 64-bit. The size of the Extensible Storage Engine (ESE) database that holds Active Directory can frequently be larger than 3.0 gigabytes (GB). This prevents caching of the contents of the whole database, and therefore increases lookup and response times. By using 64-bit, the available RAM for caching can be increased beyond 4.0 GB. This is large enough to cache the whole ESE database, even for large Active Directory organizations, and will improve Exchange 2007 lookup and response times.

Q: Will I need the 64-bit version of Windows Server 2003 to run Exchange Server 2007?

A: You will need the 64-bit version of Windows Server 2003 or Windows Server 2003 R2 to deploy Exchange 2007. Volume licensing customers can exchange their 32-bit version of Windows Server 2003 for the 64-bit version any time by using their media kits.

Q: How can I upgrade my current Exchange 2000 Server or Exchange Server 2003 environment?

A: When you upgrade to Exchange Server 2007, you cannot perform an in-place server upgrade on an existing Exchange server. Instead, you must install a new Exchange 2007 server into the existing organization, and then move the required data to the new Exchange server. Exchange Server 2007 supports mixed environments that include Exchange 2000 Server, Exchange Server 2003, or both. This allows for an easier and more gradual transition. For more information about how to plan and deploy Exchange Server 2007, see the Microsoft Exchange 2007 product documentation.

Active Directory

Q: Should I map my current routing groups to my current Active Directory sites?

A: Yes. Exchange 2007 is based on Active Directory sites. If your current Microsoft Exchange environment maps as closely as possible to Active Directory sites, your interoperability and migration story will be easier. Additionally, the recommended upgrade path is to upgrade all the Exchange 2000 Server or Exchange Server 2003 servers in a single routing group before you upgrade the next routing group. This lets you fully decommission a routing group as you upgrade and reduces the complexity of your current routing topology. Mapping the Exchange 2000 Server or Exchange Server 2003 routing groups to the Exchange 2007 physical topology also makes it easier to plan for an upgrade to Exchange 2007 because the two environments are similarly organized and generally correlate to Active Directory sites.

Q: Should I create a dedicated Active Directory site for Exchange Server 2007?

A: You can deploy Exchange Server 2007 directly into your organization’s existing Active Directory topology. For many organizations, deploying directly into the existing Active Directory topology greatly simplifies the overall management of the Exchange 2007 deployment. However, given the extensive access to domain controllers and global catalog servers that is required by Exchange 2007, you may decide to create dedicated sites for your organization. You might want a dedicated site if other applications in your organization must access Active Directory domain controllers and the global catalog server.

Q: Why do I have to disable link state routing?

A: Link state routing must be disabled whenever two or more routing groups are configured to send or receive mail from an Exchange 2007 computer that has the Hub Transport server role installed. (The Hub Transport server was formerly known as a bridgehead server). This is because Exchange 2007 uses Active Directory to determine routing topology. The Exchange 2007 servers do not propagate link state updates. If link state routing is enabled and there is more than one routing group configured to send mail to or from an Exchange 2007 Hub Transport server, routing loops might occur.

Q: Why are routing groups not used in Exchange Server 2007?

A: Exchange 2007 uses Active Directory sites to replace routing groups. Using Active Directory is more efficient because it allows for site awareness and eliminates the requirement to create and maintain a routing topology that is separate from an organization’s physical topology.

Exchange 2007 Server Roles

Q: Can the Exchange 2007 server roles be deployed and configured on the same physical hardware?

A: Because Exchange 2007 is role-based, you can deploy all Exchange Server 2007 server roles, except the Edge Transport server role on a single physical server. If you are clustering, you cannot deploy the Mailbox server role on the same server as the Client Access, Unified Messaging, Hub Transport, or Edge Transport server roles. When the server roles are installed on the same or shared hardware, they function as separate entities.

Q: Why must I deploy an Exchange 2007 server that has the Client Access server role installed in every Active Directory site that contains user mailboxes?

A: Installing the Client Access server role in every Active Directory site that contains user mailboxes reduces the use of corporate bandwidth by redirecting the connection to the Client Access server that is in the same Active Directory site in which the user's mailbox is contained.

Q: What if the Client Access server role is not available from the Internet?

A: You can disable redirection for the Client Access server. The Internet-accessible Client Access server will act as an HTTP proxy to the Client Access server that is located in the same site as the user’s mailbox.

Q: Why must I deploy an Exchange 2007 server that has the Hub Transport server role installed in the same Active Directory site in which I deployed an Exchange 2007 server that has the Unified Messaging (UM) server role installed?

A: Unified Messaging servers submit voice mail and fax messages to a Hub Transport server by using SMTP. This can occur only if they are deployed in the same Active Directory site. 

Q: Why must I deploy an Exchange 2007 server that has the Client Access server role installed in the same Active Directory site in which I deployed an Exchange 2007 server that has the Unified Messaging server role installed?

A: Unified Messaging Web services that run on the Client Access server enable full client functionality for UM-enabled users. Additionally, installing and configuring a Client Access server in the same site as the Unified Messaging servers reduces the bandwidth that is required if they are deployed in separate Active Directory sites.

Q: What is the Autodiscover service?

A: The Autodiscover service gathers the required configuration information in Active Directory to enable Outlook 2007, Office Outlook Web Access, and mobile e-mail clients to efficiently locate and connect to the appropriate Exchange 2007 Mailbox server that contains the user's mailbox. The Autodiscover service is also used to make configuring Outlook 2007 clients easier and to provision mobile devices that are used to connect to Exchange 2007. By default, the Autodiscover service is enabled.

Exchange 2007 Management

Q: Can I manage Exchange Server 2003 or Exchange 2000 Server by using Exchange Server 2007 management interfaces?

A: No. All administration of Exchange Server 2007 must be done by using the Exchange Management Console or the Exchange Management Shell. All administration of Exchange 2000 Server or Exchange Server 2003 must be done by using their respective administrative interfaces. The one exception to this rule is that you can use Exchange System Manager found in Exchange Server 2003 to perform most Exchange Server 2007 public folder administrative tasks.

Q: What is happening with public folders?

A: Public folders are similar to mailbox stores, but the information within a public folder store is contained within a dedicated database. Exchange 2007 de-emphasizes public folders. Public folders may not be included in future releases, but support for public folders will be maintained through at least 2016. Current Microsoft Exchange customers should plan to migrate to Outlook 2007 and Exchange 2007. We recommend that you investigate integrating Microsoft Windows SharePoint Services with Exchange Server 2007 if you must have an application that supports sharing documents, calendar items, contacts, and tasks and archiving distribution lists. For other customized applications that are being developed, you should use Microsoft .NET. For more information about public folders, see the Exchange 2007 and Public Folders blog. 
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For More Information

For more information about Exchange Server 2007, see the Exchange Server 2007 Web site.

Exchange 2007 Language Support

Microsoft Exchange Server 2007 has more language support for its components and features than in any earlier versions of Microsoft Exchange. This section gives you information about the specific languages that are supported for each feature and component in Exchange 2007.

Supported Languages for Components and Features of Exchange 2007

Table 22 includes information about the availability and language support for the client and administrative features in Exchange 2007. 

Table 22   Supported languages for Exchange Server 2007

	Language
	Country/Region
	Exchange Management Console
	Exchange Management Shell
	Outlook Web Access - user interface
	Outlook Web Access - spelling checker
	Outlook client support
	Unified Messaging (UM) - Text-to-Speech (TTS)
	Unified Messaging - speech recognition

	Arabic
	Saudi Arabia
	 
	 
	Available
	Available
	Available
	 
	 

	Basque 
	Spain
	 
	 
	Available
	 
	Available
	 
	 

	Bulgarian
	Bulgaria
	 
	 
	Available
	 
	Available
	 
	 

	Catalan 
	Spain
	 
	 
	Available
	 
	Available
	 
	 

	Chinese (Cantonese)
	China
	 
	 
	 
	 
	UM language only
	 
	 

	Chinese (Hong Kong)
	China
	 
	 
	Available
	 
	Available
	 
	 

	Chinese (Mandarin)
	China
	 
	 
	 
	 
	UM language only
	Available
	 

	Chinese (Simplified)
	China
	Available
	Available
	Available
	 
	Available
	 
	 

	Chinese (Traditional)
	Taiwan
	Available
	Available
	Available
	 
	Available
	 Available
	 

	Croatian
	Croatia
	 
	 
	Available
	 
	Available
	 
	 

	Czech
	Czech Republic
	 
	 
	Available
	 
	Available
	 
	 

	Danish
	Denmark
	 
	 
	Available
	Available
	Available
	 
	 

	Dutch
	Netherlands
	 
	 
	Available
	Available
	Available
	Available
	 

	English
	Australia
	 
	 
	UM language only
	Available
	UM language only
	Available
	Available

	English
	United Kingdom
	 
	 
	 
	Available
	UM language only
	Available
	Available

	English
	United States
	Available
	Available
	Available
	Available
	Available
	Available
	Available

	Estonian
	Estonia
	 
	 
	Available
	 
	Available
	 
	 

	Filipino (Tagalog)
	Philippines
	 
	 
	 
	 
	Available
	 
	 

	Finnish
	Finland
	 
	 
	Available
	Available
	Available
	 
	 

	French
	Canada
	 
	 
	UM language only
	Available
	UM language only
	Available
	 

	French
	France
	Available
	Available
	Available
	Available
	Available
	Available
	 

	Galician 
	Spain
	 
	 
	 
	 
	Available
	 
	 

	German
	Germany
	Available
	Available
	Available
	Available
	Available
	Available
	 

	Greek
	Greece
	 
	 
	Available
	 
	Available
	 
	 

	Hebrew
	Israel
	 
	 
	Available
	Available
	Available
	 
	 

	Hindi
	India
	 
	 
	Available
	 
	Available
	 
	 

	Hungarian
	Hungary
	 
	 
	Available
	 
	Available
	 
	 

	Icelandic 
	Iceland
	 
	 
	Available
	 
	Available
	 
	 

	Indonesian (Bahasa) 
	Indonesia
	 
	 
	Available
	 
	Available
	 
	 

	Italian
	Italy
	Available
	Available
	Available
	Available
	Available
	Available
	 

	Japanese
	Japan
	Available
	Available
	Available
	 
	Available
	Available
	 

	Kazakh 
	Kazakhstan
	 
	 
	Available
	 
	Available
	 
	 

	Korean
	Korea
	Available
	Available
	Available
	Available
	Available
	Available
	 

	Latvian
	Latvia
	 
	 
	Available
	 
	Available
	 
	 

	Lithuanian
	Lithuania
	 
	 
	Available
	 
	Available
	 
	 

	Malay
	Malaysia
	 
	 
	Available
	 
	Available
	 
	 

	Norwegian (Bokmal)
	Norway
	 
	 
	Available
	Available
	Available
	 
	 

	Persian (Farsi)
	Iran
	 
	 
	Available
	 
	Available
	 
	 

	Polish
	Poland
	 
	 
	Available
	 
	Available
	 
	 

	Portuguese
	Brazil
	Available
	Available
	Available
	Available
	Available
	Available
	 

	Portuguese
	Portugal
	 
	 
	Available
	Available
	Available
	 
	 

	Romanian
	Romania
	 
	 
	Available
	 
	Available
	 
	 

	Russian
	Russia
	Available
	Available
	Available
	 
	Available
	 
	 

	Serbian (Cyrillic)
	Serbia
	 
	 
	Available
	 
	Available
	 
	 

	Slovak
	Slovakia
	 
	 
	Available
	 
	Available
	 
	 

	Slovenian
	Slovenia
	 
	 
	Available
	 
	Available
	 
	 

	Spanish
	Spain
	Available
	Available
	Available
	Available
	Available
	Available
	 

	Spanish
	Mexico
	 
	 
	 
	 
	UM language only
	Available
	 

	Swedish
	Sweden
	 
	 
	Available
	Available
	Available
	 Available
	 

	Thai
	Thailand
	 
	 
	Available
	 
	Available
	 
	 

	Turkish
	Turkey
	 
	 
	Available
	 
	Available
	 
	 

	Ukrainian
	Ukraine
	 
	 
	Available
	 
	Available
	 
	 

	Urdu 
	Pakistan
	 
	 
	Available
	 
	Available
	 
	 

	Vietnamese 
	Vietnam
	 
	 
	Available
	 
	Available
	 
	 


For More Information

For more information about the client language experience in Exchange 2007, see Language Support for Client Applications.

For more information about the language support that is available in Exchange 2007 for system administrators, see Language Support for Administrators. 

Language Support for Client Applications

Localization is the process of adapting a document or a product for use in a locale other than the country of origin. There are three Microsoft Exchange Server 2007 client applications or features that are localized to include support for many languages: Unified Messaging, Office Outlook Web Access, and Outlook. This section discusses the language support for these client features.

Unified Messaging

Unified Messaging (UM) is one of the new features in Exchange 2007. Unified Messaging lets users receive voice and fax messages into their Inbox and access their Exchange 2007 mailbox from a telephone by using Outlook Voice Access. When users use Outlook Voice Access from a telephone, they can interact with the system by using touchtone (also known as DTMF) or speech recognition. 

Unified Messaging relies on the Text-to-Speech (TTS) engine and Automatic Speech Recognition (ASR), for which functionality is provided through the Microsoft Speech Server service. The TTS engine and the pre-recorded prompts for a given language for Unified Messaging are packaged as "language packs". The Unified Messaging language packs are offered in 16 different languages and all 16 language packs are included on the product DVD. However, not all the UM language packs contain support for ASR.

By default, Exchange Server 2007 Unified Messaging includes Automatic Speech Recognition support only for U.S. English. There are plans to include ASR support in the UM language packs for other languages after Exchange 2007 is released. After you download and install the appropriate language pack and install the language pack that includes ASR support for non-U.S. English languages, users can use the language that has been installed to interact with the Unified Messaging system by using speech-enabled input. For more information about the languages that are supported in Unified Messaging, see Exchange 2007 Language Support.

By default, when you install either the U.S. English version of Exchange 2007 or a localized version of Exchange 2007, the U.S. English language is installed. It cannot be removed unless you remove the Unified Messaging server role from the computer. You can however, add or remove other language packs for Unified Messaging by using the Setup.com /AddUMLanguagePack or Setup.com /RemoveUMLanguagePack commands. There is no Exchange Management Shell cmdlet that enables you to add or remove language packs from Unified Messaging servers. 

For more information about how to add and remove languages from Unified Messaging servers and UM dial plans, see How to add a Unified Messaging Language to a Unified Messaging Server or How to remove a Unified Messaging Language from a Unified Messaging Server.
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Caution: 

You cannot use an .msi file to install Unified Messaging language packs.

Outlook Web Access

Exchange 2007 Outlook Web Access is offered in significantly more languages than earlier versions of Microsoft Exchange. The Exchange 2007 Outlook Web Access user interface is available in 47 languages.

For more information about the languages that are supported in Outlook Web Access, see Exchange 2007 Language Support.

Outlook Web Access and the .NET Framework

Before you add new languages to Outlook Web Access, you must have version 2.0 of the Microsoft .NET Framework installed on the client computer. All the Outlook Web Access languages that are listed in Exchange 2007 Language Support are supported through .NET Framework 2.0.

Because the user interface text for an Outlook Web Access client is generated by the server, the .NET Framework 2.0 must be installed on the Exchange 2007 server to fully support all 47 Outlook Web Access client languages.
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Note: 

The .NET Framework 2.0 is required to install Exchange Server 2007.

Language and Locale

Although the user is prompted to select a language when they first log on to Outlook Web Access, the locale setting in the user’s Internet browser can also be set to use a specific language. For example, if a user’s locale setting is "es-MX (Spanish– Mexico)", Exchange Server 2007 will select a version of Spanish that is not associated with any specific culture where Spanish is spoken, for example, Spain. Other culture-specific locales will also use appropriate neutral versions of languages and display the user interface for the appropriate neutral language. However, Exchange 2007 includes three culture-specific languages: Chinese (Hong Kong), Portuguese (Brazil), and Serbian (Latin).

Outlook Web Access Spelling Checker

In Exchange 2007 Outlook Web Access, users can check spelling in 16 languages. Exchange 2007 Outlook Web Access uses the same spelling checker engines that are used by Microsoft Office. However, the spelling checker engines included with Microsoft Office have been customized to be used in a multi-thread processing environment on servers. The languages available in the spelling checkers in Exchange 2007 Outlook Web Access are the same spelling checker languages that are supported in the version of Outlook Web Access that are included with Microsoft Exchange Server 2003 Service Pack 2.

Outlook Client Access

The number of languages that Microsoft Outlook users can use to access their Microsoft Exchange mailbox has increased to 49 in Exchange 2007. When users access their mailboxes by using Outlook and other client applications and both the client application and Exchange 2007 support the language the user has specified, the user will see all messages and Exchange-generated mailbox components, for example the Inbox, in a fully localized user interface. When a user accesses an Exchange 2007 mailbox by using an e-mail client application, and the client application does contain support for the language, the user will be presented with a user interface in the chosen language.

For more information about the languages that are supported in the Office Outlook 2007 client, see Exchange 2007 Language Support.
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Note: 

To enable ambiguous name resolution (ANR) and profile creation to work correctly with an Outlook client, you must install the correct code pages on each domain controller in an Active Directory site that contains Outlook client computers.

For More Information

For more information about the language support that is available for system administrators in Exchange 2007, see Language Support for Administrators.

Language Support for Administrators

Microsoft Exchange Server 2007 offers a fully localized administrative experience in many languages. Administrators can use the fully localized user interface to set up and administer Exchange 2007 in their chosen language. This section discusses the language support that is available to administrators in Exchange 2007.

Supported Administrative Languages

Table 23 shows the administrative languages that are available for Exchange Server 2007 release to manufacturing (RTM).

Table 23   Supported administrative (server) languages for the RTM version of Exchange Server 2007

	Exchange Server 2007 administrative language
	RTM availability (32-bit)
	RTM availability (64-bit)

	English
	Available
	Available

	German
	Available
	Available

	French
	Available
	Available

	Italian
	Available
	Available

	Spanish
	Available
	Available

	Korean
	Available
	Available

	Chinese-Traditional
	Available
	Available

	Chinese-Simplified
	Available
	Available

	Japanese
	Available
	Available

	Brazilian Portuguese
	Available
	Available

	Russian
	Available
	Available
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Note: 

Exchange Server 2007 is adding two new languages that were not included in Microsoft Exchange Server 2003: Brazilian Portuguese and Russian.

Operating System Requirements for Localized Exchange Server 2007 Administrative Experience

To achieve a fully localized experience with Exchange Server 2007, you must install the language-specific version of Microsoft Windows Server 2003, and then install the same language version of Exchange 2007. For example, if French is the selected language for Exchange Server 2007, a French version of Windows Server 2003 must be installed as the operating system. 

Windows Server 2003 x64 Edition plans to release additional languages in Service Pack 2. At that time, all Exchange Server 2007 languages will be supported for a fully localized experience. This includes Russian and Brazilian Portuguese. 

It is possible to install a Multilingual User Interface Pack (MUI) in the language of choice for Windows Server 2003 over the English version of Windows Server 2003 before installing Exchange Server 2007. However, this will only provide a partially localized experience and is not recommended. For more information about the Multilingual User Interface Pack (MUI) in Windows Server 2003, see Frequently Asked Questions About MUI.

The following sections contain guidance for customers who want a localized Exchange Server 2007 experience. Although you must deploy the 64-bit version of Exchange Server 2007 in a production environment, a 32-bit version is available. The 32-bit version is not supported in a production environment. However, you can install the Exchange Management Tools—this includes the Exchange Management Console, the Exchange Management Shell, and the Exchange Help file—on a computer that has a 32-bit processor that is running Windows Server 2003 or Microsoft Windows XP Professional.

64-bit Localized Exchange Server 2007 Experience


Operating system required: Windows Server 2003 x64 or Windows Server 2003 R2 x64 Edition


Available operating system languages: 64-bit Editions of Windows Server 2003 x64 and Windows Server 2003 R2 x64 are available in English and Japanese. All remaining Exchange 2007 administrative languages, except for Russian and Brazilian Portuguese, are available through the Multilingual User Interface Pack (MUI). MUI may be available to customers who have existing license rights to Windows Server 2003 x64 or Windows Server 2003 R2 x64 in compliance with the policy that is contained in the most recent Volume License Product List document. After you access the Volume License Product List document, see the section titled Windows Server 2003 x64 Editions Media Election.


Customers who have existing license rights to Windows Server 2003 x64 or Windows Server 2003 R2 x64 may be able to acquire a MUI pack for trial purposes in compliance with the policy that is contained in the most recent Volume License Product List document. After you access the Volume License Product List document, see the section titled Windows Server 2003 x64 Editions Media Election. To use a MUI language, you must first install the English trial version of Windows Server 2003 R2 x64, and then install the MUI pack. Installing the MUI pack onto the Windows Server 2003 operating system provides a partially localized experience in 64-bit for the following Exchange 2007 administrative languages: German, French, Italian, Korean, Chinese-Simplified, Chinese-Traditional, and Spanish. 
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Note: 

64-bit MUI for Brazilian Portuguese and Russian are not currently available. They will be available with the release of Windows Server 2003 Service Pack 2. Until Service Pack 2 is released, no localized experience is available for Exchange Server 2007 64-bit in these two languages.  
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Note: 

A partially localized experience may cause certain components of the Exchange 2007 user interface to appear in English and not in the language of the MUI. This includes certain dialog boxes, errors, and events.

Table 24 lists the location of the language files that are available for installation for customers who have Windows Server 2003 Service Pack 1 and the MUI.

Table 24   Language packs available for Windows Server 2003 Service Pack 1

	Exchange Server 2007 language
	Compact disk 1
	Compact disk 2
	Compact disk 3

	English
	 
	 
	 

	German
	X
	 
	 

	Japanese
	X
	 
	 

	French
	 
	X
	 

	Spanish
	 
	X
	 

	Korean
	 
	 
	X

	Italian
	 
	X
	 

	Chinese-Simplified
	 
	 
	X

	Chinese-Traditional
	 
	 
	X


For more information about the languages that are supported in Exchange 2007, see Exchange 2007 Language Support.

.NET Framework 2.0 in Exchange 2007

Version 2.0 of the .NET Framework is required to install Exchange Server 2007 and must be installed for the same language version of the server. All 11 Microsoft Exchange administrative languages that are listed in Exchange 2007 Language Support are supported through .NET Framework 2.0.

Help Documents

Exchange Server 2007 Setup will copy the Help documentation files onto the computer that is running Exchange Server 2007. The language of the Help documentation that is installed by Setup is the same as the language of the Exchange Server 2007 DVD from which Setup is run. For example, if a customer installs Exchange 2007 by using a German DVD, the Help files targeted for administrators will be installed in German and the Help files targeted for Outlook Web Access end-users will be installed in all Outlook Web Access languages.

The Help documentation includes Outlook Web Access Help documents in all Outlook Web Access languages and can be accessed from the Start menu.

Unified Messaging Language Pack Installation

When you install the Unified Messaging server role in Exchange 2007, one or more default Unified Messaging language packs are installed, depending on the administrative language of the server. You can then add and remove other language packs for Unified Messaging by using the Setup.com /addUMlanguagepack or Setup.com /removeUMlanguagepack commands.

For example, Setup.com /AddUmLanguagePack:de-DE /s:d:\Downloads\UmLanguagePacks adds the German Unified Messaging language pack from the specified source location, and Setup.com /RemoveUmLanguagePack:de-DE,fr-FR removes the German and French Unified Messaging language packs. 

The U.S. English (en-US) Unified Messaging language pack cannot be removed. It is installed and uninstalled automatically together with the Unified Messaging server role.

There is no Exchange Management Shell cmdlet that you can run to add or remove language packs for Unified Messaging.
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Note: 

All of the UM language packs that are available are located on the Exchange Server 2007 DVD. However, if you have downloaded Exchange 2007 from the Web and you require additional UM language packs, you must download them from the Exchange Server TechCenter.

For More Information

For more information about the languages that are supported in Exchange 2007, see Exchange 2007 Language Support.

Getting Assistance

Welcome to the Microsoft Exchange Server 2007 Help. This section discusses the Exchange Server 2007 Help system and technical support options that are available to you when you are planning, deploying, administering, and troubleshooting Exchange 2007.

What is Exchange Documentation?

The Exchange 2007 online Help documentation is your primary source for in-depth technical information about Microsoft Exchange Server 2007. This Exchange 2007 Help documentation was written to give you information that you need to successfully plan, deploy, administer, and troubleshoot Exchange 2007.

This documentation contains important conceptual information that enables you to correctly plan and successfully deploy Exchange 2007 in your organization. It also contains information that you need to perform day-to-day Microsoft Exchange 2007 administrative tasks by using Exchange 2007 management tools, such as the Exchange Management Console and the Exchange Management Shell. Help topics for the Exchange Management Shell can be found in the Technical Reference section of the section of the documentation set.

Getting the Latest Updates for This Documentation

You can update this documentation library after Exchange 2007 is released. New documents and other updates are added to the Exchange 2007 Help document library periodically. By updating this documentation library, you can make sure that you have the latest Exchange 2007 technical information.

To download and install Exchange 2007 Help updates for this documentation library and to obtain additional, up-to-date content, see the Microsoft Exchange Server TechCenter.

Where to Find Microsoft Exchange 2007 Documentation

You can find Microsoft Exchange Server 2007 product documentation through many sources that include being able to access it from the Start Menu, through F1 Help, the Microsoft Exchange Server TechCenter, MSDN, and TechNet. This section discusses where to find Exchange 2007 documentation.

Start Menu

After you have successfully installed Exchange Server 2007, you can access the product documentation for Exchange Server 2007 from the Exchange Server Help link from the Start Menu. The ExchHelp.chm file is located in the Program Files\Microsoft\Exchange Server\bin directory.

F1Help

F1 Help is a Help system or application that is included with Exchange 2007 that gives you access to the Exchange 2007 documentation. F1 Help, also known as context-sensitive Help, lets you search for specific Exchange 2007 Help topics, "how to", and conceptual documentation. You can access F1 Help by opening the Exchange Management Console and then pressing the F1 key or by right-clicking a node in the console tree and selecting the Help option. F1 Help topics can also be found in the Technical Reference section of the documentation set.

Exchange Server TechCenter

Your primary source for in-depth technical information about Exchange Server is the Microsoft Exchange Server TechCenter. The Microsoft Exchange Server TechCenter is a catalog of technical Exchange content that has been reviewed and approved by the Exchange product team at Microsoft. Up-to-date and new versions of the documents are added as the old versions expire. This guarantees that you always have the latest Exchange technical information. These documents are designed to evolve over time as Exchange 2007 gains exposure and new tricks, issues, and troubleshooting information become available.

MSDN

The Microsoft Developer Network (MSDN) is a complete resource for developers. You can find downloads, guidelines for hardware and driver compatibility testing, and guides to help you build device drivers for Microsoft Windows operating systems.

TechNet

TechNet is a service that contains resources for information technology (IT) professionals. This includes access to white papers and technical articles written by support professionals at Microsoft, career and industry information, discussion groups, technical feedback, and software. 

Additional Resources

You can also visit the Exchange Community Resource Web site or the Exchange Team blog Web site for other additional Exchange information. These Web sites also include additional troubleshooting, common issues, and product information.

Obtaining Technical Support

Do you need help with Microsoft Exchange 2007? Consider the support options included in this section.

Exchange Server Self Support

Visit the Microsoft Exchange Server TechCenter to obtain Exchange Server product information that contains the most updated technical information. This product information includes troubleshooting steps, solutions to common issues, the ability to search the Microsoft Knowledge Base, how-to topics, and latest downloads.

The Microsoft Help and Support Web site contains an extensive collection of articles, troubleshooting wizards, files you can download, and other useful product information. The articles can help you understand more about the features that are included in Exchange 2007.

Additionally, the Microsoft Product Support Services Web site includes other information that you might find useful, such as frequently asked questions (FAQs), troubleshooting information, and Microsoft Product Support Newsgroups.

For more information, see Microsoft Help and Support.

Exchange Server Assisted Support

Multiple support options are available. You can get help over the telephone, or by using online chat or e-mail.

Microsoft Services

The Microsoft Help and Support Web site offers the following support for customers:


Support Services   Provide a variety of support options to help businesses, IT professionals, developers, and home users.


Consulting Services   Provide customized technical expertise to enterprise customers.


Customer Service   Provides assistance on non-technical issues such as product purchases, subscriptions, and more.

Additional Support Resources

If you do not find what you need, you can obtain information from the technical resources in the following list: 


Microsoft Download Center   The Microsoft Download Center offers an array of technical files for all Microsoft products available for download over the Internet. These downloads include device drivers, service packs, and updates, in addition to full products.


Microsoft Press   Microsoft Press offers the training and support materials you need to help you get more from Microsoft Exchange Server.

Whether you are a beginning user, an advanced user, a support professional, or a software developer, Microsoft Press has what you are looking for—from quick-and-easy handbooks and self-paced training guides to desktop references, technical resources, and programming titles.

To locate the nearest source for Microsoft Press products worldwide, visit the Microsoft Press Web site or contact your local Microsoft office. In the United States, call (800) MS-PRESS. In Canada, call (800) 667-1115.

For More Information

For more information about Exchange 2007 documentation, see How to Use Exchange Documentation.

How to Use Exchange Documentation

This documentation consists of a collection of how-to and conceptual topics that are organized by subject or by Microsoft Exchange 2007 technologies. You can access each topic directly from the table of contents in the left pane, from a link in another Help topic, from the results of a search, or from your own custom list of favorite topics.

Exchange Conventions

Microsoft Exchange 2007 runs only on the Microsoft Windows Server 2003 family of products. For the procedures in the Exchange 2007 Help, it is assumed that you are running Exchange 2007 on Windows Server 2003 with the latest security updates and service packs.

If you must configure Exchange 2000 Server or Exchange Server 2003 to connect to an Exchange 2007 computer, the user interface and procedure or procedures may be different. Where applicable, the separate procedures for each version of Microsoft Exchange are included.

Getting Help

You can use the tasks described in this section to locate information in the Exchange 2007 Help. For example, you can locate information by performing a search in Help and then add that information to a list of your favorite Help topics on the Favorites tab. You can copy information from an Exchange 2007 Help topic into a different document or print it.

After you open the Microsoft Exchange 2007 Help file or the Microsoft Exchange 2007 Help Viewer, you can use the shortcut keys listed in the tables later in this document to perform a variety of tasks.

How to Find a Help Topic

This section explains how to find a Help topic in the Microsoft Exchange 2007 Help. In the Help Viewer, the following tabs provide browse and search options:


Contents


Index


Search


Favorites

Contents Tab

Click the Contents tab to browse through the table of contents. You can also:


Double-click the book icons to reveal topic entries and sub-books.


Click an entry in the table of contents to display the corresponding topic. 

Index Tab

Use the Index tab to search Help by subject and then display the corresponding topics. 

1.
To see a list of index entries, click the Index tab, and then either type a word or scroll through the list. Topics are frequently indexed under more than one entry.

2.
Double-click an index entry to display the corresponding topic. 

—Or—

1.
Double-click a top-level index entry, where there are nested entries, to display a list of all the topics that contain that word. 

2.
The Topics Found dialog box appears.

3.
Click the topic you want to see, and then click Display.

Search Tab

You can use the Search tab to locate every occurrence of a word or phrase in the Help. Type the word or phrase for which you want to search, and then click List Topics.

To improve the search results, you can use the search parameters listed in Table 25.

Table 25   Search parameters for searching in the Help Viewer

	Use
	To search for
	Example

	AND, OR, NEAR, or NOT
	Multiple words or phrases. This will find combinations of words, and can also be used to exclude words.
	Messaging AND Storage

	Asterisk (*)
	Any word that starts with the letters before the asterisk. This will find words with different endings.
	Admin* 

Specif*

	Quotation marks ("")
	A phrase or a term that contains multiple words. This will eliminate matches for the individual words.
	"Exchange Management Console"


You can also select the following options at the bottom of the Search tab to refine your search:


Search previous results   Searches the current list in the results pane by using the new search parameters you provide.


Match similar words   Searches for all variations of the word being searched for. For example, searches for "messaging" will also return matches to "messages." By default, this option is selected.


Search titles only   Searches only the titles of the books, sub-books, and topics, not the whole text.


Double-click a search results entry to display the corresponding topic. 
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Note: 

 The words or phrases you search for will be highlighted in the text of the topic being displayed. You can turn off this feature by selecting Search Highlight Off on the Options menu.

Favorites Tab

You can create a list of your favorite or most frequently visited Help topics by creating bookmarks for them on the Favorites tab. 

1.
To bookmark a topic, use the Contents, Index, or Search tab to locate and then display a topic.

2.
Click the Favorites tab, and then click Add to save the topic title to the Topics list.

The Help Viewer adds the topic title to the Topics list. Later, you can return to this list and double-click the bookmark to quickly display the topic.

Note   To remove a bookmark from the Topics list, right-click the bookmark, and then click Remove.

How to Print a Help Topic

This section explains how to print a Microsoft Exchange 2007 Help topic.
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To print a Help topic

	1.
On the Contents tab, select a topic. 

2.
On the toolbar, click Print.

a.
To print a selected topic, click Print the selected topic, and then click OK.

b.
To print the selected heading and all subtopics in a book, click Print, andthen click OK.

3.
The Print dialog box appears. Click Print.


How to Copy a Help Topic

This section explains how to copy a Help topic in the Microsoft Exchange 2007 Help.
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To copy an Exchange Server 2007 Help topic

	1.
In the topic pane of the Help Viewer, right-click inside the topic that you want to copy, and then click Select All.

2.
Inside the topic, right-click again, and then click Copy. This copies the topic to the Clipboard.

3.
Open the document to which you want to copy the topic.

4.
Click the location in your document where you want the information to appear.

5.
On the Edit menu, click Paste.


How to Use the Help Viewer Shortcut Keys

After you open the Microsoft Exchange 2007 Help file or the Microsoft Exchange 2007 Help Viewer, you can use the shortcut keys listed in the tables later in this section to perform a variety of tasks.
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To open the Exchange Server 2007 Help 

	1.
Click Start, click Programs, and then click Microsoft Exchange.

2.
Click Exchange Server 2007 Help to open the Help Viewer.


The following tables give you a quick reference to the shortcut keys that are available in the Help Viewer. After you have opened the Exchange 2007 Help Viewer, you can use the shortcut keys to enable you to more easily move through the Exchange Help Viewer and customize the view of the Exchange 2007 Help. Table 26 lists the Help Viewer shortcut keys.
Table 26   Help Viewer shortcut keys

	Press
	To

	ALT+SPACEBAR
	Display the system menu.

	SHIFT+F10
	Display the Help Viewer shortcut menu in the topics pane.

	ALT+TAB
	Switch between the Help Viewer and other open windows.

	ALT+O
	Display the Options menu.

	ALT+O, and then press T
	Hide or show the console tree.

	CTRL+TAB
	Switch to the next tab in the console tree.

	CTRL+SHIFT+TAB
	Switch to the previous tab in the console tree.

	UP ARROW
	Move up one topic in the table of contents, index, or search results list.

	DOWN ARROW
	Move down one topic in the table of contents, index, or search results list.

	PAGE UP
	Move up one page in the table of contents, index, or search results list.

	PAGE DOWN
	Move down one page in the table of contents, index, or search results list.

	F6
	Switch focus between the console tree and the topic pane.

	ALT+O, and then press R
	Refresh the topic that appears in the details pane.

	UP ARROW or DOWN ARROW
	Scroll through a topic.

	CTRL+A
	Highlight all text in the details pane.

	ALT+O, and then press P
	Print a topic.

	ALT+O, and then press B
	Move back to the previously viewed topic.

	ALT+O, and then press F
	Move forward to the next (previously viewed) topic.

	TAB
	Move between related topics in the topics pane.

	ALT+F4
	Close the Help Viewer.


Table 27 lists the shortcut keys that are on the Contents tab.

Table 27   Contents tab shortcut keys

	Press
	To

	ALT+C
	Display the Contents tab.

	RIGHT ARROW
	Open a book.

	LEFT ARROW
	Close a book.

	BACKSPACE
	Return to the previous open book.

	UP ARROW or DOWN ARROW
	Select a topic.

	ALT+LEFT ARROW
	Move back to the previously viewed topic.

	ALT+RIGHT ARROW
	Move forward to the next (previously viewed) topic.

	ENTER
	Display the selected topic.


Table 28 lists the shortcut keys that are on the Index tab.

Table 28   Index tab shortcut keys

	Press
	To

	ALT+N
	Display the Index tab.

	UP ARROW or DOWN ARROW
	Select a keyword in the list.

	ALT+D or ENTER
	Display the associated topic.


Table 29 lists the shortcut keys that are on the Search tab.

Table 29   Search tab shortcut keys

	Press
	To

	ALT+S
	Display the Search tab.

	ALT+L
	Start a search.

	ALT+D or ENTER
	Display the selected topic.


Table 30 lists the shortcut keys that are on the Favorites tab.

Table 30   Favorites tab shortcut keys

	Press
	To

	ALT+I
	Display the Favorites tab.

	ALT+A
	Add a topic to the Topics list.

	ALT+P
	Select a topic in the Topics list. 
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Note: 

Use this shortcut when the focus is in the topic pane and you want to move to the Topics list. 

	ALT+R
	Remove a topic from the Topics list.

	ALT+D
	Display a topic from the Topics list.


For More Information

For more information about how to obtain help with Exchange Server 2007, including resources and available support options, see Getting Assistance.

Exchange Server 2007 Credits

The Microsoft Exchange User Education team hopes that you find this technical documentation helpful. We've enjoyed writing it and look forward to working closely with our customers, developers, program managers, and testers to enhance the documentation over time. Let us know what you think. You'll find a Documentation Feedback link in every topic. Thanks!
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