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Chapter 3
Upgrading and Migrating WINS and DHCP Servers to Windows Server 2003
Running the Windows Internet Name Service (WINS) and the Dynamic Host Configuration Protocol (DHCP) service on the Microsoft® Windows Server™ 2003 operating system provides access to several new features and substantially increases the performance and stability of these services over the Microsoft® Windows NT® version 4.0 operating system. When planning to upgrade or migrate your existing WINS and DHCP infrastructure, you need to consider the hardware, software, and infrastructure requirements and configuration issues discussed in this chapter. If you are deploying an entirely new WINS and DHCP infrastructure on your network, or if you are completely restructuring your current environment, you can consult the references provided here.
In This Chapter
Overview of WINS and DHCP Migration
6
Upgrading WINS and DHCP Servers
8
Migrating the WINS Service
10
Migrating the DHCP Service
14
Integrating DHCP with Other Services
20
Additional Resources
23

Related Information
· “Upgrading to Windows Server 2003 Active Directory” in this book.
Overview of WINS and DHCP Migration
The WINS and DHCP services in Windows Server 2003 are significantly enhanced and include many new features not available in Windows NT 4.0. Moving your Windows NT 4.0–based WINS and DHCP servers to Windows Server 2003 allows you to take advantage of the improvements and new features added to these services since Windows NT 4.0. For example, WINS now includes the ability to replicate records owned by an explicitly specified list of servers, and both WINS and DHCP have improved management through Microsoft Management Console (MMC) snap-ins and the Netsh command-line tool. For more information about some of the new features available in Windows Server 2003, see “Feature Comparison: Windows NT, Windows 2000, and the Windows Server 2003 family” in Help and Support Center for Windows Server 2003.
In addition, if DHCP or WINS is running on a domain controller, you can raise the functional level of the Active Directory® directory service and enable new features of Active Directory by upgrading all of the domain controllers on your network to Windows Server 2003. For more information about moving to Active Directory, see “Upgrading to Windows Server 2003 Active Directory” in this book.
If you already have a working WINS and DHCP infrastructure on your network, you can migrate the databases and server configuration from your existing servers to new Windows Server 2003–based servers. Migrating can save you time because you do not need to reconfigure the scope, lease, and option information on the new DHCP servers, and allows retention of your existing WINS database. If your existing infrastructure is efficient for your current and planned IT and business needs, migration can greatly simplify your move to Windows Server 2003. If your infrastructure is currently inefficient, or you anticipate significant growth and change in your organization over the next few years, consider planning a new WINS and DCHP design.
The information in this chapter is for organizations that are moving from Windows NT 4.0 to Windows Server 2003, and are keeping the same WINS and DHCP configuration. If you are redesigning your WINS strategy, or you are adding, removing, or rearranging subnets, see “Deploying WINS” and “Deploying DHCP” in Deploying Network Services of the Microsoft® Windows Server™ 2003 Deployment Kit (or see “Deploying WINS” and “Deploying DCHP” on the Web at http://go.microsoft.com/fwlink/?LinkID=4170 and http://go.microsoft.com/fwlink/?LinkID=4709).
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Tip
The procedures in this chapter will work whether the WINS and DHCP services are each on their own servers, running together on the same server, running on a server with other services, or running on a domain controller.
Examining your Current Hardware
The first step in upgrading your servers from Windows NT 4.0 to Windows Server 2003 is to determine whether your current hardware supports Windows Server 2003.
If your current systems support Windows Server 2003 but are close to the end of their expected lifecycle, consider upgrading your hardware and migrating to Windows Server 2003 at the same time.
For information about hardware life expectancy, contact your hardware vendor or refer to any internal metrics that your organization uses.
For a current list of hardware compatible with Windows Server 2003, see the Windows Server Catalog link on the Web Resources page at http://go.microsoft.com/fwlink/?LinkID=291.
Examining Your Current Infrastructure
Upgrading from Windows NT 4.0 to Windows Server 2003 provides an opportunity to not only determine if you need to upgrade your hardware, but to also determine if you want to continue using your existing WINS and DHCP design. Before upgrading or migrating existing WINS and DHCP servers to Windows Server 2003, make sure your existing infrastructure is appropriate for your current needs.
For example, if you have recently upgraded most client computers in your organization to the Microsoft® Windows® 2000 or Windows® XP operating systems, or if you have recently stopped using an application that relies heavily on WINS, your current WINS structure might be more robust than you need, and might not be structured as efficiently as possible.
Likewise, before you migrate existing DHCP databases, consider if your current DHCP infrastructure best meets your organization’s current or planned needs. For example, you might have added new wireless clients and want to organize them into their own subnet, or your subnets might otherwise be inefficiently arranged. In such a case, consider starting your deployment with a design phase, rather than migrating the existing database.
For more information about designing and deploying a WINS infrastructure, see “Deploying WINS” in Deploying Network Services of the Windows Server 2003 Deployment Kit. (or see “Deploying WINS” on the Web at http://www.microsoft.com/reskit). For more information about designing and deploying a DHCP infrastructure, see “Deploying DHCP” in Deploying Network Services of the Windows Server 2003 Deployment Kit (or see “Deploying DCHP” on the Web at http://go.microsoft.com/fwlink/?LinkID=4709).
Upgrading WINS and DHCP Servers
If your hardware is compatible with Windows Server 2003 and will continue to support the performance you require from your WINS servers, your DHCP servers, or both, you might want to upgrade these servers in place instead of migrating these services to new servers.
Both WINS and DHCP are designed to automatically upgrade their databases when you upgrade from Windows NT 4.0 to Windows Server 2003, so there are no additional steps to take in upgrading these services once you have upgraded the operating system. However, if you have also upgraded to Active Directory, you must authorize your Windows Server 2003-based DHCP servers in Active Directory before they will continue to lease IP addresses. For more information about authorizing DHCP servers in Active Directory see “Authorizing DHCP Servers in Active Directory” later in this chapter.
Upgrading can take more than 30 minutes each, depending on the number of services and the size of the databases being upgraded. Because status is not reported during the upgrade, a lengthy upgrade might appear to have failed. Therefore, be sure to allow a sufficient amount of time before attempting to restart a service after an upgrade, particularly if you are upgrading a large database, or if you are upgrading multiple services.
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Note
If your existing WINS services, DHCP services, or both, are on a primary domain controller (PDC) or backup domain controller (BDC) that is upgraded in place, the WINS and DHCP databases are automatically upgraded along when the operating system is upgraded. This might cause the upgrade of the domain controller to take additional time.
After the server operating system is upgraded to Windows Server 2003, you should test the WINS and DHCP services to ensure performance continues at appropriate levels. If performance is not satisfactory, you can migrate the services to a different computer.
To move the WINS service from one Windows Server 2003–based computer to another Windows Server 2003–based computer, follow the procedure in “Migrating the WINS Service” later in this chapter.
To move the DHCP service from one Windows Server 2003–based computer to a different Windows Server 2003–based computer, follow the export procedure in this section and then follow the import procedure in “Importing DHCP Settings” later in this chapter.
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To export the DHCP database from Windows Server 2003
1. At the command prompt, type:
netsh DHCP server export path all
This will export the file to the path you specify. This can take more than 30 minutes to complete, depending on the size of the database, and gives you no indication of progress while exporting the file. Do not assume that the process has failed until you allow sufficient time, which might be longer than 30 minutes, depending on the size of your database. When the export is complete, a message appears that tells you the command has completed successfully.
2. Copy the exported file to a location where you can access it from the new Windows Server 2003–based server.
For more information about the Netsh command-line tool, see “Netsh” in Help and Support Center for Windows Server 2003.
Migrating the WINS Service
You might decide to move your WINS service to a different computer instead of upgrading in place. If so, you can migrate WINS from an existing Windows NT 4.0–based computer by manually copying the WINS database from the existing WINS server to the new WINS server.
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Important
Before you begin the migration, create a backup of your working configuration and test the migration procedures in a lab environment.
Complete the following steps to migrate WINS to a new computer:
· Install and configure the WINS service on the new computer.
· Convert the WINS Database.
· Access additional files for conversion, if necessary.
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To install and configure the WINS service on Windows Server 2003
You can install WINS either during or after installing Windows Server 2003. You can use the Manage Your Server Wizard to install the WINS service on your new Windows Server 2003-based computer, or you can use the following procedure to install WINS:
3. Open the Windows Components Wizard. To open the Windows Components Wizard, click Start, click Control Panel, double-click Add or Remove Programs, and then click Add/Remove Windows Components.
4. Under Components, scroll to and click Networking Services.
5. Click Details.
6. Under Subcomponents of Networking Services, click Windows Internet Name Service (WINS), click OK, and then click Next.
If prompted, type the full path of the Windows Server 2003 distribution files, and then click Continue.
7. Ensure that NetBIOS is enabled. You can do this by viewing WINS tab of the Transmission Control Protocol/Internet Protocol (TCP/IP) properties of your network adapter.
To view the TCP/IP properties:
a. Click Start, click Control Panel, click Network Connections, and then click your network connection.
b. In the connection Status dialog box, click Properties.
c. In the connection Properties dialog box, click Internet Protocol (TCP/IP), and then click Properties.
d. Click Advanced.
e. Click the WINS tab.
On the WINS tab, you can configure your NetBIOS settings. Figure 3.1 shows the WINS tab in the Advanced TCP/IP Settings dialog box.
Figure 3.1   WINS Tab in the Advanced TCP/IP Settings Dialog Box
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If you have more than one WINS server, you can maintain continuity of service by moving the servers one at a time, as long as the servers have recently replicated with each other. If you have only one WINS server, convert the database during non-peak hours to mitigate WINS downtime.
After you have installed and configured the new WINS server, manually convert the database using the following procedure:
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To convert the WINS database
8. At the command prompt, type net stop wins on both the existing and new servers.
9. Copy the contents of the systemroot\System32\Wins folder from the existing server to the new Windows Server 2003–based server.
[image: image8.wmf]
Note
This is the default location of the WINS database, if the database is in a different location, you should copy it from that location. The path of the WINS folder on the new server must be identical to the path of the WINS folder on the old server.
10. At the command prompt, type net start wins on the new Windows Server 2003-based server.
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Note
This process can take 30 minutes or more to complete depending on the size of the database. Do not stop the process until it is finished. It is normal for Jetconv.exe to require heavy CPU usage during the conversion.
During the conversion process, you might be prompted for additional files from the Windows Server 2003 operating system CD.
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To access additional WINS files that might be required for conversion
11. Copy the Edb500.dl_ file from the I386 folder on the CD to the systemroot\System32 folder on the server.
12. At the command prompt, type expand edb500.dl_ edb500.dll to expand the Edb500.dl_ file on the server.
13. At the command prompt, type net start wins to finish the conversion process.
Figure 3.2 shows an example of using the Expand utility to extract additional files.
Figure 3.2   Extracting Additional Files
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14. Verify that the WINS database is shown in the WINS snap-in on the server.
15. Once the database has been successfully migrated to the new server, test the new server before taking the old server offline.
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Important
Ensure that you have migrated all the necessary services from the old server before taking it offline. For example, if WINS is on the same server as DHCP, export the DHCP database and save it in a location that can be reached by the new DHCP server before taking the old server offline.
16. Disconnect the old WINS server from your network.
17. Assign the name and IP address of the old WINS server to the new WINS server. By using the IP address of the old WINS server, you will not need to change the WINS setting on any other computers that are pointing to the WINS server.
If you cannot change the IP address of the new WINS server, and all of your clients are using DHCP, you can instead change DHCP option 44 on your DHCP server to the IP address of the new WINS server. If you choose this option, make the new WINS server the first WINS server in DHCP option 44 and use the old WINS server, if it is still online, as a secondary WINS server until all clients have renewed their DHCP lease and received the new settings. For more information about how to assign options, see “Assigning options” in Help and Support Center for Windows Server 2003.
Migrating the DHCP Service
You can export your database from a Windows NT 4.0–based DHCP server and import the database directly to a Windows Server 2003–based server by using the procedures in this section. This is a good option if your current hardware does not support Windows Server 2003, or does not support the current or projected needs of your organization. The following procedures allow you to migrate lease, scope, and option information, including reservations and exclusions. If you have changed any registry settings from their defaults on the existing server, you must manually make these changes to the registry on the new Windows Server 2003–based server for them to take effect.
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Caution
The registry editor bypasses standard safeguards, allowing settings that can damage your system, or even require you to reinstall Windows. If you must edit the registry, back it up first and see the Registry Reference at http://go.microsoft.com/fwlink/?LinkID=4543.
If you have multiple DHCP servers on your network, and have split the scopes for each subnet between servers, you can maintain continuity of service by upgrading one server at a time. Alternatively, you can take all DHCP servers offline during the upgrade. If you have a long lease time, there might not be any interruption in DHCP service, even if you take all the DHCP servers offline for several hours. However, it is best to perform the migration during off-peak hours to reduce any possibility of interruption in DHCP service.
Exporting DHCP Settings
When migrating from an existing DHCP server the first step is to export the current DHCP settings. Use the following procedure to export the DHCP database from an existing Windows NT 4.0–based server.
[image: image14.wmf]
Important
Before you begin the migration, create a backup of your working configuration and test the migration procedures in a lab environment.
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To export the DHCP server settings from a Windows NT 4.0–based server
18. Run DHCPExim.exe. This opens the DhcpExim dialog box.
To download and install DHCPExim.exe, see the Resource Kit Tools link on the Web Resources page at http://go.microsoft.com/fwlink/?LinkID=291.
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Tip
If you get an error when trying to run the DhcpExim setup file, DHCPExim_setup.exe, you might need to first install the Windows Installer software on your Windows NT 4.0–based computer. To download and install Windows Installer, see the Windows Installer 2.0 Redistributable for Windows NT 4.0 and Windows 2000 link on the Web Resources page at http://go.microsoft.com/fwlink/?LinkID=291.
19. In the DhcpExim dialog box, click Export configuration of the local service to a file.
Figure 3.3 shows this page of the DhcpExim tool.
Figure 3.3   The DHCPEXIM Tool

[image: image17.png]‘welcome to DHCP Export Import tool

& [Export configuration of the ocal service 1o afile
Choose this option if you want o save the configuration
(for some or all of the scopes on the local service) to a file

« Import configuration to the local service from afile

Choose this option if you want to import the configuration

(for some or all of the scopes exported previously) from a
file:

Ok Cancel





20. In the DHCPEXIM Export To File dialog box, type a file name, select a location to save the file, and then click OK.
The location that you use to save the file is shown in the DhcpExim Export dialog box.
Figure 3.4 shows this page of the DhcpExim tool.
Figure 3.4   Export to File Dialog Box

[image: image18.png]DHCPEXIM Export To

e [Q0Ee =] @) e [EE

File name:  [DHCPEsport] Save

Save aspe: [AlFies = Cancel





21. In the DhcpExim Export dialog box, select all of the scopes on the list to migrate all settings on the server. Alternatively, if you are not migrating the entire server configuration, you can export specific scopes.
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Note
These procedures assume that you are migrating all the scopes from a Windows NT 4.0–based DHCP server to a corresponding Windows Server 2003–based DHCP server. You can modify the procedures to export and import only selected scopes, or to consolidate multiple DHCP servers. These cases, however, are beyond the scope of this chapter. If you choose to redesign your DHCP implementation, ensure that you have considered all the planning, design, and deployment implications of changing your DHCP infrastructure, such as ensuring that you have sufficient routers or DHCP Relay Agents between subnets. For more information about designing and deploying DHCP, see “Deploying DHCP” in Deploying Network Services in the Windows Server 2003 Deployment kit.
22. Click to select the Disable the selected scopes on local machine before export check box to disable the scopes on this server before exporting, and then click Export.
Figure 3.5 shows this page of the DhcpExim tool.
Figure 3.5   Export Dialog Box
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Tip
This step might take several minutes to complete, and there is no dialog box to indicate the progress of the export. You can, however, view the process running on the Processes tab of the Windows Task Manager.
23. Click OK when the message “The operation was completed successfully” appears.
24. Copy the exported file to a location where you can access it from the new Windows Server 2003–based server.
Once you have finished exporting your DHCP database, you will import the file to configure your new Windows Server 2003-based DHCP server.
Importing DHCP Settings
After exporting the DHCP settings and moving the exported file to a location where you can access it, you are ready to use the Netsh command-line tool to import the DHCP settings to the new DHCP server running Windows Server 2003.
Use the following procedure to import your DHCP server settings to your new Windows Server 2003-based computer.
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To import DHCP server settings to a Windows Server 2003–based DHCP server
25. Install DHCP on the Windows Server 2003–based server. DHCP must be installed before you can import the file. To install DHCP, do the following:
f. Open the Windows Components Wizard. To open the Windows Components Wizard, click Start, click Control Panel, double-click Add or Remove Programs, and then click Add/Remove Windows Components.
g. Under Components, scroll to and then click Networking Services.
h. Click Details.
i. Under Subcomponents of Networking Services, click Dynamic Host Configuration Protocol (DHCP), and then click OK.
j. Click Next. If prompted, type the full path of the Windows Server 2003 distribution files, and then click Next.
The required files are copied to your hard disk. After you have finished installing DHCP, continue with the rest of the procedure to import the DHCP settings.
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Important
This procedure assumes that you have installed the DHCP service, but have not configured any scopes. Your scopes will be automatically configured by the import process.
26. Ensure that the user who will perform the import is a member of the Local Admins group.
27. At the command prompt, type:
netsh DHCP server import path all
This will import the file from the path you specify. This can take more than 30 minutes to complete, depending on the size of the database, and gives you no indication of progress while importing the file. Do not assume that the process has failed until you allow sufficient time, which might be longer than 30 minutes depending on the size of your database. When the import is complete, a message appears that tells you the command has completed successfully.
This imports the configurations of all scopes that you exported from the server running Windows NT 4.0.
28. Once the database has been successfully imported to the new server, test the new server before taking the old server offline.
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Important
Ensure that you have migrated all the necessary services from the old server before taking it offline. For example, if WINS is on the same server as DHCP, migrate the WINS database before taking the old server offline.
29. Disconnect the old DHCP server from your network.
30. Assign the name and IP address of the old DHCP server to the new DHCP server. By using the IP address of the old DHCP server, you will not need to change the DHCP setting on any other computers that are pointing to the DHCP server.
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Tip
Consider configuring conflict detection to prevent conflicts among clients when migrating your scopes to a new computer. However, because server-side conflict detection uses Address Resolution Protocol (ARP) and Internet Control Message Protocol (ICMP) messages to detect conflicts, Internet Connection Firewall (ICF) or other firewalls that are installed on clients on your network might interfere with conflict detection.

Integrating DHCP with Other Services
DHCP interoperates with other services in Windows Server 2003. When planning to upgrade or migrate your DHCP service to Windows Server 2003, you need to take into account how DHCP interacts with other services that might be running on your network. The following sections describe some of these interactions, as well as any steps you need to take to ensure smooth integration following a migration.
Configuring Dynamic Update and Secure Dynamic Update
Windows Server 2003 DHCP supports both DNS dynamic updates and secure DNS dynamic updates. DHCP and DNS work together to perform dynamic updates and work with Active Directory to perform secure DNS dynamic updates. DNS dynamic updates and secure DNS dynamic updates eliminate the need for administrators to update DNS records manually when a client’s IP address changes.
Clients running Windows 2000, Windows XP, or Windows Server 2003 can also perform dynamic updates. Clients running versions of Windows earlier than Windows 2000 do not support DNS dynamic update. For these clients, the DHCP server can be configured to update both the PTR and the A resource records.
By itself, dynamic update is not secure; any client can modify DNS records. When secure dynamic update is configured, the authoritative name server accepts updates only from clients and servers that are authorized to make dynamic updates to the appropriate objects in Active Directory. Secure dynamic update is available only on Active Directory–integrated zones.
Secure dynamic update protects zones and resource records from being modified by unauthorized users by enabling you to specify the users and groups that can modify zones and resource records. By default, Windows Server 2003, Windows XP Professional, and Windows 2000 clients attempt unsecured dynamic updates first. If that request fails, they attempt secure updates.
Use the DHCP snap-in to enable dynamic update on behalf of clients.
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To configure dynamic update
31. In the DHCP snap-in, right-click the DHCP server you want to configure, and then click Properties.
32. In the server_name Properties dialog box, click the DNS tab.
33. On the DNS tab, click to select the Enable DNS dynamic updates according to the settings below check box.
34. On the DNS tab, select the dynamic update method you want: either always updating DNS A and PTR, or only updating the records when requested by the DHCP client.
35. Click to select the Dynamically update DNS A and PTR records for DHCP clients that do not request updates (for example, clients running Windows NT 4.0 check box, if applicable.
Use the DNS snap-in to enable secure dynamic update by the DHCP server on behalf of the clients.
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To configure secure dynamic update
36. In the DNS snap-in, select and right-click the applicable zone, and then click Properties.
37. On the General tab, verify that the zone type is either Primary or Active Directory–integrated. To allow secure dynamic updates only, verify that the zone type is Active Directory–integrated.
38. To allow dynamic updates and secure dynamic updates, in Dynamic Updates, click Nonsecure and secure.
39. To allow secure dynamic updates only, in Dynamic Updates, click secure only.
When using multiple DHCP servers and secure dynamic updates, add each of the DHCP servers as members of the domain global DnsUpdateProxy security group so that any DHCP server can perform a secure dynamic update for any record. Otherwise, when a DHCP server performs a secure dynamic update for a record, the DHCP server that originally created the record is the only computer that can update the record.
Authorizing DHCP Servers in Active Directory
DHCP also works with Active Directory to prevent unauthorized DHCP servers from running on the network. Windows Server 2003-based DHCP servers that are part of an Active Directory domain will not lease IP addresses unless they are authorized in Active Directory. Because of this, you will need to authorize your DHCP servers in Active Directory immediately after upgrading to Active Directory and upgrading or migrating your DHCP servers.
An unauthorized DHCP server on a network can cause a variety of problems, such as the leasing of incorrect IP addresses and options. To protect against this type of problem, when a Windows Server 2003 domain member DHCP server attempts to start on the network, it first queries Active Directory. The DHCP server compares its IP address and server name to the list of authorized DHCP servers. If either the server name or IP address is found on the list of authorized DHCP servers, the server is authorized as a DHCP server. If no match is found, the server is not authorized in Active Directory and does not respond to DHCP traffic. The process of authorizing DHCP servers is useful for only Windows 2000–based or Windows Server 2003–based DHCP servers. This process cannot be used for DHCP servers running Windows NT Server, or servers running non-Windows-based DHCP services. Only a member of the Enterprise Admins group can authorize or unauthorize a DHCP server in Active Directory.
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Important
You must be an enterprise administrator to authorize a DHCP server.
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To authorize a DHCP server in Active Directory
40. In the DHCP snap-in, right-click DHCP.
41. Click Manage authorized servers.
42. In the Manage Authorized Servers dialog box, click Authorize.
43. In the Authorize DHCP Server dialog box, type the name or IP address of the DHCP server, and then click OK.
Detection of unauthorized DHCP servers requires the deployment of Active Directory and the DHCP service running on Windows 2000 or Windows Server 2003. Other DHCP servers do not attempt to determine whether they are authorized by Active Directory before offering IP address leases.
Additional Resources
These resources contain additional information and tools related to this chapter.
Related Information
· “Deploying WINS” in Deploying Network Services of the Microsoft® Windows Server® 2003 Deployment Kit (or see “Deploying WINS” on the Web at http://go.microsoft.com/fwlink/?LinkID=4710).
· “Deploying DHCP” in Deploying Network Services of the Microsoft® Windows Server® 2003 Deployment Kit (or see “Deploying DCHP” on the Web at http://go.microsoft.com/fwlink/?LinkID=4709).
· The Networking Guide of the Microsoft® Windows Server™ 2003 Resource Kit (or see the Networking Guide on the Web at http://go.microsoft.com/fwlink/?LinkID=4614) for more technical reference information about WINS and DHCP.
· “Dynamic Host Configuration Protocol” in the TCP/IP Core Networking Guide of the Microsoft® Windows® 2000 Server Resource Kit (or see “Dynamic Host Configuration Protocol” on the Web at http://go.microsoft.com/fwlink/?LinkID=4623).
· RFC 1542: Clarifications and Extensions for the Bootstrap Protocol.
· RFC 2131: Dynamic Host Configuration Protocol.
· RFC 2132: DHCP Options and BOOTP Vendor Extensions.
· RFC 1001: Protocol Standard for a NetBIOS Service on a TCP/UDP Transport: Concepts and Methods
· Article 193887, “Replacing a Local WINS Database from a Replica Server” in the Microsoft Knowledge Base for information about moving a WINS database by using replication partners.. To find this article, see the Microsoft Knowledge Base link on the Web Resources page at http://go.microsoft.com/fwlink/?LinkID=291.
Related Tools
· DHCPExim tool
For more information about DHCPExim, see the Resource Kit Tools link on the Web Resources page at http://go.microsoft.com/fwlink/?LinkID=291.
· Netsh
For more information about Netsh, in Help and Support Center for Windows Server 2003, click Tools, and then click Command-line reference A-Z.
Related Help Topics
For best results in identifying Help topics by title, in Help and Support Center, under the Search box, click Set search options. Under Help Topics, click to select the Search in title only check box.
· “Checklist: Installing a DHCP server” in Help and Support Center for Windows Server 2003.
· “Checklist: Installing a WINS server” in Help and Support Center for Windows Server 2003.

· “Configure the DHCP Relay Agent” in Help and Support Center for Windows Server 2003.
· “Netsh,” “Netsh commands for WINS,” and “Netsh commands for DHCP” in Help and Support Center for Windows Server 2003.
· “New Features for WINS” in Help and Support Center for Windows Server 2003.
· “New Features for DHCP” in Help and Support Center for Windows Server 2003.
