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Abstract

Microsoft® Windows Server™ 2003 can help make your business more productive by providing a unified platform for data storage, communications, and collaboration that enables greater connectivity between people, corporate resources, and business processes. This paper shows how Windows Server 2003 is a flexible, integrated, and cost-effective platform that can help improve enterprise productivity and result in greater agility and competitive advantage.

The information contained in this document represents the current view of Microsoft Corporation on the issues discussed as of the date of publication. Because Microsoft must respond to changing market conditions, it should not be interpreted to be a commitment on the part of Microsoft, and Microsoft cannot guarantee the accuracy of any information presented after the date of publication.

This document  is for informational purposes only. MICROSOFT MAKES NO WARRANTIES, EXPRESS OR IMPLIED, AS TO THE INFORMATION IN THIS DOCUMENT.

Complying with all applicable copyright laws is the responsibility of the user. Without limiting the rights under copyright, no part of this document may be reproduced, stored in or introduced into a retrieval system, or transmitted in any form or by any means (electronic, mechanical, photocopying, recording, or otherwise), or for any purpose, without the express written permission of Microsoft Corporation. 

Microsoft may have patents, patent applications, trademarks, copyrights, or other intellectual property rights covering subject matter in this document. Except as expressly provided in any written license agreement from Microsoft, the furnishing of this document does not give you any license to these patents, trademarks, copyrights, or other intellectual property.

© 2003 Microsoft Corporation. All rights reserved.

Microsoft, Active Directory, BizTalk, Intellimirror, SharePoint, Windows, and Windows Server   are either registered trademarks or trademarks of Microsoft Corporation in the United States and/or other countries.

The names of actual companies and products mentioned herein may be the trademarks of their respective owners.

Contents

1Introduction


2Wiring the Last Mile of Productivity


2A Unified and Integrated Information Worker Infrastructure


4Value of a Platform Approach


4Dependable and Cost-effective Infrastructure


5Incremental Deployment, Compound Value


5Extensive Partner Ecosystem


6Windows Server 2003 Information Worker Technologies


6Intelligent File Storage Services


6Protecting User Data


7Shadow Copies of Shared Folders


8My Documents Folders Redirection


9Encrypting File System


9Simplifying Complexity


9Distributed File System


10Scalable Storage Architecture


12Volume Shadow Copy Service


13Volume Disk Service


13Enhanced Support for SANs


13Integrated Clustering Services


13Windows SharePoint Services


16Intelligent Print Services


17Windows Terminal Server


19Windows Media Services


20Windows Rights Management Services


23Better Together


23Sample Out-of-the-Box Business Solutions


23Team Workspaces


23Mobile Workforce


24End-User Document Protection


24Single Security Model


24Platform Extensibility: Incremental Building Blocks


25Real-Time Communications


26Exchange Server


28SharePoint Portal Server


28Development Tools


29Management and Security Services


31Summary


31Recommendations


32Related Links




Introduction

"The most important and indeed the truly unique contribution of management in the 20th century was the fifty-fold increase in the productivity of the manual worker in manufacturing. The most important contribution management needs to make in the 21st century is similarly to increase the productivity of knowledge work and the knowledge worker."

Peter Drucker, Post-Capitalist Society, 1993

In today’s challenging economy, the best way for businesses to become more agile and gain competitive advantage is to increase information worker productivity. 

This paper describes how Microsoft® Windows Server™ 2003 provides the foundation for an IT infrastructure that is designed to help businesses achieve next-generation productivity by:

Connecting people, data, and business processes.

Supporting team collaboration and communication activities.

Providing a unified and integrated platform that is designed to improve the tools, such as Microsoft Office 2003 and Windows enterprise servers, used by information workers every day. 

By connecting a smart server to smart client applications and services, Windows Server 2003 wires the last mile of productivity.

This report was prepared for business and technical decision-makers, who are concerned with or have responsibility for their organization’s IT investments and have an interest in ensuring the productivity of their organization’s workforce. 

Wiring the Last Mile of Productivity

In today’s economy, businesses need to do more than just maintain current performance levels. They need to become more agile, gain greater competitive advantage, and increase revenue, all while reducing overhead and improving operating margin. In this environment, companies are demanding that every IT investment dollar deliver a fast return on investment around critical business needs by:

Providing more people with better visibility into business information.

Improving management’s ability to anticipate and respond to change.

Empowering individuals to work smarter and more efficiently.

Getting teams, partners, suppliers, and customers to communicate more effectively.

Addressing these needs requires an infrastructure that is designed for information work—a platform that connects people, processes, and data and enables people to work more effectively.

Windows Server 2003 helps make your entire organization more productive by delivering the power of infrastructure to where it matters most—the tools that people use every day. The result is an information worker infrastructure that delivers a new way of working—combining smart servers and smart clients to deliver rapid return on investment (ROI) with support for scenarios such as team and document collaboration, expert communities, and corporate online broadcasts. 

With Windows Server 2003, organizations can take advantage of their existing IT investments to lower the total cost of owning and operating their business-critical information worker infrastructure.

A Unified and Integrated Information Worker Infrastructure 

The information worker infrastructure begins with a Windows server, Windows client, and Microsoft® Office. Together, these technologies enable key productivity scenarios that require secure and effective information sharing, better data availability, and smart clients that support virtual teams.

Windows Server 2003 provides the fundamental requirements of a server operating system: scalability, reliability, security, and manageability at the best levels of price performance in the software industry. Windows Server 2003 provides the following critical infrastructure elements:

IT infrastructure. The foundation of the server operating system is a connected, dependable, and extensible IT infrastructure that includes directory services, networking, and a single security model based on the Windows Active Directory® directory service.

Application platform. This platform extends support for native XML throughout the Microsoft Windows Server System™ family. The Windows .NET Framework 1.1 is built in, providing greater efficiency for building customized applications, promoting reusable code and Web services, and extending extend benefits across the enterprise. Internet Information Services 6.0 (IIS), which is also built in, provides tightly integrated application hosting capabilities, and XML Web services are included to enable faster transaction performance and queue-based messaging applications.

Information worker services. Server-based applications are connected to clients to provide enhanced collaboration and communication services that include: 

· Data availability. The introduction of intelligent file storage services delivers a number of critical improvements to enterprise file storage from both end-user and IT management perspectives. Advances for end users include the Distributed File System (DFS) solution; folder redirection, including the My Documents folder; and Shadow Copies of Shared Folders. New features designed to improve storage scalability are Volume Shadow Copy Services, Virtual Disk Service (VDS), and enhanced storage area network (SAN) support.

· Communication. Enhancements to Windows Terminal Services and Windows Media Services significantly improve the economics and performance of application deployment, remote maintenance tasks, and the delivery of streaming media. 

Collaboration. Windows Server 2003 improves team productivity by introducing a server-based collaboration platform called Windows SharePoint™ Services. To enable information workers to communicate and collaborate more freely, Windows Server 2003 also provides persistent protection for sensitive documents with the introduction of Windows Rights Management Services
. 

Server-based building blocks based on the Microsoft Windows Server System address a wide variety of advanced enterprise tools, which include:

Microsoft Exchange Server, which provides enterprise messaging and calendaring.

Microsoft Real-Time Communications Server, a manageable and extensible, enterprise-grade, instant messaging server.

Microsoft Office SharePoint™ Portal Server 2003 connects teams, people, knowledge, and applications across the enterprise.

Microsoft SQL™ Server provides more structured data storage.

Microsoft BizTalk™ Server enables business process orchestration and enterprise application integration.

Development tools such as Microsoft Visual Studio® .NET and Microsoft FrontPage® 2003 provide an integrated tool set that makes it easy to build and customize business applications or services. Organizations can manage their IT infrastructures more efficiently and with lower total cost of ownership (TCO) by using a comprehensive set of management tools, such as Windows Management Instrumentation (WMI), Microsoft Operations Manager (MOM), and security services.

Microsoft Office 2003 provides the tools and applications information workers use everyday for the majority of their activities. Because of this familiarity, Office 2003 is the most intuitive and effective place to integrate collaboration and communication services. By connecting the power of infrastructure into smart client applications, information workers can gain better visibility into business information across the enterprise while they work more efficiently as individuals or in teams.

Figure 1 shows how all of these technologies work together as a unified information worker platform. 
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Figure 1. Together, Windows Server 2003 and Office provide integrated Information worker services.

The result of this integration is a dependable, extensible platform, in which components are built to work together. Although each component delivers measurable business value when deployed incrementally, when used together, they deliver compounded value.

Value of a Platform Approach

By making technology products that are specifically designed to work together, it is easy to use a building-block approach to create business solutions from individual components. This strategy provide multiple benefits:

Information workers benefit from a complete solution tailored to specific end-user scenarios.

IT professionals benefit from a common platform for design, deployment, administration, and operations.

Enterprises benefit from an infrastructure that provides greater user productivity, lower TCO, and a quicker path to realizing a return on investment. 

Microsoft provides a high-performance, scalable, information worker infrastructure that is dependable and cost-effective, optimizes the value of existing IT investments by enabling incremental deployments, and utilizes applications, solutions, and services offered by Microsoft partners. 

Dependable and Cost-effective Infrastructure

The information worker infrastructure is designed to take full advantage of the dependability and price-performance of Windows Server 2003 and offer proven value:

Industry-leading performance. Windows Server 2003 has demonstrated industry-leading performance on systems of all sizes, including world records for TPC-C performance (an online transaction processing benchmark) on two-way, four-way, and eight-way systems.
 

Unmatched price-performance. Windows Server 2003 is a leader when it comes to price-performance. In TPC-C price-performance rankings, Windows Server 2003 holds the top 23 and 56 out of the top 57 results for price-performance.
 

Incremental Deployment, Compound Value

The Windows Server 2003 information worker infrastructure is based on an incremental deployment model in which each product independently delivers value to the bottom line. And, because of the cross-product synergies of its “better together” design, such as a consistent user interface and a single security model, the value is compounded as each technology is deployed. 

Extensive Partner Ecosystem

As a result of a common development model, shared managed services approach, and focus on extensibility, thousands of partner applications are already available for Windows Server 2003. The net value to an enterprise is the alignment of its IT infrastructure to deliver maximum productivity and the best TCO.

The next section describes the new and enhanced information worker capabilities in Windows Server 2003.
Windows Server 2003 Information Worker Technologies

This section describes how enhancements in Windows intelligent file storage services form the foundation for information worker productivity by protecting end-user documents and enabling easy access to information.

Information worker productivity starts with file storage. However, in today’s business environment, even advanced file sharing and data storage isn’t enough to streamline business processes and enable teams to work more productively. Achieving this goal requires an infrastructure that is designed from the ground up to support centralized collaboration.

To support collaboration, Microsoft offers Windows SharePoint Services, a Web-based team collaboration environment built on a highly reliable and manageable platform. 

Windows SharePoint Services makes it easy to create and access virtual workspaces on the Web for managing documents, discussions, lists, surveys and other important contextual information, such as team member status and presence. Windows SharePoint Services sites are also accessible with a set of Web services, which allow the sites to connect directly with end-user productivity tools such as Microsoft Office 2003. Windows SharePoint Services is available to customers of Windows Server 2003 in the second half of 2003.

In addition to intelligent file services and SharePoint, the Windows Server 2003-based technologies presented in this section include:

Intelligent print services, which enable fault-tolerant, discoverable, server-based printing.

Terminal services, which provide access to Windows application over low-bandwidth links.

Media services, which enable e-learning and executive broadcast scenarios.

Windows Rights Management services, which provide information integrity and control over information assets.

Intelligent File Storage Services 

Information worker productivity begins with data. Protecting information and making it more accessible to users is the most important job for IT departments. Information storage represents an ever-growing percentage of IT budgets, as indicated by the 1.4 million terabytes of storage that were consumed by enterprises in 2002, a twelve-fold increase of storage consumed in 1998
. 

Windows Server 2003 optimizes storage investments by providing intelligent file storage that protects end-user data, simplifies complexity, and provides a scalable storage architecture.

Protecting User Data

United States-based businesses spend over $12 billion dollars annually
 recovering lost data. Add the impact that lost data has on information worker productivity, and the cost is far greater. More than one-third of data loss is attributed to human errors, such as accidental file deletions or overwriting
. In addition, it is estimated that that more than 80 percent
 of corporate data is locked away on user desktops. 

Windows Server 2003 provides file services that enable IT professionals to protect this data more effectively while enabling end users to recover more easily from mistakes.

Shadow Copies of Shared Folders 

The Shadow Copies of Shared Folders feature helps end users to recover previous versions of documents without restoring from tape or calling the IT support staff. Shadow Copies of Shared Folders is convenient and simple for end users and server administrators—you “set it and forget it.” After the system administrator establishes the Shadow Copy schedule on a volume-by-volume basis, end users can revert to previous, point-in-time copies of their files and folders.

Figure 2 shows the how Shadow Copies of Shared Folders works for both end users and IT system administrators.
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Figure 2. End users easily recover previous versions of documents.
Shadow Copies of Shared Folders is also designed for efficiency in terms of storage overhead. The original file and a series of small changes are saved on a Windows file server. Because only the changed information is saved instead of an entirely new version, server storage requirements are minimized. To the end user, the entire process is transparent until a lost file needs to be retrieved. Shadow Copies of Shared Folders works with any type of file, including media files, and takes advantage of Active Directory for easy-to-manage security. 

Table 1 presents specific benefits that Shadow Copies of Shared Folders provides information workers, IT professionals, and companies.

Table 1. Benefits of Shadow Copies of Shared Folders

	Benefit
	End User
	IT Professional
	Company

	Saves lost time by not having to rebuild files
	(
	(
	

	Empowers users to manage their own files
	(
	(
	

	Saves critical data and information
	(
	
	(

	Saves money by avoiding data loss
	
	
	(

	Avoids loss of revenue by retaining critical data
	
	
	(

	Reduces end-user dependence on IT administrators
	(
	(
	


Shadow Copies of Shared Folders is so effective at improving worker productivity that it alone can justify the cost of an upgrade. When Microsoft Corporation began using Shadow Copies of Shared Folders at its corporate campus in Redmond, Washington, monthly file restoration requests were reduced by an estimated 90
 percent over a three-month period.

My Documents Folders Redirection

Folder redirection, including the ability to redirect the My Documents folder, protects information worker data and increases data availability. This feature redirects the My Documents folder from a user’s local machine to a server. Centralizing the storage of each user’s My Documents folder ensures that server backups provide a more comprehensive and dependable level of protection for documents that might otherwise be missed if they existed only on the local machine. 

When this feature is used with Shadow Copies of Shared Folders, end users can also see point-in-time copies of their entire My Documents folder while their client machine is connected to the server. Even though documents are stored centrally, by default they appear to offline users as if they were stored locally, due to the use of Windows client caching technology. With the increased capacity of folder redirection to include the My Documents folder, IT professionals have another powerful tool to protect important data.

Table 2 presents specific benefits that the My Documents folder redirection ability provides information workers, IT professionals, and companies.
Table 2. Benefits of My Documents Folder Redirection

	Benefit
	End User
	IT Professional
	Company

	Protects local data by storing it on a central server
	(
	(
	(

	Provides more comprehensive and dependable data protection
	(
	(
	(

	Enables more efficient offline data access
	(
	(
	


Encrypting File System

The Encrypting File System (EFS) helps protect end-user data in the event that an intruder has access to a physical machine. Windows Server 2003 integrates EFS support to protect both server-based files as well as the online/offline cache system on a client PC. This approach extends encrypted file protection to sensitive information that is stored on a laptop, making it more secure in the event of loss or theft.

Simplifying Complexity

As networks expand to include more users, physical storage devices continue to multiply and increase infrastructure complexity across the enterprise. This proliferation makes it increasingly difficult for server administrators to keep users connected to the files they need. Several new and improved technologies in Windows Server 2003 ease administrative complexity as the following sections show.

Distributed File System

Managing storage in a distributed environment can cost as much as $7.00 for every $1.00 spent for physical storage devices
. The Windows Distributed File System (DFS) helps reduce this expense by increasing data availability while simplifying management. DFS also streamlines file navigation for end users, improving their access to file shares that are distributed across different servers. Instead of statically mapping multiple drives to access file shares, DFS enables IT professionals to assign an easy-to-remember namespace, a server identifier or name that is independent of the underlying physical server description. This approach makes complex file paths transparent to all users. 

Figure 3 shows how users employ DFS to access a correct file share location without having to specify the server location.
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Figure 3. DFS uses a unified namespace to simplify access to frequently accessed file shares.
DFS provides additional benefits:

DFS makes it easy for server administrators to provide information workers with uninterrupted access to critical files during server administration and maintenance scenarios, such as server consolidation and upgrades.

DFS includes integrated replication capabilities that provide an automated and centrally managed service that replicates and synchronizes copies of important data. 

DFS improves performance and data availability in wide area network (WAN) scenarios by automatically routing clients to the closest available file replica. 

Table 3 summarizes specific benefits that DFS provides information workers, IT professionals, and companies.

Table 3. Benefits of Distributed File System
	Benefit
	End User
	IT Professional
	Company

	Increased data availability from access to distributed file shares
	(
	
	(

	Streamlined file navigation for quicker and easier access to data
	(
	
	

	Improved, fault-tolerant file access
	(
	
	

	Simplified management of file storage resources
	
	(
	


Scalable Storage Architecture

Enterprise storage requirements are growing exponentially .The amount of data stored on file servers is now estimated to double every 12 to 18 months. Yet, an increasing number of administrators need to manage growing IT environments with the same number or fewer staff members. As the cost of storage devices declines, the costs of housing and managing them increase. 

Storage management costs are escalating for many reasons, including storage availability and usage patterns, load balance optimization, data migration and replication, and the costs of adding new storage, backup, and archiving capabilities. Maintaining complex storage environments, such as directory-attached storage (DAS), network-attached storage (NAS), and storage area networks (SAN), has become increasingly complicated, labor intensive, and costly. 

Server administrators must now carefully examine various storage scenarios to determine which provides the most cost-effective and appropriate alternative for their specific business needs. Various scenarios must be considered, such as storage consolidation (including file servers, application servers, SAN-based storage or NAS/SAN integration), smaller backup windows (or the elimination of backup windows altogether), and autonomous backups that run without shutting down live applications or closing open files.

With file storage performance that is up to 148 percent faster than Microsoft Windows NT® Server 4.0
 and up to 84 percent faster than Microsoft® Windows 2000 Server, the scalable storage architecture in Windows Server 2003 offers a compelling alternative. Besides better performance, it enables server and storage consolidation, simplifies administration of SAN and NAS environments, reduces costs, and enables new scenarios, such as zero-downtime backup and near-real-time data mining. 

Table 4 presents the specific benefits that the scalable storage architecture provides information workers, IT professionals, and companies.

Table 4. Benefits of a Scalable Storage Architecture 

	Benefit
	End User
	IT Professional
	Company

	Server and storage consolidation
	
	(
	

	Simplified SAN and NAS administration
	
	(
	

	Zero-downtime backup
	
	(
	

	Near-real-time data mining
	(
	
	(

	Improved storage management tools
	
	(
	(

	Lower storage management costs
	
	(
	(

	Broad industry support
	
	(
	(


Whether an organization uses DAS, NAS, or SAN, Windows Server 2003 provides a single platform with common management tools, advanced storage capabilities, and broad industry support. The scalable storage architecture in Windows Server 2003 delivers several important new features that help address the challenges of storage management. 

Volume Shadow Copy Service 

The Volume Shadow Copy Service enables fast creation of point-in-time copies of data so that backups of important organizational data can be performed easily and more reliably—even if files are open. Volume Shadow Copy Service is the industry’s first application-aware storage architecture. By coordinating with the operating system, storage hardware, backup applications, and business applications, Volume Shadow Copy Service delivers higher-fidelity backup and restore operations. 

Figure 4 shows the how Volume Shadow Copies works for IT system administrators.
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Figure 4. Volume Shadow Copy Service enables fast creation of point-in-time copies.
Volume Shadow Copy Service also enables new data management scenarios, such as moving point-in-time copies to alternate servers This approach can be used to improve data availability by routing high-volume, non-critical server access to alternate servers to protect the performance of production systems. The alternate server can also be used as the source for backups, which would otherwise degrade the performance of the primary server. 

Table 5 presents the specific benefits that the Volume Shadow Copy Service provides information workers, IT professionals, and companies.

Table 5. Benefits of Volume Shadow Copy Service

	Benefit
	End User
	IT Professional
	Company

	Fast creation of point-in-time copies
	(
	
	

	Easier and more reliable data backup
	(
	(
	

	More efficient storage management
	
	(
	(

	User self-sufficiency through single-file restoration
	(
	(
	

	Support for new data transport scenarios (Enterprise and Data Center Editions only)
	(
	( 
	


Volume Disk Service 

The Volume Disk Service implements a single, uniform interface for managing all SAN devices, regardless of the device or the supplier. Previously, each SAN vendor provided a proprietary set of programming interfaces for managing their hardware. This approach resulted in complex administration due to the use of multiple tools. 

Now, a single interface enables administration of all storage devices. Vendors of backup software and hardware can now quickly develop highly manageable storage solutions by using Volume Shadow Copy Service and Volume Disk Service. 

Enhanced Support for SANs 

Enhanced SAN support in Windows Server 2003, Enterprise Edition, enables administrators to control the mounting of volumes with the aid of a SAN-friendly configuration that protects the volume from unintentional access. Improved handling of fiber channel SAN and improved SAN host bus adapter interoperability further simplify administration. 

Integrated Clustering Services

Integrated clustering services help to reduce administration time in scenarios that require extremely high system availability. This scenario has become increasingly important for organizations that are deploying business-critical e-commerce and line-of-business applications.

Windows Server 2003 takes advantage of an organization’s existing storage investments by providing advanced storage with a rich and flexible feature set that can be molded to meet the different demands of organizations. Benefits to this approach include:

The highest reliability, security, and performance of any Microsoft server operating system ever.

Comprehensive support for a SAN environment.

Widespread support across different IT platforms and systems.

Extensive support for third-party software, including utilities such as anti-virus, backup, replication, and defragmentation applications as well as industry-standard management tools such as Microsoft System Management Server (SMS), IBM Tivoli, and HP OpenView.

Windows SharePoint Services 

Although the intelligent file services in Windows Server 2003 deliver many critical improvements to file sharing, the cornerstone of enterprise collaboration—effective team collaboration—has different requirements.

Windows SharePoint Services sites take file storage to a new level, providing collaborative workspaces that make it possible for users to collaborate on documents, tasks, and events and make it easier for users to share contacts and other information. Windows SharePoint Services enables managers of teams and sites to manage site content and user activity easily. The environment is designed for easier and more flexible deployment, administration, and application development.

Windows SharePoint Services helps information workers increase individual and team productivity, because they can create Web sites easily for information sharing and document collaboration. Windows SharePoint Services is a Web-based team collaboration environment that provides team services to Microsoft Office and other desktop applications. It is built on a highly reliable, scalable, manageable, and extensible platform. It gives anyone with a Web browser the ability to create and access virtual workspaces for managing documents, discussions, lists, surveys, and other important contextual information, such as team member status and presence. 

Figure 5 shows the range of collaboration and communication capabilities that Windows SharePoint Services supports.
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Figure 5. Windows SharePoint Services is central to team communication and collaboration.

A Windows SharePoint Services sites consists of Web Parts, ASP.NET-based components that provide specific application functions. Site managers and users can add Web Parts to pages on their SharePoint sites and easily configure them as needed, assembling custom applications out of reusable, modular components. Windows SharePoint Services ships with a number of ready-to-use Web Parts, and more will become available from Microsoft and third-party vendors.

SharePoint sites provide many benefits to individuals and teams alike, including the following:

A team community. Windows SharePoint Services sites provide a place to capture and share ideas, information, communication, and documents. The sites facilitate team participation in discussions, shared document collaboration, and surveys. Site content is accessible from both a Web browser and through clients that support Web Services. The document collaboration features provide document version control through easy check-in and check-out features.

Individual empowerment. Members of a Windows SharePoint Services site can find and communicate with key contacts and experts both by e-mail and with instant messaging. Site content can be searched easily, and users can receive alerts to tell them when existing documents and information have been changed or when new information or documents have been added. Site content and layout can be personalized, and Web Parts can be used to present targeted information to specific users on precisely defined topics.

In addition, the programs in the new Microsoft Office System use Windows SharePoint Services site content. All of a site's collaborative content (for example, documents, lists, events, task assignments, and membership rosters) can be read and edited within Microsoft Word 2003, Microsoft Excel 2003, and Microsoft PowerPoint® 2003
. Users can also edit photographs in Web-based photograph libraries. The Microsoft Outlook® 2003 messaging and collaboration client presents SharePoint site event calendars that can be viewed side-by-side with personal calendars and also creates meeting-specific workspaces to track group appointments.

Management enabler. SharePoint site managers can customize the content and layout of sites to ensure that site members can access and work with important and relevant information. Member participation can also be monitored and moderated when necessary. Security and task responsibilities are both flexible and accessible. Well-designed lists and entire sites can be saved as templates and then reused by individuals, teams, or business units across an organization.

Administration and deployment. Windows SharePoint Services can scale to tens of thousands of sites within an organization. It fully supports load-balanced Web farm and clustered database deployments. Site and server managers can set and enforce sites-per-server and users per-site quotas on storage and sites. Site usage can be monitored to detect and retire inactive sites. Server managers can delegate to users the ability to create their own sites. Sites and servers can be managed from a Web browser, command-line tools, or a Web service-accessible object model.

Integrated .NET Framework development. In addition to the Web Parts infrastructure, Windows SharePoint Services servers, sites, and site contents are exposed by a comprehensive .NET Framework object model and industry-standard Web services. Site customization and enhanced data-driven site content is possible even to nonprogrammers by using FrontPage 2003.

Scalability. As an enterprise grows, Windows SharePoint Services sites can grow with it. SharePoint Portal Server is included in the SharePoint family of products and technologies and extends the capabilities of Windows SharePoint Services by providing organization and management tools for SharePoint sites. SharePoint Portal Server enables teams to publish information captured in their SharePoint sites to the entire organization. In this way, the combination of Windows SharePoint Services and SharePoint Portal Server technology facilitates smart organizations.

Windows SharePoint Services is a foundation for team collaboration that makes it easy to scale collaboration services to the entire enterprise. It is a great example of incremental component value and the advantages of a built-to-work-together, unified solution design. 
Figure 6 shows the architectural relationship between Windows SharePoint Services, Windows Server 2003, and other Microsoft enterprise server products. 
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Figure 6. Windows SharePoint Services and Windows Server 2003 work together to provide an integrated collaboration solution.

Table 6 presents the specific benefits that Windows SharePoint Services provide information workers, IT professionals, and companies.

Table 6. Benefits of Windows SharePoint Services

	Benefit
	End User
	IT Professional
	Company

	Team community
	(
	(
	(

	Individual empowerment
	(
	(
	

	Management enabler
	(
	(
	(

	Better administration and deployment
	
	(
	(

	Integrated .NET Framework
	(
	(
	(

	Grows with enterprise
	
	(
	(


For enterprise-wide deployments, many companies may want to consider the need for an enterprise portal strategy that can be implemented by using Microsoft Office SharePoint Portal Server 2003. For more information about this solution, see “Better Together” later in this paper.

Intelligent Print Services 

One of the most frequently used network services in any organization is printer sharing. Windows Server 2003 provides intelligent print services that improve reliability, manageability, and security of network printers and make it easier to select, connect, and share them. 

The following intelligent print service capabilities are included with Windows Server 2003:

Locating network printers. Information workers can locate and connect to network printers quickly and easily based on multiple criteria, such as location, ability to print color, or the speed of a printer. Printers can be published in the Active Directory service, making it easier to designate print servers that are specifically tailored to the needs of a particular group of users. Use of logical and standardized server and printer naming conventions makes this task easier. 

Intelligent printer clustering. Now printer availability can be scaled to better support mission-critical applications. Installing printers on a cluster is much simpler and faster with Windows Server 2003 because of the ease with which printer port information can be propagated. Windows Server 2003 also delivers automatic distribution of printer drivers from the cluster spooler resource to all member nodes of the cluster. This approach helps to reduce new deployment effort. 

Windows Management Instrumentation. The WMI Print Provider provides rich scripting support that can be used to streamline complex management tasks. For example, printer information can be gathered, manipulated, and used to re-create (clone) printers and settings on new or existing servers. These new capabilities provide a broad range of possibilities, including installing and configuring printers remotely and by using scripts. 

Table 7 presents the specific benefits that intelligent print services provide information workers, IT professionals, and companies.

Table 7. Benefits of Intelligent Print Services

	Benefit
	End User
	IT Professional
	Company

	Easier selection, connection, and sharing of network printers
	(
	
	

	Printers published in Active Directory
	(
	(
	(

	Improved system security, reliability, and manageability
	
	(
	(

	Improved ease of deployment
	
	(
	(


Windows Server 2003 offers significant improvements as a printing platform compared to Windows 2000 Server, including advanced device support, management tools, protocol improvements, and stability. As a result, intelligent print services help increase information worker productivity across the full range of enterprise applications. 

Windows Terminal Server 

Organizations are becoming more global, business environments are becoming more virtual, and information workers are becoming more mobile. These important trends present a challenge to worker productivity by increasing the demand for better access to centralized data and applications. 

Windows Terminal Server provides today’s increasingly workers with better access to centralized data and applications, regardless of their location, hardware devices, or the speed of their network connection. Windows Terminal Server addresses a broad range of mobile worker scenarios, from organizations with branch offices, to home-based workers, to geographically dispersed teams. In addition to improving data access, Terminal Server provides server access to server-based applications, making it easier for information workers to stay connected with each other and their data. 

Key benefits of Terminal Server include the following:

Limited-bandwidth connectivity. Terminal Server provides a high level of performance and responsiveness for users who run remote applications over a limited bandwidth. Terminal Server solves this problem by running applications on a file server and sending only screen display information over the network. This approach provides users of Terminal Server with a highly responsive, minimal latency experience, even when servers are connected over slow dial-up connections.

Low minimum system requirements. Administrators don’t have to worry about meeting the minimum system requirements of the application they are connecting to. As a result, information workers can access Windows-based applications from many types of devices, such as Windows-based terminals, mobile devices, and legacy PCs, which normally wouldn’t be able to run these applications.

Easy deployment and management. Because applications reside entirely on a server, they can be deployed and upgraded easily for thousands of users at the same time. This approach eliminates much of the time and cost associated with installing new and updating existing applications. It also reduces the productivity losses caused by the interruptions and system downtime that upgrades can create.

Remote public access. Terminal Server also increases the productivity of mobile workers who use remote applications that they don’t own or control. For example, Internet kiosks in airports or Internet cafés can be used to run software that can’t be loaded locally. Information workers can remain productive even if they don’t have their primary computer with them. Terminal Server provides the added benefit of eliminating the need to manage software updates or installations on computer hardware that is not company owned. 

Security. Data can be secured by using 128-bit encryption that protects all transmissions between a client and server. With the availability of high-performance, low-latency capabilities, it is now practical and effective for organizations to support a few or even tens of thousands of remote users. Terminal Server also supports smart card authentication for companies that want another layer of security and authentication. Terminal Server enhances data integrity and security by centralizing the data on servers, where it can be controlled and easily backed up.  

High performance. In conjunction with a Microsoft Remote Desktop Protocol (RDP) 5.1 client, Terminal Server enables remote, client-connected devices, such as 24–bit, high-resolution color printers or serial devices to operate with a high level of efficiency and performance. Client/server applications running on Terminal Servers often can provide a better user experience than those running without Terminal Server.

Table 8 presents the specific benefits that Terminal Server provides to information workers, IT professionals, and companies.

Table 8 - Benefits of Windows Terminal Server
	Benefit
	End User
	IT Professional
	Company

	Better access to centralized data as well as applications
	(
	(
	(

	Flexible mobile access for employees to work from anywhere
	(
	
	(

	Easier administration through centralized deployment of applications and updates
	
	(
	(

	Improved performance and responsiveness over limited bandwidth connections
	(
	
	(

	Better economics and flexibility for remote clients, which aren’t required to have software applications installed on every device
	
	(
	(

	Extended reach of applications to business partners and customers
	
	
	(

	Rapid deployment of applications to remote offices
	
	(
	(

	Centralized support for many users and applications 
	
	(
	(

	Centralized data on servers for easy backup and disaster recovery
	
	(
	(


Windows Media Services

A core technology of Windows Server 2003, the Windows Media Services component has been completely redesigned and enhanced, enabling it to deliver reliable, scaleable, manageable, and economical solutions for distributing streaming audio and video. 

Windows Media Services enables fast streaming and intelligent bandwidth usage for better quality media. With a robust set of properties, Windows Media Services gives IT professionals the ability to set limits at the individual transaction level. In this way, IT administrators can ensure that transmissions do not exceed the capabilities of a server, network, or player. 

Windows Media Services also helps to increase productivity by delivering richer and more immediate communications to employees, partners, suppliers, and customers. Its use can help reduce the costs associated with of in-person meetings. In virtually any size of company and industry, Windows Media Services can offer a compelling value. For example, consider its use in the following scenarios:

Executive broadcasts. Executives can communicate critical and strategic business messages to the desktop of every employee in the organization regardless of their geographic location through real-time broadcasts. These cost-effective and efficient communications can easily be made available for on-demand viewing through Microsoft Producer for PowerPoint 2002, which ensures maximum employee reach and convenience. Windows Media Services and the Windows Media Player 9 Series deliver the best quality experience by eliminating buffering at the start and during the broadcast, which ensures instant startup and an uninterrupted viewing experience for employees. 

On-demand training. Employee productivity can be optimized with when rich and compelling training materials are available on demand to help improve job skills, provide professional development, and provide sales-readiness training. Windows Media Services 9 Series enables organizations to provide high-quality, on-demand training efficiently and cost-effectively. Employees benefit from the high quality of the content, the instant startup and uninterrupted viewing experience, and reduced travel often associated with in-person training. Organizations benefit through increased employee productivity and reduced travel expenses.

Sales and marketing training. Organizations can deliver higher-impact sales and marketing messages and product information to their sales force, partners, and distribution channels. Effective promotional information can also be provided to external audiences such as business customers, prospective employees, and potential recruits. Windows Media offers an effective way of reaching out to employees in a creative and compelling way. When needed, industry-leading Microsoft digital rights management technology can secure both live and on-demand content so that only the intended audience has access to the media. 

Corporate video channels. Windows Media Services 9 Series supports corporate video channels, which are used to distribute multiple channels of rich media content over an intranet. For example, organizations can create an executive communication channel for broadcasts of milestone announcements or financial statements, a training channel for job skill and product training or demonstrations, and a news channel that streams live Internet news. Windows Media Services makes it easy for corporations to create and manage these channels—IT professionals can use wizards to set up publishing points easily. Server-side play lists enable IT professionals to change the order of content to be played dynamically, which ensures that employee preferences can be accommodated. Through Fast Stream technology, employees can readily browse channels and receive an instant startup experience each time they switch from clip to clip. 
Table 9 presents specific benefits that Windows Media Services provides information workers, IT professionals, and companies.
Table 9- Benefits of Windows Media Services
	Benefit
	End User
	IT Professional
	Company

	Instant-on, always-on playback experience
	(
	
	

	Backwards player compatibility
	(
	(
	(

	Dynamic content programming
	(
	(
	(

	More than twice as scalable
	
	(
	(

	Server manageability in any environment
	
	(
	

	Intelligent bandwidth usage
	(
	(
	(

	Increased reliability
	(
	(
	

	Increased security
	
	(
	(

	Increased manageability and scalability
	
	(
	(

	Easily customizable
	
	(
	(


Windows Rights Management Services 

From individual workers to global enterprises, almost every business needs to protect their intellectual property, whether it is e-mail, sensitive company documents, or copyrighted material that has been published.

Windows Rights Management is a new security service for Windows Server 2003 that works with applications to help safeguard information for people who need to protect sensitive Web content, documents, and e-mail. Windows Rights Management is a premium service offered in Windows Server 2003, Enterprise Edition, and requires its own client access license (CAL).

Windows Rights Management enables protection of information through the creation and enforcement of persistent usage policy. This approach gives authors the ability to grant specific rights to a selected individual or group and set them to expire at a specific date, after which the file becomes useless to recipients. These restrictions stay with the information wherever it goes—even if it is copied to a laptop or other device. 

It is easy for organizations to create Rights Templates for groups of employees. For example, a company might create Company Confidential or Legal Department Only templates. Authors could then use the templates to control access to and use of their sensitive documents and other important information that use rights-enabled and management-enabled client applications, such as Office 2003. Active Directory is used to validate each user and assign rights to the recipients. In the case of groups, Active Directory can be used to perform group expansion and assign the intended rights to each member of the group individually. 
Figure 7 shows the how Windows Rights Management works for both end users and IT administrators.
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Figure 7. Windows Rights Management enables authors to protect sensitive information.

Through the Windows Rights Management Services, authors can publish content to the Web or to database files rendered in HTML and ensure that the data is secure. Windows Rights Management Services work with Rights Management update for Internet Explorer
, which enables trusted viewing of HTML content. The browser enforces the rights assigned by the author. 

The principal benefits of Windows Rights Management Services are information integrity and trusted collaboration. Table 10 presents specific benefits that these services provide information workers, IT professionals, and companies.

Table 10. Benefits of Windows Rights Management Service

	Benefit
	End User
	IT Professional
	Company

	Easy template creation
	
	(
	

	Support for Active Directory services
	(
	(
	(

	Increased levels of trust in an organization’s file and communications infrastructure
	(
	(
	(

	Ability to create customized templates
	(
	
	(

	Persistent and granular content control through persistent rights management that is stored in a document
	(
	
	(

	Ability to name a “super user” or group that can override rights in the event of an employee termination or other critical business need
	
	
	(


Better Together

The true value of an information worker platform built with Windows Server 2003 lies with the intrinsic information worker services of the operating system in combination with Microsoft Office 2003 to create smart servers and smart clients. A full range of enterprise server-based applications extend this value and enable any organization to create more unified and integrated solutions. The following four elements are considered essential for an extensible platform:

The ease with which customer solutions can be built.

The compound value that can be attained by incremental deployment of technology and used in specific business scenarios.

Management and administration tools that help lower operational costs and minimize TCO.

Third-party applications and services that can be built for and run on a Windows Server 2003–based infrastructure.

The information worker infrastructure of Windows Server 2003 provides immediate, out-of-the-box value that can be deployed in various business scenarios. It also provides near-term and long-term compound value, because new server-based functionality can be incrementally added as required. 

This approach solves the business requirements of rapid time to market, improved competitive advantage, and cost-effective operations. It also ensures that IT organizations can easily deploy and manage a secure infrastructure in phases to meet business requirements as they occur.

Sample Out-of-the-Box Business Solutions 

Information workers perform industry-specific tasks, but many tasks are fundamentally similar within specific business processes. Different business scenarios do, however, require different combinations of technology, although some of the technologies may be used in more than one scenario. 

Several common information worker scenarios that can be implemented immediately with functionality included in Windows Server 2003 include team workspaces, mobile workforce, end-user document protection, and a single security model.

Team Workspaces

Team workspaces can be developed by using out-of the-box functionality based on Windows Server 2003 and Windows SharePoint Services. This collaborative technology can be used immediately with Web browsers and existing clients. By adding Office 2003, tools for more effective collaboration are automatically integrated into the users desktop, such as task pane integration and provisioning of workspaces in the Microsoft Outlook 2003 messaging and collaboration client. Server products such as SharePoint Portal Server take advantage of the Windows SharePoint Services platform and extend its document management capabilities.

Mobile Workforce

Windows Server 2003 provides support for secure wireless networks, client-side caching, and the ability to make a Remote Procedure Call (RPC) over HTTP. Windows XP Professional takes advantage of client-side caching and easy wireless setup by using the 802.11 wireless standard that helps provide a seamless online and offline experience. Full fidelity is provided by using Microsoft Exchange Server and Microsoft Outlook without opening a full virtual private network (VPN) connection. Exchange Server and Outlook also provide seamless online and offline integration through intelligent, automatic synchronization.

End-User Document Protection

Windows Server 2003 provides end-user document protection based on the Shadow Copies of Shared Folders feature and folder redirection capabilities. Windows XP Professional users can recover files directly from their desktops. Office 2003 applications provide easy access to shadow copies when files are opened using the Open dialog box.

Single Security Model 

Out-of-the-box security includes the use of Active Directory for identity management, Microsoft Metadirectory Services (MMS) for connection with other directories, public key infrastructure (PKI) for certificate services, and Kerberos for secure interoperability. In addition, because Windows SharePoint Services is a native Windows Server 2003 platform component, it can also take advantage of these security capabilities easily. This approach could be especially important, for example, during development of a secure extranet. 

Platform Extensibility: Incremental Building Blocks

The ability to extend these shared, managed information worker services is the key to building an integrated infrastructure. To support this strategy, Microsoft offers a comprehensive suite of server-side applications that build on enterprise servers and are collectively known as the Windows Server System.

Server-based applications provide important infrastructure components that can be added incrementally to a Windows Server 2003–based information worker solution. Such extensions help organizations respond to evolving business needs. The following list includes some of the Microsoft server-based applications that can be implemented: 

SQL Server provides structured data storage, lowers implementation and maintenance costs, and supports the rapid development of enterprise-class business applications.

Microsoft Real-Time Communications Server is a manageable and extensible instant messaging server that enables corporations to find, share, and respond to new information more quickly.

Exchange Server supports unified messaging and scheduling and is the core server for managing business communication in enterprises of all sizes.

SharePoint Portal Server can be used to develop an enterprise portal framework that can aggregate information and applications across an enterprise.

BizTalk Server helps business process workflow and orchestration. 

Microsoft Commerce Server can be used to engage and manage a global network of customers and trading partners. 

Microsoft Project Server supports enterprise project management.

Of these technologies, Real-Time Communications, Exchange Server, and SharePoint Portal Server also help  improve information worker productivity throughout an enterprise and so are worth a closer look. 

Real-Time Communications

Instant messaging (IM) is a global phenomenon. As the fastest-growing communications tool in history with more than 200 million users worldwide, IM offers a tremendous value to its users. IM also has the potential of filling an important role in business communication. For this reason, almost one-third of information workers in the United States already have desktops with one or more IM clients.

IM accelerates the speed of business and the quality of information exchanged by giving users the benefit of immediacy and the control to respond more effectively. If properly deployed, IM has the potential to deliver other important benefits to the enterprise.

Real-time communication (RTC) technologies support presence awareness and provide a platform for secure enterprise instant messaging and integration with telephony networks based on session initiations standards. 

Figure 8 shows the how real-time communications technology works for both end users and IT administrators.
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Figure 8. Real-time communication technologies support a host of communication scenarios.

In addition, the upcoming Microsoft Real-Time Communications Server
 is a manageable and extensible instant messaging server that enables corporations to reach, collaborate with, and respond to new information more quickly. When administrators deploy and structure real-time communications tools, this server takes advantage of industry-standard protocols, such as Session Initiation Protocol (SIP) and SIP for Instant Messaging and Presence Leveraging Extensions (SIMPLE). Real-Time Communication Server is easy for organizations to deploy and manage by using their existing technology assets and familiar tools. 

The server offers enhanced security and manageability of instant messaging, making this popular form of communication an asset to enterprises that value productivity but need enhanced security and archiving capabilities. Current public IM solutions offer individuals useful functionality but present liabilities in enterprise situations such as uncontrolled naming conventions, limited authentication, and inability to log or monitor communications. Also, because instant messages are sent as clear text over the Internet, even to someone else inside the same company, they are inherently not secure. 

Real-Time Communication Server enables organizations to log instant messages to help protect privacy and intellectual property and helps to ensure regulatory compliance in certain industries. By using Real-Time Communications Server, companies can eliminate the liabilities associated with reliance on public instant messaging services and free users to exploit the full potential of enterprise-wide instant messaging. A robust set of APIs and integration with enterprise directories enable businesses to build other highly efficient communication solutions for other scenarios. 

Table 11 presents specific benefits that Real-Time Communications Server provides information workers, IT professionals, and companies.

Table 11. Benefits of Real-Time Communication Services

	Benefit
	End User
	IT Professional
	Company

	Presence integration into individual productivity applications
	(
	
	

	Industry standards that ensure interoperability
	
	(
	(

	Secure, manageable, and extensible to enable easier management 
	
	(
	(

	Integration with Active Directory 
	(
	(
	(

	Instant Messenger conversation logs
	(
	
	(

	Presence in line-of-business applications (such as through SQL Server)
	(
	(
	(

	Rich functionality including PC-to-PC voice, video, and data collaboration
	(
	
	(


Exchange Server 

Exchange Server is a core collaboration component in many enterprises as well as small and medium size businesses. By incorporating Exchange Server, new sources and forms of communication such as rich media, real-time communication, and instant messaging can be centralized and managed. Exchange 2003 makes the following usage scenarios possible: 

Mobility and remote access. Information workers benefit from having better access to their e-mail system when they are out of the office, which enables them to stay in touch and work as productively on the road as they do in the office. Exchange 2003 improves the efficiency of communications between Microsoft Outlook and Exchange, which approaches the in-office performance levels of Outlook over dialup connections. Improvements in Windows Server communication protocols now make it possible to use Outlook to connect to Exchange over the internet by using HTTP without a virtual private network. 

Outlook Web Access (OWA) enables users to access their inbox from a Web browser connected to the Internet. The OWA interface looks just like Outlook 2003, ensuring a consistent user experience. In addition, Outlook Mobile Access has been incorporated into Exchange. Mobile devices now provide easy-to-deploy, easy-to-manage access to user inboxes. In combination, these capabilities help information workers stay productive in and out of the office. 

Site and server consolidation. Exchange takes advantage of a number of new and improved capabilities in Windows Server, Windows XP, and Office 2003 to increase the number of users who can be served from a single Exchange server and to reduce the need for Exchange servers at branch offices. Windows Server 2003 delivers improvements in Active Directory replication that make site and server consolidation possible. 

Disaster recovery. Disaster recovery is closely associated with managing system availability. Exchange takes advantage of new capabilities in Windows Server 2003 to deliver higher availability and enable system administrators to better prepare for disaster recovery. New capabilities include better support for larger clusters and the Volume Shadow Copy Service, which makes it easier and quicker to backup and restore Exchange mailbox stores. 

Deployment and migration. Active Directory deployment testing and rollback tools enable system administrators to ensure their Active Directory deployment is stable before they roll out Exchange Server. 

Secure messaging infrastructure. Exchange 2003 delivers an improved anti-virus API, which Microsoft partners are already using to improve the effectiveness and reliability of their anti-virus solutions. New anti-spam capabilities help to reduce the number of unwanted e-mail messages in users’ inboxes. Exchange takes advantage of the advances in Kerberos and IP Security (IPSec) in Windows Server 2003 to build more enhanced security into the system.

Table 12 presents specific benefits that Exchange Server provides information workers, IT professionals, and companies.

Table 12. Benefits of Exchange Server

	Benefit
	End User
	IT Professional
	Company

	Better tools for enabling mobile workers
	(
	(
	(

	Consolidation scenarios that reduce server hardware, software, and associated administrative costs.
	
	(
	(

	Better deployment and migration tools 
	
	(
	(

	Improved disaster recovery and data availability from tight integration with Windows Server 2003
	(
	(
	(

	Secure messaging infrastructure
	(
	
	(

	Better management capabilities that help lower TCO
	
	(
	(


SharePoint Portal Server

SharePoint Portal Server provides the architecture for an enterprise-wide portal strategy. It starts with team workspaces based on Windows SharePoint Services and connects them with people, information, applications, and business processes into a cohesive enterprise network based around a common portal infrastructure. This approach provides a comprehensive view of all the sites developed within an organization, provides a map for visual location, and provides an underlying management infrastructure that enables centralized administration for lower TCO.

SharePoint Portal Server enables enterprise-wide search and categorization of all types of content on a wide variety of storage services. It supports comprehensive search capability while providing a way to proactively present the search results as a set of organized topics.

SharePoint Portal Server takes advantage of the power of the .NET Framework and BizTalk Server by providing a single sign-on service that enables any portal user to connect to a wide variety of line-of-business systems. SharePoint Portal Server also takes advantage of the SharePoint site framework provided in Windows Server 2003 to provide a consistent experience for users, whether they are browsing in an enterprise site, viewing their personal work area, attending a team meeting, or collaborating on a single document.

Table 13 presents specific benefits that SharePoint Portal Server provides information workers, IT professionals, and companies.

Table 13. Benefits of SharePoint Portal Server

	Benefit
	End User
	IT Professional
	Company

	Information sharing across file servers, databases, public folders, Internet sites, and Windows SharePoint Services-based Web sites
	(
	
	(

	Integrated document management services
	
	
	

	Enterprisewide portal framework
	(
	(
	(

	Enterprisewide search and content indexing
	(
	
	(

	Common architecture with Windows SharePoint Services
	
	(
	(

	Integration with Microsoft .NET Framework for Web Parts runtime
	
	(
	(


Development Tools 

A fundamental advantage of an information worker platform based on an integrated suite of Microsoft technologies is the ability for more efficient application and Web services development. Improving productivity and efficiency in each of these areas can contribute to reduced IT operating costs. 

A common development platform and runtime environment for the entire information worker infrastructure helps IT professionals use their tools and platform more effectively. Two technologies that can help make an IT professional’s job easier are Visual Studio .NET and FrontPage 2003. 

Visual Studio .NET is a comprehensive tool set for rapid creation and integration of XML Web services, Windows–based applications, and Web solutions. Visual Studio .NET was built from the ground up for XML Web services. By enabling applications to share data over the Internet, XML Web services enable developers to assemble applications from new and existing code, regardless of platform, programming language, or object model that they use. 

FrontPage 2003 is the Office Web site creation and management solution that enables developers to quickly and easily build Intranet sites, team workspaces based on Windows SharePoint Services, public Web sites, and secure extranets for partners and suppliers.

Visual Studio .NET and FrontPage are fully compatible with a broad range of industry tools, which when used in conjunction with Windows Server 2003, offer even greater potential for optimizing development and management efficiency. 

Management and Security Services 

Managing the runtime environment is essential to optimizing IT resources and helping to reduce TCO. The following Microsoft technologies and services are available to help make an IT professional’s job easier:

Windows Management Instrumentation (WMI). A component of the Windows Server 2003 operating system, WMI is the Microsoft implementation of Web-Based Enterprise Management (WBEM). WBEM is an industry initiative to develop a standard technology for accessing management information in an enterprise environment. 

Software Update Services (MSUS). Ideal for small-to-medium organizations, MSUS is designed to greatly simplify the process of keeping Windows–based systems up-to-date with the latest updates. MSUS enables IT administrators to deploy updates quickly and reliably to their Windows 2000–based and Windows Server 2003–based servers as well as desktop computers running Windows 2000 Professional or Windows XP Professional.

Systems Management Server (SMS). SMS delivers cost-effective, scalable change and configuration management for Microsoft Windows–based desktop and server systems for both small and large enterprises. Built on industry-standard management protocols, SMS is compatible with complimentary management tools from Microsoft and other companies. 

Microsoft Operations Manager (MOM). MOM delivers enterprise-class operations management by providing comprehensive event management, proactive monitoring and alerting, network event reporting, and trend analysis. 

The Application Management Pack and the extensive product support knowledge base included in MOM are the key to helping administrators reduce the day-to-day support costs associated with running applications and services in a Windows–based IT infrastructure. As an important part of any successful Windows 2000 Server or Windows Server 2003 deployment, MOM Management Packs provide the operational knowledge necessary to keep mission-critical applications and systems running smoothly.

Processes and best practices. The Microsoft Solutions for Management (MSM) resources provide a combination of best practices, best practice implementation guidelines, and best practice automation. The written guidance helps customers improve the reliability, availability, and operational excellence of their management of the Windows Server platform. MSM is available through Microsoft Worldwide Services, Specialist Partners, and Delivery Partners. 

The depth and breadth of Microsoft and third-party management tools and best practices can assist any IT organization to improve operational efficiency and better maintain their information worker infrastructure.
Summary

Optimizing the value of information and information workers is the single biggest opportunity confronting business today. The exponential growth of online data, increasing mobility of information workers, and continuous stream of new technology that wasn’t designed to work together have created an urgent need for integrated and unified tools. What’s needed is better collaboration, communication, and data availability for all businesses inclusive of size and industry. 

Information workers are challenged to be more productive, while IT professionals are challenged to develop comprehensive solutions based on IT systems that work together and are cost-effective to design, implement, and manage. When combined with smart clients, a Windows Server 2003-based information worker infrastructure that takes advantage of the intrinsic benefits of server-side applications helps to resolve the platform challenge with a technically elegant and economically rational approach. 

Implementing an information worker infrastructure based on Windows Server 2003 can help information workers to do the following:

Gain better visibility into critical business information.

Improve their ability to anticipate, manage, and respond to change.

Form more powerful and effective teams and partnerships.

Work smarter and more effectively and in ways that contribute to greater business agility, which results in improved competitive advantage.

Recommendations

The following recommendations provide useful guidelines for organizations that want to realize the productivity benefits offered by a Windows Server 2003–based information worker infrastructure:

Upgrade to the intelligent file services in Windows Server 2003 to gain the benefits of an advanced, enterprise-wide data storage and file management solution.

Identify the business units that can benefit from more robust file sharing and advanced team collaboration capabilities by implementing Windows SharePoint Services.

Review the smart client capabilities of Microsoft Office 2003 and how it can seamlessly connect end users to the powerful Windows Server 2003 infrastructure.

Review the capabilities of an integrated communications infrastructure built with the Microsoft Real-Time Communications Server and Microsoft Exchange Server and determine which business units can gain immediate value by their implementation.
Related Links

See the following resources for further information:

The File and Print Services page on the Windows Server 2003 Web site at http://www.microsoft.com/windowsserver2003/technologies/fileandprint/default.mspx
“What's New in Storage Management” on the Windows Server 2003 Web site at http://www.microsoft.com/windowsserver2003/evaluation/overview/technologies/storage.mspx
The Windows Server System family Web site at http://www.microsoft.com/servers 

“The Microsoft Office System: An Easy Way To Positively Impact Your Business” on the Microsoft Office Web site at http://www.microsoft.com/office/preview/system.asp 

“Windows Adds Rights Management Protection for Enterprise Information” on the Windows Server 2003 Web site at http://www.microsoft.com/windowsserver2003/evaluation/news/bulletins/wrm.mspx 

The Digital Rights Management page of the Windows Media 9 Series Web site at http://www.microsoft.com/windows/windowsmedia/drm.aspx 

“Introducing the ‘.NET’ in the Windows Server 2003” on the Windows Server 2003 Web site at http://www.microsoft.com/windowsserver2003/evaluation/overview/dotnet/dotnet.mspx 
Microsoft .NET Web site at http://www.microsoft.com/net 
Visual Studio .NET Web site at http://www.microsoft.com/vstudio 
Microsoft Services for the Enterprise Web site at http://www.microsoft.com/business/services/enterprise.asp
For the latest information about Windows Server 2003, see the Windows Server 2003 Web site at http://www.microsoft.com/windowsserver2003.
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