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During WSIS 2005 in Tunis, WISeKey will demonstrate successful National Identification Systems and E-Government projects executed with International Organizations at the National Identification and Secure E-Government Center.

The National Identification and Secure E-Government Center at WSIS 2005

More than 80 heads of state and government are expected to attend the Summit, which will address a broad range of issues including cyberspace policy concerns such as security and national identification systems, infrastructure development, the financing of universal access and how best to use ICT services and applications to achieve the Millennium Development Goals. 

During WSIS, WISeKey will demonstrate successful projects from WSIS member countries at the National Identification System and Secure E-Government center as part of the E-Strategy partnership signed between both organizations in 1999 http://www.itu.int/ecdc/ 

The Summit is seeking ways to extend the benefits of the information and communication technology revolution to all of humanity, by:
 

·         connecting developing countries with technology;

·         boosting Internet security, fighting cybercrime and cyberterrorism;

·         energizing the ICT sector with millions of new users/buyers;

·         upgrading health/social services through cyber solutions;

·         guaranteeing the free exchange of information;

          examining the need for global policies for cyberspace

The National Identification System and Secure E-Government Center will assist governments participating to understand that E-government is not just about technology and electronic service delivery; it is about using security, legislation, information and communications technology to improve the delivery, quality and accessibility of public services built around the needs of the citizen and customer. It will mean doing things in radically new and different ways. Service delivery will be reengineered away from the historical departmental model of service delivery towards a model based upon and focused on the needs of the citizen; there will be sharper democratic accountability with greater citizen participation and community involvement. E-government is an integral part of local government modernisation.
To bring about this change every government will need a commitment at the highest level. It will be a commitment not only in broad terms to achieve the vision of an e-government, but equally a commitment to undertake the practical steps necessary. First there must be a clear strategy. Then the policy, procurement and technical issues in that strategy must be driven forward. Partnerships need to be developed. At all levels throughout the government a culture of innovation and learning needs to be fostered. 

The National Identification System Secure E-Government center at WSIS will operate both physically and virtually via the Internet. It will have physical presences at the Exhibition Center of the WSIS in Tunis and replicated at the WISekey E-Government Centers in Geneva and Washington together with a Web based version of the  Center developed by WISeKey and technology partners. The Secure Web Based E-Government Center will include a connection to satellite for global broadcasting on the major announcements and resolutions of the Summit. It will also link the global network of Caertification Authorities members of the ITU-WISeKey Electronic Commerce for Developing Country project www.itu.int/ecdc/

"The objective of the Secure E-Government center is to strengthen the e-infrastructure in selected developing countries in support of e-business of national SMEs (Business to Business as well as between Business and Governments). The project is an unprecedented cooperation between private sector, international organizations and governments to enhance benefits to developing countries through delivering a globally available set of E-services" said Carlos Moreira, President of WISekey
As with any type of business activity, security and trust are prerequisites. In particular for business transactions carried out via the Internet, certified procedures to confirm the identity of business partners and protect data exchange amongst the business partners are essential. Certified digital identification and digital encryption are standard requirements for international business cooperation. Most SMEs in developing countries, however, are not yet aware of secure e-business procedures or do not have access to the e-services that are required to make use of secure procedures.  Support services offering these e-services may also be lacking. As a consequence, SMEs in developing countries, and particularly in the least-developed countries, are restricted or even excluded from participating in global e-business.
WISekey presence at WSIS 2005 in Tunis complements the activities launched by WISekey at WSIS 2003 in Geneva. The main contributions of WISekey during WSIS 2003 were:

WISekey-UNIDO Cooperation on E-Trust and E-Security
1. Organization of the E-trust and e-security for SMEs in developing countries workshop with the United Nations Industrial Organization UNIDO http://www.unido.org/doc/19585

WISekey-OISTE recommendations on Internet Governance
2. Contribution of WISekey to the Internet Governance Group: http://www.itu.int/dms_pub/itu-s/md/03/wsispc2/c/S03-WSISPC2-C-0079!!MSW-F.doc 

WISekey-HP-Geneva Government cooperation on e-Voting
3. In cooperation with the Geneva Government, HP and WISekey, Launch of the New Biometric and Voice Recognition E-Voting System Assists Blind & Partially Sighted People to Participate Fully in the Internet Voting Experience. This system was successfully demonstrated at the World Summit on Information Society (WSIS) Facilitating Electronic Voting for Physically Impaired Citizens http://media.prnewswire.com/en/jsp/preview.jsp?resourceid=2585018
WISekey-ITU E-Security and Electronic Commerce for Developing Countries (EC-DC) projects. 

4. Within the framework of the ITU-WISeKey-WTC Geneva Partnership Agreement, WISeKey is assisting the ITU in expanding the Electronic Commerce for Developing Countries (EC-DC) project in more than 100 developing countries. This framework will soon enable developing and least developed countries to acquire and use secure e-services solutions through non-exclusive partnerships with the industry. As part of this cooperation, a Registration Authority deployment in over 100 developing and least developed countries worldwide has become a reality. In May 2001, the ITU and WISeKey launched a secure Portal including a secure B2B e-marketplace based on PKI and announced a technology neutral approach for the deployment of this global PKI. Under this cooperation, participating countries will benefit from first-class security and trust services for e-transactions under affordable conditions by pooling and sharing available resources. In addition to the potential economic advantages, the project is creating an environment to stimulate investments & development of the ICT infrastructure, providing an easy start-up solution to entrepreneurs and bridging the digital divide. Web Site 


WISekey implemented projects in Emerging Economies to be presented at WSIS 2005 in Tunis:

During WSIS 2005 WISekey will be demonstrating the evolution of leading projects executed with Government and International Organizations in the areas of National Identification Systems, E-Government and E-Democracy.  These projects are:

WISekey projects with International Organization Cooperation:

The International Organization for Migrations http://www.iom.org: WISekey will be presenting at WSIS 2005 two projects in cooperation with IOM 

(1) The creation of a Meta-Directory for a Migrants Identification System for IOM : This project  to be provided by WISekey to IOM will be a combination of  a CertifyID- meta-directory (InfoCard ad InfoPath) solution offering a single end-to-end system  for IOM headquarters and over 250 focal points in developing countries. This Meta-Directory system will need to manage identity profiles and permissions located ion existing Directories at national level (Migrants Databases) in a manner that federates in a global Meta-Directory under IOM supervision (hosted by WISekey in our Data enter) to be ensures the security of the migrant, the accuracy of their migrant related transactions (e.g Visa requests), and the privacy of users while greatly reducing the traditional costs of managing migrant identities in an ad-hoc, manual manner.



(2) To assist IOM in the establish a transaction model on which ID Migrants cards can be use for migrant remittances, and transfers of funds from migrants to relatives or friends in their country of origin. IOM recognizes migrants remittances as an important source of global development finance. They provide much sought after foreign exchange to recipient countries, while supplementing the domestic incomes of millions of poor families across the world. 
This sector is a huge growth sector as remittance flows are now the second largest source, behind foreign direct investment, of external funding for development countries , remittances are one of the least volatile sources of foreign exchange for developing countries , remittances are expected to rise significantly in the long term specially if Digital Identification is provided to Migrants. 

The International Civil Aviation Organization: http://www.icao.int/: 

The International Telecommunication Union: As a next phase of this partnership ITU and WISeKey, in cooperation with selective Technology Parks and industry leaders has embarked on a program to develop convergences between the activities, research and development and e-service provided in these technology parks.  Science and technology parks in developing countries have been developing fairly rapidly. Over  the past 20 years , half of the world’s new parks have been located in developing countries and emerging economies. Science parks were established in the 1960s as a social institution and a branch of economic development based on technology.  Currently, there are more than 800 science parks in more than 55 countries around the world and more are under construction, depicting the importance of such social institutions. These parks are also a type of Business Park where the major activities of the organizations involved, deal with research and development targeted at industrial applications, thus usually these parks are not engaged in mass production or research.  Specialized services have been offered to facilitate the activities of the organizations operating in such parks. These parks facilitate the establishment of new companies based on the developed technologies whether within the development section of a larger company or through other investment means.     
WISekey projects with National Governments:
Africa

· Mauritius: The Mauritius E-Portal. This e-portal is the outcome of the WISekey-EPZDA e-Marketplace cooperation for the Mauritius Export Processing Zones Development Authority (EPZDA). The EPZDA was set up in the early 1990’s to consolidate business growth and ensure the smooth roll out of the Mauritius Government’s economic plans. Link 

· Angola: The Angola Government, represented by the President of the National Commission on Information Technologies and Vice-Minister for Science and Technology selects WISeKey new generation of authentication devices, which includes Biometric Identity fingerprint encryption to secure their internal communications and applications. link

· Senegal: 

(1) National Identification System of Senegal.
(2) Projet de Identification Digital pour la Banque Centrale des Etats de l'Afrique de l'Ouest.


Lors du salon EMA Invest qui se tient à Genève, www.afrikaone.com et WISeKey ont signé aujourd’hui et en présence de Madame Aïchatou AGNE POUYE, Ministre du commerce et des PME du Sénégal, un accord de partenariat. Alors que le président de la République du Sénégal, S.E. M. Abdoulaye Wade déclarait lors de l’inauguration du salon EMA Invest que : « les NTIC sont une chance pour l’Afrique, mettant tous les pays sur la même ligne de départ et que l’Afrique qui ne manque pas de ressources intellectuelles doit prendre des initiatives en la matière au lieu de suivre les autres… », le projet www.afrikaone.com, montre l’exemple. www.afrikaone.com devient membre du groupe expert WISeKey-UIT (Union Internationale des Télécommunications) et à ce titre participera, comme expert aux travaux de ces commissions sur les enjeux de la sécurisation des échanges électroniques. link 

Europe and Middle East 

· Turkey: The World Trade Center Ankara operates as WISeKey’s Affiliate Registration Organisation in Turkey. The World Trade Center Ankara is one the best suited national organizations to provide digital certificates in Turkey due the long experience in providing services to local companies. WTC Ankara became a WiseKey RA three years ago and participated in the initial worldwide deployment project of internet security products and services within the framework jointly developed by International Telecommunication Union (ITU) and WISeKey S.A. As an afilliated registration organization WTC Ankara immediately began the generation and distribution of digital certificates in Turkey under the root of E-commerce PKI , part of the OISTE system. Link 

· Jordan: WISekey is assisting MEC, a prominent Telecom services provider with its products and services to provide digital signature services in Jordan. Using WISeKey's e-security products, MEC will issue digital certificates to Jordanian users and companies to enable secure, authenticated electronic communication for a variety of services. link

Bulgaria: This project enables highly secure, efficient and cost-effective interaction between government officials from a selected number of government departments thereby supplementing face-to-face meetings and creating efficiency in the exchange and transmission of documents. This project addresses the challenges of building security and trust on public networks. Central to ITU assistance, is the need to build the ongoing Bulgarian projects to ensure interoperability between different technologies and currently available infrastructure. Ministers and senior Government officials of the Bulgarian Government will be able to use ICTs for the exchange of sensitive messages and documents using digital signatures and strong encryption and digital certificates stored on smart cards. Each government entity will be provided the hardware and software to interoperate with existing IT infrastructure (software applications and hardware) used today link 

Portugal:  Pilot project in Portugal with UMIC . WISeKey and Microsoft are working with the government of Portugal to establish a similar identity framework. Three of Portugal's ministries have independent authentication systems, with different passwords required for each. link

Asia 

· Pakistan: WISeKey is cooperationg with The National Institutional Facilitation Technologies (Pvt.) Limited of Pakistan to build a PKI platform to secure their E-Banking Transactions. The National Institutional Facilitation Technologies (Pvt.) Limited: a joint venture between a consortium of six major banks and private sector will join the WorldeTrust network to guarantee interoperability with other projects under the WISekey-WorldEtrust infrastructure. link 

· Vietnam: Vinakey is the First Asian Electronic Commerce Center operational at VITRANET with branches located in biggest commercial Centers in Vietnam. This E-Commerce Center is the first in the Asian Region and part of the ITU-WTC Geneva-WISeKey Partnership Agreement to establish a Global Electronic Commerce Network for developing countries. Partnership with the Vietnamese Government and private sector will facilitate the deployment of Electronic Commerce technologies via the Vietnam Electronic Commerce Portal operated by VITRANET and WISeKey. This project will allow the interconnection of major E-Commerce projects in both developed and developing countries using secure trusted infrastructure, digital certification and electronic payment. Currently operational. link 

· India: WISekey establish a Professional Service Organisation in India in cooperation with ESIX - WISekey is extending its Professional Services Organization to Asia by establishing a WIsekey PSO in India. The WISeKey PSO in India will be assisting the WISeKey Global I-Security deployment and will integrate offerings from leading Asian companies into WISekey Global Internet Security Services. The WISekey PSO will assist to promote and deliver information security solutions for clients in the growing Asian electronic commerce market place. Under this agreement, WISekey PSO consultants will assist clients in preparing for, and implementing WISekey's range of e-commerce security products and services, thereby providing an enhanced solution for all parties. link 

· Mongolia: ITU to implement Government-to-Government platform for the Ministry of Infrastructure of Mongolia. This ITU project addresses these challenges by delivering cost effective solutions for the secure transmission, access and processing of digitized government documents thereby increasing the efficiency and transparency of government services. Senior level officials of the Ministry of Transport and Communications of Georgia will be provided solutions to enhance work flow automation, enable officials to digitally sign and disseminate official documents thereby replacing the slow and rather expensive paper-based methods. Authorized access to sensitive documents will be made possible through security and trust solutions (including unique physical characteristics of officials) to establish the identities of authorized personnel within the Ministry.
The project also takes into account the interoperability of these new solutions with existing information technology systems at the Ministry. link 


South America

· Peru: Integrated solution combining WISeKey PKI and Limatel service platform offers compelling trusted services to Mobile Operators, Banks and major Enterprises in Peru. Limatel, a prominent Peruvian Telecom services provider, has chosen WISeKey products and services to provide digital signature services in Peru. Using WISeKey's e-security products, Limatel will issue digital certificates to Peruvian users and companies to enable secure, authenticated electronic communication for a variety of services. link

· Brasil: Camara de Dirigentes Logistas (CDL) Belo Horizonte Retailer Association: The project is addressed to discuss the implementation of the Business Exchange Service (Bex) as a solution for B2B transaction for FESESP, CDL and WTC Sao Paolo. The requirements for establishing a RA and Attribute Providers for the BeX service were evaluated. The feasibility study was completed and the scope defined, technical requirements were established, the appropriate technology solutions were selected. The ICT solution provider was identified. The mission included training workshop. link

· Paraguay: Assess the needs for e-government and define the scope and requirements for the implementation of an e-government infrastructure in Paraguay. This activity also aims at addressing the technology policy issues and strategy for facilitating e-government service deployment. ITU will organize a workshop with the participation of various stakeholders (mostly from the telecommunication sector) to address technology options to meet their needs. The outcome of this activity will include recommendations and an action plan for implementing e-commerce and e-government services link 


Other projects:

· Kyrgyzstan: E-agriculture tool and applications in Kyrgyzstan. more... 

· Paraguay: Fostering e-commerce in Paraguay. more... 

· Azerbaijan: Development of e-business infrastructure and policy framework in Azerbaijan. more... 

· South-south Cooperation and Cost-effective Access to the Internet in Africa 

· Georgia: Implementation of e-government/e-commerce platform in Georgia. more... 

· Cameroon: E-Government infrastructure and services for Cameroon 

· ITU Symposium: African ICT Roadmap in support of NEPAD Objectives 

· Electronic Commerce Colloquium in Mauritania 

· Cape Vert: The ITU provided recommendations to representatives of the Ministère des Infrastructures et Transport for the adoption of a project of Law on e-commerce, with the collaboration of a local experts. more… 

· Bulgaria: joins growing community of countries participating in the deployment of secure and cost-effective e-government solutions based on PKI technologies. more... 

· Cameroon: Post and Telecommunications Ministry embarks on project to deploy digital certification and e-applications using PKI technology. 

· Cape Vert: Em discussão: Ante projecto de lei para introdução do comercio electrónico. Horizonte. Sexta-feira, page 17. more… 

· Cote d'Ivoire: Representatives of APEX-CI receive training on how to issue and manage digital certificates as part of the deployment of PKI and PKI-enabled applications. 

· Burkina Faso on its way to having the legal environment for e-applications/services. ITU assisted ARTEL, with the collaboration of ONATEL, to draft a first “avant-projet de loi” on e-commerce to be submitted for its review to the various Ministries and the Congress more... 

· Accord de partenariat entre WISekey et l’APEX-CI – Association pour la Promotion des Exportations de Côte d'Ivoire. more... 

· Entrevista more... 

· Mongolia: First ITU Member state to benefit from legal assistance in e-commerce, a direct outcome of the partnership between ITU and a US-based law to provide pro-bono assistance in establishing the legal framework for e-commerce 

· Andean Community Member States: on their way to having a harmonized legal framework for e-services, digital certification, e-signature to create an enabling environment for confidence and consumer protection in e-transactions. more... 

· African Entrepreneurs Join Forces With UNIFEM To Shrink Digital Divide For Women. more... 

· Cambodia: The MPTC becomes the first Asian country and first LDC participating in the ITU-WISeKey PKI deployment to have an operational infrastructure for digital certificates and value-added e-applications/services. 

· Peru: Through LimaTel, Peru becomes the 2nd Andean Member State to acquire the PKI-enabled technology for digital certification, personal security environment using hardware tokens and secure applications for various types of e-services. 

· Con gran exito terminó visita de Funcionarios Internacionales de la ITU y Aseta. more... 

· Turkey: The WTC Ankara makes digital certification services a reality for its business customers. Base on PKI technology, WTC Ankara is now positioned to provide high trust and cost effective solutions aimed at building confidence in electronic transactions. 

· Ecuador: CORPECE rolls-out operational infrastructure for providing digital certificates and value-added services based on the Public Key Infrastructure (PKI)-enabled technology. 

· Cameroon launches first phase of the definition of a sector-based strategy for the development, deployment and use of information and communication technologies. 

· OECS countries to remove e-commerce from legislative back burner. more... 

· OECS holds e-commerce seminar in Castries, St. Lucia. 
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