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Frequently Asked Questions (FAQ): MSIA 4.0

1. What’s new in Microsoft Software Inventory Analyzer (MSIA) 4.0?

The following new features were added in MSIA 4.0:
· MSIA Tool identifies and reports Microsoft® Office Visio® products with Edition details like Professional or Standard or Technical.

· MSIA Tool identifies and reports Microsoft SQL Server™ 2000 with Edition details like Enterprise or Standard or Developer or Workgroup.

· Support MSIA reports in Microsoft Office Excel® 2003 and Microsoft Office Excel 2007. MSIA 4.0 allows you to select the Excel report format, which can be generated in Excel 2003 or Excel 2007. 

· Support MSIA functionality on Windows Vista.

2. How does MSIA work?

The Microsoft Software Inventory Analyzer tool, or MSIA, scans and analyzes the inventory of Microsoft products installed on computers. The results of the scan are generated in the form of reports.

The working of MSIA can be categorized as follows:

1. Scanning: You can use MSIA to scan a standalone computer or selected computers on a Microsoft Windows Network. 

2. Reporting: MSIA reports the results of the scan in three possible formats, based on the user's selection: HTML, Excel, and Text. These reports contain details such as the names of the installed Microsoft products, links to the list of computers scanned, links to the error log, and so on. In addition, the summary report enables users to enter corresponding license purchase information for all software detected in the scan. 

Note MSIA is a standalone tool. It reads registry information for identifying the products of a computer. Also, this tool does not interfere with the functioning of the system being scanned or the other programs running on the system. 

3. What does MSIA install on my computer?
As part of the installation, the MSIA tool's executable and data files containing details of the products to be scanned are copied to the system. These data files should not be edited, deleted, or renamed. Doing so could interfere with the working of MSIA. Necessary registry entries are also made as part of the installation.

While scanning in the "network" mode, MSIA's executable and data files will be installed on the computer where the inventory process is started. As MSIA scans computers on the network, nothing is written to the other computers; the files are read from the computer that is running MSIA.
4. What is the scan logic used in MSIA?
The following scan logic is used, based on the type of scan:

1. Local Scan: 

· MSIA scans for the Microsoft products specified by the user. 

· MSIA scans the computer for the selected products by looking for the registry keys corresponding to their installation. After these details are found, they are matched against the details in the MSIA data files. The scanned product is reported, if it is a match.

2. Network Scan: All the steps required for Local scan also apply to Network scan, except that MSIA checks for Network Connectivity before starting a network scan. 

The system checks for user access privileges for all the computers to be scanned. If no privileges are given, MSIA does the following, based on the selection made by the user:

· Prompts the error and waits for user response. 

· Ignores the error, logs it, and continues without requiring user input.

Similarly, when a network error occurs, the user can set one of the following actions to be performed by MSIA:

· Abort: Logs the error and aborts the application. 

· Ignore: Ignores the error, logs it, and continues without requiring user input. 

· Prompt: Prompts the error and waits for user response.

To scan a networked personal computer that is running Microsoft Windows® 98 or Microsoft Windows® Millennium Edition, the hard disks of these computers should be shared as <hard drive name>$. In addition to $ share, the Remote Administration service and Remote Registry must be enabled. Refer Windows 95, 98, Millennium scanning for specific details. 

5. What are the report formats generated by MSIA and where are they stored?

MSIA has the ability to generate reports in three formats: HTML (default), Microsoft Office Excel, and Text. Users must select their choice of report format. These reports are stored in the folder specified by the user; however, the default location is <InstallPath of MSIA>\Reports (<InstallPath of MSIA> the location where MSIA is installed).

6. I ran MSIA, and the summary report now indicates I have Microsoft products installed but Zero licenses. Why is it so? I have purchased licenses.
The MSIA tool will scan your computer(s) for Microsoft products and report the number installed. However, you need to MANUALLY enter the corresponding licenses that you have purchased. There is a link in the HTML summary report, which you can click to add or update your license purchase information. The link reads Click here to add/update license purchase information. Also, you can visit the Web site at http://www.microsoft.com/piracy/licenseguide/default.asp for further information on Microsoft Licensing Programs.

7. Will Microsoft get any data or details of the scan, if MSIA is used?
No. The results of the scan are completely confidential. Microsoft will not know what was scanned or inventoried. 

8. Will the tool affect any programs on my computer or network?

No. Running this tool will not affect any programs or data on the computers, because it does not interact with any program files. It simply scans the registry of the selected computers. 

9. What are the minimum system requirements for running MSIA?

Refer Microsoft Software Inventory Analyzer - System Requirements for this information.

10. Does MSIA scan machines on Novell Network?

No. MSIA is designed to scan computers only on a Microsoft Windows Network.

11. When I scan the computers on the network, in case of some computers, I get prompted for user name and password or I get the following error: "The registry of the machine '<machine name>' could not be accessed. Logon failure: unknown user name or bad password." I have domain administrator privileges for those computer. What do I do?

To fix the above error, do the following: 

1. Ensure that all the computers are on a Microsoft Windows Network. Other networks, including Novell Networks, are not supported by MSIA. 

2. Ensure that the logged-on user, on the computer running MSIA, has administrator privileges on the target computer—that is, the computer being scanned. 

3. If the failing target computers are running Windows 98 or Windows Millennium operating systems, then refer to MSIA - Windows 9x, Millennium - network scanning for troubleshooting details. 

4. Ensure that you are able to connect to the registry of the failing computer from the computer running MSIA. (You can connect to the registry of another computer by running regedit.exe and choosing Registry -> Connect Remote Registry and providing the computer name.) In case you are unable to connect to the registry, refer to the appropriate operating system documentation or help, or contact the system administrator. 

12. I scanned the network but MSIA is not detecting Windows 3.1 or DOS. Why?

MSIA is designed to scan and detect operating system versions Windows 98 and later only.

13. Will MSIA scan for non-Microsoft products?

No. MSIA is designed to scan and report Microsoft products only.

14. How do I provide feedback or get clarifications about MSIA?

You can find answers to most of your queries in the step-by-step guide to MSIA, available at http://www.microsoft.com/piracy/msia/guide.asp.
For additional troubleshooting, you can contact Microsoft in the following two ways: 

1. Open the HTML Summary Report and click Provide Feedback or Report a Problem. Note this link is present only for reports generated by MSIA 2.1 and later. 

2. Click http://www.microsoft.com/piracy/msia/feed.asp, and provide required details. 

15. What is the "Consolidate Summary Report" feature?

MSIA 2.1 and later versions let you merge/consolidate summary reports. Briefly, it works like this: 

· You create a Summary Report by running a Network or a Local Scan. 

· You then run a scan of additional computers that are not included in the earlier scan from the same computer. 

· You consolidate the latter report with the previous one. 

· You should not delete or move any MSIA report related files manually. 

· In MSIA 3.1 or later, you can also consolidate the report from multiple computers. To do this, in the “Consolidate Report” screen, you need to enter the computer name where you have scanned earlier and want to consolidate the summary report from present in those computers.

This can be accomplished by selecting the Consolidate Summary Report with Previous Report check box in the Consolidate Report step of the MSIA wizard. Refer to the Step-by-Step Guide » Consolidate Report for more information.

Note All the reports that you need to consolidate must have been generated by using the same version.

16. I scanned the network once. I am scanning new computers on the network. Is there a way I can combine these reports to form one consolidated report?

When performing the new scan using MSIA 2.1 or later versions, in the "Consolidate Report" step of the wizard, select the Consolidate summary report with previous report check box. If you are using MSIA 3.1 or later, you can also consolidate Summary Reports present on multiple computers.

Note This check box will be enabled only if MSIA 2.1 or later versions have previously been used to scan the computer. This check box is not available in MSIA 2.0. Consolidation is supported for reports generated by scans performed by using MSIA 2.1 or later versions only.

Specify all other details and click the Finish button in the "Finish" step. The Consolidated Summary Report is generated.

17. Can I consolidate report present in some other computer?

Yes, you can. You can consolidate the summary reports present on multiple computers only if they were generated by using the same version of MSIA. For this you need to select Consolidate summary report with reports generated on other machines check box in Consolidate Report screen. In the edit box for computers you need to type in those computers whose summary reports you want to consolidate, separating computers by semicolon.

18. Why is the "Consolidate summary report with previous report" check box grayed out when I run MSIA 3.1 or later?

The check box is grayed out for one of the following reasons: 
· MSIA version 2.1 or later has not been used to scan from this machine previously. 

· Reports folder for previous scan is no longer valid. 

· Some key files that contain the information about previous scan inputs are not present. 

· The report is already been consolidated once with reports in other computers. MSIA 3.1 does not allow consolidation of consolidated reports.

19. Is there a way to consolidate the summary report while retaining the older summary report intact?

Yes. To do this, in the first scan, provide a path (say, Path1) in the "Report Formats" page of the MSIA wizard for saving reports. In the second scan, provide a different path (say, Path2) for saving reports and choose to consolidate summary reports.

At the end of the second scan, Path1 will have the summary report of Scan1 and Path2 will have the consolidated summary report of Scan1 and Scan2.

20. How do I find out the version of MSIA I am using?

The version number of MSIA can be verified by clicking About MSIA in the "Welcome" step of the MSIA wizard. Refer Step-by-step Guide » The Welcome Screen for more information.

21. I know that Microsoft Office is installed on some of the computers that are running Windows 98 and Windows ME operating systems. However, MSIA does not seem to detect Office successfully during network scan. What do I do?

This is because Remote Registry Service is not enabled in those Windows 98–based machines. You can easily do this by referring the article "Microsoft Software Inventory Analyzer - Windows 98, Millennium - network scanning" at http://www.microsoft.com/piracy/msia/os.asp.
22. Can MSIA scan hidden computers?

Yes. MSIA 3.0 and above can scan hidden computers. For scanning hidden computers, use the Specify the machine names option in the Machine Selection Mode screen of the wizard. 

23. What is logon scripts feature?

To scan computers that are running Windows 9x and Windows Millennium Edition, MSIA requires that Remote Administration and Remote Registry service be enabled on the computers. With MSIA 2.1 or earlier versions, this was done manually by the user. Logon script feature enables these services on computers that are running Windows 9x and Millennium. For information about how to use the logon script feature, refer to LogonScriptSetup.rtf document installed with MSIA 3.0. This file is installed at <Install Path>\ForWin9x.

24. How do I run logon scripts to enable scanning Windows 9x computers?

To run the logon scripts, refer to LogonScriptSetup.rtf document installed with MSIA 3.0. This file is installed at <Install Path>\ForWin9x.

25. With what domain controllers does the logon script work? 

The logon script works for both the Microsoft Windows NT® Server and Microsoft Windows® 2000 Server based domain controllers.

26. What is the benefit of running logon scripts?

With the logon scripts feature, you can avoid configuring the Remote Administration and Remote Registry service manually for computers that are running Windows 98 and Windows Millennium Edition. MSIA requires that these services be enabled to scan these computers.

27. What are Custom settings?

For performing frequent scans, the scan settings can be stored to a Custom settings file. Custom settings can be used to run MSIA from the command line. By choosing the Create Custom settings option in the Scan Settings screen of the wizard, you can create a Custom settings file that can be subsequently used for scanning.

28. How can I create a Custom settings file?

To create a Custom settings file, use the Create Custom settings feature in the Scan Settings screen of the wizard. Refer to the step-by-step guide to MSIA, available at http://www.microsoft.com/piracy/msia/guide.asp.
29. Why is the network configuration option disabled when the ‘Create Custom settings’ option is chosen from the Scan Settings screen?

The logon credentials are not stored in the Custom settings file, so the option is disabled. Also, when scanned by using Custom settings file, network errors and insufficient user privileges are ignored. As a result, corresponding computers are not scanned, so the network configuration option is disabled.

30. How can I use the Custom settings file?

You can use the Custom settings file to run the MSIA from command prompt. For this, go to the installation path of MSIA and pass the fully qualified path of Custom settings file as a parameter to msiascan.exe. You can also double-click the Custom settings file to initiate the scan in the command line interface or use the Custom settings file in the wizard mode to directly perform the scan. 

31. Can I scan cross-domain networks by using Custom settings file?

Yes. As a domain administrator of all the domains you want to scan, you can scan cross-domain networks using Custom settings file.

32. Can I perform unattended routine scanning by using the Custom settings file?

Yes. You can create a schedule for the Custom settings file by using the task scheduler. For information on how to create a task using the task scheduler, refer to How to Schedule a Program Using Task Scheduler.
33. What is the advantage of Custom settings feature?

Using Custom settings feature, you can schedule the MSIA to run from command line interface without user intervention. 

34. Can I edit the Custom settings file and still run it?

Yes. Custom settings file can be edited and then run from the command line or by double-clicking the Custom settings file. However, manually editing the Custom settings file is not recommended.

35. Can I view all the computer names for which the products are reported in the summary report?

Yes. To view the computer names on which the product was found, click on the desired product name on the summary report generated after scan.

36. What is the difference between the Detailed Product report and the Detailed Machine report?

Detailed Product report displays the list of machines for each product on which the particular product was reported. For all the products chosen to scan, one single detailed product report is generated. The Detailed Machine report displays the list of products found on a single computer. For each computer scanned, a separate Detailed Machine report is generated.

37. Can I scan the computers present in the group by giving group name in a domain?

Yes. You can specify the group name to scan a particular group in the Specify the machine names option in the Machine Selection Mode screen of the wizard. This feature is available only for Windows 2000 domains.

38. Can I give IP addresses of the computers for scanning?

Yes. You can specify the IP addresses of the computers in the Specify the machine names option in the Machine Selection Mode screen of the wizard. You can also specify the range of IP addresses in the Specify the range of IP addresses option in the Machine Selection Mode screen of the wizard.

39. What is the advantage of IP Range option in specifying machine names?

With IP range option, you can specify the machines across domains. This option is useful if the number of computers to be scanned is large and the computers belong to different domains.

40. What are the contents of detailed log file?

The detailed log file has detailed error/status information logged during scanning. This file logs specific errors, such as errors arising due to network failure, insufficient access privilege, and remote registry access errors. Also all required system information (both Audit and Target) is logged to get the exact scenario in which the error has occurred. The status update information helps in tracing the sequence of operations that were performed and the products that were scanned before the error occurred.

41. What is the use of detailed log file to me?

The detailed log file has errors arising due to network/remote registry related errors and the status of scanning. This file is present in the reports folder path you have chosen for saving the reports. You can attach this file while reporting error using the MSIA Feedback Wizard to the MSIA support team. This helps the support personnel analyze the exact cause of the error and provide faster response.

42. I am not able to install MSIA 4.0. What could be the reason?

MSIA requires minimal system configuration as specified in System Requirements. Ensure that you have Internet Explorer browser with version equal to or greater than 5.0.

43. Even though my system is connected to the network, Specify the name of machine(s) and Specify IP Address range modes are disabled in the MSIA wizard. Why?

Network related functionality in MSIA wizard uses various network related APIs like Socket APIs and Active directory Service APIs. These APIs are part of DLLs like “Ws2_32.dll”, “advpack.dll”, "activeds.dll," and ”Ole32.dll”. If any of these above DLLs or its dependencies are not present in the system, then corresponding options will be either disabled or an error will be displayed. This condition can typically occur on operating systems such as Microsoft Windows® 95 and Windows Millennium Edition.

44. How do I download the latest data files?

Unlike the earlier versions, MSIA 4.0 does not have the Download screen. The Download screen is no longer required as MSIA can detect the availability of the latest data files and prompt you to download the same. It will also prompt you to download the current data files, which are either corrupt or missing.

45. Can MSIA scan a computer that is running Windows Vista®?

To scan a computer that is running Windows Vista, MSIA requires that the Remote Registry service be enabled on the computer. Logon script feature enables these services on computers that are running Windows Vista. For information about how to use the logon script feature, refer to LogonScriptSetupVista.rtf document installed with MSIA 4.0. This file is installed at <Install Path>\ForVista.


46. In Report Format screen, the Excel 2007 option is disabled. What could be the reason?

Excel 2007 option is enabled only when Excel 2007 is installed on the computer. Otherwise, only Excel 2003 option will be available.

47. Can MSIA scan a computer if Symantec Firewall is running on the computer?

Whenever any firewall is active and running, it blocks all incoming request from Port 139/135/138/445. In order to identify a machine, the mentioned ports need to be open. If these ports are blocked, MSIA tool is unable to identify the computer and therefore cannot scan the computer. The above-mentioned ports need to be opened for MSIA to identify the computer.
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