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Getting Started

Welcome to Microsoft® Office Live Meeting 2005 deployment. This guide provides the information you need to understand, plan, and perform a Live Meeting deployment in your environment. This guide also includes special instructions and considerations for upgrading to Live Meeting 2005 from previous versions of Live Meeting.

What's New with Live Meeting 2005 Deployment

There are some important improvements in Live Meeting 2005 deployment. ActiveX® controls are no longer required to start the Live Meeting console that runs on the Microsoft Windows® operating system. This means that administrators can deploy the Live Meeting Windows-based console in their organization without making changes to their user’s ActiveX security settings. Microsoft has added technology to Live Meeting 2005 so that users who have disabled ActiveX technology in their Internet browsers can join meetings by using the Windows-based Live Meeting console startup file (.lmf). Whether a user’s ActiveX settings are enabled or disabled, Live Meeting can launch the Windows-based meeting console for the user when they attempt to join a meeting.
In addition, Microsoft now provides a Windows Installer package (.msi file) that administrators can use to deploy the Windows-based Live Meeting 2005 console in a managed IT environment. The Live Meeting 2005 installer provides: 

· Support for multiple command line options, including:

· Silent installation options that enable installation to the user’s desktop with no user interaction required.

· A "lockdown bit" option that suppresses the Live Meeting installation prompt. This prompt can appear when a user tries to join a meeting but does not have the Windows-based Live Meeting 2005 console installed or when the Live Meeting console on the user’s computer is not compatible with the Live Meeting service that is hosting the meeting. 

· Support for multiple distribution technologies.  With the Live Meeting Windows Installer package, IT departments can install the Live Meeting console by using the deployment systems they already have in place, be it Active Directory® Group Policy, Systems Management Server (SMS) for managed enterprise deployment, Microsoft IntelliMirror® management technologies, or scripted deployment. 

· Registration of the Live Meeting ActiveX control, which is described later in this guide. 

The Windows Installer package is available at Microsoft Office Online at http://www.microsoft.com/downloads/details.aspx?FamilyID=ba25749f-ca2f-451b-a20f-205896a79e60&displaylang=en. 

Deployment at a Glance

The following diagram shows the decision process you follow to determine the best Live Meeting deployment type for your environment. To get up and running quickly with your deployment, follow this process and read the related sections of this guide for additional information.

Figure 1    Live Meeting 2005 Deployment
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System Requirements

To install the Windows-based Live Meeting 2005 console, your computer must meet the hardware and software requirements described in this section.

For more information see “Windows-Based and Web-Based Meeting Consoles” later in this guide.

Windows-based Console System Requirements 

· The following are the minimum system requirements for the Live Meeting Windows-based console.

· Microsoft Windows Server™ 2003, Windows XP (SP1a or later), Windows 2000 (SP4)

· 166 MHz or higher Pentium-compatible CPU
· Microsoft Internet Explorer 6.0® SP1 Internet browser or later, or Netscape 7.1 or later

· 64 MB RAM 

· 56 Kbps modem (DSL, cable, or better recommended) with Internet or intranet connection

· 800 × 600 screen resolution for meeting attendees

· 1024 × 768 screen resolution for presenters

Web-based Console System Requirements

The following are the Live Meeting Web-based console minimum system requirements which have been tested and are supported. The Web-based console may load and run correctly on other operating system, browser, and Java virtual machine combinations, but is not supported.
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Note

The Web-based Live Meeting console requires a JVM (Java virtual machine) to be installed and running. 

Table 1   System Requirements for the Live Meeting Web-Based Console

	Operating System
	Browser
	Java Virtual Machine

	Apple Mac OS X 10.3 
	Safari 1.2.3
	Macintosh Runtime for Java (MRJ) 1.4.1 or higher

	Sun Solaris  9
	Mozilla 1.4
	Sun JVM 1.4.2

	Sun Solaris 9
	Netscape 7.0
	Sun JVM 1.4.2

	Windows Server 2003 

Windows XP with Service Pack 1 or higher

Windows 2000 with Service Pack 4

Windows 98 SE
	Internet Explorer 6.0 SP1, SP2
	Sun JVM 1.4.2 OR MS JVM (5.0.0.3810) – pre-installed configurations


Table 1 (continued)   System Requirements for the Live Meeting Web-Based Console

	Operating System
	Browser
	Java Virtual Machine

	Windows XP with Service Pack 1 or higher

Windows 2000 with Service Pack 4

Windows 98 SE
	Netscape 7.2
	Sun JVM 1.4.2


Memory, bandwidth, and display requirements

· 64 MB RAM 

· 56 Kbps modem (DSL, cable, or better recommended) with Internet or intranet connection

· 800 × 600 screen resolution required for meeting attendees

· 1024 × 768 screen resolution required for presenters

Recording Playback Requirements

Live Meeting Replay format:

· Windows Media Player 9 or later. There is no Live Meeting Replay format support for Mac OS X or for Sun Solaris.

Basic Recording format: 

· Any supported browser on a supported operating system

Security Considerations

All Live Meeting program files are protected from tampering by using digital signatures. Both files in the installation package (Setup.exe and Setup.msi), along with all of the files that they write to the program folders during installation, contain digital signatures, along with all of the files they write to the program folders during installation.

Software Considerations

In addition to the other system requirements for the meeting console, the computer requires Microsoft Office PowerPoint 2000 or later, or Microsoft Office Standard Edition or Professional Edition (which includes PowerPoint software) to upload presentations.

International Considerations

Live Meeting offers meeting consoles in several different languages. Live Meeting determines the language in which the console will display based on the computer’s operating system or Internet browser language settings. If the computer’s preferred language settings do not match any of the languages available for the Live Meeting console, the English language version of the console is used.

Deployment Overview

To plan your deployment, you need to consider a number of issues:

· Who will need the Windows-based Live Meeting console and who will need the Web-based Live Meeting console. 

· Whether you will manage deployment or you will allow individual users to install the console themselves. 

· Whether you need to update the console for some users. 

· Whether you want to stop users from being automatically notified when their Live Meeting console is out of date. 

· Whether you want to silently install or update the Live Meeting console on users’ computers. 

· What the Live Meeting ActiveX control does. 

· What you need to know about upgrading the Live Meeting console on Citrix and Terminal Server environments. 

This section reviews these issues and how they can affect your Live Meeting deployment. 

Windows-Based and Web-Based Meeting Consoles

Microsoft provides two kinds of consoles for Live Meeting users, a Windows-based console and a Web-based console.

· Windows-based Live Meeting console. A full-featured Windows program that you install on the user’s computer. The Windows-based Live Meeting console runs on the user’s desktop. Live Meeting users with Windows-based computers should use the Windows-based meeting console, because it offers features that are not available with the Web-based console. For instructions on deploying the Windows-based Live Meeting console, see “Deploying Windows-Based Live Meeting Consoles” later in this guide. 

· Web-based Live Meeting console. An alternative for users who cannot install or run the Windows-based meeting console, usually because their computer runs an operating system that is not compatible with the Windows-based Live Meeting console, such as Windows 98, Sun Solaris, or the Apple Macintosh. The Web-based Live Meeting console is a Java-based program that runs on any of the Java virtual machines specified in the system requirements section earlier in this guide. 

· The Web-based console does not require installation of any files; it runs as a Java applet in the user’s Web browser. However, hosting application sharing using the Web-based console does require application sharing files to be installed. To review the Web-based meeting console system requirements, see “Web-Based Console System Requirements” earlier in this guide.

Your fully deployed Live Meeting environment is likely to require both kinds of Live Meeting consoles. You should plan to accommodate both consoles when you deploy Live Meeting.

For more information about the differences between the consoles, see Appendix B, “Web-Based vs. Windows-Based Live Meeting Console Functions.” 

Managed and Unmanaged Desktops

You can deploy the Windows-based meeting console to two kinds of user desktops: computers that are managed by IT professionals (managed desktops) and computers that are managed by computer users (unmanaged desktops). 

Managed desktops are desktops in an environment where security settings are enforced and managed by IT personnel. A managed desktop environment reduces the potential for users to make damaging changes to their systems and may therefore lower overall administrative costs. 

Unmanaged desktops are managed by the desktop user. Specifically, this means that users with unmanaged desktops can, if they have sufficient privilege, install the Windows-based Live Meeting console themselves. For details about user privilege, see “Testing User Privileges on a Computer” later in this section.

The rest of this section explains how the Live Meeting 2005 Windows-based console can be deployed and updated in managed and unmanaged environments. 

Managed Deployment

In environments where user-prompted installation is not allowed, the Windows-based Live Meeting console must be installed by IT professionals before Live Meeting users can join their first meeting. Organizations running in managed environments can update the Windows-based console on a schedule of their choosing. 

The installation package for the Windows-based Live Meeting console is available for download on the Microsoft Download Center. Once you have downloaded the installation package, you can deploy the Windows-based Live Meeting console using your organization’s preferred deployment method, for example, System Management Server (SMS), Active Directory Group Policy, scripted deployment, or any other third-party software that supports .msi-based deployment. 

Unmanaged Deployment

The easiest way to deploy and update the Window-based Live Meeting console is to allow users to install and update the console themselves. Users who do not have the Live Meeting console on their desktops or who do not have a version of the console that is compatible with the Live Meeting service will be prompted to install the console before joining a meeting. Unmanaged deployment is convenient, but will not work in an unmanaged desktop environment if:

· Users do not have software installation rights. Live Meeting 2005 installation requires that the person installing the program be logged on with an account that is a member of the Power Users or Local Administrators group and that there is no group policy specifically blocking either software installation or writing to the Program Files directory. Live Meeting can be installed on a computer with Power User privileges, but the audio codec will not be installed, so streaming audio may not work. The installed Live Meeting console should otherwise work without problems. 

· Live Meeting is locked down. If the Live Meeting administrator has locked down the Live Meeting environment, users will not be prompted to install or update the Windows-based Live Meeting console. 
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Testing User Privileges on a Computer

To determine whether a user account has sufficient rights to install software on a computer, do the following:

1. Log on to the computer.

2. Click Start, and then click Run. In the Open box, type cmd, and then click OK.

3. At the command prompt, type net localgroup administrators. If you see the user’s account name listed as a member of the Administrators group, the user has sufficient rights to install software on the computer. 

4. If you do not see the user’s account name, at the command prompt type net localgroup “Power Users”. If you see the user’s account listed as a member of the Power Users group, the user has sufficient rights to install software on the computer. If the user’s account name does not appear in either group, the user cannot install software on the computer. 

Update Considerations

Upgrading computers from a previous version of Live Meeting is not significantly different from performing a first-time deployment. The new version of the Live Meeting consoles that you deploy to users’ desktops neither remove nor conflict with previous versions that might already be installed. When users whose consoles have been updated start Live Meeting, they will see the latest version of the Live Meeting console (Live Meeting 2005) if their conference center is running Live Meeting 2005, even if older versions of the console are still installed on their computers.

The following sections list some information about upgrading to Live Meeting 2005 from previous versions.

Managing Updates of the Windows-based Live Meeting Console

Microsoft tries to keep the Windows-based Live Meeting console compatible within the corresponding major release of the Live Meeting service. Users can continue using the same version of the Live Meeting Windows-based console after Microsoft makes incremental software updates to the Live Meeting service. As a result, organizations can download, test, and install incremental console updates on their own schedule. 

Microsoft announces when new major and incremental versions of the Windows-based Live Meeting console and the installer are released. Windows-based Live Meeting console updates will be available from the Microsoft Office Live Meeting Web site. The update can be tested against the Live Meeting service by installing the software on a few test computers.

When testing of the updated console is completed, the software update can be deployed in a phased manner. The one requirement is that everyone uses the same major version of the Live Meeting service. After the new incremental version of the Windows-based console is deployed to a client computer, the updated version is started when the user attends a meeting in a conference center that is using the corresponding major version of the Live Meeting service. 

Coexisting with Live Meeting 2003

The Windows-based Live Meeting 2005 console will coexist with older versions of the Live Meeting Windows-based console on the same computer. Coexistence ensures that users can still attend meetings originating from conference centers that use older versions of the Live Meeting service. For example, if a user is invited to a meeting on a conference center that uses Live Meeting 2005, the Live Meeting system locates and starts the Live Meeting 2005 console for the meeting. If a user is invited to a meeting originating on an earlier version of the service, the Live Meeting system locates and launches the corresponding earlier version of the console. The Live Meeting installer preserves previous installation settings and files, including installation directories and files and registry keys

Setup Options

This section describes two setup options you should consider when planning your Live Meeting deployment: the Lockdown Bit Setup option, and the Silent Setup option. These options can be used independently or in combination, depending on your deployment needs.

Live Meeting Lockdown Bit Setup Option

Live Meeting setup includes an optional “lockdown bit,” which can prevent users from easily updating their Live Meeting installation.

If you deploy without the lockdown bit, whenever an updated version of the Windows-based console is available on your network, users will see a link on their Live Meeting home page where they can update their console. If you deploy with the lockdown bit, this link does not appear, although users who know the installation location on your network will still be able to update on their own if they have permission to access that location.

Use the lockdown bit during deployment if you require close management of users' future self-installation and self-update options for Live Meeting. 

For more information, see “Locking Down Installation Prompts” later in this guide.

Live Meeting Silent Installation Option

If you want to install or update users’ desktops with a minimum of user interaction, you can perform a silent installation. Silent installations install the Live Meeting console on desktops without any installer user interface ever appearing on the user’s computer. The user continues normal operations, but the next time they run Live Meeting, the new console is preloaded and ready for use.

Performing a silent installation requires that you have full access to the desktops where you want to silently deploy. Verify that these desktops are not part of a lockdown environment, or if they are, use the Lockdown option during deployment.

For more information, see “Deploying the Live Meeting Console Silently” later in this guide.

About the Live Meeting ActiveX Control

The Live Meeting 2005 installer copies and registers an ActiveX control on the user’s computer. The ActiveX control: 

· Verifies that the console is installed.

· Locates and starts the console and passes the necessary meeting information, including the meeting URL and user authentication token.

· Determines the version of the installed console.

· Performs a check for the installed language.

By default, the Live Meeting system uses the ActiveX control to handle communication between the Live Meeting conference center and the Live Meeting Windows-based meeting console. When the user attempts to join a meeting, the ActiveX control, if enabled, locates and starts the Windows-based Live Meeting console and then passes meeting information between the Live Meeting conference center and the console on the user’s computer. If the ActiveX control does not find the console installed on the user’s computer or it detects a version that does not match the version of the conference center that the user is trying to access, the ActiveX control prompts the user to run the Live Meeting installation. 

For the Live Meeting ActiveX control to work, the following Internet Explorer security options must be set to “Prompt or Enable”:

· Download signed ActiveX controls

· Run ActiveX controls and plug-ins

· Script ActiveX controls marked safe for scripting 

The Live Meeting ActiveX control is installed with the console software in the user’s [Program Files]\Microsoft Office\Live Meeting 7\Console\[Product Version] directory. The Live Meeting system uses the locally installed ActiveX control to locate and start the Windows-based Live Meeting console. 

The Live Meeting Windows console does not require the ActiveX control to be enabled to run on the user’s desktop. If a user has disabled ActiveX controls and then attempts to join a meeting by using the Windows-based meeting console, Live Meeting will run the Windows-based console launcher utility. This utility, when run, will locate and start the console on the user’s computer and pass the meeting information to the console by using an .lmf file that is registered with Live Meeting. If ActiveX is not enabled, however, the user loses all ActiveX functionality, which includes checks for the console version, updates and language installed whenever the user joins a meeting.

Upgrading with Windows Terminal Services or Citrix MetaFrame

In Citrix MetaFrame and Windows Terminal Server environments, the user’s Windows-based Live Meeting console cannot be updated when another user is running the console at the same time. If you are a Live Meeting administrator, you can set a command line switch during installation to force running instances of the Live Meeting console to close. If users install their own updates, the Live Meeting installer notifies the user that instances of the Live Meeting console are running in the shared environment and that the installation program will close these instances. At that point, the user has the option of canceling installation if continuing would disrupt other users’ work. To minimize such disruption, administrators of these environments should set the lockdown bit to control users’ ability to perform their own console updates.
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Note

Windows NT 4.0 Terminal Server Edition is not supported by Live Meeting 2005.

Deploying Live Meeting 2005

Because Live Meeting is a hosted service, there are no server resources to install. Deploying Live Meeting to your users only requires you to install the Live Meeting console to your users’ computers.

Users run Live Meeting by using one of two kinds of Live Meeting consoles: Windows-based or Web-based. The Windows-based console contains a much richer array of functions, but in cases where it cannot be deployed, users can still attend meetings by using the Web-based Live Meeting console.

For more information, see “Windows-Based and Web-Based Meeting Consoles” earlier in this guide.  

You can deploy Windows-based consoles using either a managed or an unmanaged process. Typically, you will deploy as many unmanaged meeting consoles as possible in your enterprise, and use the managed deployment process for any desktops that remain.

For more information, see “Managed and Unmanaged Desktops” earlier in this guide.  

The Web-based Live Meeting console is not deployed; it is loaded on a user’s browser as needed when the user tries to join a meeting but does not have the Windows-based console installed.

Deploying Windows-Based Live Meeting Consoles

You deploy Live Meeting by using a Windows Installer package (.msi file). To deploy the Windows-based console, run the package by using your organization’s preferred deployment method—for example: Systems Management Server (SMS), Active Directory Group Policy, scripted deployment, or any other third-party software that supports .msi-based deployment.

Deploying on Windows XP SP2 Desktops

Microsoft Windows XP Service Pack 2 (SP2) includes Internet Explorer security features that can require additional steps in the Live Meeting installation process, including the installation and updating of both the Windows-based console and any Live Meeting add-ins. Installation behavior on Windows XP SP2 computers can be slightly different depending on Internet browser security settings for ActiveX. For details about ActiveX settings, see “About the Live Meeting ActiveX Control” earlier in this guide. This section describes the installation behavior on Windows XP SP2 computers with default ActiveX settings.

The Internet Explorer security features included with Windows XP SP2 should not affect deployment of the Live Meeting console if the installer is not run directly from Internet Explorer. Administrators who will be deploying the Live Meeting console by using standard deployment tools such as SMS and Active Directory Group Policy can skip this section.

The effect of Windows XP SP 2 Internet Explorer security features is especially relevant to users who install the console by running the installer from Internet Explorer. A common example of this scenario is when a user attempts to join a meeting for the first time and does not yet have the console installed. This section explains how the user can use Internet Explorer to install the Windows-based Live Meeting console without compromising overall computer security.

One of the new security features is the Internet Explorer information bar. The information bar is displayed when potentially dangerous actions on a Web page have been blocked, such as attempts to install software on the computer. When the installer for the Windows-based Live Meeting console attempts to run, the information bar shows that the attempt was blocked. Users can click the information bar to permit the installation to succeed, or they can click the link to install on the Web page, if it is there.
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The Internet Explorer information bar

When installation begins, you are prompted either to run the Setup program from the server or to download it to your computer. Click the option you prefer. If you click Run, a confirmation message appears, which indicates the name of the Setup program file and the name of the software publisher (Microsoft Corporation). Verify that the file is from Microsoft, and then click Run. The Windows Installer then installs the Windows-based Live Meeting console. When the installer is finished, its window disappears.

Locking Down Installation Prompts

When a user tries to join a meeting but either does not have the Windows-based Live Meeting 2005 console installed or has an outdated version of the console, the Live Meeting system normally prompts the user to install the Live Meeting 2005 version of the console. In managed desktop environments where you do not want users to install or update the Windows-based Live Meeting console themselves, you can prevent the Live Meeting service from prompting the user. To do so, you set the lockdown option when you first install the console on the user’s computer. 

The lockdown option only suppresses prompts on the user’s computer; it does not prevent the Windows Installer from installing the Live Meeting console if the console is not installed on the user’s computer. 

To install with the lockdown option

You set the lockdown option when you run the Windows Installer at the command prompt by setting the value of the LOCKDOWNFLAGS option to 1, as in this example:

msiexec /i LMConsole_en_US.msi LOCKDOWNFLAGS=1

This setting is stored in the registry as a named value of type DWORD called Flags. The value of Flags remains the same until you change it. For example, if the installation program is run again but you do not specify a value for LOCKDOWNFLAGS, the Flags value is not changed. If the Windows-based meeting console is uninstalled, the value of Flags is preserved. 

To allow user prompts again, you can run the installation program to set the value of LOCKDOWNFLAGS to 0, you can manually change the value of Flags to 0 in the Windows registry, or you can manually delete the registry subkey Lockdown. The subkey and the named value are at the following registry location:

HKEY_LOCAL_MACHINE\Software\Microsoft\Office\Live Meeting\v7\Lockdown\Flags
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WARNING

Before you modify the registry, back it up and ensure that you understand how to restore the registry if a problem occurs. For information about how to back up, restore, and edit the registry, see the Microsoft Knowledge Base article “Description of the Microsoft Windows Registry” at http://support.microsoft.com/default.aspx?scid=kb;EN-US;256986.

For more information about the lockdown option, see “Setup Options” earlier in this guide.  
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Note

The Live Meeting 2005 lockdown option applies only to Live Meeting 2005 releases. Live Meeting 2003 SR2 lockdown options will not affect Live Meeting 2005 installation options, and vice versa.

Deploying the Live Meeting Console Silently

You can install the Windows-based Live Meeting console on users’ computers while suppressing the installer interface so that the users do not see it or interact with it. 

To install the Live Meeting console silently

At the command prompt, specify the /qn switch, as in this example:

msiexec /qn /I LMConsole_en_US.msi

The lockdown and the silent setup options can be specified at the same time, as shown in this example. 

msiexec /qn /I LMConsole_en_US.msi LOCKDOWNFLAGS=1

For more information about silent deployment of the Windows-based Live Meeting console, see “Setup Options” earlier in this guide.  

For more information about Windows Installer command line options, see the documentation topic “Msiexec” at http://www.microsoft.com/resources/documentation/windows/xp/all/proddocs/en-us/msiexec.mspx.

Deploying Live Meeting from Another User Account

To install the Windows-based Live Meeting console, the user must be logged on with an account that is a member of the Administrators or the Power Users group. If the user’s account is not a member of one of these groups, you can install the console by using either Microsoft System Management Server (SMS) or by running Setup as a different user. 
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Note

The Windows-based Live Meeting console installation package includes the Live Meeting Microsoft Office Document Image Writer. To ensure that the Document Image Writer works correctly, the Windows-based Live Meeting console must be installed from a user account that is a member of the Administrators group.

Running Setup as a Different User Using Systems Management Server (SMS)

If you use SMS in your environment, you can use SMS to remotely log on to the Live Meeting installation server as another user to run the installation program. The user account you use to log in must be a member of the Administrators or the Power Users group on the target computer.

For more information about using Systems Management Server, see “Systems Management Server” at http://www.microsoft.com/technet/prodtechnol/sms/default.mspx.

Running Setup as a Different User

If you do not use SMS in your environment, you can run the Windows Installer as a user with the necessary rights to install software on your computer. On the computer where you want to run Setup, right-click Setup.exe and click Run As. Then, enter the user name and password of an account with sufficient permissions to install software on that computer. 

Enabling Web-Based Live Meeting Consoles

To allow the use of Web-based meeting consoles in your enterprise, you must verify that the computer meets the requirements outlined in “Web-Based Console System Requirements” earlier in this guide. 

Deploying Live Meeting Add-ins

Live Meeting add-ins are optional components that, when installed on other programs running on the same computer, integrate Live Meeting with those programs. In Live Meeting 2005, you can download and install the Live Meeting Add-in for Microsoft Office PowerPoint®.

The Add-in Pack contains the Live Meeting Add-in for Microsoft Office Outlook® and the Live Meeting Add-in for Instant Messaging. 

For information about deploying the Live Meeting 2005 Add-in Pack, see the Microsoft Live Meeting Add-in Pack for Outlook and Messenger at http://www.microsoft.com/downloads/details.aspx?FamilyId=D1984810-117A-45FF-BFEC-2756C6111097&displaylang=en.

A user can access the Microsoft Download Center either by manually typing the URL or by using the download links in the Windows-based Live Meeting console or the Live Meeting Manager. However, if the user’s computer is locked down, the installation will fail.
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Note

The conference center administrator can use a setting in the Live Meeting Manager to suppress the download links for users. For details, see the Live Meeting Manager documentation.

Deploying the Live Meeting Add-in for PowerPoint 

The Live Meeting Add-in for Microsoft Office PowerPoint® is available for download as a self-extracting .exe file and as a Windows Installer package (.msi file) from the Microsoft Download Center. If the network environment allows it, individual users who are logged on as a member of the Administrators or the Power Users group can install the add-in themselves. 

With the Live Meeting Add-in for PowerPoint, users can insert Live Meeting resource slides—poll, whiteboard, Web, text, and application sharing—directly into a PowerPoint presentation before joining a meeting. An active connection to the conference center is not required, so users can prepare their Live Meeting presentations offline. The add-in also makes it easy to export a PowerPoint presentation (.ppt file) to Live Meeting 2005 presentation format (.lmp file). Exporting the presentation to an .lmp file offline saves time when the presentation is loaded into the Live Meeting console. The .lmp format is compatible with both the Windows-based and the Web-based Live Meeting console. 

System Requirements

In addition to meeting the operating system requirements for the Windows-based Live Meeting console, the computer must have a copy of Microsoft Office PowerPoint 2000 or later. For details about operating system requirements, see “Windows-Based Console System Requirements” earlier in this guide.

Installation Options

The Live Meeting Add-in for PowerPoint can be installed by using standard Windows Installer-based deployment tools, such as Systems Management Server (SMS) or Active Directory Group Policy. An individual user who is logged on as a member of the Administrators or the Power Users group can also go directly to the Live Meeting Download Center to download the add-in.

Upgrading from Previous Add-in Versions

A single computer cannot contain multiple versions of the Live Meeting Add-in for PowerPoint. If there is an earlier version of an add-in on the computer, it must be removed before the new version can be installed 

The add-in installed on a computer must match the version of the Live Meeting conference center that the user is connecting to. If a user connects at different times to different versions of the Live Meeting conference center and the user wants to use the add-ins for both versions, it will be necessary when switching conference centers to remove the add-ins and install the ones that are appropriate for the new conference center. As noted earlier, the Windows Installer will remove an earlier version before installing the most recent one. To remove the most recent version and install an earlier one, however, the user must first manually remove the current version using the Add or Remove Programs option in Control Panel. 

Using Command Line Setup

When you run the Windows Installer from the command line, the standard Msiexec parameters can be supplied. There are no parameters specific to the Live Meeting Add-in for PowerPoint.

To install with no additional parameters

At the command prompt, type:

msiexec /I LMPptAddin.msi

To install in silent mode:

At the command prompt, type:

msiexec /I LMPptAddin.msi /qn

PowerPoint can be running when the add-in is installed, but the changes will take effect only after PowerPoint is closed and restarted.

Appendix A: Verifying Your Deployment

Viewing the Debugging Log Files

You can view the Live Meeting log files on any desktop where you install the Windows-based Live Meeting console. For information about using Windows Installer log files, see the following Knowledge Base articles: 

· “How to Enable Windows Installer Logging,” KB 223300, at http://support.microsoft.com/?id=223300.

· “How to Enable Windows Installer Logging in Windows XP,” KB 314852, at http://support.microsoft.com/?id=314852.

Live Meeting Folder and File Settings and Locations

The files installed by the Windows Installer are placed into [Program Files]\Microsoft Office\Live Meeting 7\Console\<Product Version>. Note that PWResources_[LANG].dll and LMDIRes_[lang].dll are localized files. When installing the multilanguage version, there will be multiple copies of this file. 

The Live Meeting installer adds a virtual Microsoft Office Document Image (MODI) Writer printer to the user’s desktop. The MODI printer is used to convert documents to the .MDI format for universal file support. Live Meeting performs document conversion by printing the document to an .MDI file using the MODI virtual printer.

Table 2   Windows Console Files in the Program Files Folder

	File
	Purpose

	Appshare.dll
	Provides sharing support on the host (computer where screen-scraping is taking place.)

	Collaborate.dll
	Used for configuring the application-sharing session such as UI dialogs.

	CollabHook.dll
	Used internally to assist AppShare.dll in optimizing regions to -screen-scrape.

	GDIPlus.dll
	Extended gdi (graphics) library

	HintProvider.dll
	Application sharing host helper.

	ImportUtil.dll
	High level document conversion utility

	LMDICore.dll
	MODI (Microsoft Office Document Imaging) file format library

	LMdigraph.dll
	MODI print driver

	Lmdimon.dll
	MODI print monitor (part of print driver)

	Lmippr.dll
	MODI print processor (part of print driver)

	LMDIUI.dll
	MODI print properties (part of print driver)

	LMDIRes_[lang].dll
	Localized resources for MODI printer driver

	LMDIView.dll
	MODI automation library

	Lmpptview.dll
	PowerPoint viewer


Table 2 (continued)   Windows Console Files in the Program Files Folder

	File
	Purpose

	NpwRC.dll
	Application sharing host.

	NpwRCViewer.dll
	Application sharing viewer.

	NpwUI.dll
	Application sharing user interface.

	PlaceWare_makepwp.dll
	Power Point to PlaceWare Presentation converter.

	PlaceWare_PPT2PWP.ppt
	Sample PPT Presentation.

	Ppvwintl.dll
	PowerPoint viewer

	Pwconsole.exe
	Windows Console.

	Pwconsole.exe.manifest
	The Product Installation Manifest. This is a list of the files installed in this folder by the Installer. The file is in XML format and ensures that the Installer only uninstalls files that it installed.

	PWResources_[lang].dll
	Localized strings for the Windows-based console.

	LM7Launcher.dll
	ActiveX control for launching the Windows-based console


Registry Keys for Console Execution

The Lockdown key’s Flags value is a DWORD value. Setting the Flags value to “1” suppresses the installation prompt. 

HKEY_LOCAL_MACHINE\Software\Microsoft\Office\Live Meeting\v7\Lockdown\Flags = [LOCKDOWNFLAGS]

The v7 key’s ProductID value is a string value representing the Live Meeting version. 

HKEY_LOCAL_MACHINE\Software\Microsoft\Office\Live Meeting\v7

ProductID = {$(var.PRODUCT_ID)}

Appendix B: Web-Based vs. Windows-Based Meeting Console Functions

The following compares the functions of the Live Meeting Windows-based and Web-based (Java) consoles. This table includes some features that were previously supported only in the Windows-based console that are now also supported in the Web-based console. Live Meeting service edition is not considered here (Standard or Professional). 

Table 3   Feature set for Live Meeting Consoles

	
	
	
	Auditorium
	Web Meeting Place

	Feature/
Function
	Windows Console (Presenter)
	Windows Console (Attendee)
	Web-Based Console (Presenter)
	Web-Based Console (Attendee)
	Web-Based Console (Presenter)
	Web-Based Console (Attendee)

	Print to PDF
	X
	X*
	X
	X*
	X
	X*

	Review Slides
	X
	X*
	X
	X*
	X
	X*

	Ask Questions
	X
	X*
	X
	X*
	
	

	Manage Questions
	X
	
	X
	
	
	

	Upload Slides
	X
	X*
	X
	
	X
	X*

	Annotate/Edit Slides
	X
	X*
	X
	
	X
	X*

	Meeting Lobby
	X
	X
	
	
	
	

	See Who is in Attendance
	X
	X*
	X
	X*
	X
	X*

	Rich User Information in Attendee List
	X
	X
	
	
	
	

	Send Invitations from the Meeting Console
	X
	
	X
	
	X
	

	View Seating Chart/Mood Indicators
	X
	X*
	X
	X*
	
	

	Chat with Row Members
	
	
	X
	X*
	
	

	Chat with Anyone in the Meeting
	X
	X*
	
	
	X
	X*

	Choose Slides from List
	X
	X*
	X
	
	X
	X*

	Create New Slides
	X
	X*
	X
	
	X
	X*

	        Web Slides
	X
	X*
	X
	
	X
	X*

	        Snapshots
	X
	X*
	
	
	
	

	       Polling
	X
	X*
	X
	
	X
	X*

	        Whiteboard
	X
	X*
	X
	
	X
	X*

	        Text Slide
	X
	X*
	X
	
	X
	X*

	        Sharing Slide
	X
	X*
	
	X
	X
	X*

	Initiate Application Sharing

	X
	X*
	X
	
	X
	X*

	View sharing/Application Sharing
	X
	X*
	X
	X*
	X
	X*

	Application Sharing Remote Control – give control of shared application
	X
	X*
	X
	
	X
	X*

	Application Sharing Remote Control – accept control of shared application
	X
	X*
	X
	X*
	X
	X*

	Application Sharing Remote Control – request control of shared application
	X
	X*
	
	
	
	

	Desktop Sharing1
	X
	X*
	X
	
	X
	X*

	Sharing Frame1
	X
	X*
	X
	
	X
	X*

	Share a Document to Edit1
	X
	X*
	
	
	
	

	Record Meeting
	X
	
	X
	
	X
	

	Edit Meeting Options
	X
	
	X
	
	X
	

	Edit Meeting Audio Information
	X
	
	X
	
	X
	

	Promote Attendee to Presenter

	X
	
	X
	
	X
	

	Assign/View Active Presenter
	X
	X
	X
	X
	X
	X

	Accurate PowerPoint Rendering and Slide Animation
	X
	X
	
	
	
	

	MODI Support
	X
	X
	
	
	
	

	Convert .PPT files to .LMP Format
	X
	X
	
	
	
	

	Embedded Streaming Audio in the Console
	X
	X
	
	
	
	

	View Audio Status for Attendees
	X
	X
	
	
	
	

	End Session
	X
	
	X
	
	X
	


* Yes, if access is granted by the presenter in meeting options.

Appendix C: Meeting Access Scenarios

With the Live Meeting Console, the are a variety of usage scenarios that can occur, based on user settings, whether the user has the console installed or not, and depending on the version of the conference center that is hosting the meeting. The following lists common usage scenarios and the behavior that occurs based on settings.

Table 4   Live Meeting Access Scenarios

	Console Installed?
	ActiveX Run and Script Options Enabled?
	Lockdown Option Set?
	Description

	No
	No
	No
	The Windows console is not installed on the user’s computer, his ActiveX settings are disabled, and the Lockdown option is not set. When he clicks on the link in his meeting invitation, he is directed to the Join Meeting page where he enters his name and clicks "Submit". He is brought to the meeting installation page and has 3 choices: install the console; run  the  console, or use the Web-based  console. He chooses to run the console and joins his meeting. 

	No
	No
	Yes
	The Windows console is not installed on the user’s computer, his ActiveX settings are disabled, and the Lockdown option is set.  When he clicks on the link in his meeting invitation, Live Meeting will try to install even though the lockdown bit is set. It is assumed that if  an IT department sets the Lockdown option, they have also installed the console. If the user does not have power user/administrative rights, Live Meeting will fail to install the Windows console and will load the Web-based browser for the user so he can join the meeting. 

	No
	Yes
	No
	The Windows console in not installed on the users computer, his ActiveX settings are enabled, and the Lockdown option is not set.  When he clicks the link on his meeting invitation, he enters his name and clicks Submit on the Join Meeting page. He then sees a meeting installation page and the download dialog box. Once he clicks open or run, he installs the console and automatically loads. He may or may not see a certificate acceptance dialog after he clicks 'open' or 'run'. Once installation is complete, he joins the meeting.


Table 4 (continued)   Live Meeting Access Scenarios

	Console Installed?
	ActiveX Run and Script Options Enabled?
	Lockdown Option Set?
	Description

	No
	Yes
	Yes
	The Windows console in not installed on the users computer, his ActiveX settings are enabled, and the Lockdown option is set. When he clicks the link on his meeting invitation, he is directed to the Join meeting page, enters his name and clicks Submit. He then sees a meeting installation page where he can install the console, run the console, or use the Web-based console. In this case, he should pick 'use the browser-based meeting console.

	Yes
	No
	No
	The Windows console is installed, ActiveX settings are disabled, and the Lockdown option is not set. When he clicks on the link in his meeting invitation, he sees the Meeting Entry page. He is presented with the option to Join Live Meeting, Install the Windows-Based Live Meeting Console, or User the Browser-Based Meeting Console. The user clicks the Join the Meeting. He enters his name, clicks Submit and joins the meeting. 

	Yes
	No
	Yes
	The Windows console is installed, ActiveX settings are disabled, and the Lockdown option is set. When he clicks on the link in his meeting invitation, he sees the Meeting Entry page. He is presented with the option to Join Live Meeting, Install the Windows-Based Live Meeting Console, or User the Browser-Based Meeting Console. The user clicks the Join the Meeting. He enters his name, clicks Submit and joins the meeting.

	Yes
	Yes
	No
	The Windows console is installed, ActiveX settings are enabled and the Lockdown option is not set. When he clicks on the link in his meeting invitation, he sees Join Meeting page. He enters his name, clicks Submit, and joins the meeting.

	Yes
	Yes
	yes
	The Windows console is installed, ActiveX settings are enabled and the Lockdown option is set. When he clicks on the link in his meeting invitation, he sees Join Meeting page. He enters his name, clicks Submit, and joins the meeting. Because the Lockdown option is set, the user will not see update prompts if a newer version of the console is available.


Appendix D: Add-in Pack Command Line Parameters

The following table lists the options that are available when the Add-in Pack installer is run from the command line.

Table 5   Add-in Pack Installer Command Line Options

	Option
	Format
	Value Options and Constraints

	Silent install
	/qn
	N/A 

	What to do when the installer finds a running program  that is using a file it needs
	“APPCONFLICT=<value>”
	DEFAULT – In UI mode, the dialog is displayed and the user chooses the action. In silent mode, installation is canceled.

CANCEL – Installation is canceled. 

IGNORE – Ignore the open files and continue installation. (Reboot may be required at the end of installation.)

ENDAPPS – End the open programs manually.

	Conference Center URL
	“CCURL=<value>”
	Must be an HTTPS address

	User ID used to connect to the Conference Center
	“USERID=<value>”
	

	Password used to connect to the Conference Center
	“PASSWORD=<value>”
	8 character limit

	Whether or not the Intranet Portal should be used (instead of the Conference Center URL)
	“SSO=<value>”
	Y - Yes

N – No

	Intranet Portal URL
	“SSOURL=<value>”
	

	Toll free area code for user’s preferred audio settings
	“AUDIOTOLLFREEAREACODE=<value>”
	

	Toll free local number for user’s preferred audio settings
	“AUDIOTOLLFREENUM=<value>”
	


Table 5 (continued)   Add-in Pack Installer Command Line Options

	Option
	Format
	Value Options and Constraints

	Toll area code for user’s preferred audio settings
	“AUDIOTOLLAREACODE=<value>”
	

	Toll local number for user’s preferred audio settings
	“AUDIOTOLLNUM=<value>”
	

	User’s Meeting Leader code
	“AUDIOLEADER=<value>”
	

	User’s Meeting Participant code
	“AUDIOPARTICIPANT=<value>”
	

	Audio Provider
	“AUDIOPROVIDER=<value>”
	


� This feature is not available for users of the Web-based console on the Windows operating system.


� The user can promote someone to Presenter, but cannot be promoted himself during the meeting if he is using the Web-based console.
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Do your users have permission to install software on their own computers?

For more information, see:
Testing User Privileges on a Computer


If you are upgrading, did you previously use the Lockdown Setup deployment option
to disallow Live Meeting user self-updates?

For more information, see:
Setup options

Note: Users with access to the installation point for Live Meeting can install without the upgrade link.


No


Will users’ computers automatically download the Live Meeting ActiveX Control? 

For more information, see:
About the Live Meeting ActiveX Control

Note: If not, the user can still use the Web-based console or manually download ActiveX to use the Windows-based console.


No

Users see
upgrade link on their consoles.


UNMANAGED DEPLOYMENT


Yes

Users do not see upgrade link on their consoles.


MANAGED DEPLOYMENT


Yes


Users deploy Live Meeting to their own desktops by following the link on their Windows-based console.





For more information, see:
Unmanaged Deployments


You deploy Live Meeting to users’ desktops using your preferred method (for example, Microsoft SMS).

Optionally, you can specify the Lockdown and Silent setup options.

For more information, see:
Managed Deployments
Setup Options


No


Yes



