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Server Purposing Component Overview
White Paper
Published: May 2005
Windows-based Hosting version 3.5 now supports using Windows Server 2003 Service Pack 1 (SP1). Windows Server 2003 SP1 offers better performance and tighter security to help further protect service providers from viruses and malicious code. For the latest information about the Microsoft Solution for Windows-based Hosting,  
visit www.microsoft.com/hosting.

Abstract: This white paper provides an overview of the features, benefits, and design recommendations associated with the Server Purposing component of the Microsoft Solution for Windows-based Hosting. Server Purposing incorporates Microsoft Automated Deployment Services (ADS), a server deployment tool that automates server builds in your data center using utilities and scripts. ADS, a feature of Microsoft Windows Server™ 2003, Enterprise Edition, speeds the process of purposing and configuring multiple Windows-based servers from bare metal to fully operational servers without manual interaction. ADS enables you to rapidly scale your data center by building thousands of servers as efficiently as one. By accelerating server build times, your organization significantly increases operational efficiency while lowering total cost of ownership. Even if you build only a few servers a month, ADS lowers total cost of ownership by building servers in a predictable and reliable manner.
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Introduction

Data center administrators face significant challenges as they deploy and administer larger numbers of Windows servers in their environments. Purposing or repurposing data center servers has traditionally been a manual process that monopolizes administrator time for several hours or more per server. Although many service providers have automated some aspects of their server builds, ongoing management of the process continues to strain administrator resources.

Implementing a standardized, automated method for server purposing drastically improves deployment speed and ensures consistency across builds, thus lowering systems administration costs, reducing errors, and freeing your IT resources to focus on revenue generating tasks. Organizations can quickly achieve these efficiencies by deploying the Server Purposing component of the Microsoft Solution for Windows-based Hosting.
What Is Automated Deployment Services?
The Server Purposing component relies on Microsoft Automated Deployment Services (ADS), a server deployment tool that automates the process of preparing, purposing, and configuring Windows-based servers in the data center environment. ADS is a free feature of Windows Server 2003, Enterprise Edition that enables you to reduce data center administration costs through automated deployment of operating systems and applications. ADS also improves the efficiency of configuring, maintaining, and managing servers through script-based administration.
In addition to incorporating ADS, the Server Purposing component supplies detailed guidance and best practices on how to use ADS in a hosted environment, ensuring full integration with your existing infrastructure. The tools, scripts, and sample code that ship with the solution help accelerate the deployment of ADS in your hosting environment.
ADS reduces the number and complexity of steps required to deploy and configure a data center server. You can deploy operating system images onto devices that do not have operating systems, or repurpose existing devices with new operating system images. Administrators using ADS can reduce server build time by up to 90 percent. Even if your administration staff currently using scripts for server builds, they can significantly improve installation times by implementing ADS.

ADS can be deployed flexibly in organizations running data centers that contain up to 10,000 servers. However, even if you build only a few servers a month, ADS lowers total cost of ownership by building servers in a predictable and reliable manner, an important consideration for any data center. ADS provides a single server, called a controller, to manage devices (servers) in your data center. Image-based remote deployment enables thousands of servers to be built as efficiently as one, thus reducing operational costs. You can use ADS to:

●
Remotely purpose a device that has no operating system to a useful state, or repurpose a device from one state to another state.
●
Run extensible and configurable operations, such as scripts, on one or more systems from a single administration point.
How ADS Works
ADS uses an image-based installation to rapidly deploy complete operating system and application bundles to one or many servers simultaneously. Administrators typically use a three-part process to create a Microsoft Windows Server operating system image and deploy it to servers in your data center.
●
Create a master installation — You first build a master installation on a reference system containing the operating system, software applications, and configuration settings that you want to install onto the computers in your organization. This master installation will become the primary image that you deploy to the servers in your data center.

●
Capture a master image — The image deployment infrastructure enables you to locally or remotely capture an image and store it for future deployment.

●
Deploy an image — You deploy the stored master image simultaneously onto one or more servers running the Deployment Agent. You can deploy the image to all 32-bit versions of Windows Server 2003 and all Microsoft Windows 2000 Server editions. Image deployment is initiated through a sequence of Controller service commands that are sent to the Deployment Agent. You can further improve deployment efficiency through use of unattended installation scripting.
ADS Benefits

The process of using ADS to deploy master images and script-based installation processes greatly accelerates multi-server builds in your data center. Remote and automated operating system deployment, configuration, and control offers several key benefits to service providers, and above all, lowers operating costs.
●
Significant reduction of server deployment cost — An intelligent server and dynamically built Deployment Agent reduces the time to deploy servers. This significantly reduces labor costs associated with building and rebuilding servers.
●
Consistency in server provisioning — ADS provides a level of repeatability and consistency that cannot be achieved with manual server building, even for small data centers. Sample task sequences included with the solution can be extended to automate hardware configuration, operating system deployment, and application installation, enabling you to encode your organization’s operational practices and eliminate human error.
●
Flexibility and agility through imaging tools — Powerful tools use knowledge of the NTFS file system structure to create smaller images that can be updated and edited without first being deployed to a server.

●
Powerful, mass server administration — ADS supports script-based mass server administration. Through the reliable remote execution framework, ADS enhances your existing scripting investments and extends your ability to administer a few or hundreds of servers.

●
Simpler hardware configuration — ADS incorporates standard server MS-DOS® tools such as Virtual Floppy into the deployment process to automate hardware configuration.

●
Easy integration through a choice of user interfaces — ADS offers a simple-to-use graphic user interface, an optional Web-based interface, a set of command-line tools, and a rich Windows Management Instrumentation (WMI) program interface.
●
Consistent record of administrative history — ADS offers a centralized data store to maintain a complete history of all administrative tasks carried out using the ADS infrastructure. Administrators can view detailed job histories through the ADS Management console or optional Web-based interface.
Server Purposing and ADS Components

The Server Purposing solution includes several components. The core of the solution is ADS, a server deployment tool included with Windows Server 2003, Enterprise Edition.
●
ADS services — ADS relies on three primary services. The Controller service tracks computers, called devices, within the data center, enabling you to group them into sets and run administrative jobs on the sets. Network Boot Services (NBS) allows computers without an operating system to be remotely configured to run a selected operating system image. The Image Distribution service (IDS) enables you to capture and deploy images locally or remotely. The IDS image store provides the storage location for images, which you can then track and manage using the controller.

●
Administration tools — ADS includes the ADS Management console, sequence editor, and a set of command-line tools that enable you to locally and remotely manage ADS. Using the ADS Management console or the command-line tools, you can monitor devices; group and manage sets of devices; run jobs and task sequences; and manage images. The sequence editor enables you to create and edit task sequences.
●
Web-based administration — ADS Web is an optional Web-based interface providing easy remote administration of ADS. ADS administrators can use the ADS Web site to work remotely and securely using any browser. ADS Web offers specific benefits when compared to using the ADS Management console, including easier remote administration and available sample code for developing and extending administrative functionality. In addition, administrators can perform additional tasks that are not possible with the ADS Management console, including mounting and unmounting images using Windows Explorer, easier execution of jobs, and viewing job histories at a more detailed level.
●
Sample scripts and task sequences — ADS includes sample scripts and task sequences you can use and edit to perform common ADS operations. The Server Purposing solution also provides additional scripts. For example, the scripts help you perform routine tasks such as automating product activation, importing device variables, and configuring a static IP address.
●
Volume imaging tools — ADS includes a library of powerful tools that enable you to capture, edit, and deploy images. You can use these tools alone, or with the ADS Controller to capture and deploy local or remote images to one or more devices. In addition, these tools enable you to mount an image and edit files within the image, without needing to deploy and recapture it.
●
Unattended installation — With ADS you can use an unattended installation to deploy an operating system to servers with varying hardware configurations. An unattended installation is a scripted operating system installation that runs Windows Setup locally on the device using an answer file. The Server Purposing component provides sample scripts that perform the preparation steps and operating system deployment. The procedure differs from the more typical network-based installations because the operating system installation files are delivered within an image instead of the using a CD or network shared folder.

●
Documentation — The Server Purposing component includes comprehensive documentation providing examples, best practices, setup information, operations procedures, and management information.

ADS Architecture
You can install ADS on one server or individually on two or three servers running Windows Server 2003, Enterprise Edition. ADS includes additional components that you can install on a wider range of operating systems, including the ADS Management console, Sequence Editor, command-line tools, volume imaging tools, and online documentation. The following figure shows the architecture of an ADS implementation. The components of an ADS deployment are shown, including the ADS services, the Dynamic Host Configuration Protocol (DHCP) server, devices, and administration workstation.
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Figure 1: The ADS services on a single server

ADS Services

ADS consists of three primary services: the Controller service, Network Boot Services (NBS), and the Image Distribution service (IDS), collectively called the ADS services.
Controller Service

The Controller service is the point of control for ADS and the devices in the data center. The Controller service is hosted by a server, called the controller, which uses a database to store a master record of devices in the data center. You must configure each controller to manage a defined group of devices. The controller also dictates how the how the devices are arranged, what operations can be performed on each device, and what actions to are to be performed when the devices are restarted. You can use multiple controllers in your data center, but they cannot communicate with each other. The Controller service can use Microsoft SQL Server™ Desktop Engine (MSDE), which is included with ADS or an existing Microsoft SQL Server 2000 with Service Pack (SP) 3 or later.
Network Boot Services

Network Boot Services (NBS) enables a device to start up remotely by using a virtual floppy disk, the Deployment Agent, or by running an operating system image on the hard disk. NBS consists of the ADS Pre-Boot eXecution Environment (PXE) service, the Deployment Agent Builder service, and the TFTPD service. Each NBS works with one controller. Because NBS requires the PXE, a server running the DHCP service is required in each DHCP domain.

Image Distribution Service

The Image Distribution service (IDS) provides storage and communications capabilities for ADS to manage the transfer of images to and from devices. Each IDS works with one controller. You can install the controller and IDS on the same server, but for better performance it is recommended that you locate the image store on a separate server. IDS can securely deploy images to multiple devices over unicast-enabled and multicast-enabled networks.
ADS Agents and Tools
In addition to the three main ADS services, ADS uses agents, imaging tools, and task sequences to provide a complete imaging solution.

Control Agents
ADS provides two control agents that correspond to the predeployment and post-deployment stages:
· Deployment Agent — The Deployment Agent is a memory-resident, minimal operating system that is dynamically created for a device by the Deployment Agent Builder service. The Deployment Agent supports encrypted communication between the device and the controller, and provides an internal execution environment the controller uses to run programs that deploy an operating system image to a local volume on the device. Because the Deployment Agent runs from memory on the device, it does not require any disk space. The Deployment Agent supports several operations on the device, including initializing hard disks, transferring images and files, manipulating configuration text files, and editing the registry.
· Administration Agent — The Administration Agent handles communications with the controller after the device is running a full operating system. The Administration Agent provides the environment necessary for post-deployment task execution. Using the Administration Agent, you can run scripts, executable files, task sequences, and Windows Installer packages. The Administration Agent is installed with the controller by default, but must be installed and configured on the device. You can either include the Administration Agent in an image that you deploy on devices, or install the Administration Agent separately.
Volume Imaging Tools
ADS has a powerful, flexible set of volume imaging tools. Any file allocation table (FAT) or NTFS file system volume can be captured and deployed when used in conjunction with Sysprep, the Microsoft System Preparation tool. However, there are increased capture and editing benefits when working with NTFS-based file systems. The ADS imaging tools include Imgdeploy for performing the actual image capture and restoration, Imgmount for true editing of captured images, and Adsimage for managing images available for deployment.

ADS Task Sequences and Task Sequence Editor
At boot time or after deployment, the ADS Controller issues jobs that consist of individual tasks sequenced together. These sequences can be run against one or more devices and are stored as Extensible Markup Language (XML) files on the controller. When the device boots from the newly downloaded image for the first time, an abbreviated setup runs in an unattended mode to perform final configuration of the operating system.

You can create XML task sequences with any XML authoring tool, but ADS includes a simple sequence editor if you prefer not to work directly with XML. The sequence editor provides an easy-to-use Windows-based user interface for creating ADS sequences, as well as templates for the most common tasks that you might carry out, including deployment steps such as partitioning the disk, downloading an image, and personalizing the image.

System Requirements

The system requirements for ADS vary by the specific role of the computer in an ADS deployment. For complete system requirements, refer to the Server Purposing component documentation or ADS documentation.
· Computers that host ADS services—The solution requires one to three x86-based computers to host the Controller service, NBS, and IDS. The computers must be running Microsoft Windows Server 2003, Enterprise Edition. The computers should have a hard disk partition or volume with 5 gigabytes (GB) free space to accommodate the setup process, plus enough extra free disk space for the images themselves.

· Computers that administer ADS—You can install the ADS volume imaging tools, administration tools, and documentation on a separate x86-based computer and use that workstation to remotely administer ADS. The workstation must run one of several specific Microsoft Windows operating systems.
· Computers used as devices—You can use ADS to manage x86-based computers used as devices. The Administration Agent must be installed on the device, and the device must run one of several Microsoft Windows operating systems.
· Computers in a network—All services and devices must be connected to the same network. A fast network connection among the Controller service, NBS, IDS, and managed devices is required, making ADS impractical for use over low-speed wide area network (WAN) links. All devices in the network must reside in the same multicast domain as the IDS and in the same broadcast domain as the ADS PXE service and DHCP server. If the ADS services are installed on separate servers, they must communicate over the same network adapter to access the devices on the network.
Is Server Purposing Right for Your Organization?

The Microsoft Solution for Windows-based Hosting is a modular solution architecture that enables service providers to deploy only the technologies they need. Service providers must maintain a competitive advantage by offering services on a stable, scalable infrastructure while keeping their costs low to maximize profitability. Although you may deploy the Server Purposing component in a variety of situations, it is commonly implemented in the following hosting scenarios:

· Discount dedicated hosting—These providers typically offer Web servers or data servers that are not managed by the provider and are dedicated to the customer. Low-cost dedicated service providers can benefit from the Server Purposing component by using ADS to easily and efficiently create a standard server deployment for each customer.
· Managed dedicated hosting—These providers offer Web servers or data servers that are updated and maintained by the provider and are dedicated to the customer. Managed dedicated hosting providers can reduce costs by using ADS to quickly create a standard server deployment for each customer.
· Shared Web hosting—Service providers offering shared Web hosting typically offer shared Web servers or data servers that are updated and maintained by the provider and are not dedicated to the customer. These providers can benefit from ADS by ensuring the consistency of servers over time.

· Application hosting—Independent software vendors (ISV) or application service providers (ASP) can benefit from Server Purposing by using ADS to automatically install custom applications with every server build.
Conclusion
The Microsoft Solution for Windows-based Hosting offers service providers a packaged set 
of tested software tools and scripts with supported architecture guidelines. Each modular component of the solution is designed to help you deliver reliable hosting services with reduced operating costs, increased customer satisfaction, and increased profit margins. 
The Server Purposing component enables you to build a foundation for deploying and administering Windows-based applications and services using ADS.
For more information on the Server Purposing component of the Microsoft Solution 
for Windows-based Hosting, including an overview and case studies, 
visit www.microsoft.com/hosting. For detailed information on ADS, 
visit www.microsoft.com/windowsserver2003/technologies/management/ads.
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