	MICROSOFT’S MARCH ON INTEROPERABILITY


WHAT OTHER’S ARE SAYING ABOUT MICROSOFT’S INTEROPERABILITY EFFORTS

· Dr. Steve Marsh, Director of the Central Sponsor for Information Assurance, U.K.:  “Microsoft's collaborative approach and source-code access have demonstrated a deeper level of commitment to our ongoing collaboration.  The release of this source code will help the U.K. government understand the security implications of the Office productivity suite and aid secure deployment in a wide range of scenarios.”

· Helge Sander, Minister of Science, Technology and Innovation, Denmark:  “The [Danish] Government has in its software strategy put great emphasis on the need for effective competition and on coherency between public IT-systems, so data and documents can be exchanged across different types of organizations and different types of software.  Microsoft’s initiative benefits both these goals and shows Microsoft has listened to Danish wishes.”

· Otto Schily, Minister of the Interior, Germany:  “Microsoft has also agreed to publish specifications for interfaces and data formats, in addition to supporting open standards in its products….  These assurances will give the [German] agencies greater flexibility in building their IT systems.”

· Erin Joyce, internetnews.com (12/3/03):  “In another sign that the world's largest software company is intent on changing its past behavior, Microsoft on Wednesday announced a new policy of expanded access to its intellectual property (IP) portfolio...It also signals a new openness on the part of Microsoft …. ”

· Jupiter Research Interoperability Study (4/7/04):  “… 72 percent of technology managers give Microsoft high marks for interoperability.”
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	Microsoft and Sun Microsystems Enter Landmark Interoperability Agreement


I

n April, 2004, Microsoft and Sun Microsystems entered into a broad technology collaboration arrangement aimed at enabling their products to work better together.  Both companies will continue to pursue their own independent visions; however, the ten-year arrangement will facilitate greater information sharing between the companies’ desktop and server products.   

	Key Aspects of the Agreement


· Scope:  The cooperation will initially center on Windows Server and Windows Client, but will eventually include other important areas, including email, database software, and software to manage user identities, authentication, and authorization. 
· Java and .NET:  Sun and Microsoft agreed that they will work together to improve technical collaboration between their Java and .NET technologies.  Microsoft may continue to provide product support for the Microsoft Java Virtual Machine that customers have deployed in Microsoft's products. 

· Windows Certification for Sun Server:   Sun and Microsoft announced Windows certification for Sun's Xeon servers.  In addition, the Windows certification process for Sun's Opteron-based servers is moving forward. 
· Microsoft Communications Protocol Program:  Sun has agreed to sign a license for the Windows desktop operating system communications protocols. 
· Patents and Intellectual Property:  Sun and Microsoft agreed to a broad covenant not to sue with respect to all past patent infringement claims.  In addition, the agreement provides for potential future extensions of this type of covenant.  The two companies also agreed to embark on negotiations for a patent cross-license agreement between them. 
· Bottom Line:  The Agreement provides both companies with access to each other's server-based technology and enables them to use this information to develop new server software products that will work better together.  This commitment to increased interoperability will speed innovation and promote greater consumer choice.
	Industry Testimonials


Scott McNealy, Chairman and CEO, Sun Microsystems:  “This agreement will be of significant benefit to both Sun and Microsoft customers.  It will stimulate new products, delivering great new choices for customers who want to combine server products from multiple vendors and achieve seamless computing in a heterogeneous computing environment.”
Tony Scott, Chief Information Officer, General Motors (Information Systems and Services Division):  “We have Microsoft everywhere on the desktop, and Sun LDAP directory (on Unix systems), so we have Active Directory and Sun LDAP integration work between the two that we have to do on a one-off, case-by-case basis…This is a perfect case where they can do that work for us and make that just plug in and work.  We'll be delighted if they can pull that off.  We would rather spend the money on manufacturing or designing a new car.”

	Microsoft and Cisco Integrate Leading Security Technologies to Drive Interoperability and Reduce the Growing Threat of Malicious Software


I

n October, 2004, Microsoft and Cisco announced that they are working together to share and integrate their respective security and health assurance technologies.  The goal of this collaboration is to deliver integrated and interoperable security solutions that will help their mutual customers better address the increased threat and impact of malicious software.
	Key Aspects of the Collaboration


· Sharing of Information:  Cisco and Microsoft will share information about their technologies to help drive compatibility between Cisco Network Admissions Control (NAC) and Microsoft Network Access Protection (NAP), their respective approaches for providing endpoint security when accessing network resources.  The companies will then work toward interoperability efforts between the NAC and NAP architectures as these solutions evolve and are delivered to customers.
· A Revitalized Approach to IT Security:  The Microsoft and Cisco architectures are part of a new movement designed to treat IT security more holistically.  This collaborative effort is in response to demands by corporate customers looking for solutions that combine traditional virus scanning with network policing to keep attacks from ever entering the network in the first place. 
· Promoting Industry Standards:  Microsoft and Cisco will work together to drive industry standards in the network admissions and access control arenas to help promote broad market adoption. 

· Bottom Line:  This collaborative approach will allow customers to integrate the embedded security capabilities of Cisco's network infrastructure with those of Microsoft's Windows, enabling them to choose components yet implement a single, coordinated and interoperable solution.
	Industry Testimonials


Chris Byrnes, Senior Vice President, META Group:  “Safe and assured access to the network is a basic requirement if we are to continue our reliance on technology to support business growth.  Having a single consistent way of establishing connectivity is as critical to supporting economic growth via technology as TCP/IP was to the success of the Internet.  This announcement signals strong intent for interoperability and an embrace of a standards-based approach, which is what META Group clients have identified as a requirement in this space.  With broader interoperability and the partner ecosystems these two companies bring to the table, both customers and the industry will benefit.”
Richard Palmer, Vice President and General Manager, Cisco's security group:  “This partnership should give our common customers increased confidence to implement either security architecture knowing that they will be interoperable going forward.”
	Microsoft Welcomes Oracle Into Its Visual Studio Industry Partner Program to Ensure Greater Software Interoperability


I

n May, 2004, Microsoft and Oracle announced Oracle’s participation in the Microsoft Visual Studio Industry Partner (VSIP) program as a Premier-level partner.  The VSIP program helps independent software venders ensure interoperability between their software and Visual Studio .NET.  By joining, Oracle will bring developers tighter integration between the Oracle Database and Microsoft Visual Studio .NET.  To date there are more than 200 participants in the VSIP program and more than 400 add-on tools available for the Visual Studio .NET integrated development environment (IDE).  In addition, there have been more than 13,000 downloads of the VSIP Software Development Kit, which offers Visual Studio .NET partners and customers advanced integration and customization capabilities.
	Key Aspects of the Partnership


· Premier-Level Partner Benefits:  As a “premier” VSIP partner (the program’s highest level), Oracle will receive one-year MSDN Universal Subscription, access to the VSIP program logo and the ability to participate in targeted marketing activities with Microsoft.
· Unprecedented Collaboration:  This marks the first formal collaboration in application development between Oracle and Microsoft, and is significant because Oracle’s database running on Windows competes with Microsoft’s SQL database server.
· Licensing Issues:  Premier-level VSIP members receive a Visual Studio .Net redistribution license, which enables Oracle to ship Visual Studio .Net with its database.
· Bottom Line:  Through the partnership, Oracle’s database will be more closely integrated with Microsoft Visual Studio .Net 2003 development tools.  That will make it easier for developers to build applications for Oracle databases running on Microsoft Windows.
	Industry Testimonials


Christian Shay, Principal Product Manager for Windows Integration, Oracle:  “Oracle is committed to delivering the best products and technologies on the Microsoft Windows platform.  Our tight integration with Visual Studio .NET will help make it easier for Windows developers to harness the full power of the Oracle database.”
Andrew J. Mendelsohn, Senior Vice President, Database Server Technologies, Oracle:  “Oracle is committed to delivering a great database for Windows and making Windows developers more productive when using Oracle Database.  By integrating more closely with Visual Studio, we will make it easier for Windows developers to harness the power of Oracle Database.  We are excited to join the VSIP program and expect that Oracle and Visual Studio developers will benefit from this collaboration.”
	Microsoft Spearheads Interoperability in the Network Security Arena With Over 25 Industry Leaders


I

n July, 2004, Microsoft announced support from more than 25 industry leaders (including vendors focusing on client security with anti-virus, firewall, intrusion detection, and intrusion prevention, patch management vendors, networking vendors, and systems integrators) for its Network Access Protection (NAP), an extensible standards-based technology that will enable users to more securely access their corporate network.  In addition to enhancing the security for user access, the NAP technology will provide a more secure solution designed to reduce the complexity of network access for IT administrators.

	Key Aspects of Network Access Protection


· Network Policy Validation:  NAP determines whether a networked client machine is compliant with IT-defined network access policies at the point of network entry. 

· Network Restriction:  NAP automatically restricts noncompliant client machines to a separate, restricted network where updates and utilities — for example, patch updates or virus signature updates  — are available to bring the client back to the desired health state.  This restricted network can also be used as a “guest access” network for users without proper network credentials where Internet access is still desirable. 
· Network Policy Compliance:  The update and remediation process occurs while the client is isolated to the restricted network.  Once the client machine has been updated, the client is automatically revalidated for network access.  

· Bottom Line:  Microsoft and these 25 industry partners will develop a breadth of interoperable applications and end-to-end security solutions for their customers.

	Industry Testimonials


Toby Weiss, Senior Vice President of eTrust Security Management, Computer Associates:  “Microsoft's new Network Access Protection technology provides an attractive, open solution for automatically evaluating the health of remote clients before they start interacting with the enterprise network.”

George Riedel, Vice President, Strategy and Corporate Development, Juniper Networks Inc.:  “Juniper Networks is delighted to be working with Microsoft to integrate user, application and network policy and enforcement in a seamless manner.  By working with Microsoft on Network Access Protection, we are furthering Juniper's commitment to open, multi-vendor standards to facilitate more secure network user access so our customers can be assured of a trusted IT environment and user experience.”
	Microsoft Releases Office XML Reference Schemas to Bolster Document Exchange and Interoperability 


I

n November, 2003, in response to customers' requests for improved interoperability, Microsoft announced an open and royalty-free licensing program to help accelerate document exchange and interoperability.  The W3C compliant XML reference schemas included are for Word, Excel, and its InfoPath back-end information-gathering programs and Microsoft added the Visio reference schema in March of 2004.  The XML schemas describe how information is stored when documents are saved as XML files, making the files easily portable from application to application and back-end systems.  XML itself is an open standard.
	Key Aspects of the Licensing Program


· Open to all.  License and documentation available from Microsoft web site and several other public sites such as the Danish Ministry of Science and Technology InfoStructure Base, the United Kingdom Library, and the State of Massachusetts web sites
· Non restrictive and Royalty-free on who can view and obtain documentation, license.  Licensed under royalty-free and perpetual terms.  Microsoft is committed to providing updates, revisions and edits to the schemas under the same open and royalty-free licensing terms
· Easy to Use without any required sign and return procedure.  Very short, consistent with industry practices and in line with what other companies provide in similar circumstances including open source programs such as Apache or Open Standards organization like the W3C
· Focus on Governments’ Need for Interoperability:  Specifically designed to also address Governments’ needs as they deploy e-Government systems.  Presented to and reviewed by the Interoperability committee of the European Union.  Successful deployment by several governments including Danish government.  Result can be seen at the Infostructurebase website (http://isb.oio.dk/info/).  

· Bottom Line:  By using the schemas, third-party companies can now build software that will be able to read and write documents in Office 2003 file formats without a special add-on product.  As a result, the schemas will enable vendors to build software that can interoperate smoothly with Office 2003, identify data within documents, generate reports from that data, and assemble documents automatically.  
	Industry Testimonials


Danish Government Case Study: Helge Sander, Minister for Science, Technology, and Innovation, Denmark:  “[It’s] a clear step in the right direction by making [Microsoft’s] XML technology openly available.  This enables our eGovernment solutions to utilize standards-based technology while further enabling open and effective tools for our citizens and government.” :  

European Union: Telematics Between Administrations Committee (TAC):  “Industry has taken important steps to address the requirements and concerns of the public sector regarding the use of document formats.  The publication of the OpenOffice.Org and WordML formats has greatly improved the potential for interoperability of document processing.”

Valoris Consulting: “The MS license provides access to the schemas and full documentation to interested parties and is designed for ease of use and adoption.  In this regard the MS XML Reference schemas satisfy the requirements [of openness]”
David Becker, CNET News.com:  “Microsoft has been instrumental in establishing XML as a Web standard, and, along with IBM, has been a vocal supporter of XML for Web services application development.”

Eric Stasik, Former Patent Lawyer for Ericsson:  ““There is also a surprising comparison between Microsoft’s XML patent license and the recently updated Apache license which reveals that Microsoft’s license is far more attractive to independent developers than the patent license offered by the Open Source champion Apache.”
	Microsoft Selected by German Government to Enhance IT Security and Systems Interoperability


M

icrosoft has been selected to help the German government protect critical IT operations in its vast public sector.  Under the agreement reached in early May of 2004, Microsoft and the Federal Office for Information Security will collaborate through an intensive exchange of information in the areas of IT security, interoperability, and openness.  Part of the agreement, signed by Microsoft’s CEO Steve Ballmer and Germany’s Interior Minister Otto Schily, calls for Microsoft products to be interoperable with the offerings of other suppliers and with open-source software.

	Key Aspects of the Agreement


· XML Licensing:  To enable the exchange of data among manufacturers, Microsoft makes available to the German government and certain other providers a royalty-free license for the use of Microsoft Office 2003 XML dialects. 

· Support for German Security Standard:  Microsoft pledged to build support for OSCI, a German standard for secure legal transactions, into its .NET framework. 

· Computer Emergency Response Team:  Microsoft continues to support Germany’s medium-sized business(es) by providing support for the federal Computer Emergency Response Team (CERT).

· Favorable Pricing Terms:  Germany’s federal and local governments will benefit from favorable pricing terms for enterprise-wide Microsoft software.

· Interoperability and Support of Open Standards:  Microsoft will actively participate in continuous exchange with the federal government in the expansion of the interoperability of Microsoft products and in the support of open standards.  Notably, Microsoft will continue to participate in the context of the expert circle within the Interior Ministry on the continued development of standards for e-government applications (SAGA). 

· Bottom Line:  Germany benefits from Microsoft’s flexibility in providing open and interoperable solutions for its e-government security needs. The German government’s focus is to have Microsoft products coexist with rival products.  “Our strategy is to combine the world of the commercial software companies with the world of open-source providers,” Minister Schily said.  

	Industry Testimonials


Otto Schily, Minister of the Interior, Germany:  “Microsoft has invested significantly in IT security, and meanwhile places high value on product security, even in the development phase…Microsoft is an important partner for the modernization of the administration. …  Microsoft has also agreed to publish specifications for interfaces and data formats, in addition to supporting open standards in its products….  These assurances will give the [German] agencies greater flexibility in building their IT systems.”
	Microsoft Gives Governments Access To Office 2003 Source Code, Paving Way for Greater Cooperation, Transparency, Security, and Interoperability


I
n September, 2004, Microsoft announced that as a result of the ongoing success of its Government Security Program (GSP) and positive feedback from governmental entities, it will offer access to the source code of its flagship desktop offering, Microsoft Office 2003, as part of the GSP.  The addition of Office 2003 source code to the GSP (along with the Microsoft Office 2003 XML Reference Schemas license) is integral to Microsoft's efforts to address data exchange and integration needs of governments throughout the world.

	Key Aspects of the Program


· The Government Security Program:  Available at no fee, the GSP is a crucial element of Microsoft's efforts to evaluate and address the unique security requirements of national governments around the world.  In 2001, Microsoft launched the Shared Source Initiative, expanding its long-standing efforts to make Windows source code more transparent to industry partners and customers.  A year later, the company announced its Trustworthy Computing Initiative, placing security at the core of all Windows development efforts.  The principles of these two critical directives are embodied in the GSP, a program built upon the cornerstones of transparency and partnership. 

· Shared Source Code for Office 2003:  Building on the existing GSP Windows source offering and the availability of Microsoft Office 2003 XML Reference Schemas announced last year, the Government Shared Source License for Office gives qualifying national governments and international organizations access to source code and technical information about Office 2003.

· Over 30 Countries Participating:  The GSP is currently available to more than 60 countries with intellectual property regimes that meet international standards.  To date, more than 30 countries are taking advantage of the GSP.

· Bottom Line:  The addition of Office 2003 to the GSP demonstrates Microsoft’s continued commitment to (1) improve the security and interoperability of its products, and (2) collaborate with national governments all over the world to deliver solutions that address their unique and specific IT needs.  
	Industry Testimonials




Dr. Steve Marsh, Director of the Central Sponsor for Information Assurance in the U.K. Government’s Cabinet Office:  “Microsoft's collaborative approach and source-code access have demonstrated a deeper level of commitment to our ongoing collaboration.  The release of this source code will help the U.K. government understand the security implications of the Office productivity suite and aid secure deployment in a wide range of scenarios.”

Lucio Stanca, Minister for Innovation and Technologies, Italy:  “The agreement with Microsoft allows us to guarantee the highest levels of informational security for public administration and allows them to use open standards that are able to communicate with each other.”
	Microsoft Unites Key Industry Leaders in Submitting Interoperable Web Services Spec to W3C


I

n August, 2004, Microsoft, BEA Systems Inc., IBM, SAP AG, and Sun Microsystems Inc. submitted the “WS-Addressing Web Services” specification to the World Wide Web Consortium (W3C) for consideration as a standard.  WS-Addressing defines XML (Extensible Markup Language) elements to identify Web services endpoints and secure end-to-end identification in messages.  

	Key Aspects of the Standard


· Commitment to Support:  Each of the co-authors plans to design products with the WS-Addressing standard in mind.  Sun plans to support WS-Addressing in products that are part of its Java Enterprise System.  SAP intends to support WS-Addressing in a future version of its NetWeaver product.  Microsoft, IBM, and BEA will also support WS-Addressing in their products. 

· Enhancing Interoperability:  With a standard way to express where a message should be delivered on a Web services network, developers will be able to simplify Web services communication and development and avoid having to develop ad hoc solutions that are often difficult to interoperate across platforms.  
· IP Licensing:  With the intent of facilitating widespread adoption, the co-authors will not charge royalties in conjunction with WS-Addressing should patented technologies be adopted into the standard. 

· Foundation for Other Web Services:  The WS-Addressing standard is foundational to building all other Web services applications.  It is a key specification for software services on the Internet.  “The whole goal is to ensure interoperability for our customers so that they can integrate key business processes that might be on different platforms,” said Karla Norsworthy, Director of Dynamic eBusiness Technologies, IBM.

· Bottom Line:  The submission further demonstrates the co-authors' commitment to the development of open industry standards to drive widespread adoption of interoperable Web services.  “There's a generally held belief that we should all work together to make a bigger pie,” says BEA's Vice President of Architecture and Standards, Edward Cobb.  He added, “[s]ome of us might get a smaller piece, but we'll end up with more pie.”

	Industry Testimonials




Ed Julson, Director of Web Services Marketing, Sun Microsystems:  “At the end of the day our customers want one specification.  It would be logical to back the one with the most market momentum.  This is a fairly direct outcome of some of the discussions Sun and Microsoft have had to find ways to interoperate.” 

John Waters, ADTMag.com (8/16/2004):  “Microsoft and IBM get credit for starting this ball rolling, with BEA joining early in the process.  Sun and SAP joined later, but their participation adds to the overall mission to develop open industry standards to drive widespread adoption of Web services.”
	Microsoft-Siebel Strategic Alliance Enhances Interoperability and Cost Savings for Government and Commercial Customers


M
icrosoft Partner, Siebel Systems, is a leading provider of business applications software, enabling corporations to sell to, market to, and serve customers across multiple channels and lines of business.  Since the historic Microsoft-Siebel alliance in 2002, customers have benefited from increased availability, scalability, security, interoperability, manageability, and ease of use.  

	Key Aspects of the Microsoft-Siebel Alliance


· An Agile, Cost-Effective End-to-End Solution:  Siebel and Microsoft share a vision of how enterprise computing can allow their clients to get the most out of business information using Microsoft’s advanced XML Web Services.  Siebel will optimize its eBusiness Applications for Microsoft .NET, Windows Server, and Microsoft SQL Server.  Business processes and information will be more easily accessible from the new, interactive Siebel Smart Client, which will also be more tightly integrated with Office to facilitate analysis and decisionmaking.  The Microsoft-Siebel alliance makes implementation of CRM and other enterprise applications faster to deploy, more scalable, and more cost-effective. 

· Greater Interoperability and Cost Savings:  Numerous case studies, including by Motorola, Chevron, and ASB, have shown the robustness and interoperability of the “Siebel on Microsoft” solution.  Not only does the Siebel on Microsoft solution co-exist efficiently with other proprietary software and databases, but a recent Accenture study shows that total cost of ownership can be reduced by an average of 38.7%.
· Interoperability Tools:  The Windows Server platform increases interoperability in networking, data sharing, management, and application services.  Windows Server 2003 supports virtually all other commonly used client technologies, including Macintosh, UNIX, and Linux.  Tools are also available to allow Windows-based clients to access applications and data on other server platforms, including UNIX, IBM mainframe, and Novell NetWare.  Windows Services for UNIX makes it possible even for UNIX applications to run on Windows Server 2003.
· Bottom Line:  Using the Microsoft-Siebel platform enhances interoperability of diverse systems and realizes cost reductions in both procurement and administration costs.
	Industry Testimonials




William Sanders, CIO, Department of Human Resources and Director, Division of Employment Security, State of Kansas Department of Human Resources:  “Siebel and Microsoft products have enabled us to dramatically improve our customer-facing business processes.  Call center queue times have been reduced by more than 80 percent since 1999…The net result is that we can now handle about 100 percent more claims than we could handle two years ago, and with better customer service.”

John Heveran, VP of IT, MCI:  “Everybody knows Windows doesn’t scale and Microsoft SQL Server is a toy database, right?  Well I’m here to tell you now that’s wrong.  Through their hard work and commitment to our success, Microsoft and Siebel have convinced me that Microsoft SQL Server can meet the needs of a global company like MCI.”

	Microsoft Advances E-mail Interoperability for palmOne 


I
n October 2004, palmOne announced that it had licensed Microsoft’s Exchange Server Synchronization Protocol for integration with its next-generation Treo smartphones.  End users will benefit by having out-of-the-box capability to link to Exchange Server 2003 data, including e-mail and calendar information, using palmOne's easy-to-use VersaMail client.  

	Key Aspects of the Arrangement


· Enhancing Interoperability by Eliminating “Middleman”:  Many mobile e-mail solutions require a third-party server to be installed to act as a conduit between an e-mail server and a mobile device.  By integrating the Exchange Server ActiveSync Protocol into its devices, palmOne eliminates the need for a third-party server and provides customers with an out-of-the-box solution for security-enhanced, wireless e-mail that is cost-effective and can be deployed quickly and easily.
· Opening Microsoft’s Exchange Server 2003:  Connectivity between Microsoft’s Exchange Server 2003 and mobile devices has always been a high priority.  Now such functionality is no longer reserved for devices running on Windows Mobile.  Although Windows Mobile remains the best end-to-end solution for mobile e-mail, Microsoft Exchange customers can expect further interoperability arrangements to be established with other companies in the near term.

· Bottom Line:  The Microsoft/palmOne interoperability arrangement is part of an overall intellectual property licensing commitment by Microsoft to make key technologies available to both partners and competitors alike.  These efforts are advancing rapidly to further increase the value and capabilities of Microsoft’s products and services to customers.

	Industry Testimonials


Ed Colligan, President, palmOne:  “[P]almOne has built its brand on making complex technologies easy to use, and having wireless synchronization to Exchange 2003 available out of the box will enhance our Smartphone customers' experience while slashing company IT costs.”
Carl Zetie, Analyst, Forrester Research:  “This is really good news for palmOne—not so much for the functionality, but for the removal of a big objection to Palm in the enterprise market.  People in the corporate market have been adopting (Windows Mobile) by default because they assumed it was easier to integrate with other Microsoft products, like Exchange.”  Mr. Zetie also stated that Microsoft has wisely decided to recognize diversity in the handheld sector.
	Microsoft Leads Unprecedented Interoperability Effort Between World’s Largest Instant Messaging Networks:  AOL, MSN, and Yahoo!


I

n July, 2004, Microsoft, America Online, and Yahoo! announced an unprecedented collaborative effort to enable connectivity in the workplace between Microsoft Office Live Communications Server 2005 and the three largest public instant messaging (IM) networks in the world: AOL, MSN, and Yahoo!.  This IM connectivity arrangement reflects a shared vision for the potential impact of enterprise IM (EIM) as a productivity tool and platform for the delivery of value-added business services.  

	Key Aspects of the Joint Effort


· Enhancing Interoperability for 400 Million Global Users:  Building on the recent announcement that Live Communications Server 2005 will enable organizations to more securely communicate in real time with other organizations that also have deployed Live Communications Server 2005 in the enterprise, today’s announcement takes Microsoft’s commitment one step further by empowering businesses to extend their reach to the more than 400 million global customers, partners, and vendors using AOL®, AOL Instant Messenger (TM) AIM®, ICQ®, MSN Messenger and Yahoo!® Messenger services.

· New IM Features:  The new service would have features, including the electronic recording and saving of instant messages and the guarantee of more secure communications, that the free instant messaging services do not include.  The ability to store and retrieve instant messages is critical for businesses placing orders with suppliers, brokerage firms confirming stock purchases to investors, and in numerous other commercial transactions and communications.

· Standards-based Architecture:  Interoperability will be driven by the fact that Live Communications Server is built using industry-standard protocols Session Initiation Protocol (SIP) and SIP for Instant Messaging and Presence Leveraging Extensions (SIMPLE), enabling a broad partner and developer ecosystem. 

· Bottom Line:  The deal will spur greater use of instant messaging at work by tearing down the electronic walls that currently keep the three IM respective networks separate.

	Industry Testimonials


Edmund Fish, Senior Vice President and GM, Desktop Messaging, AOL: “This agreement represents the dawn of the next era for instant messaging, which will unleash the true potential of real-time communication and collaboration in the workplace, and among our tens of millions of users at work and at home.”

Brad Garlinghouse, Vice President, Communication Products, Yahoo!: “Through our relationship with Microsoft Live Communications Server, we are taking the right steps to open up the Yahoo! Messenger network to the enterprise IM community in a more secure, convenient and seamless manner…”

Lou Latham, Betsy Burton, and David Mario Smith, Gartner Research:  “This aggressive deal removes a major barrier to IM adoption, and will make IM more attractive to businesses.  It removes a lot of the justification for ad hoc use of public IM clients in the workplace.”
Nate Root, Senior Analyst, Forrester Research: “This is a very significant announcement.  The value here is for corporations.  Corporations will now have the ability to span the instant messaging landscape.”

	Microsoft and Vodafone Partner to Promote Interoperability of PC and Mobile Applications 


I

n October, 2003, Microsoft and Vodafone outlined their plans to help create mobile Web services standards that will enable new business opportunities for application developers and mobile network operators and deliver new integrated services for customers across fixed (wired) and wireless networks.  

	Key Aspects of the Partnership


· XML-Based Architecture:  Mobile Web services will utilize existing industry standard Extensible Markup Language (XML)-based Web services architecture to expose mobile network services to the broadest audience of developers.

· Adding Value for Developers and Network Operators:  Developers will be able to access and integrate mobile network services such as messaging, location, authentication, and billing into their applications.  Through mobile Web services, network operators can offer new breed of value-added services for their users spanning PC and mobile devices, explore new business opportunities, and increase revenue and customer retention.

· Bottom Line:  The deal will help expand commercial opportunities for developers to further promote their applications and enable solutions that work seamlessly across PC and mobile environments.  Customers will benefit from new integrated services across wired and wireless networks and PC and mobile devices.
	Industry Testimonials




Ian Maxwell, Group Strategic Relationship Director, Vodafone:  “With the creation of mobile Web services standards, developers and operators will be able to deliver new and exciting services to customers.  By bringing mobile services into the PC world, Microsoft and Vodafone are offering developers the opportunity to create greater-value services for customers and new revenues.”

Alvaro Garcia De Tiedra, CEO, MyTAP Biosciences:  “In the past, building an application such as MoviTAP would have been complex and time-consuming.  Today Microsoft has greatly reduced the complexity involved by implementing their developer tools on the Microsoft .NET Framework and by making it easier to use Web services to share data across disparate systems.  We were able to leverage Microsoft technology — including the .NET Framework and Visual Studio .NET 2003 — with the Vodafone SMS Web service to deliver a solution that has both practical and economic benefit for customers.”

Bora Turan, Founder & Chief Software Architect, Cosmorion:  “We are committed to keeping pace with the evolving Web services industry and are excited about the opportunities for mobile applications, such as our large scale blogging solution.  By applying Web services to mobile applications built on the Microsoft .NET Framework, mobile network operators will be able to reap numerous benefits, such as enhanced data revenue traffic, shorter time to market, greater functionality, and opportunities for new and exciting end-user experiences.”  

	Microsoft and Industry Leaders Forging Interoperable Vision of “Digital Entertainment Anywhere”


O

n October 11, 2004, Microsoft and dozens of key partners announced a renewed effort to deliver on the vision of “digital entertainment anywhere” with the availability of new hardware, software, and services, providing unprecedented choice in digital entertainment experiences for consumers around the world.  At the heart of this vision is the understanding that consumers want choice in how and where they are able to access and enjoy their digital entertainment.  At the same time, consumers want the experience to be simple and easy.  As a result, an integral part of Microsoft's digital entertainment vision is a focus on choice without complexity—the ability to easily select from a broad range of devices that provide consumers with multiple options based on their personal interests, whether they are music, photography, movies, or video.

	Key Aspects of Digital Entertainment Anywhere


· New Partnerships Promote Interoperability, Enable Digital Entertainment on the Go:  Consumers want to be able to easily take their favorite music, pictures, or videos with them, and Microsoft and its industry partners have worked closely to deliver on this.  Microsoft recently unveiled the PlaysForSure initiative, which features a variety of portable music players — all offering seamless integration with Windows Media Player 10 and the ability for the first time for consumers to take portable subscription music with them on the go.

· Shopping for Interoperable Software and Hardware Made Easy:  Consumers want an easy and convenient way to discover and buy everything they need to take full advantage of their Windows-based PC -- including new applications and products in the digital media space.  To meet this need, Microsoft and industry partners today opened Windows Marketplace (http://www.windowsmarketplace.com), an easy-to-use shopping and download site that helps customers find high-quality, innovative products that are compatible with their Windows-based PC.  As of today, Windows Marketplace features more than 93,000 products from more than 200 merchants.  

· Bottom Line:  Microsoft continues to focus its efforts on providing consumers with a vast array of digital products and services that can seamlessly and effortlessly interoperate with each other.  By collaborating with partners and competitors alike, Microsoft is promoting an unparalleled integrated digital entertainment experience.
	Industry Testimonials


Susan Kevorkian, Senior Analyst, IDC Consumer Markets:  “It's a compelling scenario for consumers:  a host of new devices supporting Windows Media, and a growing array of new online media services offering compatible content.  The PlaysForSure campaign brings those pieces together, and the combination of multiple devices and services supporting the program is expected to drive growth by appealing to a wide range of budgets and diverse style preferences.”

Scott Young, Vice president of Entertainment, Best Buy:  “We're excited about the PlaysForSure initiative…We feel [it] will drive greater consumer understanding of how music devices and online music services that support the Windows platform can work together as part of an attractive solution for our customers.”
	Microsoft Contributes Its Key Technology (for Free) to Interoperable Anti-Spam Standard


I

n February 2004, Microsoft began its initiative to stop spam in its Coordinated Spam Reduction Initiative (CSRI).  Microsoft’s CallerID for E-mail proposal is one of the most promising weapons in the battle against spam to date.  Microsoft expects to see CallerID used in conjunction with other anti-spam protocols and has submitted it to the Internet Engineering Task Force (IETF) for integration into an anti-spam standard called SenderID.  While work on the standard has momentarily halted in the United States, the first implementation of SenderID is underway in Canada.  The company, Internet Light & Power, expects that the addition of SenderID will enable it to prevent 100% of incoming spam. 
	Key Aspects of CallerID


· Domain Authentication:  CallerID for E-Mail helps eliminate domain spoofing and increases the effectiveness of spam filters by verifying what domain a message came from—much like how caller ID for telephones shows the phone number of the person calling.  
· Standardization:  Microsoft has submitted CallerID to the IETF for integration and standardization with other anti-spam protocols created by Yahoo and AOL in an industry-wide standard called SenderID.
· Key Industry Partners:  Microsoft has partnered with Amazon, Brightmail, and Sendmail to help promote the use of anti-spoofing technologies in fighting spam.
· IP Licensing:  Microsoft has made CallerID available to all parties on a royalty-free basis. 
· Bottom Line:  Microsoft recognizes that stopping spam requires the coordinated efforts of the entire 
e-mail community, and its royalty-free contribution and licensing of the CallerID technology is a critical element to an interoperable, international solution.
	Industry Testimonials


David Berlind, ZDNet Executive Editor:  “My hat's off to Yahoo for its DomainKeys and Microsoft for its CallerID.  As far as I can tell, Yahoo and Microsoft each have put the interests of Internet e-mail users ahead of their own by not only inventing techniques that could lay the necessary foundation for ending spam, but by making those techniques freely available in a way that allows their competitors to use them.”

Enrique Salem, CEO and President, Brightmail, a leading provider of anti-spam technology:  “We are excited to join Microsoft in testing this new CallerID for E-Mail technology to help promote the establishment of verifiable identity in e-mail.  We believe that by combining verifiable identity with our Reputation Service, we will improve our best-of-breed anti-spam technology to help legitimate e-mail get delivered while helping keep spam out of users' inboxes.”
Larry Hughes Jr., Senior Manager, IT Security, Amazon.com:  “Amazon.com is working aggressively to combat spoofing on several fronts, and we are committed to collaborating with others in the industry to find effective solutions for the problem of spam.  We look forward to working with Microsoft and others in the industry to test their proposals.”
