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Introduction

This document is an extension to the Microsoft Identity Integration Server 2003 Classic Metadirectory Scenario. This document explains how to use the management agent for Exchange Server 5.5, which is included with Microsoft Identity Integration Server 2003, instead of the management agent for LDAP Data Interchange Format (LDIF), which is used in the Microsoft Identity Integration Server 2003 Classic Metadirectory Scenario to emulate an Exchange Server 5.5 data source. The management agent for LDAP Data Interchange Format (LDIF) is used in the Microsoft Identity Integration Server 2003 Classic Metadirectory Scenario to project Exchange distribution lists and join mailboxes to the metaverse. In this document, the management agent for Exchange 5.5 is configured to accomplish this task.

Before using this document, review the design and perform the steps in the Microsoft Identity Integration Server 2003 Classic Metadirectory Scenario.

Scenario Requirements and Lab Setup

The lab setup for this scenario is documented in the Microsoft Identity Integration Server 2003 Classic Scenario. This section describes how to set up additional software that is required to run the management agent for Exchange Server 5.5.

Knowledge Prerequisites

To set up the lab for this scenario, you should have a complete knowledge of the following:

· How to install Microsoft® Windows® 2000 Server

· How to install and configure Microsoft® Exchange Server 5.5 with Service Pack 3

Software requirements

Ensure that you have the following software available:

· Windows 2000 Server

· Microsoft Identity Integration Server 2003

· Exchange Server 5.5 with Service Pack 3

Setup file requirements

The setup files for this scenario extension are located in the \Scenarios\ClassicMetadirectory\ClassicExtension folder.

It is recommended that you copy these setup files into a directory on the servers running Microsoft Identity Integration Server 2003 and Active Directory.

Lab Setup

To perform this extension scenario, you need to have already set up the lab and run the scenario described in the Microsoft Identity Integration Server 2003 Classic Metadirectory Scenario, up to the point where you create the Fabrikam LDAP Data Interchange Format MA. This document describes how to add Exchange Server 5.5 to the lab that you set up for the Microsoft Identity Integration Server 2003 Classic Metadirectory Scenario. The lab setup for this document includes setting up Exchange Server 5.5 and then running the scripts provided with this scenario that create the Exchange recipients that are required.

Setting up Exchange Server 5.5

You need to install Exchange Sever 5.5 on a server running Windows 2000 Server. First install Windows 2000 Server and then install Exchange Server 5.5.

Setting Up Windows 2000 Server

Install Windows 2000 Server before you install Exchange Server 5.5.
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To install Windows 2000 Server

1. Insert the Windows 2000 Server operating system CD in the drive of the server that you want to use for this scenario.

2. Use the information in Table7.1 to install Windows 2000 Server. Respond to all other installation instructions with information appropriate for your server or location. Unless indicated, accept the default option.

Table 7.1   Windows 2000 Server Installation Parameters

	Option
	Value

	Licensing Mode
	Per Device or Per User

	Server Name
	fabnoa-dc-02

	Administrator password
	Type a password and write it down.

	Windows 2000 Components (optional)
	Management and Monitoring Tools, and then click Network Monitor Tools and Terminal Services

	Terminal Services Setup (if you chose to install this option above)
	Remote administration mode

	Networking Settings
	Typical

	Workgroup or Domain
	Create the new Active Directory domain, MIIS-EX55.


3. When installation is complete, restart the server.

Setting Up Exchange Server 5.5 with Service Pack 3

Install Exchange Server 5.5 on the same computer that is running Windows 2000 Server.
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To install Exchange Server 5.5 with Service Pack 3

4. From the Exchange Server 5.5 installation media, run Exchange Server 5.5 Setup.

5. During installation, create a new site.

6. Specify the name of the new organization as MIIS.

7. Specify the name of the new site as fabrikam.

8. When installation is complete, restart the server.

Creating Recipients

Populate the Exchange Server 5.5 message recipients with the users and groups required by the scenario.
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To create Exchange Server recipients 

9. From the Microsoft Identity Integration Server 2003 installation media, copy all of the files in the \Scenarios\ClassicMetadirectory\ClassicExtension folder to a local folder on the server running Exchange Server 5.5 (for example, C:\Scenarios\ClassicMetadirectory\ClassicExtension).

10. Confirm that the following three files are on the server running Exchange Server 5.5:

· create-exchange-objects.cmd

· fabrikam-exchange-groups.ldif

· fabrikam-exchange-users.ldif

11. Using Notepad, open create-exchange-objects.cmd.

12. In create-exchange-objects.cmd, type the Administrator credentials required to access the server running Exchange Server 5.5.

13. In domainname, type MIIS-EX55, which is the domain name that you configured during Windows Server 2000 Setup.

14. In exchange55OrganizationName, type MIIS, which is the organization name that you configured during Exchange Server 5.5 Setup.

15. In exchange55SiteName, type fabrikam, which is the site name that you configured during Exchange Server 5.5 Setup.

16. Save create-exchange-objects.cmd and close Notepad.

17. Double-click create-exchange-objects.cmd.

18. After the script has finished running, verify that the recipients have been created by using Microsoft Exchange Administrator:

In the fabrikam site, in Recipients, there should now be 50 new recipient mailboxes and 4 new distribution lists.

Creating the Fabrikam Exchange Server 5.5 Management Agent

Creating the Fabrikam Exchange Server 5.5 management agent (MA) involves mapping the distribution lists and mailboxes that are contained in Exchange Server 5.5 to the Group and Person object types that are contained in the metaverse. The distribution lists are represented as groupOfNames objects and the mailboxes are represented as organizationalPerson objects in Exchange Server 5.5. After configuring the object types and attribute flow mappings, you will configure the rules for the management agent.
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To create the Fabrikam Exchange 5.5 MA

19. Select the management agent type.

a. On the server running Microsoft Identity Integration Server 2003 that you set up for the Microsoft Identity Integration Server 2003 Classic Metadirectory Scenario, start Identity Manager.

b. On the Tools menu, click Management Agents.

c. On the Actions menu, click Create.

d. In Management agent for, click Exchange Server 5.5.

e. In Name, type Fabrikam Exchange 5.5 MA, and then click Next.

f. In Connect to Organization, in Server name, type the name of the server running Exchange Server 5.5.

g. In User name, type the name of the user account that is used to administer Exchange Server 5.5.

h. In Password, type the password for the user account.

i. In Domain, type the domain name of the server running Exchange Server 5.5, and then click Next.

20. Select the container.

j. In Configure sites, in Select site(s), click ou=fabrikam,o=MIIS.

k. Under Select containers, click Containers.

l. In Select Containers, verify that only Recipients in selected.

m. Click OK.

n. Click Next.

21. Select object types.

o. In Select Object Types, in Object types, select organizationalPerson and groupOfNames.

p. Click Next.

22. Select source object attributes.

q. In Select Attributes, in Attributes, select the check boxes next to all of the attributes that are contained in Table 7.2.

Table 7.2   Fabrikam Exchange 5.5 MA Attributes

	Attribute
	Type
	Multivalued

	Company
	String
	No

	Extension-Attribute-1
	String
	No

	Extension-Attribute-2
	String
	No

	Home-MTA
	String
	No

	MAPI-Recipient
	String
	No

	cn
	String
	No

	co
	String
	No

	department
	String
	No

	distinguishedName
	String
	No

	facsimileTelephoneNumber
	String
	No

	givenName
	String
	No

	mail
	String
	No

	mailPreferenceOption
	String
	No

	memberOf
	String
	No

	mobile
	String
	No

	otherMailbox
	String
	Yes

	pager
	String
	No

	rdn
	String
	No

	rfc822Mailbox
	String
	No

	sn
	String
	No

	telephoneNumber
	String
	No

	textEncodedORaddress
	String
	No

	title
	String
	No

	uid
	String
	No

	Report-To-Originator
	String
	No

	Report-To-Owner
	String
	No

	member
	String
	Yes


r. Click Next.

23. Configure connector filter.

s. Do not modify the settings on the Configure Connector Filter page.

t. Click Next.

24. Configure join and projection rules.

u. On the Configure Join and Projection Rules page, in the Data Source Object Type column, click the groupOfNames connected data source object type.

v. Click New Projection Rule.

w. Select Declared.

x. In Metaverse object type, select group.

y. Click OK.

z. In Data Source Object Type, click organizationalPerson.
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Note

In the Microsoft Identity Integration Server 2003 Classic Metadirectory Scenario, the HR system has information that is duplicated in the Exchange Server 5.5 system. For example, both systems have givenName included in the attributes list. In this scenario, you want to join the information from these two systems in the metaverse. You do this by using the organizationalPerson object type from the Exchange Server 5.5 import and by setting up a rule that matches the givenName and sn attributes to the corresponding attributes in the metaverse.

aa. Click New Join Rule.

ab. From Metaverse object type, click person.

ac. In Mapping Type, click Direct.

ad. In both the Data source attribute and Metaverse attribute, click sn.

ae. Click Add Condition.

af. In both the Data source attribute and Metaverse attribute, click givenName.

ag. Click Add Condition.

ah. Click OK.

ai. Click the plus sign (+) next to mapping group 1 to view details.

aj. Click Next.

25. Configure attribute flow mappings.

ak. On the Configure Attribute Flow page, in Build Attribute Flow, in Data source object type, click the organizationalPerson data source object type.

[image: image6.wmf]
Note

As you did with the Fabrikam HR MA in the Microsoft Identity Integration Server 2003 Classic Metadirectory Scenario, you map the attribute flow for the Exchange 5.5 MA. The Exchange 5.5 MA has two types of attributes to map: those that appear on organizationalPerson objects (that is, mailboxes) and those that appear on groupOfNames objects (that is, distribution lists). Because you have two types of attributes to map, then you need to perform this step twice for the Fabrikam Exchange 5.5 MA.

al. In Mapping Type, click Direct.

am. In Metaverse object type, click person.

an. In Metaverse attribute, click displayName.

ao. In Flow Direction, click Import.

ap. In Data source attribute, click cn.

aq. Click New.

ar. Continue to map the person attributes listed in Table 7.3.

Table 7.3   Fabrikam Person Object Mapping

	Exchange Attribute
	Metaverse Attribute
	Mapping Type
	Flow Direction

	cn
	DisplayName
	Direct
	Import

	mail
	Mail
	Direct
	Import

	uid
	MailNickname
	Direct
	Import

	uid
	Uid
	Direct
	Import


as. From Metaverse attribute, click comment.
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Note

This flows the selected DN part to the metaverse comment attribute.

at. In Mapping Type, click Advanced.

au. Click New to create the new mapping.
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Note

The relative distinguished names (separate container labels that establish the distinguished name for an object) represent the hierarchical structure in which the object is located in the directory. While all of the Exchange users in this scenario are in the same container, users can be located in separate containers. Saving the name of the container, or some other part of the hierarchy, in a metaverse attribute can reduce the complexity of the programming code required to parse the distinguished name in rules extensions, or in other cases where the hierarchy determines some action to be taken. With distinguished name component mapping, you can save container names without using a rules extension.

In the next step, you use distinguished name component mapping to save the name of the Exchange container where each recipient exists to the comment attribute of their metaverse entry.

av. Click Distinguished name, and then in Component, type the location number 2 (where the name of the container object recipients exists in the distinguished name string).

The second distinguished name component, Recipients, is where the mailbox exists in the Exchange system.

aw. Click OK.

ax. In Data source object type, click groupOfNames.

ay. In Mapping Type, click Direct.

az. In Flow Direction, click Import.

ba. In Metaverse object type, click group.

bb. Complete the mapping of the group attributes listed in Table 7.4.

Table 7.4   Fabrikam Exchange 5.5 MA Group Attribute Mappings

	Exchange Attribute
	Metaverse Attribute
	Mapping Type
	Flow Direction

	cn
	DisplayName
	Direct
	Import

	mail
	Mail
	Direct
	Import

	member
	Member
	Direct
	Import

	uid
	mailNickname
	Direct
	Import

	uid
	Uid
	Direct
	Import

	 
	Description
	Advanced – Distinguished name Component 2
	Import


bc. Click Next.

26. Do not modify the settings on the Configure Deprovisioning page, and then click Next.

27. On the Configure Extensions Property page, click Finish to create the Fabrikam Exchange 5.5 MA.

Return to the Microsoft Identity Integration Server 2003 Classic Metadirectory Scenario and continue with the scenario, substituting the Fabrikam Exchange 5.5 MA for the Fabrikam LDAP Data Interchange Format MA. The next step is specifying attribute precedence for the Fabrikam Exchange 5.5 MA, described in “Attribute Precedence for the Fabrikam LDAP Data Interchange Format MA” in the Microsoft Identity Integration Server 2003 Classic Metadirectory Scenario document.


