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For immediate release

Wipro Total Cost of Security Patch Management Study finds it is less expensive to patch individual Microsoft systems than to patch Open Source Software (OSS) systems
The in-depth report finds that on a per-patching event basis, Windows-based systems require less effort than similar OSS systems

Bangalore, June 6, 2005 -- Wipro Technologies, the global IT services division of Wipro Limited (NYSE:WIT), today unveiled the results of a major study aimed at determining the total cost of security patch management for Windows-based and OSS systems. 

This landmark study, commissioned by Microsoft, surveyed ninety (90) enterprises in North America and Western Europe with at least 2,500 systems (clients and servers), to identify the costs of security patch management. Wipro Technologies’ Product Strategy & Architecture (PSA) Practice, which focuses on the intersection of business and information technology (IT) strategy, conducted the study and analyzed the patch management costs. 

“This is one of the first times that the total cost of security patch management of comparative IT systems has been clearly documented” said Theo Forbath, Chief Strategist and Practice Leader of Wipro’s Product Strategy & Architecture Practice.  “This study provides a detailed analysis of how security patch management activities are a major component of IT operating costs and must be managed more proactively to improve efficiency and lower total costs.”  

The study resulted in the following findings:

· The annual costs of patching the security vulnerabilities of individual Windows-based and similar OSS-based systems are roughly comparable. Depending on the type of system, Windows patch management costs are 13 to 33 percent less.

· On a per-patching event basis, individual Windows-based systems require 40 to 56 percent less effort than similar OSS systems, depending on the type of system being patched.

· OSS-based systems faced with high and critical risk vulnerabilities are at risk longer than comparable Windows systems.

· Using patch-related best practices can reduce patching costs for both Windows and OSS systems. 

Wipro measured how the organizations in this study conducted patching events from two related perspectives. The first approach measured the elapsed time that it takes an organization to successfully complete a patching event. The second approach measured the cost to organizations in terms of IT effort.

The study conducted by Wipro has broken down patch management costs into three parts:

· Event-driven costs (per-system, per-event patching effort and annual patching effort per system)

· Prepare and detect costs

· Ongoing patching costs, including capital costs and the costs of ongoing activities

“Customers have told us that patch management is a significant part of the total cost of ownership equation,” said Martin Taylor, general manager of the Platform Strategy Group at Microsoft Corp.  “Wipro’s analysis shows that Microsoft helps address vulnerabilities quickly enabling organizations to update their Windows environment more faster than with open source alternatives. Organizations that employ solid management practices and Windows automation technology can significantly reduce the cost of patching and lower their risk exposure.”   

“Our findings show that firms following a short list of best practices really saw significant reductions in their annual patch management costs.” stated Mr. Forbath of Wipro. “The detailed evidence in this report shows where the costs, risks, and opportunities of patch management really lie. Wipro is now rolling out a patch management benchmarking offering that leverages the data from this study to show organizations specifically what they should do to improve in this critical area.”

For Information on Wipro’s Patch Management Benchmarking offering, email <email>

The detailed report can be found at <url> 

Wipro’s PSA Practice combines in-depth technical expertise in key technologies such as enterprise management, security, and web services, with broad strategic planning and industry analysis techniques.  Wipro’s PSA Practice uses senior teams of technical architects and management consultants to help large enterprises, as well as leading vendors and service providers, to document the business value of technology solution and develop winning market entry strategies.

About Wipro

Wipro Limited is the first PCMM Level 5 and SEI CMM Level certified IT Services Company globally. Wipro provides comprehensive IT solutions and services, including systems integration, Information Systems outsourcing, package implementation, software application development and maintenance, and research and development services to corporations globally. In the Indian market, Wipro is a leader in providing IT solutions and services for the corporate segment in India offering system integration, network integration, software solutions and IT services. Wipro also has profitable presence in niche market segments of consumer products and lighting. In the Asia Pacific and Middle East markets, Wipro provides IT solutions and services for global corporations.

Wipro's ADSs are listed on the New York Stock Exchange, and its equity shares are listed in India on the Stock exchange - Mumbai, and the National Stock Exchange, among others. For more information, please visit our website at www.wipro.com, www.wiprocorporate.com , and www.wipro.co.in
The names of actual companies and products mentioned herein may be the trademarks of their respective owners.
For any queries, contact:

At Wipro:

Supratim Sarkar, Manager, Strategic Marketing

Ph: +91-80-28440251; email: Supratim.sarkar@wipro.com 
Forward-looking and cautionary statements

Certain statements in this release concerning our future growth prospects and our ability to successfully complete and integrate potential acquisitions are forward looking statements, which involve a number of risks, and uncertainties that could cause actual results to differ materially from those in such forward looking statements. The risks and uncertainties relating to these statements include, but are not limited to, risks and uncertainties regarding our ability to integrate and manage acquired IT professionals, our ability to integrate acquired assets in a cost effective and timely manner, fluctuations in earnings, our ability to manage growth, intense competition in IT services including those factors which may affect our cost advantage, wage increases in India, our ability to attract and retain highly skilled professionals, time and cost overruns on fixed-price, fixed-time frame contracts, client concentration, restrictions on immigration, our ability to manage our international operations, reduced demand for technology in our key focus areas, disruptions in telecommunication networks, , liability for damages on our service contracts, the success of the companies in which Wipro has made strategic investments, withdrawal of fiscal governmental incentives, political instability, legal restrictions on raising capital or acquiring companies outside India, unauthorized use of our intellectual property and general economic conditions affecting our industry. Additional risks that could affect our future operating results are more fully described in our filings with the United States Securities and Exchange Commission. These filings are available at www.sec.gov. Wipro may, from time to time, make additional written and oral forward looking statements, including statements contained in the company’s filings with the Securities and Exchange Commission and our reports to shareholders.  Wipro does not undertake to update any forward-looking statement that may be made from time to time by or on behalf of the company. For further information, please visit our websites at www.wipro.com, www.wiprocorporate.com and www.wipro.co.in
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Source: Wipro Total Cost of Security Patch Management Study, 2004.
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