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Sunbelt Software’s CounterSpy Enterprise Delivers Real-time Spyware Protection 

New version 1.5 blocks spyware at the desktop  

Orlando, FL  (Microsoft Tech.Ed) – June 6, 2005 —Sunbelt Software, a leading provider of Windows security solutions, today announced the general availability of a major upgrade to its enterprise antispyware solution, CounterSpy Enterprise. The new Version 1.5 has even greater capabilities to detect and remove spyware threats with new Active Protection Monitors that deliver real-time spyware protection on users’ workstations.

"Combatting spyware in the enterprise requires powerful tools designed specifically to reduce the time system administrators spend managing spyware on their users’ desktops," said Alex Eckelberry, president Sunbelt Software. "With the addition of Active Protection, CounterSpy Enterprise proactively blocks spyware before it installs and delivers a higher rate of security."

In addition to its already powerful antispyware scanning and management capabilities, this upgrade also offers enhanced support for remote console administration and terminal services. 
Real-time spyware protection on the desktop

Active Protection Monitors help protect privacy and identity, as well as prevent unauthorized programs from taking control of users’ workstations. The Monitors are designed as a series of security checkpoints. These checkpoints observe system and application changes, internet activity and other potentially unwanted actions and responds to system changes such as home page hijacks, ActiveX installations, and browser helper objects (BHOs).  

Policy-based spyware protection

Because different users may require different levels of protection, CounterSpy Enterprise’s policy-based agent deployment allows administrators to set different recommended actions for the Active Protection Monitors based on groups of users. From the admin console, administrators have the ability to centrally control what actions are taken when these monitors detect change. For example, for novice users, administrators may wish to block all changes to the workstation. This would reduce most spyware activity. For power users, they may wish to enable users to decide what changes should be allowed to their workstation.
Enhanced support for remote console and Microsoft Terminal Servers

CounterSpy Enterprise now supports multiple consoles connecting to a single server.  All consoles are updated in real time when any changes are made to the CounterSpy server.  With support for MS Terminal servers all users receive Active Protection in their user space.
Pricing and system requirements
CounterSpy Enterprise is priced aggressively for all corporate environments and includes one year of spyware definition updates and product upgrades. A free trial version of CounterSpy Enterprise is available on Sunbelt Software’s website at www.sunbelt-software.com. 

About Sunbelt Software

Headquartered in Tampa Bay (Clearwater), Fla., Sunbelt Software was founded in 1994 and offers product solutions to protect and secure systems from costly inefficiencies including spam, spyware, system downtime and security vulnerabilities. 

Sunbelt Software is part of the Sunbelt International Group, which includes Sunbelt Software, Inc. and Sunbelt System Software in Europe. The Sunbelt System Software group has offices in the UK, France, Belgium, Sweden and Germany.
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