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Abstract

The purpose of this document is to help you manage and configure Microsoft Exchange Server 2007 Mailbox servers. The information and procedures in this document focus specifically on the mailbox features of an Exchange 2007 computer that has the Mailbox server role installed. This document provides overviews of these mailbox features and the tasks you must perform to manage and configure them.
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Managing Mailbox Features in Exchange Server 2007

In Microsoft Exchange Server 2007, there are five server roles that you can install and then configure on a computer that is running Microsoft Windows Server 2003:


Client Access


Edge Transport


Hub Transport


Mailbox


Unified Messaging

This document provides information about managing the features within the Mailbox server role. For information about managing other server roles, see the "Operations" documentation in the Exchange Server 2007 Library.

Overview of the Mailbox Server Role

The Mailbox server role hosts mailbox databases, which contain users' mailboxes. If you plan to host user mailboxes, public folders, or both, the Mailbox server role is required. 

In Exchange Server 2007, the Mailbox server role integrates with the Active Directory directory service better than the mailbox features and functionality in earlier versions of Exchange. This improved integration makes deployment and operation tasks much easier. The Mailbox server role also improves the information worker experience by providing richer calendaring functionality, resource management, and offline address book downloads.

You can use the Exchange Management Console and the Exchange Management Shell to administer and configure specific settings for Mailbox servers and create and manage Mailbox objects.

For More Information
For information about deploying the Mailbox server role, see "Deploying Server Roles" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Mailbox Architecture
In Microsoft Exchange Server 2007, the Mailbox server role is one of several server roles that you can install and then configure on a computer. The Mailbox server role hosts mailbox and public folder databases. It also generates the offline address book. Mailbox servers provide services that calculate e-mail address policies and address lists for recipients, and enforce managed folders.

Mailbox Server Interactions

The Mailbox server must interact directly with the following:


Active Directory directory service server


Hub Transport server


Client Access server


Unified Messaging (UM) server


Microsoft Outlook clients

Figure 1   The relationship between the Mailbox server and the other server roles, clients, and Active Directory server
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Figure 1 shows what protocol the Mailbox server uses to communicate with each of these roles or computers. Each numbered interaction in Figure 1 corresponds to the following list, describing what types of information is shared between these roles and computers.
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Note: 

If more than one server role coexists on a single computer, the server roles still use the protocols described in Figure 1 to communicate. However, the communication is internal to a single computer instead of traveling across your network to reach a different computer.

1.
The Mailbox server accesses recipient, server, and organization configuration information from Active Directory. 

2.
The Store driver on the Hub Transport server places messages from the transport pipeline into the appropriate mailbox. The Store driver on the Hub Transport server also adds messages from the Outbox of a sender on the Mailbox server to the transport pipeline.

3.
The Client Access server sends requests from clients to the Mailbox server, and returns data from the Mailbox server to the clients. The Client Access server also accesses offline address book files on the Mailbox server through NetBIOS file sharing. The types of data that the Client Access server sends between the client and the Mailbox server are messages, free/busy data, client profile settings, and offline address book data.

4.
The Unified Messaging server retrieves e-mail and voice mail messages and calendar information from the Mailbox server for Outlook Voice Access. The Unified Messaging server also retrieves storage quota information from the Mailbox server.

5.
Outlook clients that are inside your firewall can access a Mailbox server directly to send and retrieve messages. Outlook clients outside the firewall can access a Mailbox server using remote procedure call (RPC) over Hypertext Transfer Protocol (HTTP).
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Note: 

To send free/busy information and client profile settings between an Outlook client and a Mailbox server, you must have the Client Access server role installed. This information cannot be passed directly between the Outlook client and the Mailbox server.

6.
The administrator-only computer retrieves Active Directory topology information from the Microsoft Exchange Active Directory Topology service. It also retrieves e-mail address policy information and address list information.

For More Information
For more information about new features of the Exchange store in Exchange 2007, see "New Exchange Database Functionality" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about the transport pipeline, see "Transport Architecture" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about the technical details of Mailbox server role features, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320):


Understanding Recipients

Understanding Recipient Restrictions

Understanding Recipient Scope

Understanding Disconnected Mailboxes

Understanding Offline Address Books

Understanding Address Lists

Understanding E-Mail Address Policies

Understanding Exchange Search

Understanding the Availability Service

Understanding Quota Messages

Understanding the Exchange 2007 Store

Understanding Public Folders

Understanding Messaging Records Management
Planning for Mailbox Servers

The Microsoft Exchange Server 2007 Mailbox server role hosts mailbox databases and provides e-mail storage and advanced scheduling services for Microsoft Office Outlook users. The Mailbox server role can also host a public folder database, which provides a foundation for workflow, document sharing, and other forms of collaboration. Servers on which the Mailbox server role is installed are called Mailbox servers.

Before installation, we recommend that you take the time to plan for your Mailbox server role deployment. This topic provides the following planning considerations:


Sizing databases   You must consider several factors when planning the size of your mailbox databases. This section will help you understand these factors and decide what limit you should enforce on your databases.


Planning for public folders   Although you can decide whether you want to host a public folder database, there are some scenarios in which you must host one. For example, you will host a public folder database if you have Office Outlook 2003 clients in your organization or if your Exchange server will interoperate with Lotus Notes. This section will help you decide whether you want to use public folders in your organization.


Cohosting with other server roles   Provided that you are not deploying clustered Mailbox servers, you can deploy the Mailbox server role on computers that also have any combination of the Client Access, Hub Transport, and Unified Messaging (UM) server roles installed. This section helps you decide what combination of server roles best suits the needs of your organization.


Planning for clustered Mailbox servers   If you plan on deploying clustered Mailbox servers, this section will help you decide which of the two Exchange clustering solutions is best for your organization.

Sizing Databases

The recommended maximum database size for Exchange 2007 is greater than the recommended maximum size in previous versions of Exchange Server. For information about recommended database sizes in Exchange 2007, see "Continuous Replication and Database Size" in "Planning Disk Storage" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Generally, there are a few common reasons for limiting the size of individual databases:


Streaming backup and restore   When using streaming backups, larger databases take longer to back up and restore, which can adversely affect Restore Time Objectives (RTOs).


Offline database maintenance or repair   It may be necessary to use Exchange Server Database Utilities (Eseutil.exe) to defragment, repair, or check the consistency of a database. The larger the database, the longer these procedures will take.


Online maintenance   For optimal database efficiency, it is important to make sure that online maintenance, which includes online defragmentation and other tasks, is completed for each database at least once every two weeks. 

In addition to the significant architecture changes found in Exchange 2007, another feature, called continuous replication, also affects our recommendation for maximum database size. Exchange 2007 has two forms of continuous replication: local continuous replication (LCR) and cluster continuous replication (CCR). LCR and CCR completely change the database size recommendations in previous versions of Exchange Server. For more information about the impact of LCR and CCR on database size, see "Planning for Local Continuous Replication" and "Planning for Cluster Continuous Replication" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about disk storage, see "Planning Disk Storage" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

When planning for the size of your databases, you should also plan for how you will enforce limits on database size, either at the database level or at the individual mailbox level. For detailed syntax and parameter information, see "Set-MailboxDatabase" and "Set-Mailbox" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

Planning for Public Folders

Before you deploy public folders, it is important to familiarize yourself with the functionality that public folders provide to make sure that they meet the needs of your organization. 

Exchange Server public folders are intended to serve as a repository for information that is shared among many users. You should use public folders when your business requires data replication to multiple servers. Access to public folders is integrated with regular mailbox access through the MAPI protocol. 

You must use public folders if your Exchange 2007 organization meets the following criteria:


You have Outlook 2003 clients in your organization.


Your Exchange server will interoperate with Lotus Notes.

Public folders are generally used for the following purposes:


Shared communication. For example, public folders can be used for discussions through message posts, shared e-mail messages, contacts, group calendars, and archiving of distribution list posts.


Shared content management. Similar to file shares, public folders can be used to store content, such as documentation. Public folders are also helpful for sharing content if you do not require versioning.


Repository purposes. If you require offline storage of information or replicated storage of information, public folders are an ideal repository. 

However, public folders were not designed for the following functions:


Archiving data. Users who have mailbox limits sometimes use public folders, instead of personal folder (.pst) files, to archive data. We do not recommend this practice because it increases storage on public folder servers and undermines the goal of mailbox limits.


Document sharing and collaboration. Public folders do not provide versioning or other document management features, such as controlled check-in and check-out functionality and automatic notification of content changes.

In addition to evaluating the features and functionality of Exchange public folders, you should evaluate the features and functionality that are provided by Microsoft Windows SharePoint Products and Technologies for data repositories and collaboration tools. For more information about SharePoint Portal Server 2007, see the Microsoft Office SharePoint Server TechCenter. 

Cohosting with Other Server Roles

Provided that you are not deploying clustered Mailbox servers, the Client Access server role, Hub Transport server role, Mailbox server role, and Unified Messaging server role can coexist on the same computer in any combination. When considering what combination of server roles to deploy, you should base your decision on capacity and performance planning and on your security and availability requirements. For more information, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320):


Planning Processor and Memory Configurations

Planning Disk Storage

Security and Protection

High Availability Strategies
It is also a good idea to validate your plan for how you will position your Exchange servers in a test environment. To help with this validation, you can gather data from your existing messaging environment about how your users use Exchange. You can also use various tools to simulate your actual usage in your test environment. For more information about the tools you can use to test your Exchange solutions, see the following :


Microsoft Exchange Server Jetstress Tool

Exchange Server Stress and Performance 2003

Microsoft Exchange Server 2003 Load Simulator (LoadSim)
Planning for Clustered Mailbox Servers

The decision to deploy clustered Mailbox servers should be based on the availability goals and the available resources of your organization. Exchange 2007 offers two clustered solutions for Mailbox servers: CCR and single copy clusters (SCC). For more information about these solutions, including information about what availability is, how you can improve availability in your organization, and factors to help you decide which solution to use, see "High Availability" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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Note: 

Only the Mailbox server role can be installed in a failover cluster. Therefore, if you plan to deploy a clustered Mailbox server, you cannot install any other server roles on the same computer as the Mailbox server role.

How to Move an Exchange 2007 Mailbox Server to New Hardware Keeping the Same Server Name

This topic explains how to move a Microsoft Exchange Server 2007 Mailbox server to new hardware and keep the same server name.

Before You Begin
To move an Exchange 2007 Mailbox server to new hardware, the account you use must be delegated the Exchange Organization Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Exchange 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

See "Mailbox Server Data" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320), which covers what needs to be backed up on a Mailbox server to make sure that you do not have any custom settings that might be missed with the following procedure. 
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To move an Exchange 2007 Mailbox server to new hardware keeping the same server name

	1.
Make a full backup of all the Exchange 2007 databases on the existing Exchange 2007 server. For more information, see "How to Perform a Basic Backup of Exchange Databases" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

2.
Shut down the existing Exchange 2007 server. 

3.
Reset the computer account for the existing Exchange 2007 server. To do so, follow these steps: 

a.
Using Active Directory Users and Computers, locate the computer account for the existing Exchange 2007 server that you are moving, right-click the computer account, and then click Reset Account. 

b.
Bring the new computer online, and then confirm that the new computer is running the same operating system that was installed on the existing Exchange 2007 server.
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Note: 

When you first bring the new server online, make sure that the new server has a unique computer name on the network.

c.
Rename the new server to the same name as the original server that you are replacing, and then join this computer to the domain. 
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Note: 

You must not delete the original computer account from the domain before you join the new server to the domain. Also, do not delete the original Exchange 2007 server using either the Exchange Management Console or the Exchange Management Shell.

4.
For drives that contained Exchange 2007 data, configure drive letters on the new server to map to or match the configuration of the old server. Verify that the drives have sufficient space to accommodate the restored data.

5.
Run Exchange 2007 Setup with the following parameter: 

Setup.com /M:RecoverServer 
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Note: 

For more information about running Setup.com /M:RecoverServer, see "Understanding Setup /M:RecoverServer" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

6.
When the Setup program has completed, install the Exchange 2007 service pack that was installed on the existing server. 

7.
Install any Exchange 2007 post-service pack hotfixes that were installed on the existing server. 

8.
Restore the full backup of all the Exchange 2007 databases that was made previously. 

9.
Mount all the Exchange databases after the restoration is complete. Make sure that clients can connect and that mail can flow. 
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Note: 

For more information about mounting Exchange databases, see How to Mount a Database.
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Note: 

If the IP address of the Exchange 2007 server changes, make sure that you update Domain Name System (DNS) records. If you do not update DNS records, other servers may try to connect to the previous address. 


For More Information
For more information about moving servers that are running Exchange 2007, see "Moving Exchange Servers to New Hardware and Keeping the Same Server Name" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320). 

Managing Resource Scheduling

In Microsoft Exchange Server 2007, the management of resource scheduling includes creating and managing your conference room, equipment, and scheduling resources. 

To manage these resource scheduling tasks at the Exchange organization level, you must use the Exchange Management Shell. To manage these tasks at the user level, you can use Microsoft Outlook Web Access.

This topic lists the management tasks that you can perform for resource scheduling, and includes links to topics that will help you complete the tasks. These tasks can be performed by using the Exchange Management Shell:


How to Create or Remove Custom Resource Properties
Custom resource properties are features for room or equipment mailboxes. You can indicate that a resource has a specific feature by assigning the corresponding custom resource property to that resource mailbox.

You cannot use the Exchange Management Console to create custom resource properties. You must use the Set-ResourceConfig cmdlet in the Exchange Management Shell.


How to Customize the Response Message for Resource Scheduling
A resource mailbox that is configured for automatic booking will send Accept, Decline, or Acknowledge messages back to meeting organizers. Exchange 2007 allows you to customize the messages that are included in these responses.

You cannot use the Exchange Management Console to customize response messages. You must use the Set-MailboxCalendarSettings cmdlet in the Exchange Management Shell.


How to Set Resource Booking Policies
You can set resource booking policies for the resource mailboxes in your organization that specify rules, such as who can schedule a resource, when the resource can be scheduled, what meeting information will be visible on the resource's calendar, and what percentage of conflicts will be allowed.

You cannot use the Exchange Management Console to set resource booking policies. You must use the Set-MailboxCalendarSettings cmdlet in the Exchange Management Shell.


How to Set Scheduling Role Membership
Based on the resource booking policies that are configured for a resource mailbox, meeting requests may require special handling to determine if the meeting organizer can schedule the resource. For example, a meeting request that is out of policy may be acknowledged and forwarded to a delegate for approval. The resource mailbox determines how to respond based on the scheduling role membership of the meeting organizer. 

You cannot use the Exchange Management Console to set scheduling role membership. You must use the Set-MailboxCalendarSettings cmdlet in the Exchange Management Shell.

For More Information
For more information about managing resource mailboxes, see "Managing Resource Mailboxes" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For information about how to use Outlook Web Access to manage resource scheduling, see "Resource Settings" in Outlook Web Access Help.

For information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

How to Create or Remove Custom Resource Properties

This topic explains how to use the Exchange Management Shell to create or remove custom resource properties by modifying the resource configuration of your Exchange organization. 
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Note: 

You cannot use the Exchange Management Console to create or remove custom resource properties.

Custom resource properties are features for room or equipment mailboxes. Administrators can indicate that a resource has a specific feature by assigning the corresponding custom resource property to that resource mailbox. 
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Important: 

Custom resource properties cannot include spaces.

After you create the custom resource properties, you can assign them to a resource mailbox by using the resource mailbox properties in the Exchange Management Console or the Set-Mailbox cmdlet in the Exchange Management Shell. For detailed instructions about how to configure custom resource properties for a resource mailbox, see "How to Configure Resource Custom Properties for a Resource Mailbox" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Organization Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

The following procedure creates three custom resource properties for room mailboxes and two custom resource properties for equipment mailboxes. The commands also demonstrate two methods for adding new custom resource properties. The syntax of both commands can be used interchangeably. 
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To use the Exchange Management Shell to create custom resource properties

	1.
To read the current resource configuration and store it in a temporary variable called $ResourceConfiguration, run the following command:

$ResourceConfiguration = Get-ResourceConfig

2.
To create the custom properties AV, TV, and Whiteboard for room mailboxes, run the following commands:
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Note: 

This example assumes that some of the meeting rooms in your organization have audio-visual equipment, TV, or whiteboards. It also assumes that you want to differentiate the rooms that have the specified features from others that do not have these features.

$ResourceConfiguration.ResourcePropertySchema+=("Room/AV")

$ResourceConfiguration.ResourcePropertySchema.Add("Room/TV")

$ResourceConfiguration.ResourcePropertySchema+=("Room/Whiteboard")

3.
To create the custom properties Car and Van for equipment mailboxes, run the following commands:
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Note: 

This example assumes that your organization uses equipment mailboxes to track the scheduling of company vehicles, and you plan to use the custom resource properties to specify the vehicle type.

$ResourceConfiguration.ResourcePropertySchema.Add("Equipment/Car")

$ResourceConfiguration.ResourcePropertySchema+=("Equipment/Van")

4.
To update the resource configuration of your organization by using the modified resource property schema, run the following command:

Set-ResourceConfig -Instance $ResourceConfiguration 




The following procedure removes two of the custom resource properties for room mailboxes that were created in the previous procedure. The commands also demonstrate two methods for removing a custom resource property. The syntax of both commands can be used interchangeably.
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To use the Exchange Management Shell to remove custom resource properties

	1.
To read the current resource configuration and store it in a temporary variable called $ResourceConfiguration, run the following command:

$ResourceConfiguration = Get-ResourceConfig

2.
To remove the custom properties AV and TV for room mailboxes, run the following commands:

$ResourceConfiguration.ResourcePropertySchema-=("Room/AV")

$ResourceConfiguration.ResourcePropertySchema.Remove("Room/TV")

3.
To update the resource configuration of your organization by using the modified resource property schema, run the following command:

Set-ResourceConfig -Instance $ResourceConfiguration




For detailed syntax and parameter information, see "Get-ResourceConfig" and "Set-ResourceConfig" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For detailed instructions about how to add a resource custom property to a room or equipment mailbox, see "How to Configure Resource Custom Properties for a Resource Mailbox" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about managing resource scheduling, see Managing Resource Scheduling.

To learn more about resource mailboxes, see "Understanding Recipients" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

How to Customize the Response Message for Resource Scheduling

This topic explains how to use the Exchange Management Shell to customize the response message for resource scheduling. This is the response message that is included in the Accept, Decline, or Acknowledge messages that are sent back to a meeting organizer.

Before You Begin
To run the Set-MailboxCalendarSettings cmdlet, the account you use must be delegated the following:


Exchange Recipient Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to customize the response message for resource scheduling

	
Run the following command:

Set-MailboxCalendarSettings -Identity "ResourceMailbox01" -AddAdditionalResponse:$true  -AdditionalResponse:<text>




For detailed syntax and parameter information, see "Set-MailboxCalendarSettings" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about how to use Microsoft Outlook Web Access to customize response messages, see "Resource Settings" in Outlook Web Access Help.

How to Set Resource Booking Policies

This topic explains how to use the Exchange Management Shell to set resource booking policies. 
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Note: 

You cannot use the Exchange Management Console to set resource booking policies.

A resource booking policy specifies:


Who can schedule a resource.


When the resource can be scheduled.


What meeting information will be visible on the resource's calendar.


The response message that meeting organizers will receive.

Before You Begin
To run the Set-MailboxCalendarSettings cmdlet, the account you use must be delegated the following:


Exchange Recipient Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to set resource booking policies


To set a resource booking policy, run the following command:

Set-MailboxCalendarSettings


To control who can schedule a resource, use the following parameters in conjunction with the Set-MailboxCalendarSettings command:


AllBookInPolicy

AllRequestInPolicy

AllRequestOutOfPolicy

BookInPolicy

RequestInPolicy

RequestOutOfPolicy

ForwardRequestsToDelegates

TentativePendingApproval

ResourceDelegates

To control when a resource can be scheduled, use the following parameters in conjunction with the Set-MailboxCalendarSettings command:


AllowConflicts

BookingWindowInDays

EnforceSchedulingHorizon

MaximumDurationInMinutes

AllowRecurringMeetings

ScheduleOnlyDuringWorkingHours

ConflictPercentageAllowed

MaximumConflictInstances

To control what meeting information will be visible on the resource's calendar, use the following parameters in conjunction with the Set-MailboxCalendarSettings command:


DeleteAttachments

DeleteComments

RemovePrivateProperty

DeleteSubject

DisableReminders

AddOrganizerToSubject

DeleteNonCalendarItems

OrganizerInfo

To customize the response message that meeting organizers will receive, you can use the following parameters in the Set-MailboxCalendarSettings command:


AddAdditionalResponse

AdditionalResponse


For detailed syntax and parameter information, see "Set-MailboxCalendarSettings" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For more information about setting custom attributes on resource mailboxes, see "Set-ResourceConfig" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing resource scheduling, see Managing Resource Scheduling.

For more information about how to use Microsoft Outlook Web Access to configure resource mailbox properties, see "Resource Settings" in Outlook Web Access Help.

How to Set Scheduling Role Membership

This topic explains how to use the Exchange Management Shell to set scheduling role membership. A meeting organizer can send a meeting request to any resource mailbox (resource mailboxes include conference room and equipment mailboxes). Depending on the scheduling role membership of the meeting organizer, this meeting request can be automatically approved or declined.
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Note: 

You cannot use the Exchange Management Console to set scheduling role membership. You must use the Exchange Management Shell or Microsoft Outlook Web Access. For information about how to use Outlook Web Access to set scheduling role membership, see "Resource Settings" in Outlook Web Access Help.

In some cases, the meeting request requires special handling to determine if the meeting organizer can schedule a conference room. In this case, an acknowledgement is sent to the meeting organizer, and the request is kept in the resource mailbox or forwarded to a delegate.

To set scheduling role membership per resource, you can use the AllBookInPolicy, AllRequestInPolicy, AllRequestOutOfPolicy, RequestInPolicy, RequestOutOfPolicy, and BookInPolicy parameters.

Before You Begin
To run the Set-MailboxCalendarSettings cmdlet, the account you use must be delegated the following:


Exchange Recipient Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to set scheduling role membership


To approve in-policy requests from all users and request out of policy requests for Ted Bremer, run the following command:

Set-MailboxCalendarSettings -Identity "5th Floor Conference Room" -AutomateProcessing AutoAccept $true -AllBookInPolicy $true -RequestOutOfPolicy TedBremer@contoso.com




For detailed syntax and parameter information, see "Set-MailboxCalendarSettings" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information

For more information about managing resource scheduling, see Managing Resource Scheduling.


For more information about modifying resource configuration and setting custom resource properties, see the following cmdlet reference topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424):


Set-ResourceConfig

Set-Mailbox

For information about how to use Outlook Web Access to set scheduling role membership, see "Resource Settings" in Outlook Web Access Help.

How to Upgrade Exchange 2003 Auto Accept Agent-Based Resource Mailboxes to Exchange 2007

This topic explains how to upgrade Microsoft Exchange Server 2003 Auto Accept agent-based resource mailboxes to Exchange Server 2007. A resource mailbox is a mailbox that represents conference rooms and company equipment. Resource mailboxes are used for conference room or equipment scheduling. The Auto Accept agent is an Exchange store event sink that automatically processes meeting requests for resource mailboxes. In Exchange 2003, you needed to use the Auto Accept agent for resource mailboxes. Because Exchange 2007 supports automatic booking for resource mailboxes, the Auto Accept agent is not required.

Upgrading Exchange 2003 Auto Accept agent-based resource mailboxes to Exchange 2007 involves three steps:

1.
Unregister the Exchange 2003 Auto Accept agent-based resource mailboxes from the Exchange 2003 store.

2.
Move the resource mailboxes from the Exchange 2003 server to an Exchange 2007 server that has the Mailbox server role installed.

3.
Convert the Exchange 2003 Auto Accept agent-based mailbox to an Exchange 2007 room mailbox.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Server Administrators group


Membership in the local Administrators group

For more information about permissions, delegating roles, and the rights that are required to administer Exchange 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To upgrade Exchange 2003 Auto Accept agent-based resource mailboxes to Exchange 2007

	1.
To unregister the Exchange 2003 Auto Accept agent-based resource mailboxes from the Exchange 2003 store, from a Command Prompt window on your Exchange 2003 computer, run the following unregister resource mailbox script (RegisterMailbox.vbs /u):

Command Prompt> cscript RegisterMailbox.vbs  /u /m:"Room2@Fabrikam.Contoso.com"

This script is located in the Auto Accept agent installation directory (usually %Program Files%\Exchsrvr\Agents\AutoAccept).

2.
Use the Exchange Management Shell or the Exchange Management Console to move the Auto Accept agent-based resource mailboxes from the Exchange 2003 server to an Exchange 2007 server that has the Mailbox server role installed. For detailed instructions, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320):


Move-Mailbox

Moving Mailboxes

How to Move a Resource Mailbox

How to Move a Mailbox Within a Single Forest
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Note: 

Moving an Exchange 2003 resource mailbox to an Exchange 2007 server in another forest is not supported.

3.
Convert the Exchange 2003 Auto Accept agent-based mailbox to an Exchange 2007 room mailbox. To do this, run the following command:

Set-MailboxCalendarSettings -Identity TedBremer -AutomateProcessing AutoAccept




For detailed syntax and parameter information, see "Set-MailboxCalendarSettings" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

To learn more about resource mailboxes in Exchange 2007, see "Understanding Recipients" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about managing resource mailboxes in Exchange 2007, see "Managing Resource Mailboxes" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

How to Upgrade Outlook Direct Booking Resource Mailboxes to Exchange 2007

This topic explains how to upgrade Microsoft Outlook direct booking resource mailboxes. A resource mailbox is a mailbox that represents conference rooms and company equipment. Resource mailboxes are used for conference room or equipment scheduling. Outlook direct booking resource mailboxes allow you to schedule resources without sending a meeting request. This enables you to schedule appointments in a resource calendar without being logged on to the resource account's mailbox.

Upgrading Outlook direct booking resource mailboxes to Microsoft Exchange Server 2007 involves three steps:

1.
Use Outlook 2003 to change resource scheduling options.

2.
Move the resource mailboxes from the Exchange Server 2003 server to an Exchange 2007 server that has the Mailbox server role installed.

3.
Convert the Outlook direct booking resource mailbox to an Exchange 2007 resource mailbox.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Server Administrators group


Membership in the local Administrators group

For more information about permissions, delegating roles, and the rights that are required to administer Exchange 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320). 
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To upgrade Outlook direct booking resource mailboxes to Exchange 2007

	1.
In the Outlook 2003 direct booking resource mailbox, perform the following steps:

a.
From the Tools menu, click Options.

b.
In Options, click Calendar Options.

c.
In Calendar Options, click Resource Scheduling.

d.
In Resource Scheduling, clear the Automatically accept meeting requests and process cancellations check box.

2.
Use the Exchange Management Shell or the Exchange Management Console to move the Outlook 2003 direct booking resource mailboxes from the Exchange 2003 server to an Exchange 2007 server that has the Mailbox server role installed. For detailed instructions, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320):


Move-Mailbox

Moving Mailboxes

How to Move a Resource Mailbox

How to Move a Mailbox Within a Single Forest
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Note: 

Moving an Exchange 2003 resource mailbox to an Exchange 2007 server in another forest is not supported.

3.
Convert the Outlook 2003 direct booking resource mailbox to an Exchange 2007 resource mailbox. To do this, run the following command: 

Set-MailboxCalendarSettings -Identity TedBremer -AutomateProcessing AutoAccept




For detailed syntax and parameter information, see "Set-MailboxCalendarSettings" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
To learn more about resource mailboxes in Exchange 2007, see "Understanding Recipients" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about managing resource mailboxes in Exchange 2007, see "Managing Resource Mailboxes" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Managing Meeting Items

To improve the management of meeting items, the Microsoft Exchange Server 2007 Calendar Attendant feature makes the scheduling of meetings more reliable. The Calendar Attendant automatically places new meetings on the calendar as tentative appointments, updates existing meetings with new information, and deletes out-of-date meeting requests without any client interaction. The Calendar Attendant also processes meeting forward notifications by sending a notification when a meeting request is forwarded and adding meeting attendees to the calendar when a meeting notification is received.

To manage these Calendar Attendant tasks at the Exchange organization level, you must use the Exchange Management Shell. To manage these tasks at the user level, you can use Microsoft Outlook Web Access. For more information about how to use Outlook Web Access to manage client-side meeting items, see "Calendar Options" in Outlook Web Access Help.

The topics in this section show you how to use the Exchange Management Shell to perform the following Calendar Attendant tasks:


Enable the auto-processing of meeting messages. For details, see How to Enable the Auto-Processing of Meeting Messages.


Disable the auto-processing of meeting messages. For details, see How to Disable the Auto-Processing of Meeting Messages.


Remove out-of-date meeting requests and responses. For details, see How to Remove Out-of-Date Meeting Requests and Responses.


Disable the removal of out-of-date meeting requests and responses. For details, see How to Disable the Removal of Out-of-Date Meeting Requests and Responses.

How to Enable the Auto-Processing of Meeting Messages

This topic explains how to use the Exchange Management Shell to enable the auto-processing of meeting messages. A meeting message is any meeting item used in the meeting workflow to update calendar items.

The auto-processing of meeting messages includes:


Automatically updating the time of the meeting on an attendee's calendar after receiving an update from the organizer.


Automatically updating the attendee's response on the organizer's calendar after receiving an attendee response.

Before You Begin
To run the Set-MailboxCalendarSettings cmdlet, the account you use must be delegated the following:


Exchange Recipient Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to enable the auto-processing of meeting messages


Run the following command:

Set-MailboxCalendarSettings -Identity "Ellen Adams" -AutomateProcessing:AutoUpdate




For detailed syntax and parameter information, see "Set-MailboxCalendarSettings" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For information about how to disable the auto-processing of meeting messages, see How to Disable the Auto-Processing of Meeting Messages.

For information about using Microsoft Outlook Web Access to manage the auto-processing of meeting messages on a per-user basis, see "Calendar Options" in Outlook Web Access Help.

How to Disable the Auto-Processing of Meeting Messages

This topic explains how to use the Exchange Management Shell to disable the auto-processing of meeting messages. A meeting message is any meeting item used in the meeting workflow to update calendar items. 

The auto-processing of meeting messages includes:


Automatically updating the time of the meeting on an attendee's calendar after receiving an update from the organizer.


Automatically updating the attendee's response on the organizer’s calendar after receiving an attendee response.

This topic also explains how to disable the automatic creation of new calendar items and maintain updates for existing calendar items.

Before You Begin
To run the Set-MailboxCalendarSettings cmdlet, the account you use must be delegated the following:


Exchange Recipient Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to disable the auto-processing of meeting messages


Run the following command:

Set-MailboxCalendarSettings -Identity "Ellen Adams" -AutomateProcessing:None
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To use the Exchange Management Shell to disable the automatic creation of new calendar items but maintain updates for existing calendar items

	
Run the following command:

Set-MailboxCalendarSettings -Identity "David Pelton" -AddNewRequestsTentatively:$false




For detailed syntax and parameter information, see "Set-MailboxCalendarSettings" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information

For information about how to enable the auto-processing of meeting messages, see How to Enable the Auto-Processing of Meeting Messages.


For information about using Microsoft Outlook Web Access to manage the auto-processing of meeting messages on a per-user basis, see "Calendar Options" in Outlook Web Access Help.

How to Remove Out-of-Date Meeting Requests and Responses

This topic explains how to use the Exchange Management Shell to remove out-of-date meeting requests and responses. Removing these items helps reduce the number of meeting messages that users must manage.
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Note: 

In Microsoft Exchange Server 2007, you cannot use the Exchange Management Console to remove out-of-date meeting requests and responses.

Specifically, when you perform this procedure, the following actions occur: 


Out-of-date meeting updates are deleted


Redundant meeting responses that do not contain text are deleted


Meeting messages that contain text (for example, responses with additional text or attachments) are preserved

You can use Microsoft Outlook Web Access to remove out-of-date meeting requests and responses on a per-user basis. For more information, see "Calendar Options" in Outlook Web Access Help.

Before You Begin
To run the Set-MailboxCalendarSettings cmdlet, the account you use must be delegated the following:


Exchange Recipient Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to remove out-of-date meeting requests and responses

	
Run the following command:

Set-MailboxCalendarSettings -Identity "Ellen Adams" - RemoveOldMeetingMessages:$true




For detailed syntax and parameter information, see "Set-MailboxCalendarSettings" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For information about how to disable the removal of out-of-date meeting requests and responses, see How to Disable the Removal of Out-of-Date Meeting Requests and Responses.

How to Disable the Removal of Out-of-Date Meeting Requests and Responses

This topic explains how to use the Exchange Management Shell to disable the removal of out-of-date meeting requests and responses.
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Note: 

In Microsoft Exchange Server 2007, you cannot use the Exchange Management Console to disable the removal of out-of-date meeting requests and responses.

You can use Microsoft Outlook Web Access to disable the removal of out-of-date meeting requests and responses on a per-user basis. For more information, see "Calendar Options" in Outlook Web Access Help.

Before You Begin
To run the Set-MailboxCalendarSettings cmdlet, the account you use must be delegated the following:


Exchange Recipient Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to disable the removal of out-of-date meeting requests and responses

	
Run the following command:

Set-MailboxCalendarSettings -Identity "Ellen Adams" -RemoveOldMeetingMessages:$false




For detailed syntax and parameter information, see "Set-MailboxCalendarSettings" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For information about how to remove out-of-date meeting requests and responses, see How to Remove Out-of-Date Meeting Requests and Responses.

Managing the Out of Office Feature

Information workers use the Out of Office feature to alert others when they are unavailable to respond to e-mail messages. To improve out-of-office management, the Microsoft Exchange Server 2007 implementation of the Out of Office feature makes configuring and managing out-of-office tasks easier and more flexible for both information workers and administrators.

For information about Exchange 2007 improvements to the Out of Office feature, see "New Information Worker Functionality" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

This section includes the following topics:


How to Enable External Out-of-Office Messages on a Per-User Basis

How to Configure Out-of-Office Settings for a Remote Domain

How to Use Outlook to Turn On and Turn Off Out-of-Office Replies

How to Use Outlook Web Access to Turn On and Turn Off the Out of Office Feature
How to Enable External Out-of-Office Messages on a Per-User Basis

In Microsoft Exchange Server 2007, you can configure the Out of Office feature on a per-user basis. For example, you can configure the Out of Office feature so that users in the Sales and Marketing divisions are able to send out-of-office messages to external contacts, but users in the Research division cannot. By default, the Out of Office feature allows all users to send external out-of-office messages.

This topic explains how to use the Exchange Management Shell to enable external out-of-office messages on a per-user basis. 
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Note: 

You cannot use the Exchange Management Console to enable external out-of-office messages on a per-user basis. You must use the Exchange Management Shell.

Before You Begin
To run the Set-Mailbox cmdlet, the account you use must be delegated the following:


Exchange Recipient Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to enable external out-of-office messages for a user

	
Run the following command:

Set-Mailbox "Ellen Adams" -ExternalOofOptions External




For detailed syntax and parameter information, see "Set-Mailbox" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For information about how to enable out-of-office messages for a recipient domain, see How to Configure Out-of-Office Settings for a Remote Domain.

How to Configure Out-of-Office Settings for a Remote Domain

In Microsoft Exchange Server 2007, you can specify which domains receive out-of-office messages. There are four out-of-office settings that you can configure for a domain:


No out-of-office messages are sent to the domain.


Allow only external out-of-office messages.


Allow external out-of-office messages and out-of-office messages set by Microsoft Office Outlook 2003 or earlier clients or sent by Exchange Server 2003 or earlier servers.


Allow internal out-of-office messages and out-of-office messages set by Outlook 2003 or earlier clients or sent by Exchange 2003 or earlier servers.

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to configure out-of-office settings for a remote domain.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Console to configure out-of-office settings for a remote domain

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Organizational Configuration, and then click Hub Transport.

3.
In the result pane, on the Remote Domain tab, click the remote domain that you want to manage.

4.
In the action pane, click Properties.

5.
In <Domain Name> Properties, configure the out-of-office settings for your remote domain.
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To use the Exchange Management Shell to configure out-of-office settings for a remote domain

	1.
To make sure that no out-of-office messages are sent to the domain, run the following command:

Set-RemoteDomain "RemoteDomain" -AllowedOOFType None

2.
To allow only external out-of-office messages, run the following command:

Set-RemoteDomain "RemoteDomain" -AllowedOOFType External
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Note: 

This is the default value.

3.
To allow external out-of-office messages and out-of-office messages set by Outlook 2003 or earlier clients or sent by Exchange 2003 or earlier servers, run the following command:

Set-RemoteDomain "RemoteDomain" -AllowedOOFType ExternalLegacy

4.
To allow internal out-of-office messages and out-of-office messages set by Outlook 2003 or earlier clients or sent by Exchange 2003 or earlier servers, run the following command:

Set-RemoteDomain "RemoteDomain" -AllowedOOFType InternalLegacy




Configuring External Out-of-Office Policies

If Microsoft Exchange Server 2007 is deployed in a topology that has Microsoft Office Outlook 2003 or earlier clients, it is possible that out-of-office messages may be sent to more recipients than intended. An out-of-office message that may have been intended for internal recipients may be sent to external recipients as well. This may occur for users who use a combination of Office Outlook 2007 (or Outlook Web Access) and Outlook 2003 or earlier clients to configure their out-of-office settings. You can configure your out-of-office policy so that out-of-office policies set by using Outlook 2003 or earlier clients are not sent to other domains.
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To use the Exchange Management Shell to configure external out-of-office policies

	1.
To block all out-of office-messages to the remote domain, run the following command:

Set-RemoteDomain -Identity "RemoteDomain" -AllowedOOFType None

2.
To specify that only external Exchange 2007 out-of-office messages are sent to the remote domain, run the following command:

Set-RemoteDomain -Identity "RemoteDomain" -AllowedOOFType External




For detailed syntax and parameter information, see "Set-RemoteDomain" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

How to Use Outlook Web Access to Turn On and Turn Off the Out of Office Feature

This topic explains how to use the Out of Office Assistant in Microsoft Office Outlook Web Access for Microsoft Exchange Server 2007 to manage Out of Office auto-replies.

Before You Begin
To complete this procedure, you must be logged on to a mailbox by using Outlook Web Access. To open a mailbox by using Outlook Web Access, you must have full user permissions on that mailbox.
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To use Outlook Web Access to manage Out of Office auto-replies

	1.
In Outlook Web Access, click Options, and then click Out of Office Assistant.

2.
To turn on Out of Office auto-replies, in the Out of Office Assistant, click Send Out of Office auto-replies. You can also configure the following settings:


To select a time period, select the Send Out of Office auto-replies only during this time period check box, and then set the start time and the end time.


Enter the auto-reply message text that you want to be sent to senders within your organization.


To send an auto-reply to external senders, select the Send Out of Office auto-replies to External Senders check box, and then select the options that you want.


Enter the auto-reply message text that you want to be sent to external senders.

3.
To turn off Out of Office auto-replies, click Do not send Out of Office auto-replies.


How to Use Outlook to Turn On and Turn Off Out-of-Office Replies

This topic explains how to use the Out of Office Assistant in Microsoft Office Outlook 2007 to turn on and turn off out-of-office replies.
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To use Outlook 2007 to turn on and turn off Out-of-Office replies

	1.
On an Outlook 2007 client computer, on the Tools menu, click Out of Office Assistant.

2.
In Out of Office, perform the appropriate task:


To turn on out-of-office replies, click Send Out of Office auto-replies, and then customize your auto-reply messages.


To turn off out-of-office replies, click Do not send Out of Office auto-replies.
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Managing Storage Groups and Databases

This topic describes the basics of storage group and database management in Microsoft Exchange Server 2007. 

An Exchange storage group is a logical container for Exchange databases and their associated system and transaction log files.

An Exchange database stores data, data definitions, indexes, checksums, flags, and other information associated with user mailboxes or public folders. Exchange databases are stored in .edb files. (Note that unlike previous versions of Exchange, there are no .stm database files in Exchange 2007.) Databases are based on Extensible Storage Engine (ESE) technology.
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Note: 

Specialized and sophisticated storage group and database management methods can be employed to assure the highest possible levels of availability of your Exchange system. For more information about managing for high availability, see "High Availability" and "Disaster Recovery" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Managing Storage Groups

Managing storage groups includes creating a new storage group, configuring a storage group, removing an existing storage group, and moving a storage group path.
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Note: 

Although a storage group can contain up to five databases, we recommend that you use one database for each storage group. The standard license for Exchange 2007 enables you to create up to a five storage groups and to mount up to five databases. The enterprise license for Exchange 2007 enables you to you can create up to 50 storage groups and mount up to 50 databases.

Creating a New Storage Group

You can create a new storage group by clicking New Storage Group in the Mailbox node under Server Configuration in the Exchange Management Console. You can also create a new storage group in the Exchange Management Shell with the New-StorageGroup cmdlet. For more information about creating new storage groups, see How to Create a New Storage Group.

Configuring a Storage Group

You can configure many storage group settings by right-clicking a storage group in the work pane of the Mailbox node under Server Configuration in the Exchange Management Console, and then clicking Properties. You can configure all the settings of a storage group in the Exchange Management Shell with the Set-StorageGroup cmdlet. 

Removing a Storage Group

You can remove a storage group by right-clicking the storage group in the work pane of the Mailbox node under Server Configuration in the Exchange Management Console, and then clicking Remove. You can also remove a storage group by using the Remove-StorageGroup cmdlet in the Exchange Management Shell. For more information about removing storage groups, see How to Remove a Storage Group.

Moving a Storage Group Path

You can move storage group system and log files by right-clicking the storage group in the work pane of the Mailbox node under Server Configuration in the Exchange Management Console, and then clicking Move Storage Group Path. You can also move the storage group files by using the Move-StorageGroupPath cmdlet in the Exchange Management Shell. For more information about removing storage groups, see How to Move a Storage Group Path.

Managing Databases

You can use both the Exchange Management Console and the Exchange Management Shell to configure options for Exchange mailbox databases and public folder databases. However, the Exchange Management Shell offers access to more information and settings than the Exchange Management Console, and makes available the power of scripting. (For more information about scripting, see "Scripting with the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320) and Scripts for Managing Public Folders in the Exchange Management Shell.)
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Note: 

For reliability, and in some cases for performance reasons, databases should be placed on disks that do not contain transaction logs.

Managing databases includes creating a new database, removing an existing database, mounting a database, dismounting a database, and backing up a database.

Creating a Database

You can add mailbox databases or public folder databases to storage groups. For information about how to create a new public folder database, see How to Create a New Public Folder Database.
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Note: 

Only one public folder database can exist on each server.

Removing a Database

For information about how to remove a public folder database, see How to Remove a Public Folder Database.

Mounting a Database

You can mount a database by right-clicking the database in the work pane of the Mailbox node under Server Configuration in the Exchange Management Console, and then clicking Mount Database. You can also mount a database in the Exchange Management Shell with the Mount-Database cmdlet. For more information about mounting databases, see How to Mount a Database.

Dismounting a Database

You can dismount a database by right-clicking the database in the work pane of the Mailbox node under Server Configuration in the Exchange Management Console, and then clicking Dismount. You can also dismount a database in the Exchange Management Shell with the Dismount-Database cmdlet. For more information about dismounting databases, see How to Mount a Database.

Backing Up a Database

Backing up the critical data in your Exchange 2007 organization is a necessary operational task. To learn how to perform a basic backup of an Exchange 2007 database using the Microsoft Windows Backup utility, see "How to Perform a Basic Backup of Exchange Databases" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320). 

How to Create a New Storage Group

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to create a new storage group.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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Note: 

Only one database can be added to a storage group on which local continuous replication is enabled. For more information, see "Local Continuous Replication" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Console to create a new storage group

	1.
In the console tree, expand Server Configuration, and then click Mailbox.

2.
In the result pane, select the server on which you want to create a new storage group.

3.
In the action pane, click New storage group. The New Storage Group Wizard appears.

4.
Enter the required information in the wizard, and then click New. The Completion page appears.

5.
Click Finish.
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To use the Exchange Management Shell to create a storage group

	
Run the following command:

New-StorageGroup MyStorageGroup -Server MyExchangeServer

Where MyStorageGroup is the name of the storage group you want to create, and MyExchangeServer is the name of the server on which you want to create the storage group.


For detailed syntax and parameter information, see "New-StorageGroup" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about mailbox databases in Exchange 2007, see Managing Storage Groups and Databases.

How to Remove a Storage Group

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to remove a storage group from a Microsoft Exchange Server 2007 Mailbox server.

Before You Begin

To perform the following procedures, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).


Before you can remove a storage group, you must remove any databases from that storage group. To learn more about removing databases, see the topics listed under "For More Information" at the end of this topic.
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To use Exchange Management Console to remove a storage group

	1.
In the console tree, expand Server Configuration, and then click Mailbox.

2.
In the result pane, select the server from which you want to remove the storage group.

3.
In the work pane, select the storage group that you want to remove, and then click Remove.

4.
A warning appears asking, "Are you sure you want to remove <selected storage group>?" Click Yes.
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Note: 

You cannot remove a storage group if there are still databases within the storage group. 

5.
A warning appears stating that the storage group has been removed but that you must remove the log file manually. Note the location of the log file, and then click OK.
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Note: 

The Exchange Management Shell command that is generated by the wizard appears on and can be copied from the wizard's Completion page.
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To use the Exchange Management Shell to remove a storage group

	
Run the following command:

Remove-StorageGroup "Storage Group"

Where Storage Group is the name of the storage group you want to remove.


The storage group is removed. A warning appears stating the location of the log file but that you must remove the log file manually.


For detailed syntax and parameter information, see "Remove-StorageGroup" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information

For more information about storage groups in Exchange 2007, see Managing Storage Groups and Databases.


For information about how to use the Exchange Management Shell to remove public folder and mailbox databases, see the following command reference topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424):


Remove-PublicFolderDatabase

Remove-MailboxDatabase

For information about how to use the Exchange Management Console to remove public folder and mailbox databases, see the following topics:


How to Remove a Public Folder Database
How to Move a Storage Group Path

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to move a storage group's system and transaction log files to a new location. If local continuous replication (LCR) is enabled for the storage group, you can also move your LCR system and log files. For more information about LCR, see "Local Continuous Replication" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Before You Begin
To move a storage group path, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform these procedures, be aware that all databases in the storage group are dismounted during the move process, and then remounted when the move is complete. Databases are inaccessible to users while they are dismounted.
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To use Exchange Management Console to move a storage group path

	1.
Open the Exchange Management Console.

2.
In the console tree, expand Server Configuration, and then click Mailbox.

3.
In the result pane, select the server that contains the storage group you want.

4.
In the work pane, select the storage group for which you want to move the path.

5.
In the action pane, click Move Storage Group Path. The Move Storage Group Path wizard appears.

6.
On the Introduction page, click Browse next to one or both of the Log files location and System files location boxes, and then select the new locations for the files. 
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Note: 

To create a new folder for the files, in the Browse for Folder dialog box, select a parent folder, and then click Make New Folder.

7.
If LCR is enabled for the storage group, two additional options for file relocation are listed: Local continuous replication system files location and Local continuous replication log files location. Click Browse next to one or both of the boxes, and then select the new locations for the files.

8.
Click Move.

9.
A warning appears stating that, to move the files, all databases in the storage group must be temporarily dismounted, making them inaccessible to users. Click Yes to continue.

10.
The Completion page states whether the operation completed successfully and displays the Exchange Management Shell command that was used to complete the task. 

11.
Click Finish.
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To use the Exchange Management Shell to move a storage group path


Run the following command:

Move-StorageGroupPath -Identity "Second Storage Group" -LogFolderPath:"D:\Mailbox\Second Storage Group\Logs" -SystemFolderPath:"D:\Mailbox\Second Storage Group\System" 




For detailed syntax and parameter information, see "Move-StorageGroupPath" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about storage groups and databases, see "Understanding Storage Groups and Databases" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about LCR, see "Local Continuous Replication" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

How to Set or Change the Location of Storage Group Log Files

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to set or change the location of storage group log files. The transaction log file location is where log files are written for the storage group. These log files record every change that is made to a database in that storage group.

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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Important: 

When you change log file locations, all the associated databases in the storage group are dismounted and remounted. During this time, they are inaccessible to any user.
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To use the Exchange Management Console to set the log file location when you create a storage group

	1.
Start the Exchange Management Console on the server on which the storage group is located.

2.
In the console tree, expand Server Configuration, and then click Mailbox.

3.
In the result pane, click the Mailbox server on which you want to create the storage group.

4.
In the action pane, click New Storage Group. The New Storage Group wizard appears.

5.
On the New Storage Group page, the Log files path box displays the default location where your transaction log files will be stored. Click Browse to change the default location.
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Note: 

You cannot use the Exchange Management Console to change the log file location for remote Mailbox servers. To create storage groups on other Mailbox servers, use the New-StorageGroup cmdlet in the Exchange Management Shell.

6.
Enter any other information in the remaining boxes as needed, and then click New to create the new storage group. For more information about creating storage groups, see How to Create a New Storage Group.
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To use the Exchange Management Console to change log file locations for an existing database

	1.
Start the Exchange Management Console on the server on which the storage group is located.

2.
In the console tree, expand Server Configuration, and then click Mailbox.

3.
In the result pane, click the Mailbox server that contains the storage group for which you want to change the log file location.

4.
In the work pane, click the storage group for which you want to change the log file location.

5.
In the action pane, click Move Storage Group Path. The Move Storage Group Path wizard appears.

6.
On the Introduction page, the Log files path box displays the location where your log files are currently stored. Click Browse to specify a location to which to move these files.
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Note: 

You cannot use the Exchange Management Console to change the log file location for remote Mailbox servers. 

7.
Click Move. A warning appears that all databases in the storage group must be temporarily dismounted, which will make them inaccessible to any user. To continue, click Yes.

8.
On the Completion page, confirm whether the log file path was changed successfully. A status of Completed indicates that the wizard completed the task successfully. A status of Failed indicates that the task was not completed. If the task fails, review the summary for an explanation, and then click Back to make any configuration changes. Click Finish to complete the Move Storage Group Path wizard.
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To use the Exchange Management Shell to set the log file location when you create a storage group


Run the following command to create a new storage group, using the LogFolderPath parameter to set the location of the log file:

New-StorageGroup -Name MyNewStorageGroup -Server ExchangeServer1 -LogFolderPath:"D:\Mailbox\First Storage Group" -SystemFolderPath:"D:\Mailbox\First Storage Group"




For detailed syntax and parameter information, see "New-StorageGroup" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).
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To use the Exchange Management Shell to change the log file location for an existing database


Run the following command on the server that contains the storage group for which you want to change the log file location:

Move-StorageGroupPath -Identity "MyStorageGroup" -LogFolderPath "D:\MyNewLogFolder"




For detailed syntax and parameter information, see "Move-StorageGroupPath" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing storage groups, see Managing Storage Groups and Databases.

How to Enable and Disable Circular Logging for a Storage Group

This topic explains how to use Exchange System Manager or the Exchange Management Shell to enable or disable circular logging for a storage group. Circular logging allows Microsoft Exchange to overwrite transaction log files after the data that the log files contain has been committed to the database. Circular logging is not recommended in production environments. 

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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Important: 

In Exchange 2007, circular logging is disabled by default. By enabling circular logging, you reduce drive storage space requirements. However, without a complete set of transaction log files, you cannot recover any data more recent than the last full backup. Therefore, in a normal production environment, circular logging is not recommended.
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Note: 

If local continuous replication (LCR) is enabled, you cannot enable circular logging. For more information about LCR, see "Local Continuous Replication" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Console to enable or disable circular logging

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Server Configuration, and then click Mailbox.

3.
In the work pane, right-click the storage group for which you want to enable or disable circular logging, and then click Properties. The <Storage Group Name> Properties dialog box appears.

4.
Select or clear the Enable circular logging check box.

5.
Click OK.

6.
To make your changes to the circular logging settings effective, restart the Microsoft Exchange Information Store service, or dismount and then mount all of the databases in the storage group.
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Caution: 

Mailboxes and public folders on a server are unavailable to users while the Microsoft Exchange Information Store service is being restarted, and mailboxes and public folders in a database are unavailable while a database is being dismounted and remounted.
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To use the Exchange Management Shell to enable or disable circular logging


To enable circular logging, run the following command:

Set-StorageGroup -Identity "First Storage Group" -CircularLoggingEnabled $true


To disable circular logging, run the following command:

Set-StorageGroup -Identity "First Storage Group" -CircularLoggingEnabled $false


To make your changes to the circular logging settings effective, restart the Microsoft Exchange Information Store service, or dismount and then mount all of the databases in the storage group.

[image: image69.png]


Caution: 

Mailboxes and public folders on a server are unavailable to users while the Microsoft Exchange Information Store service is being restarted, and mailboxes and public folders in a database are unavailable while a database is being dismounted and remounted.


For detailed syntax and parameter information, see "Set-StorageGroup" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about circular logging and transaction logging in Exchange 2007, see "Understanding Transaction Logging" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

How to Configure Storage Quotas for a Mailbox Database

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to configure storage quotas for a mailbox database. The quota limits configured for a mailbox database are used as the default limit for all mailboxes in the database. Storage quotas allow administrators to control the size of mailboxes and manage the growth of mailbox databases.
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Note: 

Storage quotas can also be configured on a per-mailbox basis. This allows administrators to specify custom quota limits for specific mailboxes, while still using the default values configured for the database for the remaining mailboxes. For detailed steps about how to configure storage quotas for a mailbox, see "How to Configure Mailbox Storage Quotas" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

When a mailbox size reaches or exceeds a specified storage quota limit, Microsoft Exchange Server 2007 sends a descriptive notification to the mailbox owner. Exchange 2007 allows you to customize the content of these notification messages. To learn more about customizing quota messages, see How to Manage Quota Messages.

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange 2007, see "Permission Considerations" Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Console to configure storage quotas for a mailbox database

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Server Configuration, and then click Mailbox.

3.
In the result pane, select the server that contains the mailbox database for which you want to configure storage quotas.

4.
In the work pane, select the mailbox database for which you want to configure storage quotas.

5.
In the action pane, under the name of the mailbox database, click Properties. 

6.
In <Mailbox Database Name> Properties, click the Limits tab.

7.
On the Limits tab, under Storage limits, complete the following fields:


Issue warning at (KB)   Select this check box and use the corresponding text box to specify the maximum storage limit in kilobytes (KB) before a warning is issued to the mailboxes. The value range is from 0 through 2,147,483,647 KB. If a mailbox size reaches or exceeds the value specified, Exchange will send a warning message to that mailbox.


Prohibit send at (KB)   Select this check box and use the corresponding text box to specify a prohibit send limit in KB for mailboxes. The value range is from 0 through 2,147,483,647 KB. If a mailbox size reaches or exceeds the specified limit, Exchange will prevent that mailbox user from sending new messages and will display a descriptive error message.


Prohibit send and receive at (KB)   Select this check box and use the corresponding text box to specify a prohibit send and receive limit in KB for mailboxes. The value range is from 0 through 2,147,483,647 KB. If a mailbox size reaches or exceeds the specified limit, Exchange will prevent that mailbox user from sending new messages and will not deliver any new messages to the mailbox. Any messages that are sent to the mailbox will be returned to the sender with a descriptive error message.


Warning message interval   Use this list to specify a time at which mailboxes in the database are scanned for compliance with the storage limits configured. Exchange will send notification messages to all mailboxes for which the size exceeds one or more of the storage limits. You can select from one of the predefined intervals in the list or create a custom schedule. 

To create a custom schedule, click Customize to open the Schedule dialog box. Use the time grid to specify the custom schedule, and then click OK.  

8.
Click OK.
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To use the Exchange Management Shell to configure storage quotas for a mailbox database


Run the following command to set the warning, prohibit send, and prohibit send and receive limits for the mailbox database MailboxDatabase1 on Server1 to 200 megabytes (MB), 250 MB, and 280 MB respectively and to configure the storage limit compliance scan to run between 02:00 and 03:00 on Wednesdays and Sundays:

Set-MailboxDatabase -Identity "Server1\MailboxDatabase1" -IssueWarningQuota 209715200 -ProhibitSendQuota 262144000 -ProhibitSendReceiveQuota 293601280 -QuotaNotificationSchedule "Sun.2:00-Sun.3:00","Wed.2:00-Wed.3:00"




For detailed syntax and parameter information, see "Set-MailboxDatabase" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about configuring storage quotas for a mailbox, see "How to Configure Mailbox Storage Quotas" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320). 

To learn more about system messages related to storage quotas, see "Understanding Quota Messages" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about customizing quota messages, see How to Manage Quota Messages.

To learn more about the impact of storage quotas on Unified Messaging (UM)-enabled mailboxes, see "Understanding Storage Quotas and Voice Mail" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

How to Configure Database Limits and Properties

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to configure database limits and properties.

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Console to configure database limits and properties

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Server Configuration, and then click Mailbox.

3.
In the result pane, click the Mailbox server that contains the database you want to configure.

4.
In the work pane, expand the storage group that contains the database you want to configure, and then click the appropriate database.

5.
In the action pane, click Properties.

6.
Click the tabs on the Properties page to select the settings that you want to view or configure.

7.
Click OK.


For detailed information about setting database limits and properties in the Exchange Management Console, click Help on the various tabs of the property page, or see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320):


Mailbox Database Properties > General Tab

Mailbox Database Properties > Limits Tab

Mailbox Database Properties > Client Settings Tab

Public Folder Database Properties > General Tab

Public Folder Database Properties > Replication Tab

Public Folder Database Properties > Limits Tab
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To use the Exchange Management Shell to set database properties

	
Run the following command to set mailbox database properties:

Set-MailboxDatabase -Identity MyMailboxDatabase <parameters>


Run the following command to set public folder database properties:

Set-PublicFolderDatabase -Identity MyPublicFolderDatabase <parameters>




For detailed syntax and parameter information, see "Set-MailboxDatabase" and "Set-PublicFolderDatabase" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about storage groups and databases, see Managing Storage Groups and Databases.

For more information about mailbox databases, see Managing Mailbox Databases.

For more information about public folder databases, see Managing Public Folders.

How to Set a Database File Location

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to set the location of mailbox or public folder database files.

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform these procedures, be aware of the following:


You cannot configure the location of database files from a remote server.


A database is automatically dismounted, and then remounted while its files are being moved to a new location. During this time, the database is inaccessible to any user.
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To use the Exchange Management Console to set the database file location when you create a database

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Server Configuration, and then click Mailbox.

3.
In the result pane, click the Mailbox server that contains the storage group in which you want to create the database.

4.
In the work pane, click the storage group in which you want to create the database.

5.
In the action pane, click New Mailbox Database or New Public Folder Database. The New Mailbox Database wizard or New Public Folder Database wizard appears.

6.
In the database name box, type the name of the new database.

7.
On the New Mailbox Database or New Public Folder Database page, the Database file path box displays the default location of the database file. Click Browse to change the default location.

8.
If you do not want the database to be mounted when it is created, clear the Mount this database check box. Mounting a database puts it online, thereby making its data available to users.

9.
Click New to create the database. For more information about creating mailbox and public folder databases, see How to Create a New Mailbox Database and How to Create a New Public Folder Database.


[image: image76.png]


To use the Exchange Management Console to change the database file location for an existing database

	1.
Start the Exchange Management Console on the server that contains the database.

2.
In the console tree, expand Server Configuration, and then click Mailbox.

3.
In the result pane, click the Mailbox server that contains the database for which you want to change the database file location.

4.
In the work pane, click the desired database.

5.
In the action pane, click Move Database Path. The Move Database Path wizard appears.

6.
On the Introduction page, the Database file path box displays the location where your database file is currently stored. Click Browse to select a new location for the database file.

7.
Click Move. A warning appears indicating that the database must be temporarily dismounted, which will make it inaccessible to any user. To continue, click Yes.

8.
On the Completion page, confirm whether the database files were moved successfully. A status of Completed indicates that the wizard completed the task successfully. A status of Failed indicates that the task was not completed. If the task fails, review the summary for an explanation, and then click Back to make any configuration changes. Click Finish to complete the Move Database Path wizard.
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To use the Exchange Management Shell to set the database file location when you create a mailbox database

	1.
Run the following command, using the EdbFilePath parameter to specify the database location:

New-MailboxDatabase -StorageGroup "Server01\First Storage Group" -Name MailboxDatabase01 -EdbFilePath "D:\DatabaseFiles\MailboxDatabase01.edb"

2.
To mount the new database, run the following command:

Mount-Database -Identity MailboxDatabase02




For detailed syntax and parameter information, see "New-MailboxDatabase" and "Mount-Database" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).
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To use the Exchange Management Shell to change the database file location for an existing mailbox database


On the server that contains the mailbox database, run the following command, using the EdbFilePath parameter to specify the database location:

Move-DatabasePath -Identity "Server01\First Storage Group\First Mailbox Database" -EdbFilePath "D:\DatabaseFiles\First Mailbox Database.edb"




For detailed syntax and parameter information, see "Move-DatabasePath" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).
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To use the Exchange Management Shell to set the database file location when you create a public folder database


Run the following command, using the EdbFilePath parameter to specify the database location:

New-PublicFolderDatabase -Name "My Public Folder Database" -StorageGroup "Second Storage Group" -EdbFilePath "C:\Program Files\Microsoft\ExchangeServer\Mailbox\Second Storage Group\My Public Folder Database.edb"




For detailed syntax and parameter information, see "New-PublicFolderDatabase" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).
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To use the Exchange Management Shell to change the database file location for an existing a public folder database


On the server that contains the public folder database, run the following command, using the EdbFilePath parameter to specify the database location:

Move-DatabasePath -Identity "Server01\Second Storage Group\First Public Folder Database" -EdbFilePath "D:\DatabaseFiles\First Public Folder Database.edb"




For detailed syntax and parameter information, see "Move-DatabasePath" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing public folders, see Managing Public Folders.

For more information about managing mailbox databases, see Managing Mailbox Databases.

For information about configuring log files, see How to Set or Change the Location of Storage Group Log Files.

How to Mount a Database

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to mount a public folder or mailbox database in a storage group on a Microsoft Exchange Server 2007 Mailbox server.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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Note: 

You can mount a database only if the Microsoft Exchange Information Store service is running.
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To use the Exchange Management Console to mount a database

	1.
In the console tree, expand Server Configuration, and then click Mailbox.

2.
In the result pane, select the server on which the database is located.

3.
In the work pane, select the mailbox or public folder database that you want to mount.

4.
In the action pane, click Mount Database.

5.
Verify that the status indicated in the Status column has changed from Dismounted to Mounted.
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To use the Exchange Management Shell to mount a database


Run the following command:

Mount-Database "My Database"

Where My Database is the name of the mailbox database or the public folder database that you want to mount.


For detailed syntax and parameter information, see "Mount-Database" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about Exchange 2007 databases, see Managing Storage Groups and Databases.

How to Dismount a Database

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to dismount a mailbox or public folder database in a storage group on a Microsoft Exchange Server 2007 Mailbox server.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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Note: 

You can dismount a database only if the Microsoft Exchange Information Store service is running.
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To use the Exchange Management Console to dismount a database

	1.
In the console tree, expand Server Configuration, and then click Mailbox.

2.
In the result pane, select the server on which the mailbox or public folder database is located.

3.
In the work pane, select the database that you want to dismount.

4.
In the action pane, click Dismount Database. 

5.
A warning appears asking if you want to dismount the database. Click Yes.
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To use the Exchange Management Shell dismount a database


Run the following command:

Dismount-Database "My Database"

Where My Database is the name of the mailbox database or the public folder database that you want to dismount.


For detailed syntax and parameter information, see "Dismount-Database" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about Exchange 2007 databases, see Managing Storage Groups and Databases.

How to Manage Quota Messages

A quota message is an e-mail message that is automatically sent by Microsoft Exchange to the owners of a mailbox or a public folder when a size limit (called a storage quota) for the mailbox or public folder is exceeded. You can use the New-SystemMessage, Get-SystemMessage, Set-SystemMessage, and Remove-SystemMessage cmdlets in the Exchange Management Shell to view existing quota messages or to create, view, modify, or remove customized ones. For more information about customizing quota messages, see How to Manage Quota Messages.
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Note: 

Quota messages are managed by using the Exchange Management Shell. You cannot manage quota messages by using the Exchange Management Console. For information about how to use the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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Note: 

When you are working with quota messages, you must specify the language locale for the message (for example "EN" for English). For a list of the supported language locales that are available for use with quota messages, see "Supported Locales for Use with System Messages" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Organization Administrators role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Creating Custom Quota Messages

You can use the New-SystemMessage cmdlet in the Exchange Management Shell to create custom quota messages in the language locale that you specify on computers that have the Hub Transport server role installed. The following QuotaMessageType parameter values specify the types of quota messages that you can create with the New-SystemMessage cmdlet. For more information about quota messages, see "Understanding Quota Messages" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

QuotaMessageType Parameter Values for Mailboxes

The following describes the QuotaMessageType parameter values for mailboxes:


The WarningMailboxUnlimitedSize parameter value specifies the quota message that is sent in e-mail to the owners of a mailbox of unlimited size when the Issue warning storage quota is exceeded.


The WarningMailbox parameter value specifies the quota message that is sent in e-mail to the owners of a mailbox of limited size (that is, one that has Prohibit send or Prohibit send and receive storage quotas) when the Issue warning storage quota is exceeded.


The ProhibitSendMailbox parameter value specifies the quota message that is sent in e-mail to mailbox owners when the Prohibit send storage quota is exceeded.


The ProhibitSendReceiveMailBox parameter value specifies the quota message that is sent in e-mail to mailbox owners when the Prohibit send and receive storage quota is exceeded.

QuotaMessageType Parameter Values for Public Folders

The following describes the QuotaMessageType parameter values for public folders:


The WarningPublicFolderUnlimitedSize parameter value specifies the quota message that is sent in e-mail to the owners of a public folder of unlimited size when the Issue warning storage quota is exceeded.


The WarningPublicFolder parameter value specifies the quota message that is sent in e-mail to the owners of a public folder of limited size (that is, one that has Prohibit post storage quota) when the Issue warning storage quota is exceeded.


The ProhibitPostPublicFolder parameter value specifies the quota message that is sent in e-mail to public folder owners when the Prohibit post storage quota is exceeded.


The following procedure creates a custom quota message for a mailbox that has exceeded its Issue warning storage quota and is located on a server for which the language locale is "EN" (English).
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To use the Exchange Management Shell to create a custom quota message

	1.
Start the Exchange Management Shell.

2.
Run the following command:

New-SystemMessage -QuotaMessageType WarningMailbox -Language EN -Text "This is a custom quota message."




For detailed syntax and parameter information, see "New-SystemMessage" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

Viewing Custom Quota Messages

You can use the Get-SystemMessage cmdlet to view custom quota messages. The following procedure displays the custom quota message for mailboxes that have exceeded their Issue warning storage quota and are located on a server for which the language locale is "EN" (English). The output of the command is piped to the Format-List cmdlet so that all of the available information is displayed.
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To use the Exchange Management Shell to view a custom quota message

	1.
Start the Exchange Management Shell.

2.
Run the following command:

Get-SystemMessage -Identity EN\WarningMailbox | Format-List




For detailed syntax and parameter information, see "Get-SystemMessage" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

Modifying Custom Quota Messages

You can use the Set-SystemMessage cmdlet to modify custom quota messages. The following procedure modifies the custom quota message for mailboxes that have exceeded their Issue warning storage quota and are located on a server for which the language locale is "EN" (English).
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To use the Exchange Management Shell to modify a custom quota message

	1.
Start the Exchange Management Shell.

2.
Run the following command:

Set-SystemMessage -Identity EN\WarningMailbox -Text "This is a modified custom quota message."




For detailed syntax and parameter information, see "Set-SystemMessage" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

Deleting Custom Quota Messages

You can use the Remove-SystemMessage cmdlet to remove (delete) custom quota messages. The following procedure removes the custom quota message for mailboxes that have exceeded their Issue warning storage quota and are located on a server for which the language locale is "EN" (English).
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Note: 

When you remove a custom quota message, the quota message reverts to the default quota message.
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To use the Exchange Management Shell to remove a custom quota message

	1.
Start the Exchange Management Shell.

2.
Run the following command:

Remove-SystemMessage -Identity EN\WarningMailbox 




For detailed syntax and parameter information, see "Remove-SystemMessage" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about using the Exchange Management Shell to manage quota messages, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424):


New-SystemMessage

Get-SystemMessage

Set-SystemMessage

Remove-SystemMessage
To learn more about quota messages, see "Understanding Quota Messages" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Managing Mailbox Databases

A mailbox database is a database for storing mailboxes. The mailbox database manages the data in mailboxes, tracks deleted messages and mailbox sizes, and assists in message transfers. A mailbox database is stored as an Exchange database (.edb) file.

This topic lists the management tasks that you can perform for mailbox databases, and includes links to topics that will help you complete the tasks. Unless otherwise noted, these tasks can be performed by using the Exchange Management Console or by running commands and scripts in the Exchange Management Shell:


How to Create a New Mailbox Database
If you want to use the Exchange Management Console for this task, the New Mailbox Database wizard will guide you through the process of creating the mailbox database. If you want to use the Exchange Management Shell, use the New-MailboxDatabase cmdlet.


How to Remove a Mailbox Database
If you want to use the Exchange Management Console to remove a mailbox database, select the database, and then click Remove in the action pane. If you want to use the Exchange Management Shell, use the Remove-MailboxDatabase cmdlet.


How to View Mailbox Database Statistics
If you want to use the Exchange Management Console to view mailbox database statistics, select the database, and then click Properties in the action pane. If you want to use the Exchange Management Shell, use the Get-LogonStatistics cmdlet.

For More Information
For more information about managing storage groups and databases, see Managing Storage Groups and Databases.

For information about managing public folders and public folder databases, see Managing Public Folders.

How to Create a New Mailbox Database

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to create a new mailbox database. A mailbox database manages the data in mailboxes, tracks deleted messages and mailbox sizes, and assists in message transfers. A mailbox database is stored as an Exchange database (.edb) file.

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform these procedures, be aware of the following:


Only one database can be added to a storage group on which local continuous replication (LCR) is enabled. For more information, see "Local Continuous Replication" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).


For reliability, and in some cases for performance reasons, the database should be placed on disks that do not contain transaction logs.
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To use the Exchange Management Console to create a new mailbox database

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Server Configuration, and then click Mailbox.

3.
In the work pane, select the storage group in which you want the new mailbox database to be created.

4.
In the action pane, click New Mailbox Database. The New Mailbox Database wizard appears.

5.
On the New Mailbox Database page, complete the following fields:


Mailbox database name   Use this box to type the name of the new mailbox database. The name can be up to 64 characters in length and cannot use the following characters: \ / " = , ;


Database file path   This box shows where the new mailbox database will be created. To change the location of the Exchange database (.edb) file for the new mailbox database, click Browse, and then select a new location.


Mount this database   Select this check box to mount the mailbox database immediately after it is created. Mounting a database puts it online, thereby making its data available to users.


Local continuous replication database file path   This box appears only if local continuous replication is enabled for the storage group in which the mailbox database will be created. This box displays the location of the backup copy of the Exchange database (.edb) file. Click Browse to select a new location for the backup database file. For information about enabling local continuous replication for a storage group, see "Managing Local Continuous Replication" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320). 

6.
Click New to create the mailbox database.

7.
On the Completion page, confirm whether the new mailbox database was created successfully. A status of Completed indicates that the wizard completed the task successfully. A status of Failed indicates that the task was not completed. If the task fails, review the summary for an explanation, and then click Back to make any configuration changes. 

8.
Click Finish to complete the New Mailbox Database wizard. The new mailbox database appears under its storage group in the work pane of the Exchange Management Console. 
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To use the Exchange Management Shell to create a new mailbox database

	1.
Run the following command.

New-MailboxDatabase -Name <Database_Name> -StorageGroup <Server_Name>\<StorageGroup_Name> 

2.
To mount the new database, run the following command.

Mount-Database -Identity <Database_Name>




For detailed syntax and parameter information, see "New-MailboxDatabase" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing databases, see Managing Storage Groups and Databases.

How to Remove a Mailbox Database

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to remove a mailbox database.

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, be aware that, if you want to remove the Exchange database (.edb) file on which the database is stored from the hard drive, you must remove it manually.
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To use the Exchange Management Console to remove a mailbox database

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Server Configuration, and then click Mailbox.

3.
In the work pane, expand the storage group that contains the mailbox database, and then click the mailbox database you want to remove.

4.
In the action pane, click Remove.

5.
A warning appears asking if you are sure you want to remove the mailbox database. Click Yes.

6.
When the dialog box appears stating that the database was removed successfully, note the location of the Exchange database (.edb) file. If you want to remove this file from the hard drive, you must remove it manually. Click OK.
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To use the Exchange Management Shell to remove a mailbox database

	1.
Run the following command:

Remove-MailboxDatabase -Identity <Database_Name>

2.
When you are prompted about whether you are sure that you want to perform the action, type Y.

3.
When the warning appears stating that the database was removed successfully, note the location of the Exchange database (.edb) file. If you want to remove this file from the hard drive, you must remove it manually.


For detailed syntax and parameter information, see "Remove-MailboxDatabase" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing databases, see Managing Storage Groups and Databases.

How to View Mailbox Database Statistics

This topic explains how to use the Exchange Management Shell and the Exchange Management Console to view mailbox database properties and statistics.

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange View-Only Administrators role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Using the Exchange Management Console, you can open the Properties page for a database to view the following information:


General properties, such as database file location, backup and change history, status, maintenance schedule, and the journaling recipient 


Limits, such as storage limit warning levels, warning message intervals, and deletion settings


Client settings, such as the location of a default public folder database or offline address book (OAB)
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To use the Exchange Management Console to get mailbox database statistics

	1.
Open the Exchange Management Console.

2.
In the console tree, expand Server Configuration, and then click Mailbox.

3.
In the result pane, select an Exchange Mailbox server.

4.
In the work pane, expand a storage group, and then right-click a mailbox database.

5.
Click Properties.

6.
Click the General, Limits, and Client Settings tabs to access various mailbox database statistics.


In the Exchange Management Shell, you can use the Get-LogonStatistics cmdlet to obtain the following information about mailbox and public folder databases:


Open item counts, such as the number of open attachments, folders, and messages


Operations counts, such as the number of messaging operations, progress operations, table operations, transfer operations, total operations, and successful remote procedure calls (RPCs)


Names and identities that are associated with the database, such as the server, storage group, and full mailbox directory names and identities


Other information, such as latency, client version, client IP address, and access and logon times
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To use the Exchange Management Shell to get mailbox database statistics

	
Run the following command:

Get-LogonStatistics -Database <mailbox database name> | Format-List




For detailed syntax and parameter information, see "Get-LogonStatistics" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about how to get statistics for individual mailboxes, see "Get-MailboxStatistics" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

How to Modify a Database Size Limit

This topic explains how to use Registry Editor to modify a database size limit in Microsoft Exchange Server 2007. The default database size limit for Exchange 2007 Standard Edition is 50 gigabytes (GB). There is no default database size limit for the Exchange 2007 Enterprise Edition. The Exchange store process checks any database size limits periodically and dismounts a database when the size limit is reached. You can modify the database size limit by adding or changing a value in the registry.

Before You Begin
If you change the size limit of your Exchange databases, you may want to re-evaluate your Exchange database backup and restore plan. Specifically, if you increase the size limit of the Exchange databases, be sure to test your backup and recovery operations using the new database size limits to make sure that you can still meet your service level agreements (SLAs).
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Caution: 

Incorrectly editing the registry can cause serious problems that may require you to reinstall your operating system. Problems resulting from editing the registry incorrectly may not be able to be resolved. Before editing the registry, back up any valuable data.

[image: image101.png]


To use the Registry Editor to modify a database size limit

	1.
Start Registry Editor (regedit).

2.
Locate the following registry subkey:

HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\MSExchangeIS\<SERVER NAME>\Private-<database GUID>
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Note: 

You can get the GUID of a database by running the following command in the Exchange Management Shell: Get-MailboxDatabase -Identity "<server name>\<storage group name>\<database name>" | Format-Table Name, GUID
3.
If the Database Size Limit in GB DWORD exists for the subkey, change its value to the desired size in gigabytes.

4.
If the Database Size Limit in GB DWORD does not exist for the subkey, create a new DWORD with that name, and then set its value to the desired size in gigabytes.


For More Information
For more information about managing storage groups and databases, see Managing Storage Groups and Databases.

To learn more about Registry Editor, see Registry Editor overview.

Managing Public Folders

In Microsoft Exchange Server 2007, all public folder management tasks are performed by Exchange Management Shell. You can also perform a limited number of public folder database management tasks in the Exchange Management Console. To learn more about public folders, see "Understanding Public Folders" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320). For more information about the cmdlets for managing public folders, see "Public Folder Cmdlets" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

This topic lists the management tasks you can perform for public folders, including links to topics that will help you complete the tasks. Unless otherwise noted, these tasks must be performed by using the Exchange Management Shell.

Managing Public Folders

The following topics provide instructions for the management tasks that you can perform for public folders.


How to Create Public Folders

How to Remove Public Folders

How to Configure the Settings of Public Folders

How to Update Public Folders

How to Get Information About Public Folders

How to Get Statistics for Public Folders

How to Update a Public Folder Hierarchy
Managing Mail-Enabled Public Folders

A mail-enabledpublic folder is a public folder that has an e-mail address. Mail-enabling a public folder provides an extra level of functionality to users. In addition to being able to post messages to the folder, users can send e-mail messages to, and sometimes receive e-mail messages from, the public folder. Each mail-enabled folder has an object in the Active Directory directory service that stores its e-mail address, address book name, and other mail-related attributes.

The following topics provide instructions for the management tasks that you can perform for mail-enabled public folders.


How to Mail-Enable Public Folders

How to Mail-Disable Public Folders

How to Get Information About Mail-Enabled Public Folders

How to Configure the Settings of Mail-Enabled Public Folders
Managing Public Folder Databases

The following topics provide instructions for the management tasks that you can perform for public folder databases.
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Note: 

You can perform some public folder database management tasks in the Exchange Management Console. These database management tasks are the only public folder tasks that can be performed in the Exchange Management Console. 


How to Create a New Public Folder Database

How to Remove a Public Folder Database

How to Remove the Last Public Folder Database in the Organization

How to Move Public Folder Content from one Public Folder Database to Another Public Folder Database

How to View or Modify Public Folder Database Settings
Public Folder Content Replication

If you experience a configuration error pertaining to the replication of the public folder hierarchy, you must suspend the replication of public folder content and correct the error. You can resume the replication of public folder content after you have fixed the error, and then let the change replicate throughout the public folder hierarchy. The following topics provide instructions for suspending and resuming public folder content replication:


How to Suspend Public Folder Content Replication

How to Resume Public Folder Content Replication
Public Folder Permissions

When new public folders are created, the public folder inherits the parent folder's administrative and client access permissions. You can use Outlook and the Exchange Management Shell to manage permissions for client users who use and manage public folders. You use the Exchange Management Shell to manage permissions for public folder administrators. For more information about public folder permissions, see "Configuring Public Folder Permissions" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Using Scripts to Manage Public Folders

The commands that you use to manage public folders in the Exchange Management Shell can be combined into a script. You can use scripts that are installed with Exchange 2007 (as well as other scripts), or you can write your own scripts. Running scripts in the Exchange Management Shell can make public folder administration faster and easier by automating complex or frequently performed tasks. To learn more about using scripts for public folder administration, see Scripts for Managing Public Folders in the Exchange Management Shell.

Accessing Public Folder from Outlook Web Access

Access to public folders through Outlook Web Access for Exchange 2007 has two prerequisites that must be met:


The home public folder server for the mailbox database must be an Exchange 2000 or Exchange 2003 server. You can set the home public server by using the Set-MailboxDatabase cmdlet and the publicfolderdatabase parameter.


Use a dedicated server for the Client Access server role. If the server hosting the Client Access server role is also hosting the Mailbox server role, public folder access may not be reliable through that server when accessing Outlook Web Access through the Internet.

For more information about accessing public folders from Outlook Web Access, see "How to Allow Users to Access Public Folders from Outlook Web Access" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For More Information
For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320). 

Scripts for Managing Public Folders in the Exchange Management Shell

Running scripts in the Exchange Management Shell can make public folder administration faster and easier by automating complex or frequently performed tasks. You can use scripts that are installed with Microsoft Exchange Server 2007 and described in this topic (as well as other scripts), or you can write your own scripts. 

The collection of Exchange Management Shell scripts that are described in this topic are installed, by default, at C:\Program Files\Microsoft\Exchange Server\Scripts.

To run these scripts, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about using and writing scripts in Exchange 2007, see "Scripting with the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Server Management Scripts

The following table lists the server management scripts that are included with Exchange 2007. 

	Task
	Script
	Description

	Add a server to the replication list.
	AddReplicaToPFRecursive.ps1
	This script adds a new server to the replication list for a public folder and all the folders beneath it in the hierarchy. If the server is already listed in the replication list for a folder, nothing is changed for that folder. This script accepts the following parameters:


Help   This parameter displays the Help file for the script.


Server   (Optional) This parameter specifies the server to operate against. This server must be an Exchange 2007 Mailbox server that has a public folder database. If you do not use the Server parameter to specify a server, the script will default to the local server.


TopPublicFolder   (Required) This parameter specifies the identity of the folder that is at the top of the public folder tree.


ServerToAdd   (Required) This parameter specifies the server identity to add to the replica list. This server must contain a public folder database.

	Remove a server from the replication list.
	RemoveReplicaFromPFRecursive.ps1
	This script removes a server from the replication list for a public folder and all the folders beneath it in the hierarchy. 

If the server is not listed in the replication list for a folder, nothing is changed for that folder. 

If the server is the only server on the replication list, the list is not changed. This script accepts the following parameters:


Help   This parameter displays the Help file for the script.


Server   (Optional) This parameter specifies the server to operate against. This server must be an Exchange 2007 Mailbox server that has a public folder database. If you do not use the Server parameter to specify a server, the script will default to the local server.


TopPublicFolder   (Required) This parameter specifies the identity of the folder that is at the top of the public folder tree.


ServerToRemove   This parameter specifies the server identity to remove from the replica list. This server must have a public folder database.

	Replace a server in the replication list.
	MoveAllReplicas.ps1
	This script replaces a server with a new server in the replication list for all public folders, including system folders. This script accepts the following parameters:


Help   This parameter displays the Help file for the script.


Server   (Required) This parameter specifies the server to remove. This server must be an Exchange 2007 Mailbox server that contains a public folder database.


NewServer   (Required) This parameter specifies the identity of the server to add to the replica list. This server must contain a public folder database.

	Replace a server in the replication list with a new server.
	ReplaceReplicaOnPFRecursive.ps1
	This script replaces a server with a new server in the replication list for a public folder and all the folders beneath it in the hierarchy. If the server that you want to remove is not listed in the replication list for a particular folder, nothing is changed for that folder. This script accepts the following parameters:


Help   This parameter displays the Help file for the script.


Server   (Optional) This parameter specifies the server to operate against. This server must be an Exchange 2007 Mailbox server that contains a public folder database. If you do not use the Server parameter to specify a server, the script will default to the local server.


TopPublicFolder   (Required) This parameter specifies the identity of the folder that is at the top of the public folder tree.


ServerToRemove   This parameter specifies the server identity to remove from the replica list. This server must contain a public folder database.


ServerToRemove   (Required) This parameter specifies the identity of the server to remove from the replica list. This server must contain a public folder database.


User Management Scripts

The following table lists the user management scripts included with Exchange 2007.

	Task
	Script
	Description

	Add a user to the client permissions list.
	AddUsersToPFRecursive.ps1
	This script adds a user and that user's permissions to the client permissions list for a public folder and all the folders beneath it in the hierarchy. If the user is already listed in the client permissions list for a folder, the user's permissions are updated to the new set that is specified in the script.


Help   This parameter displays the Help file for the script.


Server   (Optional) This parameter specifies the server to operate against. This server must be an Exchange 2007 Mailbox server that contains a public folder database. If you do not use the Server parameter to specify a server, the script will default to the local server.


TopPublicFolder   (Required) This parameter specifies the identity of the folder that is at the top of the public folder tree.


User   (Required) This parameter specifies the identity of the user to whom to add client permissions.


Permissions   (Required) This parameter specifies the client permissions to apply to the user.

	Replace a user with a new user in the client permissions list.
	ReplaceUserWithUserOnPFRecursive.ps1
	This script replaces a user with a new user in the client permissions list for a public folder and all the folders beneath it in the hierarchy. Existing permissions for the first user are retained. Public folders that do not contain permissions for the user are not modified.


Help   This parameter displays the Help file for the script.


Server   (Optional) This parameter specifies the server to operate against. This server must be an Exchange 2007 Mailbox server that has a public folder database. If you do not use the Server parameter to specify a server, the script will default to the local server.


TopPublicFolder   (Required) This parameter specifies the identity of the folder that is at the top of the public folder tree.


UserOld   (Required) This parameter specifies the identity of the user from whom to remove client permissions.


UserNew   (Required) This parameter specifies the identity of the user to whom to add client permissions.

	Replace a user's permissions.
	ReplaceUserPermissionOnPFRecursive.ps1
	This script replaces the permissions of a user in the client permissions list for a public folder with a new set of permissions. It also replaces the permissions for all the folders in the hierarchy beneath that folder. Public folders that do not contain permissions for the user are not modified.


Help   This parameter displays the Help file for the script.


Server   (Optional) This parameter specifies the server to operate against. This server must be an Exchange 2007 Mailbox server that contains a public folder database. If you do not use the Server parameter to specify a server, the script will default to the local server.


TopPublicFolder   (Required) This parameter specifies the identity of the folder that is at the top of the public folder tree.


User   (Required) This parameter specifies the identity of the user for whom to replace client permissions.


Permissions   (Required) This parameter specifies the client permissions to apply to the user.

	Remove a user from the client permissions list.
	RemoveUserFromPFRecursive.ps1
	This script removes a user from the client permissions list for a public folder and from all the folders beneath it in the hierarchy.


Help   This parameter displays the Help file for the script.


Server   (Optional) This parameter specifies the server to operate against. This server must be an Exchange 2007 Mailbox server that contains a public folder database. If you do not use the Server parameter to specify a server, the script will default to the local server.


TopPublicFolder   (Required) This parameter specifies the identity of the folder that is at the top of the public folder tree.


User   (Required) This parameter specifies the identity of the user from whom to remove client permissions.
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Note: 

The users "Default" and "Anonymous" cannot be removed from the permissions list. Any attempt to do so effectively replaces their permissions with "None."


For More Information
To learn more about public folders, see "Understanding Public Folders" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about public folder permissions, see "Configuring Public Folder Permissions" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about managing public folders, see Managing Public Folders.

For more information about using scripts to manage public folders in Exchange 2007, see "Scripting with the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

How to Create Public Folders

This topic explains how to use the Exchange Management Shell to create new public folders. When you create a new public folder, the only required attribute is the folder name. After the folder has been created, you can use the Set-PublicFolder cmdlet to configure other folder properties.
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Note: 

You can also create public folders by using a client program such as Microsoft Outlook. To create public folders in Outlook, in the Navigation Pane, right-click Public Folder, and then click New Folder.

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform this procedure, be aware of the following:


In Exchange Server 2007, public folders are managed only in the Exchange Management Shell. You cannot use the Exchange Management Console.


By default, a public folder inherits the settings of its parent folder. To modify the settings of a public folder, use the Set-PublicFolder cmdlet. For more information about the Set-PublicFolder cmdlet, see "Set-PublicFolder" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).
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To use the Exchange Management Shell to create a new public folder


To create a new public folder in the root of the public folder tree on the closest mailbox server that has a public folder database, run the following command:

New-PublicFolder -Name "My Public Folder"
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Note: 

If you do not specify a server, the cmdlet checks if the local server is an Exchange 2007 mailbox server that has a public folder database. If it is, the public folder is created locally. If it is not, Exchange finds the closest (by site cost) Exchange 2007 Mailbox server that has a public folder database on which to create the public folder.


To create a new public folder named "Pending" in an existing public folder named "Legal" on the mailbox server named "My Server," run the following command:

New-PublicFolder -Name "Pending" -Path \Legal -Server "My Server"




For detailed syntax and parameter information, see "New-PublicFolder" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information

For a list of the Exchange Management Shell cmdlets that you can use to manage public folders, see Managing Public Folders.


For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).


For more information about managing public folders, see Managing Public Folders.

How to Remove Public Folders

This topic explains how to use the Exchange Management Shell to remove a public folder.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform this procedure, be aware of the following:


In Microsoft Exchange Server 2007, public folders are managed only in the Exchange Management Shell. You cannot use the Exchange Management Console.


You will not be prompted to verify your intent to remove a public folder. If you want to test the command before you run it, you can add the WhatIf parameter. For more information about using the WhatIf parameter, see "WhatIf, Confirm, and Validate Parameters" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to remove a public folder


To remove a public folder, run the following command:

Remove-PublicFolder -Identity "\My Public Folder"


To remove a public folder and specify the server from which to remove it, run the following command:

Remove-PublicFolder -Identity "\My Public Folder" -Server "My Server"


To test the previous command without making any modifications, run the following command.

Remove-PublicFolder -Identity "\My Public Folder" -WhatIf


To remove the public folder named "\My Public Folder" and all of its subfolders (that is, to run the command recursively), run the following command: 

Remove-PublicFolder -Identity "\My Public Folder" -Recurse: $True




For More Information

For a list of the Exchange Management Shell cmdlets that you can use to manage public folders, see Managing Public Folders.


For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).


For more information about managing public folders, see Managing Public Folders.

How to Configure the Settings of Public Folders

This topic explains how to use the Exchange Management Shell to configure the settings of public folders.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform this procedure, be aware of the following:


In Microsoft Exchange Server 2007, public folders are managed only in the Exchange Management Shell. You cannot use the Exchange Management Console.


You cannot use the Set-PublicFolder cmdlet to mail-enable or mail-disable a public folder. To mail-enable a public folder, use the Enable-MailPublicFolder cmdlet. To mail-disable a public folder, use the Disable-MailPublicFolder cmdlet. 


You can use the Set-PublicFolder cmdlet to configure only the non-mail-related settings of mail-enabled public folders. If you want to configure mail-related settings of mail-enabled public folders, use the Set-MailPublicFolder cmdlet 


Not all the Set-PublicFolder cmdlet parameters are discussed in this topic. For detailed syntax and parameter information, see "Set-PublicFolder" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).
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To use the Exchange Management Shell to configure the settings of a public folder


To specify that a public folder can use storage size limits other than the values that are set on the public folder database, run the following command:

Set-PublicFolder -Identity "\My Public Folder" -UseDatabaseQuotaDefaults: $False


To specify that over-storage-quota warnings should be sent when the size of the public folder exceeds 10 megabytes (MB), run the following command: 

Set-PublicFolder -Identity "\My Public Folder" -StorageQuota 10MB
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Note: 

The -StorageQuota parameter cannot be used when the –UseDatabaseQuotaDefaults parameter is set to $True.


To set a public folder so that it does not use the default replication schedule of the public folder database, run the following command:

Set-PublicFolder "\My Public Folder" -UseDatabaseReplicationSchedule: $False


To set a public folder so that it always uses the default replication schedule of the public folder database, run the following command:

Set-PublicFolder "\My Public Folder" -ReplicationSchedule Always


To set a public folder so that it replicates only during the weekend, run the following command:

Set-PublicFolder \MyPublicFolder -ReplicationSchedule "Saturday.12:00 AM-Monday.12:00 AM"
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Note: 

The public folder replication schedule uses the "Weekday.Hour:Minute [AM/PM] - Weekday.Hour:Minute [AM/PM]" format. 


For detailed syntax and parameter information, see "Set-PublicFolder" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information

For a list of the Exchange Management Shell cmdlets that you can use to manage public folders, see Managing Public Folders.


For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).


For more information about managing public folders, see Managing Public Folders.

How to Update Public Folders

This topic explains how to use the Exchange Management Shell to update the public folders in a specified public folder's replication list.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform this procedure, be aware that public folders are managed only in the Exchange Management Shell. You cannot use the Exchange Management Console. 
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To use the Exchange Management Shell to update a public folder

	
To update the folders in the replication list of the public folder named "My Public Folder" that resides on the server named "My Server," run the following command:

Update-PublicFolder "\My Public Folder" -Server "My Server"
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Note: 

The Server parameter specifies the identity of a Mailbox server with a public folder database that is the source of the replication.


For detailed syntax and parameter information, see "Update-PublicFolder" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information

For a list of the Exchange Management Shell cmdlets that you can use to manage public folders, see Managing Public Folders.


For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).


For more information about managing public folders, see Managing Public Folders.

How to Get Information About Public Folders

This topic explains how to use the Exchange Management Shell to get information about public folders.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320). 

Also, before you perform this procedure, be aware of the following:


In Microsoft Exchange Server 2007, public folders are managed only in the Exchange Management Shell. You cannot use the Exchange Management Console. 


By default, system folders are not displayed. (For example, they are not displayed when you run the command Get-PublicFolder -Identity "\" -Recurse | Format-List Name, which shows the names of all the other public folders.) To view the system folders, you must specify the system folder root, for example, Get-PublicFolder -Identity \NON_IPM_SUBTREE -Recurse | Format-List Name. 


By default, the maximum number of public folders about which information is returned is 10,000. You can change this default number by using the ResultSize parameter. The ResultSize parameter must be used in combination with either the Recurse or the GetChildren parameter. For more information about using the ResultSize parameter, see the examples listed in the following procedure.
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Important: 

You can use the Get-PublicFolder cmdlet to get information about only mail-enabled public folders. You cannot use it to get mail-related information. If you want to get mail-related information about mail-enabled public folders, use the Get-MailPublicFolder cmdlet.
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To use the Exchange Management Shell to get information about public folders


To get information about the root public folder, run one of the following commands:

Get-PublicFolder

-or-

Get-PublicFolder -Identity "\"


To get the names of the root public folder and all the public folders below it in the hierarchy, run the following command:

Get-PublicFolder -Recurse | Format-List Name
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Note: 

By default, system folders are not displayed. (For example, they are not displayed when you run the command Get-PublicFolder -Recurse | Format-List Name.) To view the system folders, you must specify the system folder root. For details, see the following example.


To get the names of all the system folders (which are not displayed by default), run the following command (starting at the system folder root, \Non_IPM_SUBTREE):

Get-PublicFolder -Identity \NON_IPM_SUBTREE -Recurse | Format-List Name 


To get information about the public folder named "Legal" in the root public folder of the server named "My Server," run the following command:

Get-PublicFolder -Identity "\Legal" -Server "My Server"


To get information about the public folder named "Pending Cases" contained in the "Legal" folder, run the following command:

Get-PublicFolder -Identity "\Legal\Pending Cases"


To get information about the public folder named "Legal" and all the public folders contained within it, run the following command:

Get-PublicFolder -Identity "\Legal" -Recurse


To get information about just the public folders that are contained within the public folder named "Legal" (but not the parent "Legal" folder or children of the children), run the following command:

Get-PublicFolder -Identity "\Legal" -GetChildren


To get just the names of all public folders, run the following command. This command pipes the output of the Get-PublicFolder cmdlet to the Format-List cmdlet.

Get-PublicFolder -Recurse | Format-List Name


To get the names of all public folders in the folder named "Legal," but limit the number of results that are returned to 100, run the following command:

Get-PublicFolder -Identity "Legal" -Recurse -ResultSize 100 | Format-List Name
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Note: 

You can only use the ResultSize parameter in combination with the Recurse or GetChildren parameters.


To get the names of all public folders in the folder named "Legal," with no limit on the number of results that are returned, run the following command:

Get-PublicFolder -Identity "Legal" -Recurse -ResultSize Unlimited | Format-List Name
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Note: 

You can only use the ResultSize parameter in combination with the Recurse or GetChildren parameters.


For detailed syntax and parameter information, see "Get-PublicFolder" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information

For a list of the Exchange Management Shell cmdlets that you can use to manage public folders, see Managing Public Folders.


For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).


For more information about managing public folders, see Managing Public Folders.

How to Mail-Enable Public Folders

This topic explains how to use the Exchange Management Shell to mail-enable public folders.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform this procedure, be aware of the following:


You must create a public folder before you can mail-enable it. For information about how to create public folders, see How to Create Public Folders.


In Microsoft Exchange Server 2007, public folders are managed only in the Exchange Management Shell. You cannot use the Exchange Management Console.
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To use the Exchange Management Shell to mail-enable a public folder

	
To mail-enable a public folder, run the following command:

Enable-MailPublicFolder -Identity "\My Public Folder"


To mail-enable a public folder on a specific server, run the following command:

Enable-MailPublicFolder -Identity "\My Public Folder" -Server "My Server"
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Note: 

If you do not specify a server, the cmdlet checks whether the local server is an Exchange 2007 Mailbox server that has a public folder database. If it is, the public folder is created locally. If it is not, Exchange finds the closest (by site cost) Exchange 2007 Mailbox server that has a public folder database on which to create the public folder.


To mail-enable a public folder, but hide the folder in address lists, run the following command:

Enable-MailPublicFolder -Identity "\My Public Folder" -HiddenFromAddressListsEnabled $True




For detailed syntax and parameter information, see "Enable-MailPublicFolder" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information

For a list of the Exchange Management Shell cmdlets that you can use to manage public folders, see Managing Public Folders.


For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).


For more information about managing public folders, see Managing Public Folders.

How to Mail-Disable Public Folders

This topic explains how to use the Exchange Management Shell to mail-disable public folders.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform this procedure, be aware that public folders are managed only in the Exchange Management Shell. You cannot use the Exchange Management Console.
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To use the Exchange Management Shell to mail-disable a public folder


To mail-disable a public folder, run the following command:

Disable-MailPublicFolder -Identity "\My Public Folder"


To mail-disable a public folder on a specific server, run the following command:

Disable-MailPublicFolder -Identity "\My Public Folder" -Server "My Server"




For detailed syntax and parameter information, see "Disable-MailPublicFolder" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information

For a list of the Exchange Management Shell cmdlets that you can use to manage public folders, see Managing Public Folders.


For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about managing public folders, see Managing Public Folders.

How to Get Information About Mail-Enabled Public Folders

This topic explains how to use the Exchange Management Shell to get mail-related information about mail-enabled public folders. 

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform this procedure, be aware of the following:


In Microsoft Exchange Server 2007, public folders are managed only in the Exchange Management Shell. You cannot use the Exchange Management Console.


By default, the maximum number of public folders about which information is returned is 10,000. You can change this default number by using the ResultSize parameter. The ResultSize parameter must be used in combination with either the Recurse or the GetChildren parameter. For more information about using the ResultSize parameter, see the examples listed in the following procedure.


Not all the Get-MailPublicFolder cmdlet parameters are described in this topic. For detailed syntax and parameter information, see "Get-MailPublicFolder" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).
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Important: 

You can use the Get-MailPublicFolder cmdlet to get mail-related information about only mail-enabled public folders. You cannot use it to get other, non-mail-related information. If you want to get non-mail-related information about a mail-enabled public folder, use the Get-PublicFolder cmdlet.
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To use the Exchange Management Shell to get information about a mail-enabled public folder


To get the names of all mail-enabled public folders, run the following command:

Get-PublicFolder "\" -Recurse -ResultSize Unlimited | Get-MailPublicFolder -ErrorAction SilentlyContinue | Format-List Name
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Note: 

Setting the ErrorAction parameter to SilentlyContinue suppresses the display of errors when non-mail-enabled folders are encountered by the command.


To get mail-related information about a mail-enabled public folder, run the following command:

Get-MailPublicFolder -Identity "\My Mail-Enabled Public Folder"


To get mail-related information about the mail-enabled public folder named "Pending Cases" contained in the "Legal" folder, run the following command:

Get-MailPublicFolder -Identity "\Legal\Pending Cases"


To get mail-related information about a mail-enabled public folder and specify the domain controller to which to connect, run the following command:

Get-MailPublicFolder -Identity "\My Mail-Enabled Public Folder" -DomainController "My DomainController" 




For detailed syntax and parameter information, see "Get-MailPublicFolder" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information

For a list of the Exchange Management Shell cmdlets that you can use to manage public folders, see Managing Public Folders.


For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about managing public folders, see Managing Public Folders.

How to Create a New Public Folder Database

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to create a new public folder database.
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Note: 

You can perform some public folder database management tasks (including this one) in the Exchange Management Console. However, all other public folder management tasks are performed in the Exchange Management Shell.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Organization Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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Note: 

Creating the first public folder database in an organization requires Exchange Organization Administrator permissions.

Also, before you perform this procedure, be aware that a server can contain only one public folder database.
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To use the Exchange Management Console  to create a new public folder database

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Server Configuration, and then click Mailbox.

3.
In the result pane, click the server on which you want to create the new public folder database.

4.
In the work pane, click the storage group in which you want to create the new public folder database.

5.
In the action pane, click New Public Folder Database. The New Public Folder Database wizard appears.

6.
In the Public folder database name box, type the name of the new public folder database.

7.
(Optional) If you want to specify the location of the public folder database files, click Browse, and then enter the name and location of the new Exchange database file (.edb) for the public folder.

8.
Select or clear the Mount this database check box. The default condition is to mount the database at the completion of the wizard.

9.
Click New. The Completion page appears, indicating whether the public folder database was created successfully. This page also displays the Exchange Management Shell command that was used to create the public folder database.
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To use the Exchange Management Shell to create a new public folder database

	
Run the following command:

New-PublicFolderDatabase -Name "My Public Folder Database" -StorageGroup "Second Storage Group"

Where "My Public Folder Database" is the name of the public folder database, and "Second Storage Group" is the identity of the storage group in which you want to create the public folder database. 
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Note: 

There are multiple ways to specify the identity of the storage group (for example, by the storage group's GUID). For detailed syntax and parameter information, see "New-PublicFolderDatabase" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).
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Important: 

The new public folder database is created in the dismounted state. To mount the new database, run the following command: Mount-Database -Identity "My Public Folder Database". For more information about how to mount databases, see How to Mount a Database.


For detailed syntax and parameter information, see "New-PublicFolderDatabase" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information

For a list of the Exchange Management Shell cmdlets that you can use to manage public folders, see Managing Public Folders.


For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about managing public folders, see Managing Public Folders.

How to Remove a Public Folder Database

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to remove a public folder database. 
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Important: 

If you are removing the last public folder database in the organization, see How to Remove the Last Public Folder Database in the Organization.

Before You Begin
To perform these tasks, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform the procedures in this topic, be aware of the following:


You cannot delete a public folder database that contains data. To remove data from a public folder database, delete any unnecessary public folders, and then move the remaining folder replicas in that database to a public folder database on another server. 
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Important: 

Moving public folders replicas to another server will require replication of the folder hierarchy and the contents to the target server. For more information about how to update public folder content, see How to Update Public Folders. For more information about how to update public folder hierarchy, see "How to Update a Public Folder Hierarchy" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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Caution: 

The replication of public folders requires that the Hub Transport role be installed.

For more information about moving replicas, see the procedure titled "To move all content from a public folder database that you are removing to a public folder database on another server" later in this topic.


If any mailbox databases are associated with the public folder database that is to be removed, you must configure another public folder database as their default public folder database.


When you remove a public folder database, the Exchange database (.edb) file for the database and other files that are associated with the database are not automatically deleted. If you want to remove these files from the hard drive, you must delete them manually. The default location for these files is C:\Program Files\Microsoft\ExchangeServer\Mailbox\<storage group name>\<public folder database name>.


This process may take several hours to complete depending on the replication interval you have set and the amount of information that needs to be replicated..
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To remove a public folder database

	1.
Identify all mailbox databases that use the public folder database that you want to remove as their default public folder database.

2.
Select another public folder database as the default public folder database for the mailbox databases that you identified in Step 1.

3.
Delete any unnecessary public folders.

4.
Use the Exchange Management Shell to move all of the content from the database you are removing to another server's public folder database. (For more information, see the detailed procedure later in this topic.)

5.
Use the Exchange Management Console or the Remove-PublicFolderDatabase cmdlet in the Exchange Management Shell to remove the public folder database. (For more information, see the detailed procedures later in this topic.)
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To move all content from a public folder database that you are removing to a public folder database on another server

	1.
Start the Exchange Management Shell.

2.
If necessary, run the following command to change directories to the folder that contains the Exchange management scripts:

Set-Location "C:\Program Files\Microsoft\Exchange Server\Scripts"

3.
To move all folder content from the database that you are removing to a public folder database on another server, run the following command:

.\MoveAllReplicas.ps1 -Server MySourceServer -NewServer MyTargetServer
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Note: 

This script operates by modifying the public folder replicas in a server's public folder hierarchy table. When you run the script, first the hierarchy changes are replicated, and then the contents of the public folders are replicated.
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Note: 

When you run this script, both the source and target servers must have a public folder database, and at least one of them must be a Microsoft Exchange Server 2007 Mailbox server.
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Note: 

When you run this script, an Exchange 2007 server that has the Hub Transport server role installed is required for replication to and from an Exchange 2007 public folder database.

4.
When the script completes in the Exchange Management Shell, wait until all content is moved to the new server.. To check how many folders remain to be moved to the new server, run the following command. (When the move is completed, this command returns no results.)

Get-PublicFolderStatistics -Server <server with public folder database to be removed>
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Important: 

This process may take several hours to complete depending on the replication interval you have set and the amount of information that needs to be replicated.
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Note: 

If the source database is dismounted before all its contents are moved, remount the database and run the MoveAllReplicas script again.
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To use the Exchange Management Console to remove a public folder database

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Server Configuration, and then click Mailbox.

3.
In the result pane, click the server from which you want to remove the public folder database.

4.
In the work pane, expand the storage group from which you want to remove the public folder database, and then click the public folder database that you want to remove.

5.
In the action pane, click Remove. A message appears asking if you are sure that you want to remove the database. Click Yes.

6.
A Microsoft Exchange Warning page appears, indicating that the database was successfully removed and reminding you to manually remove the database file.
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To use the Exchange Management Shell to remove a public folder database

	1.
To use the Exchange Management Shell to remove a public folder database, run the following command:

Remove-PublicFolderDatabase -Identity "<server>\<storage group>\<public folder database>"

2.
A message appears asking you to confirm that you want to perform this action. Enter Y.

3.
A warning appears, indicating that the database was removed and reminding you to manually remove the database file.


For More Information
For a list of the Exchange Management Shell cmdlets that you can use to manage public folders, see Managing Public Folders. 

For more information about removing the last public folder database in the organization, see How to Remove the Last Public Folder Database in the Organization.

For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
For more information about managing public folders, see Managing Public Folders.

For more information about using the Exchange Management Shell scripts to manage public folders in Exchange 2007, see Scripts for Managing Public Folders in the Exchange Management Shell.

How to Remove the Last Public Folder Database in the Organization

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to remove the last public folder database in the organization. 
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Important: 

If you are not removing the last public folder database in the organization, see How to Remove a Public Folder Database.

Before You Begin
To perform these tasks, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform the procedures in this topic, be aware of the following:


You can remove the last public folder database in the organization only if there are no Exchange Server 2003 or earlier servers in the organization. However, if you remove the last public folder database, only users running Microsoft Office Outlook 2007 or Outlook Web Access will be able to connect to your Exchange organization. Do not remove the last public folder database if your organization uses public folders to distribute organizational forms or to replicate free/busy information to or from another Exchange organization.


The last public folder database in the organization cannot be removed while any offline address books (OABs) are configured for public folder distribution. For additional information about reconfiguring OABs, see the procedures that follow and the topic Managing Offline Address Books.


When you remove a public folder database, the Exchange database (.edb) file for the database and other files associated with the database are not automatically deleted. If you want to remove these files from the hard drive, you must delete them manually. The default location for the files is C:\Program Files\Microsoft\ExchangeServer\Mailbox\<storage group name>\<public folder database name>.
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To remove the last public folder database in the organization

	1.
Verify that no OABs in the organization are configured for public folder distribution. For more information, see Managing Offline Address Books.

2.
Run the following commands to remove all user and system public folders:


Get-PublicFolder -Server <server with public folder database> "\" -Recurse -ResultSize:Unlimited | Remove-PublicFolder -Server <server with public folder database> -Recurse -ErrorAction:SilentlyContinue

Get-PublicFolder -Server <server with public folder database> "\Non_Ipm_Subtree" -Recurse -ResultSize:Unlimited | Remove-PublicFolder -Server <server with public folder database> -Recurse -ErrorAction:SilentlyContinue
3.
Use the Exchange Management Console or the Remove-PublicFolderDatabase cmdlet in the Exchange Management Shell to remove the public folder database. (For more information, see the detailed procedures later in this topic.)
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Note: 

When the last public folder database in the organization is removed, the default public folder database for all mailbox databases is automatically set to null.
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To use the Exchange Management Console to remove the last public folder database

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Server Configuration, and then click Mailbox.

3.
In the result pane, click the server from which you want to remove the public folder database.

4.
In the work pane, expand the storage group from which you want to remove the public folder database, and then click the public folder database that you want to remove.

5.
In the action pane, click Remove. A message appears asking if you are sure that you want to remove the database. Click Yes.

6.
A message appears stating that you are attempting to remove the last public folder database in the organization and warns that if you remove the database, all of its contents will be lost and only users running Outlook 2007 will be able to connect to your Exchange organization. You must then verify that you want to delete the last public folder database. Click Yes.

7.
A Microsoft Exchange Warning page appears, indicating that the database was successfully removed and reminding you to manually remove the database file.
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To use the Exchange Management Shell to remove the last public folder database

	1.
To use the Exchange Management Shell to remove a public folder database, run the following command:

Remove-PublicFolderDatabase -Identity "<server>\<storage group>\<public folder database>"

2.
A message appears asking you to confirm that you want to perform this action. Enter Y.

3.
A message appears stating that you are attempting to remove the last public folder database in the organization and warns that if you remove the database, all of its contents will be lost and only users running Outlook 2007 will be able to connect to your Exchange organization. You must then verify that you want to delete the last public folder database. Enter Y.

4.
A warning appears, indicating that the database was removed and reminding you to manually remove the database file.


For More Information
For a list of the Exchange Management Shell cmdlets that you can use to manage public folders, see Managing Public Folders.

For more information about removing a public folder database that is not the last one in the organization, see How to Remove a Public Folder Database.

For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
For more information about managing public folders, see Managing Public Folders.

For more information about using the Exchange Management Shell scripts to manage public folders in Microsoft Exchange Server 2007, see Scripts for Managing Public Folders in the Exchange Management Shell.

How to Move Public Folder Content from one Public Folder Database to Another Public Folder Database

This topic explains how to use the Exchange Management Shell to move public folders to a different database or server. 
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Note: 

You cannot use the Exchange Management Console to perform this procedure.

When moving public folders, there are two scenarios to consider:


Move all public folder content in a database to a new public folder database   To move all public folders in a public folder database to a new public folder database, use the MoveAllReplicas.ps1 script. This script replaces a server with a new server in the replication list for all public folders, including system folders. For more information about using public folder scripts, see Scripts for Managing Public Folders in the Exchange Management Shell.


Move content in a tree of folders from one server to another   To move all the replicas of a public folder subtree from one server to another server, use the ReplaceReplicaOnPFRecursive.ps1 script. This script adds a new server to the replication list for a public folder and all the folders that are beneath it in the hierarchy. If the server is already listed in the replication list for a folder, nothing is changed for that folder. For more information about using public folder scripts, see Scripts for Managing Public Folders in the Exchange Management Shell.

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to move all public folder content in a database to a new public folder database


To move all public folder content from Server01 to Server02, run the following command:

MoveAllReplicas.ps1 -Server Server01 -NewServer Server02
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To use the Exchange Management Shell to move content in a tree of folders from one server to another 

	
To move the public folder called Legal and all of the folders within that hierarchy from Server01 to Server02, run the following command:

ReplaceReplicaOnPFRecursive.ps1 -TopPublicFolder "\Legal" -ServerToAdd Server02 -ServerToRemove Server01 




For detailed syntax and parameter information, see "Set-PublicFolder" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about public folders, see the following topics:


Managing Public Folders

How to Create a New Public Folder Database
How to Suspend Public Folder Content Replication

This topic explains how to use the Exchange Management Shell to suspend the replication of public folder content. 
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Note: 

Suspending public folder replication applies only to content replication. Hierarchical replication will continue normally.

If you experience a configuration error pertaining to the replication of the public folder hierarchy, you must suspend the replication of public folder content and correct the error. You can resume the replication of public folder content after you have fixed the error, and then let the change replicate throughout the public folder hierarchy. For more information about how to resume public folder replication, see How to Resume Public Folder Content Replication.
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Note: 

You cannot use the Exchange Management Console to perform this procedure. 

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Organization Administrators role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to suspend the replication of public folder content


Run the following command:

Suspend-PublicFolderReplication




For detailed syntax and parameter information, see "Suspend-PublicFolderReplication" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing public folders, including a list of the Exchange Management Shell cmdlets for public folder management, see Managing Public Folders.

For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
How to Get Statistics for Public Folders

This topic explains how to use the Exchange Management Shell to get public folder statistics, such as the display name, creation time, last modified time, and item size. The following figure illustrates the statistics as they appear in the Exchange Management Shell.

Public folder statistics
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Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Server Administrators role and local Administrators group for the target server

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

	[image: image155.png]


To use the Exchange Management Shell to get public folder statistics


Run the following command:

Get-PublicFolderStatistics -Identity <PublicFolderIdParameter>

For example, to get the statistics for a public folder named Marketing with a piped command to format the list, run the following command:

Get-PublicFolderStatistics -Identity \Marketing | fl
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Note: 

The value for the Identity parameter must include the path. For example, if the public folder named Marketing existed under a parent folder named Business, you would provide the following value: "\Business\Marketing"


For detailed syntax and parameter information, see "Get-PublicFolderStatistics" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For a list of the Exchange Management Shell cmdlets that you can use to manage public folders, see Managing Public Folders.

For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
How to Resume Public Folder Content Replication

This topic explains how to use the Exchange Management Shell to resume public folder content replication. 
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Note: 

You cannot use the Exchange Management Console to perform this procedure.

You will need to resume public folder content replication if public folder content replication has stopped or if you have suspended replication due to a configuration error pertaining to the replication of the public folder hierarchy. If you suspended replication due to this configuration error, you must first correct the error, and then let the change replicate throughout the public folder hierarchy.

For more information about how to suspend public folder content replication, see How to Suspend Public Folder Content Replication.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Organization Administrators role

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to resume the replication of public folder content

	
Run the following command:

Resume-PublicFolderReplication




For detailed syntax and parameter information, see "Resume-PublicFolderReplication" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing public folders, including a list of the Exchange Management Shell cmdlets for public folder management, see Managing Public Folders.

For more information about using the Exchange Management Shell, see "Using the Exchange Management Shell" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
Managing Address Lists

An address list is a collection of recipient and other Active Directory directory service objects. Each address list can contain one or more types of objects (for example, users, contacts, groups, public folders, conferencing, and other resources). Microsoft Exchange Server address lists also provide a mechanism to partition mail-enabled objects in Active Directory for the benefit of specific groups of users.

This topic lists the management tasks you can perform for address lists, including links to topics that will help you complete the task. Unless otherwise noted, these tasks can be performed by using the Exchange Management Console or the Exchange Management Shell:


How to Create an Address List
If you use the Exchange Management Console for this task, the New Address List wizard will guide you through the process of creating and applying the new address list. When you create an address list, you are essentially creating a blank container with settings. The container is not populated with recipients until the address list has been applied. If you use the Exchange Management Shell, you will use the New-AddressList cmdlet to create the address list and the Update-AddressList cmdlet to apply it.


How to Create an Address List By Using Recipient Filters
In Microsoft Exchange Server 2003 and Exchange 2000 Server, the graphical user interface (GUI) for filtering address lists was complex, containing nested lists that had hundreds of properties. In Exchange Server 2007, the most common filters are defined as precanned filters, which contain a simple and intuitive filter control. For the few users that require advanced filtering requirements not met by precanned filters, these custom filters can be defined using the OPath filter syntax in the Exchange Management Shell. OPath is a querying language designed to query object data sources. For more information about precanned filters and the OPATH filter syntax, see "Creating Filters in Recipient Commands" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

You can create a custom address list by using attributes not available to the New Address List wizard, such as Active Directory user attributes. The Exchange Management Shell uses OPath for the filtering syntax. You cannot use the Exchange Management Console to create a custom attribute by using recipient filters. You must use the Set-AddressList cmdlet in the Exchange Management Shell.


How to Edit an Address List
If you use the Exchange Management Console for this task, the Edit Address List wizard will guide you through the process of editing and applying the address list. If you use the Exchange Management Shell, you will use the Set-AddressList cmdlet to edit the address list and the Update-AddressList cmdlet to apply it.


How to Apply Address Lists
When you create an address list, you are essentially creating a blank container with settings. The container is not populated with recipients until the address list has been applied. You will need to apply an address list for the following conditions:


You create or remove mail-enabled recipients. To update the membership of an existing address list so that these recipients are added or removed from the list, you must apply the address list.


The address list filter rule has been edited. To update the membership of the address list to include new recipients and remove those who no longer meet the filtering criteria, you must apply the address list. 

If you use the Exchange Management Console for this task, you can use the Apply Address List wizard to apply an existing address list. The New Address List and Edit Address List wizards also allow you to apply the address list as you create or edit it. However, if you use the Exchange Management Shell, you must always use the Update-AddressList cmdlet to apply the address list.


How to Remove an Address List

How to Move an Address List
You cannot use the Exchange Management Console to move an address list to a new container. You must use the Move-AddressList cmdlet in the Exchange Management Shell.

For More Information
For more information about global address lists, see Managing Global Address Lists.

For detailed syntax and parameter information about the various address list cmdlets, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424):


New-AddressList

Get-AddressList

Set-AddressList

Update-AddressList

Move-AddressList

Remove-AddressList
For more information about creating recipient filters, see "Creating Filters in Recipient Commands" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

How to Create an Address List

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to create and apply a new address list. Address lists are a collection of recipient and other Active Directory directory service objects. Each address list can contain one or more types of objects (for example, users, contacts, groups, public folders, conferencing, and other resources). The global address list (GAL) can contain thousands of recipients, and you can create address lists that contain recipients with common attributes to help users in your organization find what they are looking for more easily. Furthermore, address lists are populated dynamically. When new users are added to your organization, they are automatically added to all the appropriate address lists. To learn more about managing address lists, see Managing Address Lists. 

Before You Begin
To perform the following procedure, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform the procedure in this topic, be aware that the conditions listed in the New Address List wizard are the predefined conditions in the Exchange Management Console. If you want to specify conditions other than the ones available in the wizard, you must use the Exchange Management Shell to create a custom query for the address list. Keep in mind that the filter and condition settings for address lists that have custom recipient filters can be managed only by using the Exchange Management Shell. To learn more about how to use the Exchange Management Shell to create a custom filter, see How to Create an Address List By Using Recipient Filters.
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To use the Exchange Management Console to create an address list

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Organization Configuration, and then click Mailbox.

3.
In the action pane, click New Address List. The New Address List wizard appears.

4.
On the Introduction page, complete the following fields:

Name   Use this text box to create the display name for the new address list. The name can contain as many as 64 characters including wildcard characters, but cannot contain the backslash character (\).

Container   Click Browse to select the path to the container for the address list. To add the address list as a child to an existing address list, click the existing address list you want, and then click OK. To create a new parent address list, click All Address Lists, and then click OK. For more information about creating parent or child address lists, see Managing Address Lists.

Include these recipient types   Select the types of recipients for the address list. You can select None, All recipient types, or The following specific types:


Users with Exchange mailboxes   Select this check box if you want the address list to apply to users with Microsoft Exchange Server 2007 mailboxes. Users with Exchange mailboxes are those that have a user domain account and a mailbox in the Exchange organization.


Users with external e-mail addresses   Select this check box if you want the address list to apply to users with external e-mail addresses. Users with external e-mail accounts have user domain accounts in Active Directory, but use e-mail accounts that are external to the organization. This enables them to be included in the GAL and added to distribution lists.


Resource mailboxes   Select this check box if you want the address list to apply to Exchange resource mailboxes. Resource mailboxes allow you to administer company resources through a mailbox, such as a conference room or company vehicle.


Contacts with external e-mail addresses   Select this check box if you want the address list to apply to contacts with external e-mail addresses. Contacts with external e-mail accounts do not have user domain accounts in Active Directory, but the external e-mail address is available in the GAL.


Mail-enabled groups   Select this check box if you want the address list to apply to security groups or distribution groups that have been mail-enabled. Mail-enabled groups are similar to distribution groups. E-mail messages that are sent to a mail-enabled group account will be delivered to several recipients.

5.
Click Next.

6.
On the Conditions page, complete the following fields:

Step 1: Select condition(s)   Use this section to select one or more conditions for your address list. If you do not want to set any conditions for the list, do not select any of the check boxes. The Introduction page of this wizard allows you to specify the scope of recipients for this address list. Selecting conditions will further restrict the membership of the address list to only those recipients within the scope that match the specific conditions. You can select from the following conditions:


Recipient is in a State or Province   Select this check box if you want the address list to only include recipients from specific states or provinces. This information is contained on the Address and Phone tab in the recipient's properties.


Recipient is in a Department   Select this check box if you want the address list to include only recipients in specific departments. This information is contained on the Organization tab in the recipient's properties.


Recipient is in a Company   Select this check box if you want the address list to include only recipients in specific companies. This information is contained on the Organization tab in the recipient's properties.


Custom Attribute equals Value   There are 15 custom attributes for each recipient. There is a separate condition for each custom attribute. If you want the address list to include only recipients that have a specific value set for a specific custom attribute, select the check box that corresponds to that custom attribute.
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Note: 

The State or Province, Department, and Company conditions are based on attributes that are applicable only to mailboxes, mail users, and mail contacts. These conditions do not apply to mail-enabled distribution groups. If you configure any of these conditions for an address list, you will in effect be excluding all mail-enabled distribution groups.

Step 2: Edit the condition(s) (click an underlined value)   If you select any conditions in Step 1, each condition you select will append to the definition of the address list. For example, if you selected the Recipient is in a State or Province check box in Step 1, you will see the in the specified State or Province(s) condition in Step 2.

For each condition, click the underlined term to create your condition. By default, the underlined term for new conditions will read specified. After you edit the condition, the underlined term will change to the value that you specified.

If you click an underlined value for the State or Province, Department, or Company conditions, a dialog box appears in which you can specify the values for the condition. To create values for the condition, use the following buttons in the dialog box:


Add   Enter a value in the text box and click Add. You can add more than one value, but you cannot enter duplicate values.


Edit   To modify an existing value, select it from the list, and then click Edit. 


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   To remove an existing value, select it from the list, and then click [image: image162.png]


.

If you click an underlined value for a custom attribute condition, a dialog box appears in which you can specify the value for the condition. You can specify a single value for each custom attribute. Type the value in the text box and click OK.
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Important: 

The values that you enter in these dialog boxes must exactly match those that appear in the recipient's properties. For example, if you enter Washington in the Specify State or Province dialog box, but the Address and Phone tab in the recipient's properties lists the state as WA, the condition will not be met.

Preview   Click this button to view the recipients that will be contained in the address list, based on the conditions that you specified.

7.
 Click Next.

8.
On the Schedule page, complete the following fields:

Apply the address list   Select one of the following options to specify when the address list should be applied:


Immediately   Click this button to apply the address list as soon as it is created.


At the following time   Click this button and use the corresponding drop-down lists to specify a time to apply the new address list.

Cancel tasks that are still running after (hours)   Select this check box and use the corresponding text box to specify how long the new address list task will run. The default is 8 hours.

9.
Click Next.

10.
On the New Address List page, review your configuration settings. Click New to create the address list. Click Back to make configuration changes.

11.
On the Completion page, confirm whether the address list was created successfully. A status of Completed indicates that the wizard completed the task successfully. A status of Failed indicates that the task was not completed. If the task fails, review the summary for an explanation, and then click Back to make any changes.

12.
Click Finish to complete the New Address List wizard.

	[image: image164.png]


To use the Exchange Management Shell to create an address list


Run the following command to create an address list by using the conditional parameters:

New-AddressList -Name <String> -Container <AddressListIDParameter> -IncludedRecipients <Nullable> -ConditionalCustomAttribute1 <String>

For example, to create a child address list with the name "Building 34 Meeting Rooms" in the All Rooms parent container, run the following command:

New-AddressList -Name "Building 34 Meeting Rooms" -Container "\All Rooms" -IncludedRecipients Resources -ConditionalCustomAttribute1 "Building 34"
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To use the Exchange Management Shell to apply an address list


Run the following command.

Update-AddressList -Identity <AddressListIdParameter> 

For example, to apply the address list "Pacific Northwest Mailboxes", run the following command.

Update-AddressList -Identity "Pacific Northwest Mailboxes"




For detailed syntax and parameter information, see the following reference topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424):


New-AddressList

Update-AddressList
For More Information
For more information about managing address lists, see Managing Address Lists.

How to Remove an Address List

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to remove an address list. You cannot remove the default global address list (GAL).

Before You Begin
To perform the following procedure, the account you use must be delegated the following:


Exchange Organization Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Console to remove an address list

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Organization Configuration, and then click Mailbox.

3.
In the result pane, on the Address List tab, click the address list that you want to remove.

4.
In the action pane, click Remove. A warning appears, asking if you are sure that you want to remove the address list. Click Yes to remove the address list.

5.
You can track the progress in the status bar on the bottom of the Exchange Management Console. When the process is complete, the address list will be removed from the result pane.
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Note: 

You cannot remove a parent address list that contains child address lists. However, you can remove both the child and parent address lists by pressing the CTRL key on the keyboard, and then selecting the parent and child address lists. If you attempt to remove a parent address list without removing the child address lists, you will receive an error. 
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To use the Exchange Management Shell to remove an address list that does not contain child address lists

	1.
Run the following command:

Remove-AddressList -Identity <AddressListIDParameter>

For example, to remove an address list named Sales Department that does not contain child address lists, run the following command:

Remove-AddressList -Identity "Sales Department"

2.
Type Y to confirm that you want to remove this address list, and then press ENTER.
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To use the Exchange Management Shell to remove an address list that contains child address lists

	1.
Run the following command:

Remove-AddressList -Identity <AddressListIDParameter> -Recursive

For example, to remove a parent address list named Departments and all of its child address lists, run the following command:

Remove-AddressList -Identity Departments -Recursive

2.
Type Y to confirm that you want to remove the parent address list and its child address lists, and then press ENTER.


For detailed syntax and parameter information, see "Remove-AddressList" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing address lists, see Managing Address Lists.

How to Add a Resource Mailbox to an Address List

This topic explains how to use the Exchange Management Shell to add a resource mailbox to an address list.

Before You Begin
To run the Set-AddressList cmdlet, the account you use must be delegated the following:


Exchange Organization Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to add a resource mailbox to an address list

	1.
Run the following command:

Set-AddressList -Identity "MyAddressList01" -IncludedRecipients ResourceMailboxes




For detailed syntax and parameter information, see "Set-AddressList" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing resource mailboxes, see Managing Resource Scheduling.

How to Apply Address Lists

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to apply address lists. You apply an address list in the following conditions:


You create or remove mail-enabled recipients. To update the membership of an existing address list so that these recipients are added or removed from the list, you must apply the address list.


The address list filter rule has been edited. To update the membership of the address list to include new recipients and remove those who no longer meet the filtering criteria, you must apply the address list.

Before You Begin
To perform the following procedure, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320). 

Also, before you perform the procedures in this topic, be aware that when you use the New Address List wizard, the Edit Address List wizard, the New-AddressList cmdlet, or the Set-AddressList cmdlet to create or edit address lists, the recipients in the address list will not be updated until you apply the address lists by using the Apply Address List wizard in the Exchange Management Console or the Update-AddressList cmdlet in the Exchange Management Shell. However, when you use the New Address List wizard or the Edit Address List wizard, you can select to have the wizard apply the address list. For more information, see the following topics:


How to Create an Address List

How to Edit an Address List
[image: image171.png]


To use Exchange Management Console to apply an address list

	1.
In the console tree, expand Organization Configuration, and then click Mailbox.

2.
In the result pane, click the Address List tab to view the list of available address lists.  

3.
Click the address list that you want to apply, and then click Apply in the action pane. The Apply Address List wizard appears.

4.
On the Introduction page, complete the following fields:

Apply the address list   Select one of the following options to specify when the address list should be applied:


Immediately   Click this button to apply the changes immediately.


At the following time   Click this button and use the corresponding drop-down lists to specify a time to apply the changes.

Cancel tasks that are still running after (hours)   Select this check box and use the corresponding text box to specify the length of time that the task is permitted to run. The default is 8 hours.

5.
Click Next.

6.
On the Apply Address List page, review your configuration settings. Click Apply to apply the address list. Click Back to make configuration changes.

7.
 On the Completion page, confirm whether the new address list was created successfully. A status of Completed indicates that the wizard completed the task successfully. A status of Failed indicates that the task was not completed. If the task fails, review the summary for an explanation, and then click Back to make any changes.

8.
Click Finish to complete the Apply Address List wizard.
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To use the Exchange Management Shell to apply an address list


Run the following command.

Update-AddressList -Identity <AddressListIdParameter> 

For example, to update the address list "Washington State," run the following command.

Update-AddressList -Identity "Washington State"




For detailed syntax and parameter information, see "Update-AddressList" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about how to create and manage address lists, see the following topics:


Managing Address Lists

How to Create an Address List

How to Edit an Address List
How to Edit an Address List

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to edit the settings for an existing address list. 

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform the procedures in this topic, be aware of the following:


You cannot use the Exchange Management Console to edit global address lists (GALs). You can only edit GALs by using the Set-GlobalAddressList cmdlet in the Exchange Management Shell. 


You cannot use the Exchange Management Console to move the address list from its container. You must use the Move-AddressList cmdlet in the Exchange Management Shell. For more information, see How to Move an Address List.


You cannot use the Exchange Management Console to edit the conditions or recipient types of the following default address lists: All Contacts, All Groups, All Rooms, All Users, and Public Folders. You must use the Exchange Management Shell to edit these default address lists.
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Note: 

The conditions on this page are the predefined conditions in the Exchange Management Console. If you want to specify conditions other than the ones available on this page, you must use the Exchange Management Shell to create a custom query for the address list. Keep in mind that the filter and condition settings for address lists that have custom recipient filters can be managed only by using the Exchange Management Shell..
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To use the Exchange Management Console to edit an address list

	1.
In the console tree, expand Organization Configuration, and then click Mailbox.

2.
In the result pane, on the Address List tab, click the address list that you want to edit.

3.
In the action pane, click Edit. The Edit Address List wizard appears.

4.
On the Introduction page, complete the following fields:

Name   Use this box to view the existing display name, or to type a new display name for the address list. The name can contain as many as 64 characters including wildcard characters, but not the backslash (\) character.

Container   This read-only box displays the path to the container for the address list. You set this path when you run the New Address List wizard.

Include these recipient types   Select the types of recipients for the address list. You can select None, All recipient types, or the following specific types:


Users with Exchange mailboxes   Select this check box if you want the address list to apply to users with Microsoft Exchange Server 2007 mailboxes. Users with Exchange 2007 mailboxes are those that have a user domain account and a mailbox in the Exchange organization.


Users with external e-mail addresses   Select this check box if you want the address list to apply to users with external e-mail addresses. Users with external e-mail accounts have user domain accounts in the Active Directory directory service, but use e-mail accounts that are external to the organization. This enables them to be included in the GAL and added to distribution lists.


Resource mailboxes   Select this check box if you want the address list to apply to Exchange resource mailboxes. Resource mailboxes allow you to administer company resources through a mailbox, such as a conference room or company vehicle.


Contacts with external e-mail addresses   Select this check box if you want the address list to apply to contacts with external e-mail addresses. Contacts with external e-mail accounts do not have user domain accounts in Active Directory, but the external e-mail address is available in the GAL.


Mail-enabled groups   Select this check box if you want the address list to apply to security groups or distribution groups that have been mail-enabled. Mail-enabled groups are similar to distribution groups. E-mail messages that are sent to a mail-enabled group account will be delivered to several recipients.

5.
Click Next.

6.
On the Conditions page, complete the following fields:

Step 1: Select condition(s)   Use this section to edit or set conditions for your address list. If you do not want to set any conditions for the list, do not select any of the check boxes. The Introduction page of this wizard allows you to specify the scope of recipients for this address list. Selecting conditions will further restrict the membership of the address list to only those recipients within the scope that match the specific conditions. You can select from the following conditions:


Recipient is in a State or Province   Select this check box if you want the address list to only include recipients from specific states or provinces. This information is contained on the Address and Phone tab in the recipient's properties.


Recipient is in a Department   Select this check box if you want the address list to include only recipients in specific departments. This information is contained on the Organization tab in the recipient's properties.


Recipient is in a Company   Select this check box if you want the address list to include only recipients in specific companies. This information is contained on the Organization tab in the recipient's properties.


Custom Attribute equals Value   There are 15 custom attributes for each recipient. There is a separate condition for each custom attribute. If you want the address list to include only recipients that have a specific value set for a specific custom attribute, select the check box that corresponds to that custom attribute.
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Note: 

The State or Province, Department, and Company conditions are based on attributes that are applicable only to mailboxes, mail users, and mail contacts. These conditions do not apply to mail-enabled distribution groups. If you configure any of these conditions for an address list, you will in effect be excluding all mail-enabled distribution groups.

Step 2: Edit the condition(s) (click an underlined value)   If you select any conditions in Step 1, each condition you select will append to the definition of the address list. For example, if you selected the Recipient is in a State or Province check box in Step 1, you will see in the specified State or Province(s) condition in Step 2. 

For each condition, click the underlined term to create your condition. By default, the underlined term for new conditions will read specified. After you edit the condition, the underlined term will change to the value that you specified.

If you click an underlined value for the State or Province, Department, or Company conditions, a dialog box appears in which you can specify the values for the condition. To create values for the condition, use the following buttons in the dialog box:


Add   Enter a value in the text box and click Add. You can add more than one value, but you cannot enter duplicate values.


Edit   To modify an existing value, select it from the list, and then click Edit. 


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   To remove an existing value, select it from the list, and then click [image: image177.png]


.

If you click an underlined value for a custom attribute condition, a dialog box appears in which you can specify the value for the condition. You can specify a single value for each custom attribute. Type the value in the text box, and then click OK.
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Important: 

The values that you enter in these dialog boxes must exactly match those that appear in the recipient's properties. For example, if you enter Washington in the Specify State or Province dialog box, but the Address and Phone tab in the recipient's properties lists the state as WA, the condition will not be met.

7.
Click Next.

8.
On the Schedule page, complete the following fields:

Apply the address list   Select one of the following options to specify when the address list changes are applied:


Do not apply   Click this button if you do not want to apply the changes.


Immediately   Click this button to apply the changes immediately.


At the following time   Click this button and use the corresponding drop-down lists to specify a time to apply the changes.

Cancel tasks that are still running after (hours)   Select this check box and use the corresponding text box to specify the length of time that the task is permitted run. The default is 8 hours.

9.
Click Next.

10.
 On the EditAddress List page, review your configuration settings. Click Edit to apply your changes to the address list. Click Back to make configuration changes. 

11.
 On the Completion page, confirm whether the address list was successfully edited. A status of Completed indicates that the wizard completed the task successfully. A status of Failed indicates that the task was not completed. If the task fails, review the summary for an explanation, and then click Back to make any changes.

12.
Click Finish to complete the Edit Address List wizard.
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To use the Exchange Management Shell to edit an address list


Run the following command to edit an address list by using the conditional parameters:

Set-AddressList -Identity <MultiValuedProperty> -ConditionalCompany <MultiValuedProperty> -ConditionalStateorProvince <MultiValuedProperty>

For example, to edit an address list to include recipients that work in the branch office of the company Contoso California, run the following command:

Set-AddressList -Identity "Contoso California Branch" -ConditionalCompany Contoso -ConditionalStateorProvince California 
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To use the Exchange Management Shell to apply an address list


Run the following command to update the edited address list with the new changes:

Update-AddressList -Identity <AddressListIdParameter> 

For example, to update the address list Washington State, run the following command:

Update-AddressList -Identity "Washington State"




For detailed syntax and parameter information, see the following reference topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424):


New-AddressList

Update-AddressList
For More Information
For more information about address lists, see the following topics:


Managing Address Lists

How to Create an Address List
How to Move an Address List

This topic explains how to use the Exchange Management Shell to move an existing address list to a new container under the root address list. 
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Note: 

You cannot use the Exchange Management Console to move an address list to a new container.

Before You Begin
To perform the following procedure, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to move an address list to a new container

	1.
Run the following command:

Move-AddressList -Identity <AddressListIdParameter> -Target <AddressListIdParameter>

For example, to use the address list's GUID to move the address list to the Building4 container, which is located in the All Users\Sales container, run the following command:

Move-AddressList -Identity c3fffd8e-026b-41b9-88c4-8c21697ac8ac -Target "\All Users\Sales\Building4"

2.
Type Y to confirm that you want to move this address list, and then press ENTER.


For detailed syntax and parameter information, see "Move-AddressList" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing address lists, see Managing Address Lists.

How to Create an Address List By Using Recipient Filters

This topic explains how to use the Exchange Management Shell to create an address list by using recipient filters. To learn more about recipient filters, see Managing Address Lists. 
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Note: 

You cannot use the Exchange Management Console to create an address list using the recipient filters. You must use the Exchange Management Shell.

Before You Begin
To perform the following procedure, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform this procedure, be aware that to use the RecipientFilter parameter to create a custom filter, you must specify a string for the filter. The Exchange Management Shell uses OPath for the filtering syntax. OPath is a querying language designed to query object data sources. For more information about the OPath filtering syntax, see "Creating Filters in Recipient Commands" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to create a custom address list


To create an address list by using the RecipientFilter parameter, run the following command.

New-AddressList -Name <String> -RecipientFilter <String>

For example, to create a new address list for all users with Exchange mailboxes who reside in Washington or Oregon, run the following command.

New-AddressList -Name "Pacific Northwest Mailboxes" -RecipientFilter {((RecipientType -eq 'UserMailbox') -and ((StateOrProvince -eq 'Washington') -or (StateOrProvince -eq 'Oregon')))}




For detailed syntax and parameter information, see "New-AddressList" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about address lists, see the following topics:


Managing Address Lists

How to Create an Address List
For more information about pipelining output in the Exchange Management Shell, see "Pipelining" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Managing Offline Address Books

An offline address book (OAB) is a copy of an address book that has been downloaded so that a Microsoft Outlook user can access the information it contains while disconnected from the server. Office Outlook 2007 uses the OAB to provide offline access to directory information from the global address list (GAL) and from other address lists. 

You can choose which address books are made available to users who work offline. When OAB generation occurs, Microsoft Exchange generates new OAB files, compresses the files, and then places the files on a local share. You can then configure the method by which the address books are distributed. There are two methods by which the OAB is distributed to client computers:


Web-based distribution   This is the distribution method by which Outlook 2007 clients that are working offline or through a dial-up connection access the OAB. With Web-based distribution, after the OAB is generated, the Client Access server then replicates the files.
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Important: 

Although Web-based distribution is enabled by default and does not require further configuration, we recommend that you enable Secure Sockets Layer (SSL) for the OAB distribution point. For more information, see How to Require SSL for Offline Address Book Distribution.


Public folder distribution   This is the distribution method by which Office Outlook 2003 or earlier clients that are working offline or through a dial-up connection access the OAB. With public folder distribution, the OAB generation process places the files directly in one of the public folders, and then Exchange store replication copies the data to other public folder distribution points. Public folders are maintained by using the Exchange Management Shell. For more information, see Managing Public Folders.

The client computers running Outlook periodically check for and download OAB updates. For information about how to modify when OAB generation occurs, see How to View and Modify Offline Address Book Settings.

This topic lists the management tasks that you can perform for OABs, including links to topics that will help you complete the task. Unless otherwise noted, these tasks can be performed by using the Exchange Management Console or the Exchange Management Shell:


How to Create an Offline Address Book
By default, when you install the Mailbox server role, a Web-based default OAB named Default Offline Address Book is created. This default OAB contains the global address list (GAL). However, you can create additional OABs and associate them with a mailbox database or a set of users that share common attributes. This allows users to download smaller OABs. When you create the OAB, you define which address lists to include in the OAB. For more information about address lists, see Managing Address Lists.
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Note: 

If you have coexistence with Exchange Server 2003, the Default Offline Address Book is not created. Exchange 2003 has a default OAB called the Default Offline Address List.

If you use the Exchange Management Console for this task, the New Offline Address Book wizard will guide you through the process of creating and initializing an OAB. If you use the Exchange Management Shell, you will use the New-OfflineAddressBook cmdlet. However, in an Exchange Server 2007 and Exchange 2003 coexistence scenario where you must decide which versions of the OAB to generate, you must use the Exchange Management Shell to specify the version of the OAB. You cannot use the New Offline Address Book wizard in the Exchange Management Console. 


How to View and Modify Offline Address Book Settings
OABs appear on the Offline Address Book tab of the Exchange Management Console. In addition, if your organization contains Exchange 2003 servers, and you previously used public folders as your OAB distribution method, these OAB objects also appear on this tab. 
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Note: 

If you have coexistence with Exchange 2003, the Default Offline Address Book is not created. Exchange 2003 has a default OAB called the Default Offline Address List.

If you want to use the Exchange Management Console to view or modify OAB settings, select the OAB, and then click Properties in the action pane. If you want to use the Exchange Management Shell, use the Get-Offline AddressBook cmdlet to view OAB settings and the Set-OfflineAddressBook cmdlet to modify them.


How to Move the Offline Address Book Generation Process to Another Server
OAB generation is the process by which Exchange creates and updates the OAB. When OAB generation occurs, Exchange generates new OAB files, compresses the files, and then places the files on a local share.

If you use the Exchange Management Console for this task, the Move Offline Address Book wizard will guide you through the process of moving the OAB generation to another server. If you use the Exchange Management Shell, you will use the Move-OfflineAddressBook cmdlet.


How to Remove an Offline Address Book
To remove an OAB that is linked to a user or to a mailbox database, the recipient will download the default OAB until you assign a new OAB for that user. However, if you remove the default OAB, you must assign a different OAB as the default OAB. For more information about how to change the default OAB, see How to Change the Default Offline Address Book.

If you want to use the Exchange Management Console to remove an OAB, select the OAB, and then click Remove in the action pane. If you want to use the Exchange Management Shell, use the Remove-Offline AddressBook cmdlet.


How to Change the Default Offline Address Book
By default, when you install the Mailbox server role, a Web-based default OAB named Default Offline Address Book is created. However, you can set any OAB in your Exchange organization as the default OAB. This new default OAB is associated with all newly created mailbox databases. You can have only one default OAB in your organization. If you delete the default OAB, Exchange does not automatically assign another OAB as the default; you must manually designate another OAB as the default.

If you want to use the Exchange Management Console to set an OAB as the default, select the OAB, and then click Set as Default in the action pane. If you want to use the Exchange Management Shell, use the Set-Offline AddressBook cmdlet.


How to Create an Offline Address Book Virtual Directory
The OAB virtual directory is the distribution point used by the Web-based distribution method of the OAB. By default, when Exchange 2007 is installed, a new virtual directory named OAB is created in the default internal Web site in Internet Information Services (IIS). If you have client-side users that connect to Outlook from outside your organization's firewall, you can add an external Web site. Alternatively, when you run the New-OABVirtualDirectory cmdlet in the Exchange Management Shell, a new virtual directory named OAB is created in the default IIS Web site on the local Exchange 2007 server.
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Note: 

You cannot use the Exchange Management Console to create an OAB virtual directory. You must use the New-OABVirtualDirectory cmdlet in the Exchange Management Shell. 
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Note: 

Each Client Access server can contain only one virtual directory.


How to Remove, Re-Create, and Reconnect an Offline Address Book Virtual Directory
When you remove an OAB virtual directory, the OABs that use Web-based distribution will lose their connection to the OAB virtual directory. After you re-create the virtual directory, you must edit the settings on each OAB that uses Web-based distribution to reconnect to the OAB virtual directory. For information about how to edit OAB settings, see How to View and Modify Offline Address Book Settings.

You cannot use the Exchange Management Shell to remove an OAB virtual directory. You must use the Remove-OABVirtualDirectory cmdlet in the Exchange Management Shell.


How to Add or Remove an Address List from an Offline Address Book
OABs are generated based on the address lists that they contain. To create custom OABs that users can download, you can add or remove address lists from OABs.

If you want to use the Exchange Management Console for this task, open the OAB property page, and then use the Address Lists tab. If you want to use the Exchange Management Shell, use the Set-OfflineAddressBook cmdlet.


How to Provision Recipients for Offline Address Book Downloads
If you use multiple OABs in your organization, you must determine which users download which OABs. There are two ways to specify which recipients download which OABs: 


Per-Recipient   By using the Set-Mailbox cmdlet in the Exchange Management Shell, you can specify which OAB recipients will download by linking the OAB to the recipient's mailbox. You cannot specify the public folder database at the per-recipient level. For more information about how to create a mailbox, see "How to Create a Mailbox for a New User" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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Note: 

You cannot use the Exchange Management Console for this task. You must use the Set-Mailbox cmdlet in the Exchange Management Shell.


Per-Mailbox Database   By using the Exchange Management Console or the Exchange Management Shell, you can specify the public folder database and the OAB that recipients download by linking the OAB to the mailbox database. For more information about mailbox databases, see Managing Storage Groups and Databases.


How to Require SSL for Offline Address Book Distribution
By default, when you install the Client Access server role on a computer that is running Exchange 2007, a virtual directory named OAB is created on the default IIS Web site on the Exchange server.

The default self-signed certificate that is available in Exchange 2007 Setup will not work with Outlook 2007 and Outlook 2003 clients that are using OABs. Instead, you must use a valid SSL certificate that is created by a certification authority (CA) that is trusted by the client computer's operating system. For more information about how to install a valid SSL certificate from a CA that the client trusts, see "How to Obtain a Server Certificate from a Certification Authority" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

After you obtain a valid SSL certificate to use with the Client Access server on the OAB default Web site or on the Web site where you host your OAB virtual directory, you can configure the Web site to require SSL. You can enable SSL for all Web sites that are hosted by the Client Access server or enable SSL only for the OAB virtual directory.

To require SSL for an OAB, you can use IIS Manager or the Set-OABVirtualDirectory cmdlet in the Exchange Management Shell. You cannot use the Exchange Management Console for this task.


How to Update the Offline Address Book
After you create an OAB or modify OAB settings, the changes will not be available to users until the OAB generation process has completed. To complete this process, you must update the OAB.

If you want to use the Exchange Management Console for this task, select the OAB, and then click Update in the action pane. If you want to use the Exchange Management Shell, use the Update-OfflineAddressBook cmdlet. 
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Note: 

Depending on the size of your OAB, it can take from several minutes to several hours to complete the process. New content will not be available until the process is complete.

How to Create an Offline Address Book

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to create and initialize an offline address book (OAB). An OAB is a copy of an address book that has been downloaded so that a Microsoft Outlook user can access the information it contains while disconnected from the server. Exchange administrators can choose which address books are made available to users who work offline, and they can also configure the method by which the address books are distributed (Web-based distribution or public folder distribution). For more information about OABs, see Managing Offline Address Books.
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Important: 

Although Web-based distribution is enabled by default and does not require further configuration, we recommend that you enable Secure Sockets Layer (SSL) for the OAB distribution point. For more information, see How to Require SSL for Offline Address Book Distribution.
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Note: 

Public folder distribution is the method by which Outlook 2003 or earlier clients access the OAB. When you use the New Offline Address Book wizard to create an OAB, the wizard does not allow you to set the OAB version. However, by default, the wizard creates offline address books that are compatible with clients running Outlook 98 Service Pack 1 (SP1) or later versions. For more information about how to edit OAB settings, see How to View and Modify Offline Address Book Settings.

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Organization Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform these procedures, be aware that if you will be using the public folder distribution method, you must make sure that the public folder database is mounted and online. 
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To use the Exchange Management Console to create an offline address book

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Organization Configuration, and then click Mailbox.

3.
In the action pane, click New Offline Address Book. The New Offline Address Book wizard appears.

4.
On the Introduction page, complete the following fields:


Name   Use this box to provide a name for the OAB.


Offline Address Book Generation Server   Click Browse to specify the location where the OAB generation server will be located. The OAB generation server is the Mailbox server on which the OABs are generated.


Include the Default Global Address List   The OAB is a snapshot of the Active Directory directory service information that is available in the global address list (GAL). Select this check box to include the default GAL in the OAB.


Include the following address lists   Select this check box to add address lists to or remove address lists from the OAB. Click Add to select one or more address lists to add to the OAB. You can select one or multiple address lists. Click Remove ([image: image195.png]


) to remove the selected address list from the OAB. For more information, see How to Create an Address List.

5.
Click Next.

6.
On the Distribution Points page, complete the following fields:


Enable Web-based distribution   If this OAB will be distributed from a virtual directory, and the clients are running Office Outlook 2007, select this check box, and then click Add to add virtual directories from which to distribute the OAB. 


Enable public folder distribution   If this OAB will be distributed from public folders, and the clients are running Outlook 2003 SP1 or earlier, select this check box. 
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Note: 

If you select the Enable public folder distribution check box, and your organization does not have any public folder infrastructure, you will receive an error when you complete this wizard. For more information, see Managing Public Folders.

7.
Click Next.

8.
On the New Offline Address Book page, review your configuration settings. Click New to create the offline address book. Click Back to make configuration changes. 

9.
On the Completion page, confirm whether the OAB was created successfully. A status of Completed indicates that the wizard completed the task successfully. A status of Failed indicates that the task was not completed. If the task fails, review the summary for an explanation, and then click Back to make any configuration changes. Click Finish to complete the New Offline Address Bookwizard.
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Note: 

The OAB will be available to clients only after it has been generated, which will occur in accordance with the schedule set. The default time for the generation is daily at 05:00 (5:00 A.M.). If you would like to generate the OAB before that time, you can use the Exchange Management Console or the Exchange Management Shell to update the offline address book. For more information, see How to Update the Offline Address Book. For more information about how to set the schedule time for OAB generation, see How to View and Modify Offline Address Book Settings.
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To use the Exchange Management Shell to create an offline address book


To create an OAB that uses Web-based distribution for clients running Outlook 2007, run the following command:

New-OfflineAddressBook -Name <String> -AddressLists -Server <ServerIdParameter> -VirtualDirectories <VirtualDirectoryIdParameter>

For example, to create a new OAB that uses Web-based distribution for Outlook 2007 clients named "New OAB" on SERVER01 by using the default virtual directory, run the following command.

New-OfflineAddressBook -Name "New OAB" -AddressLists "\Default Global Address List" -Server SERVER01 -VirtualDirectories "SERVER01\OAB (Default Web Site)"


To create an OAB that uses public folder distribution for clients running Outlook 2003 or earlier, run the following command:

New-OfflineAddressBook -Name <String> -AddressLists <AddressBookBaseIdParameter> -PublicFolderDatabase <DatabaseIdParameter> -PublicFolderDistributionEnabled <$true | $false> -Versions <Collection>

For example, to create a new OAB named "Legacy OAB" that uses public folder distribution for Outlook 2003 SP1 and Outlook 98 Service Pack 2 (SP2) clients on SERVER01, run the following command.

New-OfflineAddressBook -Name "Legacy OAB" -AddressLists "Default Global Address List" -Server SERVER01 -PublicFolderDatabase "PFDatabase" -PublicFolderDistributionEnabled $true -Versions Version3,Version4
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Note: 

   If you configure OABs to use public folder distribution, but your organization does not have any public folder infrastructure, you will receive an error. For information, see Managing Public Folders. 


For detailed syntax and parameter information, see "New-OfflineAddressBook" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about OABs, see the following topics:


Managing Offline Address Books

How to Create an Offline Address Book Virtual Directory
For more information about public folders, see the following topics:


Managing Public Folders

How to Create a New Public Folder Database

How to Create Public Folders
How to View and Modify Offline Address Book Settings

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to view and modify offline address book (OAB) settings.

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Console to view and modify offline address book settings

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Organization Configuration, and then click Mailbox.

3.
In the result pane, click the Offline Address Book tab, and then select the OAB that you want to view or modify.

4.
In the action pane, click Properties.

5.
Click the tabs on the Properties page to select the settings that you want to view or modify.

6.
Click OK.


For detailed information about the OAB settings that you can view or modify, click Help on the various tabs of the property page, or see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320):


Offline Address Book Properties > General Tab

Offline Address Book Properties > Address Lists Tab

Offline Address Book Properties > Distribution Tab
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To use the Exchange Management Shell to view and modify offline address book settings

	
Run the following command to modify OAB settings:

Set-OfflineAddressBook -Identity <OfflineAddressBookIdParameter> -AddressLists <AddressBookBaseIdParameter> -DiffRetentionPeriod <Nullable> -DomainController <Fqdn> -IsDefault <$true | $false> -Name <String> -PublicFolderDistributionEnabled <$true | $false> -Schedule <Schedule> -Versions <Collection> -VirtualDirectories <VirtualDirectoryIdParameter>

For example, to modify the time and date at which the OAB generation occurs for an OAB named My OAB, run the following command:

Set-OfflineAddressBook -Identity "My OAB" -Schedule "Sun.1:15 AM-Sun.1:30 AM"
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Note: 

The Schedule parameter takes the following format and must include a range: Weekday.Hour:Minute[AM/PM]-Weekday.Hour:Minute[AM/PM].


Run the following command to view an OAB:

Get-OfflineAddressBook -Identity <OfflineAddressBookIdParameter>

For example, to view an OAB named My OAB, run the following command:

Get-OfflineAddressBook -Identity "My OAB"
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Note: 

The preceding command syntax provides you with a quick view of the copy status. To get full status output that shows all the fields, run the command with the output piped to the fl (formatted list) or ft (formatted table) option.


For detailed syntax and parameter information, see "Set-OfflineAddressBook" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing OABs, see Managing Offline Address Books.

How to Move the Offline Address Book Generation Process to Another Server

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to move the offline address book (OAB) generation to another server. OAB generation is the process by which Microsoft Exchange Server 2007 creates and updates the OAB. When the OAB generation occurs, Exchange 2007 generates new OAB files, compresses the files, and then places the files on a local share. 

If you use Web-based distribution, the Client Access server then replicates the files. If you use public folder distribution, the OAB generation process places the files directly in one of the public folders, and then Exchange store replication copies the data to other public folder distribution points. 

The client computers running Microsoft Outlook periodically check for and download OAB updates. For information about how to modify when OAB generation occurs, see How to View and Modify Offline Address Book Settings.

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Console to move the OAB generation process to another server

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Organization Configuration, and then click Mailbox.

3.
In the result pane, click the Offline Address Book tab, and then select the OAB for which you want to move the generation to a new server.

4.
In the action pane, click Move. The Move Offline Address Book wizard appears.

5.
On the Move Offline Address Book page, click Browse to open the Select Mailbox Server dialog box. 

6.
Select the server to which you want to move the OAB generation process, and then click OK.

7.
Click Move to move the OAB generation process to the new server. 

8.
View the status of the move operation. The wizard will move the generation of your OAB to the new server and copy the existing files for the OAB to the new server. 

9.
On the Completion page, confirm whether the OAB generation process was moved successfully. A status of Completed indicates that the wizard completed the task successfully. A status of Failed indicates that the task was not completed. If the task fails, review the summary for an explanation, and then click Back to make any configuration changes.

10.
Click Finish to complete the Move Offline Address Book wizard.
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To use the Exchange Management Shell to move the OAB generation process to another server

	
Run the following command:

Move-OfflineAddressBook -Identity <OfflineAddressBookIdParameter> -Server <ServerIdParameter>

For example, to move the OAB generation process to SERVER01 for the OAB named My OAB, run the following command:

Move-OfflineAddressBook -Identity "My OAB" -Server SERVER01




For detailed syntax and parameter information, see "Move-OfflineAddressBook" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For information about managing OABs, see the following topics:


Managing Offline Address Books

How to View and Modify Offline Address Book Settings

How to Create an Offline Address Book
How to Remove an Offline Address Book

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to remove an offline address book (OAB).

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, be aware that to remove an OAB that is linked to a user or to a mailbox database, the recipient will download the default OAB until you assign a new OAB for that user. However, if you remove the default OAB, you must assign a different OAB as the default OAB. For more information about how to change the default OAB, see How to Change the Default Offline Address Book.
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To use the Exchange Management Console to remove an offline address book

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Organization Configuration, and then click Mailbox.

3.
In the result pane, click the Offline Address Book tab, and then click the OAB that you want to remove.

4.
In the action pane, click Remove. A warning appears. Click Yes to confirm that you want to remove the OAB.
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To use the Exchange Management Shell to remove an offline address book

	1.
Run the following command:

Remove-OfflineAddressBook -Identity <OfflineAddressBookIdParameter>

For example, to remove an OAB named My OAB, run the following command:

Remove-OfflineAddressBook -Identity "My OAB"

2.
Type Y to confirm that you want to remove the OAB, and then press ENTER.


For detailed syntax and parameter information, see "Remove-OfflineAddressBook" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing OABs, see Managing Offline Address Books.

How to Change the Default Offline Address Book

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to change the default offline address book (OAB). 

By default, when you install the Mailbox server role, a Web-based default OAB named Default Offline Address Book is created. However, you can set any OAB in your Exchange organization as the default OAB. This new default OAB is associated with all newly created mailbox databases. You can have only one default OAB in your organization. If you delete the default OAB, Microsoft Exchange Server 2007 does not automatically assign another OAB as the default. You must manually designate another OAB as the default. 

Before You Begin
To perform the following procedure, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Console to change the default offline address book

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Organization Configuration, and then click Mailbox.

3.
In the result pane, click the Offline Address Book tab, and then click the OAB that you want to set as the default OAB.

4.
In the action pane, click Set as Default. A warning dialog box appears. Click Yes to confirm that you want to set this OAB as the default OAB.
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To use the Exchange Management Shell to change the default offline address book

	
Run the following command:

Set-OfflineAddressBook -Identity <OfflineAddressBookIdParameter> -IsDefault <$true | $false>

For example, to set the OAB named My OAB as the default OAB, run the following command:

Set-OfflineAddressBook -Identity "My OAB" -IsDefault $true




For More Information
For more information about managing OABs, see the following topics:


Managing Offline Address Books

How to Create an Offline Address Book
How to Create an Offline Address Book Virtual Directory

This topic explains how to use the Exchange Management Shell to create an offline address book (OAB) virtual directory. 

The OAB virtual directory is the distribution point used by the Web-based distribution method of the OAB. By default, when Microsoft Exchange Server 2007 is installed, a new virtual directory named OAB is created in the default internal Web site in Internet Information Services (IIS). If you have client-side users that connect to Microsoft Outlook from outside your organization's firewall, you can add an external Web site. Alternatively, when you run the New-OABVirtualDirectory cmdlet in the Exchange Management Shell, a new virtual directory named OAB is created in the default IIS Web site on the local Exchange 2007 server.

Although Web-based distribution is enabled by default and does not require further configuration, we recommend that you enable Secure Sockets Layer (SSL) for the OAB distribution point. For more information, see How to Require SSL for Offline Address Book Distribution.
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Important: 

After you create a new OAB virtual directory, you must edit the settings on each OAB that uses Web-based distribution to reconnect to the OAB virtual directory. For more information, see How to View and Modify Offline Address Book Settings.

Before You Begin
To perform the following procedure, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Before you perform this procedure, be aware of the following:


Creating an OAB virtual directory is not a common task. Exchange allows for one OAB virtual directory named OAB, and you should create an OAB virtual directory only if there is a problem with the existing OAB virtual directory and the previous OAB virtual directory was removed. For more information, see How to Remove, Re-Create, and Reconnect an Offline Address Book Virtual Directory.


After you create a new OAB virtual directory, you must edit the settings on each OAB that uses Web-based distribution to reconnect to the OAB virtual directory. For more information, see How to View and Modify Offline Address Book Settings.


If you create a new OAB virtual directory, make sure that your users are aware of the changes you are making. You may interrupt the OAB downloading process for your users.

Also, before you perform this procedure, make sure that the following conditions have been met:


The local Exchange server has the Client Access server role installed.


There is a default IIS Web site, for example, /w3svc/1/root.


A virtual directory named OAB does not already exist.

To create an OAB virtual directory with all of the default settings, you can run the New-OABVirtualDirectory cmdlet without any parameters. Use the following procedure to create an OAB virtual directory with custom settings.
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Note: 

When creating an OAB virtual directory, we recommend that you have SSL enabled.
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To use the Exchange Management Shell to create an offline address book virtual directory

	
Run the following command:

New-OABVirtualDirectory -DomainController <Fqdn> -ExternalUrl <Url> -InternalUrl <Url> -Path <String> -PollInterval <Int32> -RequireSSL <$true | $false> -Server <ServerIdParameter> -WebSiteName <String>

For example, to create an OAB virtual directory on the Client Access server named CAS_SERVER01 that has SSL enabled and an external URL, run the following command:

New-OABVirtualDirectory -Server CAS_SERVER01 -RequireSSL $true -ExternalURL "https://www.contoso.com/OAB"




For detailed syntax and parameter information, see "New-OABVirtualDirectory" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing OABs, see the following topics:


Managing Offline Address Books

How to View and Modify Offline Address Book Settings

For information about how to remove an OAB virtual directory, see How to Remove, Re-Create, and Reconnect an Offline Address Book Virtual Directory. 

How to Remove, Re-Create, and Reconnect an Offline Address Book Virtual Directory

This topic explains how to use the Exchange Management Shell to remove, re-create, and then reconnect an offline address book (OAB) virtual directory. The OAB virtual directory is the distribution point used by the Web-based distribution method of the OAB. By default, when Microsoft Exchange Server 2007 is installed, a new virtual directory named OAB is created in the default internal Web site in Internet Information Services (IIS).
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Note: 

You cannot use the Exchange Management Console to remove an OAB virtual directory.

Before You Begin
To perform the following procedure, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform this procedure, be aware of the following:


When you remove an OAB virtual directory, the OABs that use Web-based distribution will lose their connection to the OAB virtual directory. After you re-create the virtual directory, you must edit the settings on each OAB that uses Web-based distribution to reconnect to the OAB virtual directory. For information about how to edit OAB settings, see How to View and Modify Offline Address Book Settings.


If you create a new OAB virtual directory, make sure that your users are aware of the changes you are making. You may interrupt the OAB downloading process for your users.
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To use the Exchange Management Shell to remove and re-create an OAB virtual directory

	1.
To get the default OAB virtual directory's settings, run the following command:

Get-OABVirtualDirectory -Identity "OAB (Default Web Site)" | fl | Out-File -filePath "C:\OAB_DefWS_Settings.txt"

2.
Record the settings for the PollInterval, OfflineAddressBooks, RequireSSL, Path, InternalURL, and ExternalURL parameters.

3.
To delete the default OAB virtual directory, run the following command:

Remove-OABVirtualDirectory -Identity "OAB (Default Web Site)"

4.
Type Y to confirm that you want to remove the OAB virtual directory, and then press ENTER. If the OAB virtual directory that you are removing has OABs connecting to it, you will receive another warning indicating that you must designate another OAB virtual directory.

5.
Type Y to confirm that you want to delete the OAB virtual directory, and then press ENTER.

6.
Create a new OAB virtual directory that has the same settings as the OAB that you removed, except the settings for the OfflineAddressBooks parameter. You will reconnect the OABs in the next step. For instructions about how to create an OAB virtual directory, see How to Create an Offline Address Book Virtual Directory.

7.
Reconnect any OABs that use the Web-based distribution method to the new OAB virtual directory. For instructions about how to reconnect OABs to a virtual directory, see How to View and Modify Offline Address Book Settings.


For detailed syntax and parameter information, see "Remove-OABVirtualDirectory" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing OABs, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320):


Understanding Offline Address Books

Managing Offline Address Books

How to View and Modify Offline Address Book Settings
How to Add or Remove an Address List from an Offline Address Book

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to add or remove an address list from an offline address book (OAB). By default, there is an OAB named the Default Offline Address Book that contains the global address list (GAL). OABs are generated based on the address lists that they contain. To create custom OABs that users can download, you can add or remove address lists from OABs. 
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Note: 

The changes to the address list will not be available for client download until after the OAB in which the address list resides has been generated. For more information, see How to Update the Offline Address Book.

Before You Begin
To perform the following procedure, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

[image: image216.png]


To use the Exchange Management Console to add or remove an address list from an offline address book

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Organization Configuration, and then click Mailbox.

3.
In the result pane, click the Offline Address Book tab, and then click the OAB that you want to edit.

4.
In the action pane, click Properties.

5.
In <Offline Address Book Name> Properties, click the Address Lists tab.

6.
To add an address list to the OAB or remove an address list from the OAB, select the Include the following address lists check box, and then perform one of the following tasks: 


Click Add to select one or more address lists to add to the OAB. You can select one or multiple address lists.


Click Remove ([image: image217.png]


) to remove the selected address list from the OAB.

7.
Click Apply to save your changes without closing, or click OK to save your changes and close <Offline Address Book Name> Properties.
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To use the Exchange Management Shell to add or remove an address list from an offline address book

	
To add an address list to an OAB, run the following command:

Set-OfflineAddressBook -Identity <OfflineAddressBookIdParameter> -AddressLists <AddressBookBaseIdParameter>


When using the AddressLists parameter, any address lists that currently exist will be overwritten. You must include existing address lists when you use the AddressLists parameter if you want to continue to generate those address lists in your OAB. For example, if you have AddressList1 and AddressList2, and you want to add AddressList3, run the following command:

Set-OfflineAddressBook -Identity "My OAB" -AddressLists AddressList1,AddressList2,AddressList3


To remove an address list from an OAB, omit that address list from the list of addresses. For example, if you have AddressList1, AddressList2, and AddressList3, and you want to remove AddressList3, run the following command:

Set-OfflineAddressBook -Identity "My OAB" -AddressLists AddressList1,AddressList2




For detailed syntax and parameter information, see "Set-OfflineAddressBook" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing OABs, see Managing Offline Address Books. 

How to Provision Recipients for Offline Address Book Downloads

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to provision recipients for offline address book (OAB) downloads. 

If you use multiple OABs in your organization, you must determine which users download which OABs. There are three ways to specify which recipients download which OABs: 


Per-Mailbox Database   By using the Exchange Management Console or the Exchange Management Shell, you can specify the public folder database and the OAB that recipients download by linking the OAB to the mailbox database. For more information about mailbox databases, see Managing Storage Groups and Databases.


Per-Recipient   By using the Set-Mailbox cmdlet in the Exchange Management Shell, you can specify which OAB recipients will download by linking the OAB to the recipient's mailbox. You cannot specify the public folder database at the per-recipient level. For more information about how to create a mailbox, see "How to Create a Mailbox for a New User" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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Note: 

You cannot use the Exchange Management Console for this task. You must use the Set-Mailbox cmdlet in the Exchange Management Shell.


Per Multiple Recipients   By using a pipelined command in the Exchange Management Shell, you can specify multiple OAB recipients to download a specific OAB based on common attributes.

Before You Begin
To specify the mailbox database as the method for provisioning recipients for OAB downloads, the account you use must be delegated the following:


Exchange Organization Administrator Administrator role 

To use the Set-Mailbox cmdlet to specify which OAB recipients will download by linking the OAB to the recipient's mailbox, the account you use must be delegated the following:


Exchange Recipient Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Console to specify the public folder database and the OAB that recipients download by linking the OAB to the mailbox database

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Server Configuration, and then click Mailbox.

3.
In the result pane, select the server that contains the mailbox database you want.

4.
In the work pane, expand the storage group that contains the mailbox database, and then click the database name.

5.
In the action pane, click Properties.

6.
In <Mailbox Database Name> Properties, click the Client Settings tab, and then use the following boxes to select the default public folder database or OAB for the mailbox database:


Default public folder database   This box displays the location of the default public folder database. The public folder database stores public folder data, and OAB and free/busy information for Microsoft Office Outlook 2003 and earlier versions. To change the location of the default public folder database, click Browse.


Offline address book   This box displays the location of the OAB that this database will use as the default OAB for Office Outlook 2007. To change the OAB, click Browse.

7.
Click Apply to save your changes without closing, or click OK to save your changes and close <Mailbox Database Name> Properties.
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To use the Exchange Management Shell to specify the public folder database and the OAB that recipients download by linking the OAB to the mailbox database


Run the following command:

Set-MailboxDatabase -Identity <DatabaseIdParameter> -OfflineAddressBook <OfflineAddressBookIdParameter> -PublicFolderDatabase <DatabaseIdParameter>

For example, to set up the Web-based distribution of an OAB named My OAB for the default mailbox database, run the following command:

Set-MailboxDatabase -Identity "Mailbox Database" -OfflineAddressBook "My OAB"
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To use the Exchange Management Shell to specify which OAB recipients will download by linking the OAB to the recipient's mailbox


Run the following command:

Set-Mailbox -Identity <MailboxIDParameter> -OfflineAddressBook <OfflineAddressBookIdParameter>
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Note: 

The Identity parameter identifies the mailbox and can take the following values: GUID, ADObjectID, distinguished name (DN), domain\account, user principal name (UPN), LegacyExchangeDN, SmtpAddress, and alias.

For example, to specify My OAB as the OAB for a user by using the user's alias Kim, run the following command:

Set-Mailbox -Identity Kim -OfflineAddressBook "My OAB"
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To use the Exchange Management Shell to use a recipient filter to specify the offline address book for multiple recipients 


Run the following command:

Get-User -Filter <String> | Set-Mailbox -OfflineAddressBook <OfflineAddressBookIdParameter>

For example, to specify the OAB for all of the user mailboxes in the United States for the Contoso company, run the following command:

Get-User –ResultSize Unlimited –Filter { Company –eq "Contoso" –and RecipientType –eq "UserMailbox" } | Where { $_.CountryOrRegion –eq "United States"} | Set-Mailbox –OfflineAddressBook "Contoso United States"
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Note: 

For more information about using filters to limit the scope of a command, see "Creating Filters in Recipient Commands" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).


For detailed syntax and parameter information, see "Set-Mailbox" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
To learn more about OABs, see "Understanding Offline Address Books" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about managing OABs, see Managing Offline Address Books.

How to Require SSL for Offline Address Book Distribution

This topic explains how to use Internet Information Services (IIS) Manager and the Exchange Management Shell to configure the virtual directory to use Secure Sockets Layer (SSL) for an offline address book (OAB). By default, when you install the Client Access server role on a computer that is running Microsoft Exchange Server 2007, a virtual directory named OAB is created on the default IIS Web site on the Exchange server. 

When SSL is enabled, both SSL and unencrypted requests to the OAB virtual directory are allowed. You can disallow unencrypted requests by performing the procedures that are detailed later in this topic.

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform these procedures, be aware of the following:


To learn more about the various security and authentication related options that are available for Exchange 2007, we recommend that you first read Managing Client Access Security.


The default self-signed certificate that is available in Exchange 2007 Setup will not work with Microsoft Office Outlook 2007 clients that are using OABs. Instead, you must use a valid SSL certificate that is created by a certification authority (CA) that is trusted by the client computer's operating system. For more information about how to install a valid SSL certificate from a CA that the client trusts, see "How to Obtain a Server Certificate from a Certification Authority" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).


After you obtain a valid SSL certificate to use with the Client Access server on the OAB default Web site or on the Web site where you host your OAB virtual directory, you should test SSL connectivity by issuing an HTTPS request. Using your browser, type the following URL in the address bar: https://<server name>/. The request should return your server's home page. You can configure the Web site to require SSL. You can also enable SSL for one or more Web sites that are hosted by the Client Access server. For more information, see "Managing Client Access Security" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use Internet Information Services Manager to set up the default Web site for OAB to require SSL

	1.
Click Start, point to Programs, point to Administrative Tools, and then click Internet Information Services (IIS) Manager.

2.
In the console tree of Internet Information Services (IIS) Manager, expand the Client Access server on which you are going to configure IIS.

3.
Expand Web Sites, and then expand Default Web Site.

4.
Right-click OAB, and then click Properties.

5.
In OAB Properties, click the Directory Security tab.

6.
Under Secure Communications, click Edit.

7.
In Secure Communications, select the Require secure channel (SSL) and the Require 128-bit encryption check boxes, and then click OK to save your change.

8.
Click OK to close OAB Properties.
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To use the Exchange Management Shell to set up the OAB virtual directory to require SSL verification and to use an SSL-enabled (HTTPS) external Web site


Run the following command:

Set-OABVirtualDirectory -Identity <VirtualDirectoryIdParameter> -SSLRequired <$true> -ExternalURL <URL>

For example, to require SSL for the OAB default Web site with an external URL for the Contoso company, run the following command:

Set-OABVirtualDirectory -Identity "OAB (Default Web Site) -SSLRequired $true -ExternalURL "https://exchange.contoso.com/oab"




For detailed syntax and parameter information, see "Set-OABVirtualDirectory" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
To learn more about OABs, see "Understanding Offline Address Books" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about managing OABs, see the following topics:


Managing Offline Address Books

How to Create an Offline Address Book
For more information about the OAB virtual directory, see How to Create an Offline Address Book Virtual Directory.

How to Update the Offline Address Book

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to update an offline address book (OAB). After you create an OAB or modify OAB settings, the changes will not be available to users until the OAB generation (OABGen) process has completed. 

For information about how to create OABs, see How to Create an Offline Address Book.

Before You Begin
To perform the following procedure, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, be aware that the procedures in this topic will only start the update process. It can take from several minutes to several hours to complete the process. New content will not be available until the process is complete.
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To use the Exchange Management Console to update an offline address book

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Organization Configuration, and then click Mailbox.

3.
In the result pane, click the Offline Address Book tab, and then click the OAB that you want to update.

4.
In the action pane, click Update.

5.
Read the warning box, and then click Yes to continue.
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To use the Exchange Management Shell to update an offline address book


Run the following command:

Update-OfflineAddressBook -Identity <OfflineAddressBookIdParameter>

For example, to update the OAB named My OAB, run the following command:

Update-OfflineAddressBook -Identity "My OAB"




For detailed syntax and parameter information, see "Update-OfflineAddressBook" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing OABs, see the following topics:


Managing Offline Address Books

How to Create an Offline Address Book

How to View and Modify Offline Address Book Settings
How to Modify Offline Address Book Virtual Directory Settings

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to modify the settings of an offline address book (OAB) virtual directory. The OAB virtual directory is the distribution point that is used by the Web-based distribution method of the OAB. By default, when Microsoft Exchange Server 2007 is installed, a new virtual directory named OAB is created in the default Web site in Internet Information Services (IIS). You can then modify the OAB distribution point settings to meet the needs of your organization.

Before You Begin
To perform the following procedure, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Exchange 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Console to modify the settings of an OAB virtual directory

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Server Configuration, and then click Client Access.

3.
In the work pane, on the Offline Address Book Distribution tab, click the distribution point you want.

4.
In the action pane, under the name of the OAB, click Properties.

5.
In <OAB Name> Properties, on the General tab, you can modify only the polling interval. In the Polling interval (minutes) box, enter the frequency (in minutes) that you want the distribution point to check for updated OAB files. An interval of 0 means that the distribution point will not poll. The default is 8 hours (480 minutes)

6.
On the URLs tab, you can modify the following settings:


Internal URL   Use this box to enter the URL that users on the corporate network can use to download OAB updates.


External URL   Use this box to enter the URL that users can use to download OAB updates from the Internet.
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Note: 

Although Web-based distribution is enabled by default and does not require further configuration, we recommend that you enable Secure Sockets Layer (SSL) for the OAB distribution point. For more information, see How to Require SSL for Offline Address Book Distribution.

7.
Click OK to close <OAB Name> Properties.
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To use the Exchange Management Shell to modify the settings of an OAB virtual directory

	
To change the internal URL, external URL, and the interval (in minutes) at which the distribution point will poll for an updated OAB, run the following command:

Set-OABVirtualDirectory -Identity "OAB (Default Web Site)" -PollInterval 120 -InternalURL "http://contoso/oab" -ExternalURL "https://www.contoso.com/OAB"




For detailed syntax and parameter information, see "Set-OABVirtualDirectory" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about OABs, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320):


Understanding Offline Address Books

Managing Offline Address Books

How to View and Modify Offline Address Book Settings
Managing E-Mail Address Policies

For a recipient to receive or send e-mail messages, the recipient must have an e-mail address. E-mail address policies generate the primary and secondary e-mail addresses for your recipients (which include users, contacts, and groups) so they can receive and send e-mail. By default, Microsoft Exchange contains an e-mail address policy that specifies the recipient's alias as the local part of the e-mail address and uses the default accepted domain. The local part of an e-mail address is the name that appears before the at sign (@). For e-mail address policies, you define how the recipients' e-mail addresses will display. For example, you may want to have all of your e-mail addresses display as firstname.lastname@contoso.com.
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Note: 

In Exchange Server 2007, recipient policies (which were part of Exchange Server 2003) are divided into two separate features: accepted domains and e-mail address policies. For more information about accepted domains, see "Managing Accepted Domains" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

This topic lists the management tasks that you can perform for e-mail address policies, and includes links to topics that will help you complete the task. Unless otherwise noted, these tasks can be performed by using the Exchange Management Console or the Exchange Management Shell:


How to Create an E-Mail Address Policy
After you create an e-mail address policy, you must apply it to the intended recipients for the policy to take effect. If you use the Exchange Management Console to perform this task, the New E-Mail Address Policy wizard will guide you through the policy of creating and applying the e-mail address policy. If you use the Exchange Management Shell, you will use the New-EmailAddressPolicy cmdlet to create the policy and the Update-EmailAddressPolicy cmdlet to apply it.

When creating an e-mail address policy, you can use the following e-mail address types:

Precanned Simple Mail Transfer Protocol (SMTP) e-mail address   Precanned SMTP e-mail addresses are commonly used e-mail address types that are provided for you.

Custom SMTP e-mail address   If you do not want to use one of the precanned SMTP e-mail addresses, you can specify a custom SMTP e-mail address.

Non-SMTP e-mail address   The following types of non-SMTP e-mail addresses are supported:


EX (Legacy DN Proxy Address Prefix DisplayName)


X.500


X.400


MSMail


CcMail


Lotus Notes


Novell GroupWise


EUM (UM proxy address)
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Note: 

In Exchange 2007, all non-SMTP e-mail addresses are considered custom addresses. Exchange 2007 does not provide unique dialog boxes or property pages for X.400, Novell GroupWise, or Lotus Notes e-mail address types. If you add a non-SMTP custom e-mail address, you must have the appropriate dynamic-link library (DLL) files. If you do not provide the appropriate DLL files, you will not be able to create a customized e-mail address policy. The following error will be logged in Event Viewer: "The e-mail address description object in the Microsoft Exchange directory for the 'SADF' address type on 'i386' machines are missing."


How to Edit an E-Mail Address Policy
If you use the Exchange Management Console for this task, the Edit E-Mail Address Policy wizard will guide you through the process of editing and applying the e-mail address policy. If you use the Exchange Management Shell, you will use the Set-EmailAddressPolicy cmdlet to edit the policy settings and the Update-EmailAddressPolicy to apply the e-mail address policy to the intended recipients.


How to Apply an E-Mail Address Policy
After you create an e-mail address policy, you must apply it to the intended recipients for the policy to take effect. If you use the Exchange Management Console for this task, you can use the Apply E-Mail Address Policy wizard to apply an existing policy to the intended recipients. The New E-Mail Address Policy and the Edit E-Mail Address Policy wizards also allow you to apply the e-mail address policy as you create or edit it. However, if you use the Exchange Management Shell to create or edit the policy, you must always use the Update-EmailAddressPolicy cmdlet to apply the e-mail address policy.


How to Remove an E-Mail Address Policy
If you remove an e-mail address policy that is used by recipients as the primary e-mail address policy, and no other e-mail address policies have been configured for recipients, the default e-mail address policy will be used.

If you use the Exchange Management Console for this task, you will select the policy you want to remove, and then click Remove in the action pane. If you use the Exchange Management Shell, you will use the Remove-EmailAddressPolicy cmdlet.

For More Information
For detailed syntax and parameter information about the various e-mail address policy cmdlets, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424):


New-EmailAddressPolicy

Set-EmailAddressPolicy

Update-EmailAddressPolicy

Remove-EmailAddressPolicy
How to Create an E-Mail Address Policy

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to create a new e-mail address policy. For a recipient to receive or send e-mail messages, the recipient must have an e-mail address. E-mail address policies generate the primary and secondary e-mail addresses for your recipients (which include users, contacts, and groups) so they can receive and send e-mail.
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Note: 

In Microsoft Exchange Server 2007, recipient policies (which were included in Exchange Server 2003) are divided into two separate features: accepted domains and e-mail address policies. For more information about accepted domains, see "Managing Accepted Domains" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

When creating an e-mail address policy, you can use the following e-mail address types:


Precanned Simple Mail Transfer Protocol (SMTP) e-mail address. Precanned SMTP e-mail addresses are commonly used e-mail address types that are provided for you.


Custom SMTP e-mail address. If you do not want to use one of the precanned SMTP e-mail addresses, you can specify a custom SMTP e-mail address.

When creating a custom SMTP e-mail address, you can use the variables in the following table to specify alternate values for the local part of the e-mail address.

	Variable
	Value

	%g
	Given name (first name)

	%i
	Middle initial

	%s
	Surname (last name)

	%d
	Display name

	%m
	Exchange alias

	%xs
	Uses the x number of letters of the surname. For example if x=2, the first two letters of the surname are used.

	%xg
	Uses the x number of letters of the given name. For example, if x=2, the first two letters of the given name are used.



Non-SMTP e-mail address. The following types of non-SMTP e-mail addresses are supported:


EX (Legacy DN Proxy Address Prefix DisplayName)


X.500


X.400


MSMail


CcMail


Lotus Notes


Novell GroupWise


EUM (Unified Messaging proxy address)
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Important: 

In Exchange 2007, all non-SMTP e-mail addresses are considered custom addresses. Exchange 2007 does not provide unique dialog boxes or property pages for X.400, GroupWise, or Lotus Notes e-mail address types. If you add a non-SMTP custom e-mail address, you must have the appropriate dynamic-link library (DLL) files. If you do not provide the appropriate DLL files, you will not be able to create a customized e-mail address policy. The following error will be logged in Event Viewer: "The e-mail address description object in the Microsoft Exchange directory for the 'SADF' address type on 'i386' machines are missing."

Before You Begin
To perform the following procedure, the account you use must be delegated the following:


Exchange Organization Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Make sure that you have read Managing E-Mail Address Policies.

Also, be aware that before an SMTP address domain can be used in an e-mail address policy, you must configure an accepted domain. For information about configuring accepted domains, see "Managing Accepted Domains" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Console to create a new e-mail address policy

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Organization Configuration, and then click Hub Transport.

3.
In the action pane, click New E-mail Address Policy. The New E-Mail Address Policy wizard appears.

4.
On the Introduction page, complete the following fields:

Name   Use this text box to create the display name for the new e-mail address policy. The name can contain as many as 64 characters but cannot include wildcard characters.

All recipient types   Click this button to apply the e-mail address policy to all recipient types. In Exchange 2007, recipients are comprised of mailbox users, mail-enabled users, mail contacts, mail-enabled distribution and security groups, and mail-enabled public folders.

The following specific types   Click this button to apply the e-mail address policy to specific recipient types. You can select one or more of the following recipient types:


Users with Exchange mailboxes   Select this check box if you want your e-mail address policy to apply to users with Exchange 2007, Exchange 2003, and Exchange 2000 Server mailboxes. Users with Exchange mailboxes are those that have a user domain account and a mailbox in the Exchange organization.


Users with external e-mail addresses   Select this check box if you want your e-mail address policy to apply to users with external e-mail addresses. Users with external e-mail accounts have user domain accounts in the Active Directory directory service, but use e-mail accounts that are external to the organization. This enables them to be included in the global address list (GAL) and added to distribution lists.


Resource mailboxes   Select this check box if you want your e-mail address policy to apply to Exchange resource mailboxes. Resources mailboxes allow you to administer company resources through a mailbox, such as a conference room or company vehicle.


Contacts with external e-mail addresses   Select this check box if you want your e-mail address policy to apply to contacts with external e-mail addresses. Contacts with external e-mail accounts do not have user domain accounts in Active Directory, but the external e-mail address is available in the GAL.


Mail-enabled groups   Select this check box if you want your e-mail address policy to apply to security groups or distribution groups that have been mail-enabled. Mail-enabled groups are similar to distribution groups. E-mail messages that are sent to a mail-enabled group account will be delivered to several recipients.

5.
Click Next.

6.
On the Conditions page, compete the following fields:
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Note: 

The conditions on this page are the predefined conditions in the Exchange Management Console. If you want to specify conditions other than the ones available on this page, you must use the Exchange Management Shell to create a custom query for the e-mail address policy. Keep in mind that the filter and condition settings for e-mail address policies that have custom recipient filters can be managed only by using the Exchange Management Shell. To learn more about how to use the Exchange Management Shell to create a custom filter, see "New-EmailAddressPolicy" and "Set-EmailAddressPolicy" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

Step 1: Select condition(s)   Use this section to select one or more conditions for your e-mail address policy. If you do not want to set any conditions for the policy, do not select any of the check boxes.
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Note: 

The Introduction page of this wizard allows you to specify the scope of recipients for this e-mail address policy. Selecting conditions will further restrict the membership of the policy to only those recipients within the scope that match the specific conditions.

You can select from the following conditions:


Recipient is in a State or Province   Select this check box if you want the e-mail address policy to only include recipients from specific states or provinces. This information is contained on the Address and Phone tab in the recipient's properties.


Recipient is in a Department   Select this check box if you want the e-mail address policy to include only recipients in specific departments. This information is contained on the Organization tab in the recipient's properties.


Recipient is in a Company   Select this check box if you want the e-mail address policy to include only recipients in specific companies. This information is contained on the Organization tab in the recipient's properties.
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Note: 

The State or Province, Department, and Company conditions are based on attributes that are applicable only to mailboxes, mail users, and mail contacts. These conditions do not apply to mail-enabled distribution groups. If you configure any of these conditions for an e-mail address policy, you will in effect be excluding all mail-enabled distribution groups.


Custom Attribute equals Value   There are 15 custom attributes for each recipient. There is a separate condition for each custom attribute. If you want the e-mail address policy to include only recipients that have a specific value set for a specific custom attribute, select the check box that corresponds to that custom attribute.

Step 2: Edit the condition(s) (click an underlined value)   If you select any conditions in Step 1, each condition you select will append to the definition of the e-mail address policy. For example, if you selected the Recipient is in a State or Province check box in Step 1, you will see in the specified State or Province(s) condition in Step 2.

For each condition, click the underlined term to create your condition. By default, the underlined term for new conditions will read specified. After you edit the condition, the underlined term will change to the value that you specified.

If you click an underlined value for the State or Province, Department, or Company conditions, a dialog box appears in which you can specify the values for the condition. To create values for the condition, use the following buttons in the dialog box:


Add   Enter a value in the text box and click Add. You can add more than one value, but you cannot enter duplicate values.


Edit   To modify an existing value, select it from the list, and then click Edit. 


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   To remove an existing value, select it from the list, and then click [image: image242.png]


.

If you click an underlined value for a custom attribute condition, a dialog box appears in which you can specify the value for the condition. You can specify a single value for each custom attribute. Type the value in the text box and click OK.
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Important: 

The values that you enter in these dialog boxes must exactly match those that appear in the recipient's properties. For example, if you enter Washington in the Specify State or Province dialog box, but the Address and Phone tab in the recipient's properties lists the state as WA, the condition will not be met.

Preview   Click this button to view the recipients that will be contained in the e-mail address policy, based on the conditions that you specified.

7.
Click Next.

8.
On the E-Mail Addresses tab, click Add to add a new e-mail address to your e-mail address policy. Use the drop-down box to select an SMTP e-mail address (default) or a custom e-mail address. Depending on the type of address you select, the SMTP E-Mail Address or the Custom Address dialog box appears. For information about these dialog boxes, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320):


New E-Mail Address Policy Wizard > E-Mail Addresses Page > SMTP E-Mail Address

New E-Mail Address Policy Wizard > E-Mail Addresses Page > Custom Address
9.
On the Schedule page, complete the following fields:

Apply the e-mail address policy   select one of the following schedule settings to specify when the e-mail address policy should be applied. 


Immediately   Select this option to apply the e-mail address policy as soon as the e-mail address policy is created.


At the following time   Select this option and use the corresponding drop-down lists to specify a time to apply the new e-mail address policy.

Cancel tasks that are still running after (hours)   Select this check box and use the corresponding text box to specify how long the new e-mail address policy task will run. The default is 8 hours.

10.
Click Next.

11.
On the New E-Mail Address Policy page, review your configuration settings. Click New to create the e-mail address policy. Click Back to make configuration changes.

12.
On the Completion page, confirm whether the new e-mail address policy was created successfully. A status of Completed indicates that the wizard completed the task successfully. A status of Failed indicates that the task was not completed. If the task fails, review the summary for an explanation, and then click Back to make any configuration changes.

13.
Click Finish to complete the New E-Mail Address Policy wizard.
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To use the Exchange Management Shell to create a new e-mail address policy


Run the following command:

New-EmailAddressPolicy -Name <String> -IncludedRecipients <Nullable> -Priority <EmailAddressPolicyPriority> -EnabledEmailAddressTemplates <ProxyAddressTemplateCollection>

For example, to create a new e-mail address policy that includes mailbox users in the southeast offices who will have e-mail addresses that include their last name combined with the first two letters of their first name, run the following command:

New-EmailAddressPolicy -Name "southeast offices" -IncludedRecipients UserMailbox -ConditionalStateorProvince "Georgia","Alabama","Louisiana" -EnabledEmailAddressTemplates "SMTP:%s%2g@southeast.contoso.com"




For detailed syntax and parameter information, see "New-EmailAddressPolicy" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about accepted domains, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320):


Managing Accepted Domains

How to Create Accepted Domains
For more information about e-mail address policies, see Managing E-Mail Address Policies.

How to Remove an E-Mail Address Policy

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to remove an e-mail address policy. By default, Microsoft Exchange Server 2007 contains an e-mail address policy that specifies the recipient's alias as the local part of the e-mail address and uses the default accepted domain. The local part of an e-mail address is the name that appears before the at sign (@).This e-mail address policy applies to all users in the organization. You cannot remove this e-mail address policy. 
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Note: 

If you remove an e-mail address policy that is used by recipients as the primary e-mail address policy, and no other e-mail address policies have been configured for recipients, the default e-mail address policy will be used.

Before You Begin
To perform the following procedure, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Console to remove an e-mail address policy

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Organization Configuration, and then click Hub Transport.

3.
In the result pane, click the E-mail Address Policies tab, and then select the e-mail address policy that you want to remove.

4.
In the action pane, click Remove. 

5.
A warning dialog box appears. Click Yes to confirm that you want to remove the e-mail address policy.
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To use the Exchange Management Shell to remove an e-mail address policy

	1.
Run the following command:

Remove-EmailAddressPolicy -Identity <EmailAddressPolicyIdParameter>

For example, to remove the South East Offices e-mail address policy, run the following command:

Remove-EmailAddressPolicy -Identity "South East Offices"

2.
Type Y to confirm that you want to remove the e-mail address policy, and then press ENTER.


For detailed syntax and parameter information, see "Remove-EmailAddressPolicy" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing e-mail address policies, see Managing E-Mail Address Policies.

How to Apply an E-Mail Address Policy

This topic explains how to use the Exchange Management Console or the Exchange Management Shell to apply an e-mail address policy. After you create an e-mail address policy, you must apply it to the intended recipients for the policy to take effect. 
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Note: 

Although this topic shows you how to use the Apply E-Mail Address Policy wizard to apply an e-mail address policy, the New E-Mail Address Policy and the Edit E-Mail Address Policy wizards also allow you to apply the policy as you create or edit it. 

For more information about managing e-mail address policies, see Managing E-Mail Address Policies.

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Console to apply the e-mail address policy

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Organization Configuration, and then click Hub Transport.

3.
In the result pane, click the E-Mail Address Policy tab, and then select the e-mail address policy that you want to apply.

4.
In the action pane, click Apply. The Apply E-Mail Address Policy wizard appears.

5.
On the Introduction page, complete the following fields:

Apply the e-mail address policy   Select one of the following schedule settings to specify when the e-mail address policy should be applied:


Immediately   Select this option to apply the e-mail address policy immediately.


At the following time   Select this option and use the corresponding drop-down lists to specify a time to apply the e-mail address policy.

Cancel tasks that are still running after (hours)   Select this check box and use the corresponding text box to specify how long the e-mail address policy task will run. The default is 8 hours.

6.
Click Next.

7.
On the Apply E-Mail Address Policy page, review your configuration settings. Click Apply to apply the e-mail address policy. Click Back to make configuration changes.

[image: image250.png]


Note: 

Although the process begins when you click Apply, you may have to wait several hours for the process to complete and the e-mail address policy to be applied.

8.
On the Completion page, confirm whether the e-mail address policy was applied successfully. A status of Completed indicates that the wizard completed the task successfully. A status of Failed indicates that the task was not completed. If the task fails, review the summary for an explanation, and then click Back to make any configuration changes.

9.
Click Finish to complete the Apply E-Mail Address Policy wizard.
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To use the Exchange Management Shell to apply the e-mail address policy

	1.
Run the following command:

Update-EmailAddressPolicy -Identity <EmailAddressIdParameter>

For example, to update an e-mail address policy named Marketing, run the following command:

Update-EmailAddressPolicy -Identity Marketing
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Note: 

Although running the Update-EmailAddressPolicy command starts the update process, you may have to wait several hours for the process to complete and the e-mail address policy to be applied.


For detailed syntax and parameter information, see "Update-EmailAddressPolicy" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about managing e-mail address policies, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320):


Understanding E-Mail Address Policies

Managing E-Mail Address Policies

How to Create an E-Mail Address Policy
How to Edit an E-Mail Address Policy

This topic explains how to use Exchange Management Console or the Exchange Management Shell to edit an existing e-mail address policy. For more information about managing e-mail address policies, see Managing E-Mail Address Policies.

Before You Begin
To perform the following procedure, the account you use must be delegated the following:


Exchange Organization Administrator role 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, be aware that, before a Simple Mail Transfer Protocol (SMTP) address domain can be used in an e-mail address policy, you must configure an accepted domain. For more information about configuring accepted domains, see "Managing Accepted Domains" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Console to edit an e-mail address policy

	1.
Start the Exchange Management Console.

2.
In the console tree, expand Organization Configuration, and then click Hub Transport.

3.
In the result pane, click the E-Mail Address Policy tab, and then select the e-mail address policy that you want to edit.

4.
In the action pane, click Edit. The Edit E-Mail Address Policy wizard appears.

5.
On the Introduction page, edit the following fields:


Name   Type the display name of the e-mail address policy that you are editing. The name can contain as many as 64 characters but cannot include wildcard characters.


Users with Exchange mailboxes   Select this check box if you want your e-mail address policy to apply to users who have Microsoft Exchange Server 2007, Exchange Server 2003, and Exchange 2000 Server mailboxes. Users with Exchange mailboxes are those that have a user domain account and a mailbox in the Exchange organization.


Users with external e-mail addresses   Select this check box if you want your e-mail address policy to apply to users who have external e-mail addresses. Users with external e-mail accounts have user domain accounts in the Active Directory directory service, but use e-mail accounts that are external to the organization. This enables them to be included in the global address list (GAL) and added to distribution lists.


Resource mailboxes   Select this check box if you want your e-mail address policy to apply to Exchange resource mailboxes. Resource mailboxes let you administer company resources through a mailbox, such as a conference room or a company vehicle.


Contacts with external e-mail addresses   Select this check box if you want your e-mail address policy to apply to contacts with external e-mail addresses. Mail-enabled groups resemble distribution groups where messages sent to a mail-enabled group account will go to several recipients.


Mail-enabled groups   Select this check box if you want your e-mail address policy to apply to security groups or distribution groups that have been mail-enabled.

6.
Click Next.

7.
On the Conditions page, view or edit the following fields:

[image: image254.png]


Note: 

The conditions on this page are the predefined conditions in the Exchange Management Console. If you want to specify conditions other than the ones available on this page, you must use the Exchange Management Shell to create a custom query for the e-mail address policy. Be aware that the filter and condition settings for e-mail address policies that have custom recipient filters can be managed only by using the Exchange Management Shell. To learn more about how to use the Exchange Management Shell to create a custom filter, see "New-EmailAddressPolicy" and "Set-EmailAddressPolicy" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

Step 1: Select condition(s)   Use this section to set one or more conditions for your e-mail address policy. If you do not want to set any conditions for the policy, do not select any of the check boxes.
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Note: 

The Introduction page of this wizard allows you to specify the scope of recipients for this e-mail address policy. Selecting conditions will further restrict the membership of the policy to only those recipients within the scope that match the specific conditions.

You can select from the following conditions:


Recipient is in a State or Province   Select this check box if you want the e-mail address policy to only include recipients from specific states or provinces. This information is contained on the Address and Phone tab in the recipient's properties.


Recipient is in a Department   Select this check box if you want the e-mail address policy to include only recipients in specific departments. This information is contained on the Organization tab in the recipient's properties.


Recipient is in a Company   Select this check box if you want the e-mail address policy to include only recipients in specific companies. This information is contained on the Organization tab in the recipient's properties.
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Note: 

The State or Province, Department, and Company conditions are based on attributes that are applicable only to mailboxes, mail users, and mail contacts. These conditions do not apply to mail-enabled distribution groups. If you configure any of these conditions for an e-mail address policy, you will in effect be excluding all mail-enabled distribution groups.


Custom Attribute equals Value   There are 15 custom attributes for each recipient. There is a separate condition for each custom attribute. If you want the e-mail address policy to include only recipients that have a specific value set for a specific custom attribute, select the check box that corresponds to that custom attribute.

Step 2: Edit the condition(s) (click an underlined value)   If you select any conditions in Step 1, each condition you select will append to the definition of the e-mail address policy. For example, if you selected the Recipient is in a State or Province check box in Step 1, you will see in the specified State or Province(s) condition in Step 2.

For each condition, click the underlined term to create your condition. By default, the underlined term for new conditions will read specified. After you edit the condition, the underlined term will change to the value that you specified.

If you click an underlined value for the State or Province, Department, or Company conditions, a dialog box appears in which you can specify the values for the condition. To create values for the condition, use the following buttons in the dialog box.


Add   Enter a value in the text box and click Add. You can add more than one value, but you cannot enter duplicate values.


Edit   To modify an existing value, select it from the list, and then click Edit. 


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   To remove an existing value, select it from the list, and then click [image: image258.png]


.

If you click an underlined value for a custom attribute condition, a dialog box appears in which you can specify the value for the condition. You can specify a single value for each custom attribute. Type the value in the text box, and then click OK.
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Important: 

The values that you enter in these dialog boxes must exactly match those that appear in the recipient's properties. For example, if you enter Washington in the Specify State or Province dialog box, but the Address and Phone tab in the recipient's properties lists the state as WA, the condition will not be met.

Preview   Click this button to view the recipients that will be contained in the e-mail address policy, based on the conditions that you specified.

8.
On the E-Mail Addresses page, select the e-mail address type that you want to edit, and then click Edit. Depending on the type of address you select, the SMTP E-Mail Address or the Custom Address dialog box appears. For information about these dialog boxes, see "New E-Mail Address Policy Wizard > E-Mail Addresses Page > SMTP E-Mail Address" or "New E-Mail Address Policy Wizard > E-Mail Addresses Page > Custom Address" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320). 

9.
Click Next.

10.
On the Schedule page, complete the following fields:

Apply the e-mail address policy   Select one of the following schedule settings to specify when the e-mail address policy should be applied:


Do not apply   Click this button to update the e-mail address policy without applying it to the intended recipients.


Immediately   Select this option to apply the e-mail address policy as soon as the e-mail address policy is edited.


At the following time   Select this option and use the corresponding drop-down lists to specify a time to apply the e-mail address policy.

Cancel tasks that are still running after (hours)   Select this check box and use the corresponding text box to specify how long the e-mail address policy task will run. The default is 8 hours.

11.
Click Next.

12.
On the Edit E-Mail Address Policy page, review your configuration settings. Click Edit to apply your changes to the e-mail address policy. Click Back to make any configuration changes.
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Note: 

Although the process begins when you click Edit, you may have to wait several hours for the process to complete and the e-mail address policy to be applied.

13.
On the Completion page, confirm whether the e-mail address policy was updated successfully. A status of Completed indicates that the wizard completed the task successfully. A status of Failed indicates that the task was not completed. If the task fails, review the summary for an explanation, and then click Back to make any configuration changes.

14.
Click Finish to complete the Edit E-Mail Address Policy wizard.
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To use the Exchange Management Shell to edit an e-mail address policy


Run the following command:

Set-EmailAddressPolicy -Identity <EmailAddressPolicyIDParameter> | Update-EmailAddressPolicy 

For example, to edit the South East Offices e-mail address policy that currently includes recipients in Georgia, Alabama, and Louisiana to also include recipients in Texas, run the following command:

Set-EmailAddressPolicy -Identity "South East Offices" -ConditionalStateorProvince "Georgia","Alabama","Louisiana","Texas" | Update-EmailAddressPolicy
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Note: 

Although the e-mail address policy is already applied to recipients in Georgia, Alabama, and Louisiana, you must include them in the parameter because the parameter overwrites values; it does not append values to existing ones.


For detailed syntax and parameter information, see "Set-EmailAddressPolicy" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For information about accepted domains, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320):


Managing Accepted Domains

How to Create Accepted Domains
For more information about managing e-mail address policies, see the following topics:


How to Create an E-Mail Address Policy

How to Remove an E-Mail Address Policy

How to Apply an E-Mail Address Policy
How to Create an E-Mail Address Policy By Using Recipient Filters

This topic explains how to use the Exchange Management Shell to create an e-mail address policy by using recipient filters. To learn more about e-mail address policies, see "Understanding E-Mail Address Policies" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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Note: 

You cannot use the Exchange Management Console to create an e-mail address policy by using recipient filters. You must use the Exchange Management Shell.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Organization Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

Also, before you perform this procedure, be aware of the following:


Before a Simple Mail Transfer Protocol (SMTP) address domain can be used in an e-mail address policy, you must configure an accepted domain. For information about configuring accepted domains, see "Managing Accepted Domains" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).


To use the RecipientFilter parameter to create a custom filter, you must specify a string for the filter. The Exchange Management Shell uses OPath for the filtering syntax. OPath is a querying language designed to query object data sources. For more information about the OPath filtering syntax, see "Creating Filters in Recipient Commands" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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Important: 

If you use a recipient filter to create or edit an e-mail address policy, you cannot use the Exchange Management Console to edit the e-mail address policy. You must use the Set-EmailAddressPolicy in the Exchange Management Shell. For detailed syntax parameter information, see "Set-EmailAddressPolicy" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).
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To use the Exchange Management Shell to create an e-mail address policy by using recipient filters

	
Run the following command:

New-EmailAddressPolicy -Name <String> -RecipientFilter <String>

For example, to create an e-mail address policy that applies to all executives and for which the local part of the e-mail address consists of the first two letters of their first name and their entire last name, run the following command.

New-EmailAddressPolicy -Name 'Execs' -EnabledEmailAddressTemplates 'SMTP:%2g%s@contoso.com' -RecipientFilter {((RecipientType -eq 'UserMailbox') -and (Title -like 'executive'))}




For detailed syntax and parameter information, see "New-EmailAddressPolicy" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
To learn more about e-mail address policies, see "Understanding E-Mail Address Policies" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

For more information about managing e-mail address policies, see Managing E-Mail Address Policies.

For more information about accepted domains, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320):


Managing Accepted Domains

How to Create Accepted Domains
Managing Exchange Search

Microsoft Exchange Server 2007 Search is a feature that allows you to quickly search text in messages through the use of pre-built indexes. By using the Microsoft Search indexing engine (MSSearch), Exchange Search creates the initial index by crawling all messages in mailboxes within an Exchange 2007 database. As new messages arrive, Exchange Search updates the index based on notifications from the Microsoft Exchange Information Store service.

Sample Exchange Search Scripts

There are scripts located in the \Exchange Server\Scripts directory that can help you to administer and manage Exchange Search. Using the Exchange Management Shell, you can run the following scripts:


GetDatabaseForSearchIndex.ps1   When the index directory files are provided, this script returns the associated mailbox database names. Example script:

GetDatabaseForSearchIndex IndexDirectoryName1 IndexDirectoryName2


GetSearchIndexForDatabase.ps1   This script returns index directories for the specified mailbox database names. Example script:

GetSearchIndexForDatabase MailboxdatabaseName1 MailboxdatabaseName2 -All


ResetSearchIndex.ps1   This script removes the index directories that are associated with specified mailbox databases. Example script:

ResetSearchIndex [-Force] [-All] MailboxdatabaseName1 MailboxdatabaseName2

This following list contains the management tasks that you can perform for Exchange Search and includes links to topics that will help you complete each task. 


How to Disable or Enable Exchange Search
This procedure shows you how to use the Exchange Management Shell to enable or disable Exchange Search for a mailbox database. This procedure also shows you how to use the Services Microsoft Management Console (MMC) snap-in to disable Exchange Search for a Mailbox server.


How to Diagnose Exchange Search Issues
This procedure shows you how to use the Exchange Management Shell, Services MMC snap-in, Event Viewer, and Performance Monitor to diagnose and resolve Exchange Search issues.


How To Use Exchange Search to Locate Messages for the Purposes of Review or Deletion
This procedure shows you how to use Exchange Search in conjunction with the Export-Mailbox cmdlet to search for specific message content, and then either review or delete the messages that contain the content.

For More Information
To learn more about Exchange Search, see the following:

"Understanding Exchange Search" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320)

The New Search in Exchange Server 2007
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Note: 

The content of each blog and its URL are subject to change without notice.

How to Disable or Enable Exchange Search

This topic explains how to use the Exchange Management Shell to enable or disable Exchange Search for a mailbox database. This topic also explains how to use the Services Microsoft Management Console (MMC) snap-in to enable or disable Exchange Search for a Mailbox server.
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Important: 

Disabling Exchange Search will impact the functionality and performance of the full-text searches that are performed by your users.

By default, Exchange Search is enabled for all new mailbox databases and does not require additional configuration. To learn more about Exchange Search, see Managing Exchange Search.

Before You Begin
To perform the following procedures, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to disable or enable Exchange Search for mailbox databases

	
To disable Exchange Search for a mailbox database, run the following command:

Set-MailboxDatabase MailboxDatabaseName -IndexEnabled $false


To enable Exchange Search for a mailbox database, run the following command:

Set-MailboxDatabase MailboxDatabaseName -IndexEnabled $true
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Note: 

By default, Exchange Search is enabled for all new mailbox databases and does not require additional configuration. If you previously disabled Exchange Search, you will need to enable it.
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To use the Services MMC snap-in to disable or enable Exchange Search for a Mailbox server

	1.
Click Start, point to Settings, point to Control Panel, point to Administrative Tools, and then click Services.

2.
In the Services details pane, right-click the Microsoft Exchange Search Indexer service, and then click Stop to disable the service or Start to enable it.
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Note: 

To stop the Microsoft Exchange Search Indexer service from restarting when you restart your Exchange server, change the Startup Type to Manual.
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Note: 

Exchange Search can be enabled or disabled for servers or mailbox databases, but not for individual mailbox users.

For detailed syntax and parameter information, see "Set-MailboxDatabase" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

For More Information
For more information about Exchange Search, see Managing Exchange Search.

How to Diagnose Exchange Search Issues

This topic explains how to use the Exchange Management Shell, Services Microsoft Management Console (MMC) snap-in, Event Viewer, and Performance Monitor to diagnose and resolve Exchange Search issues.

Before You Begin
To run the Get-MailboxDatabase cmdlet or Test-ExchangeSearch cmdlet, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the target server 

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To diagnose Exchange Search issues

	1.
Is the MSExchangeSearch service started on the Mailbox server? If Yes, go to Step 2. If No, use the Services MMC snap-in to verify that the MSExchangeSearch service is running:

a.
Click Start, and then click Control Panel.

b.
In Control Panel, double-click Administrative Tools.

c.
In Administrative Tools, double-click Services.

d.
Verify that the Microsoft Exchange Search Indexer service is started.

2.
Is the IndexEnabled parameter set to true for the mailbox database of the user? If Yes, go to Step 3. If No, run the following command in the Exchange Management Shell to verify that the IndexEnabled flag is set to true:

Get-MailboxDatabase |ft Name,IndexEnabled

For detailed syntax and parameter information, see "Get-MailboxDatabase" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

3.
Has the Exchange database been crawled? If Yes, go to Step 4. If No, use Performance Monitor to check the Full Crawl Mode Status counter. This counter is stored in the MSExchange Search Indices performance object. Select the instance for the user's database. When the database is still being crawled, it has a value of 1. When the crawl is complete, the value is 0. Other relevant search counters are located under the following performance objects: 


MSExchange Search Indexer

MSFTESQL-Exchange:Catalogs

MSFTESQL-Exchange:FD

MSFTESQL-Exchange:Indexer

MSFTESQL-Exchange:Service
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For information about using Performance Monitor, see Windows Server 2003 Monitoring Features and Tools in the Microsoft Exchange Service Management Guide.

4.
Run the Test-ExchangeSearch command for the user:

Test-ExchangeSearch -Identity TedBremer@contoso.com

For more information about testing Exchange Search, see "Test-ExchangeSearch" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424).

5.
Check Event Viewer for search-related error messages. Check the Source: MSExchangeSearch Indexer and msftesql-Exchange events. For more information, follow the link on the event log.

6.
Use the Services MMC snap-in to stop, and then restart the Microsoft Search (Exchange) service:

a.
Click Start, point to Settings, point to Control Panel, point to Administrative Tools, and then click Services.

b.
In the Services details pane, right-click Microsoft Search (Exchange), and then click Stop. After the service is stopped, right-click the service again, and then click Start.


How To Use Exchange Search to Locate Messages for the Purposes of Review or Deletion

This topic explains how to use the Exchange Management Shell to search for specific message content, and then either review or delete the messages that contain the content. Using the Export-Mailbox cmdlet, you can specify the message content for which to search within a mailbox or database, and then copy those messages to a target mailbox for the purposes of review or deletion. 
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Note: 

Exchange Search functionality is used to search for content across mailboxes and databases. For more information about Exchange Search, see Managing Exchange Search.

There are several scenarios where you may need to search for message content across mailboxes and databases. For example, if you detect that specific messages contain viruses, you may want a report that lists which users have these messages in their mailbox. You can select to simply create the report for further investigation. In this case, you would use the Export-Mailbox cmdlet to copy these messages to a target mailbox, from which you can create the report. However, you may want to remove these messages from the mailboxes, and then automatically delete them. In this case, you would use the Export-Mailbox cmdlet in conjunction with the DeleteContent parameter. 

Before You Begin
To run the Export-Mailbox cmdlet, the account you use must be delegated the following:


Exchange Server Administrator role and local Administrators group for the source server and the target server

To run the Get-Mailbox cmdlet, the account you use must be delegated the following:


Exchange Recipient Administrator role

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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Note: 

You cannot export data from a mailbox in one forest to a mailbox in a different forest. The source and target mailboxes must be in the same forest.
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To use the Exchange Management Shell to copy specific messages to a target mailbox

	
Run the following command:

Get-Mailbox –Database DataBase1 | Export-Mailbox –ContentKeywords "Virus Message" –TargetMailbox Administrator@Contoso.com –TargetFolder 'MessageFolder'
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To use the Exchange Management Shell to delete specific messages

	
Run the following command:

Get-Mailbox –Database DataBase1 | Export-Mailbox –ContentKeywords "Virus message" –TargetMailbox Administrator@Contoso.com –TargetFolder 'MyData' –DeleteContent




For detailed syntax and parameter information, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424):


Get-Mailbox

Export-Mailbox
Managing Global Address Lists

A global address list (GAL) is a directory that contains entries for every group, user, and contact within an organization's implementation of Microsoft Exchange Server. GALs are displayed in the Microsoft Outlook Address Book on a client computer. Address lists are a subset of the GAL and can be used to further organize the recipients in your organization. For more information about address lists, see "Understanding Address Lists" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).

If you have multiple GALs in your organization, only one GAL is displayed in the Outlook Address Book on a client computer. This address list displays as Global Address List, even if you specified a different name when you created it in Exchange Server 2007.

The following is a list of management tasks that you can perform for GALs, including links to topics that will help you complete the tasks:
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Note: 

You cannot use the Exchange Server Management Console to create, modify, update, or remove GALs. You must always use the Exchange Server Management Shell.
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Important: 

You cannot edit or remove the default GAL. You can only edit or remove GALs that you have created.


How to Create a Global Address List
When you create a GAL, you are essentially creating a blank container with settings and filters. The container is not populated with recipients until you update the GAL. 


How to Modify a Global Address List

How to Remove a Global Address List

How to Update a Global Address List
If the filter rule has been edited, you must update the GAL. Also, to update the membership of an existing GAL to include new recipients and remove those who no longer meet the filtering criteria, you must update the GAL.

For More Information
For more information about address lists, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320):


Understanding Address Lists

Managing Address Lists
For detailed syntax and parameter information about the various GAL cmdlets, see the following topics in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?LinkId=79424):


New-GlobalAddressList

Get-GlobalAddressList

Remove-GlobalAddressList

Set-GlobalAddressList

Update-GlobalAddressList
How to Create a Global Address List

The global address list (GAL) is a directory that contains entries for every group, user, and contact within an organization's implementation of Microsoft Exchange. This topic explains how to create a GAL by using the Exchange Management Shell.
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Note: 

You cannot use the Exchange Management Console to create a GAL. You must use the New-GlobalAddressList cmdlet in the Exchange Management Shell.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Organization Administrators role.

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320). 
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To use the Exchange Management Shell to create a GAL

	
Run the following command.

New-GlobalAddressList -Name <String> -IncludedRecipients <Nullable> -ConditionalCompany <String>

For example, to create a GAL for the Contoso company, run the following command.

New-GlobalAddressList -Name "Contoso GAL" -IncludedRecipients MailboxUsers -ConditionalCompany Contoso
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Note: 

If you are using precanned conditional filter properties, the IncludedRecipients parameter cannot be blank.


For More Information
For more information about managing GALs, see Managing Global Address Lists.

How to Modify a Global Address List

This topic explains how to modify a global address list's (GAL) settings by using the Exchange Management Shell.
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Note: 

You cannot use the Exchange Management Console to modify a GAL. You must use the Set-GlobalAddressList cmdlet in the Exchange Management Shell.
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Important: 

You cannot edit the settings of the default GAL. 

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Organization Administrators role.

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to modify a GAL

	
Run the following command.

Set-GlobalAddressList -Identity <GlobalAddressListIdParameter> -Name

For example, to assign a new name, FourthCoffee, to the GAL with the GUID 96d0c505-eba8-4103-ad4f-577a1bf4ad7b, run the following command.

Set-GlobalAddressList -Identity 96d0c505-eba8-4103-ad4f-577a1bf4ad7b -Name FourthCoffee
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Note: 

If you are using precanned conditional filter properties, the value for the IncludedRecipients parameter cannot be blank.


For More Information
For more information about managing GALs, see Managing Global Address Lists.

How to Remove a Global Address List

The global address list (GAL) is a directory that contains entries for every group, user, and contact within an organization's implementation of Microsoft Exchange. This topic explains how to use the Exchange Management Shell to remove a GAL from your Exchange organization.
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Note: 

You cannot use the Exchange Management Console to remove a GAL. You must use the Remove-GlobalAddressList cmdlet in the Exchange Management Shell.
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Important: 

You cannot remove the default GAL.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Organization Administrators role.

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to remove a GAL

	1.
Run the following command.

Remove-GlobalAddressList -Identity <GlobalAddressListIdParameter> -DomainController <Fqdn>

For example, to remove the GAL called Fourth Coffee from the domain controller ad-server.fourthcoffee.com, run the following command.

Remove-GlobalAddressList -Identity "Fourth Coffee" -DomainController ad-server.fourthcoffee.com

2.
To confirm that you want to remove the GAL, type Y, and then press ENTER.


For More Information
For more information about managing GALs, see Managing Global Address Lists.

How to Update a Global Address List

The global address list (GAL) is a directory that contains entries for every group, user, and contact within an organization's implementation of Microsoft Exchange. This topic explains how to update a GAL by using the Exchange Management Shell. 
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Note: 

You cannot use the Exchange Management Console to update a GAL. You must use the Update-GlobalAddressList cmdlet in the Exchange Management Shell.

Before You Begin
To perform this procedure, the account you use must be delegated the following:


Exchange Organization Administrators role.

For more information about permissions, delegating roles, and the rights that are required to administer Microsoft Exchange Server 2007, see "Permission Considerations" in Exchange Server 2007 Help (http://go.microsoft.com/fwlink/?linkid=65320).
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To use the Exchange Management Shell to update a GAL

	
Run the following command.

Update-GlobalAddressList -Identity <GlobalAddressListIdParameter> -DomainController
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Note: 

Running this command only starts the update process. It may take several hours for the GAL to be updated.

For example, to update a GAL for the Fourth Coffee company, run the following command.

Update-GlobalAddressList -Name "Fourth Coffee"




For More Information
For more information about managing GALs, see Managing Global Address Lists.
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