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How to Use these Notes

These release notes address late-breaking issues that were not addressed in the release notes that were included on the product installation CD for the following products:

· Windows Server 2003, Standard Edition with SP1 

· Windows Server 2003, Enterprise Edition with SP1

· Windows Server 2003, Datacenter Edition with SP1

· Windows Server 2003, Web Edition with SP1 

· Windows Server 2003, Enterprise Edition for Itanium-based Systems with SP1

· Windows Server 2003, Datacenter Edition for Itanium-based Systems with SP1

Unless otherwise stated, the information included in this document applies to the release candidate version of all of the products listed above. In sections where information applies only to a subset of these products, this is clearly specified.

A list of additional resources is included at the end of this document. To link to the Web sites referenced in this document, you must be connected to the Internet.

Read before you install the operating system

Important updates if you want to run Outlook Web Access

This information applies to the 32-bit versions of Windows Server 2003, Enterprise Edition; and Windows Server 2003 operating system, Datacenter Edition.

If you upgrade or install a server to run Windows Server 2003 with SP1 and Exchange Server 2003, and you want run Outlook Web Access (OWA) in a clustered environment, ensure that you update computers running Exchange Server 2003 as follows:

Download and install Exchange Server 2003 Service Pack 1. The Service Pack is available at the Microsoft Exchange Server Web site at http://go.microsoft.com/fwlink/?LinkId=29090.

1. After you update each server to Exchange Server 2003 Service Pack 1, download and install the update 841561 for OWA on all clustered servers running Exchange Server 2003 SP1. This is available in the Knowledge Base at http://support.microsoft.com/kb/841561. Without this update, HTTP requests that are made on the clustered Exchange Server 2003 computer might fail.

Networking failure when starting a Windows PE image from a RIS server

This information applies when you use Windows Preinstallation Environment (Windows PE) with the preliminary release Windows Server 2003 products. If you start a computer from a Windows PE image stored on a Remote Installation Services (RIS) server, networking will not function properly. When you start a computer in this manner, you will experience a time-out or other network failure when you attempt to connect to network resources. 

To resolve this problem, start the computer by using a Windows PE random access memory (RAM) disk image. Networking will function properly when you do this. The RAM disk boot feature is new with this release of Windows PE. For instructions on creating and using a RAM disk, see “Booting Windows PE from a RAM Disk” in the Windows Preinstallation Environment User’s Guide.

Required update for HP Systems Insight Manager
Due to security restrictions in Windows Server 2003 with SP1, some applications that require user mode access to a device’s physical memory might not work properly. If you want to run HP Insight Manager, contact your software vendor to ask for an updated version of the software before you install it with the Release Candidate version of Windows Server 2003 with SP1.
Applications
16-bit applications
64-bit products do not support most 16-bit applications.

Most 32-bit applications that use 16-bit Microsoft ACME Setup versions 2.6, 3.0, 3.01, and 3.1 and InstallShield versions 5.x install correctly.

No 32-bit applications that are installed by other 16-bit setup programs are supported. If you try to install one of these applications, the message "\Setup.exe is not a valid Win32 application" appears, and the setup program closes without installing or starting the application.

Microsoft .NET Framework

This information applies to:

· Windows Server 2003, Enterprise Edition for Itanium-based Systems

· Windows Server 2003, Datacenter Edition for Itanium-based Systems 

Applications created with Microsoft .NET Framework 1.1 can run only in a 32-bit process. The 32-bit version of .NET Framework 1.1 is supported by 64-bit versions of Windows Server operating systems, and can be installed for 32-bit applications running on 64-bit Windows operating systems (WOW64).

You can install .NET Framework 1.1 at http://go.microsoft.com/fwlink/?LinkId=17153, and the service pack at http://go.microsoft.com/fwlink/?LinkId=39058 from the Download Center at the Microsoft Web site.

NetMeeting® does not support Application Sharing and Remote Desktop Sharing

On all 64-bit computers that are running the release candidate version of Windows Server 2003 SP1, NetMeeting does not support Application Sharing and Remote Desktop Sharing (RDS), with the following exceptions. 
You can view applications that are shared from 32-bit computers and you can also control applications that are shared if the host of the application has granted you control. In addition, you can place RDS calls to 32-bit computers that have RDS enabled and running.

General
32-bit device drivers do not work on computers running 64-bit editions of Windows

If you are attempting to install hardware or software that only has 32-bit device drivers available, that hardware or software will not work as intended on a 64-bit version of Windows. These products do not support 32-bit device drivers. Applications that depend on 32-bit device drivers will not function correctly and might cause an error during installation or operation.

Most 32-bit antivirus programs are affected and should not be installed on computers that are running these products.

Contact the manufacturer of the hardware or software in question for updated drivers or workarounds to enable their products to operate on 64-bit editions of Windows.

If Windows does not start after you attempt to install a 32-bit driver, start the computer using the last known good configuration as follows:

2. Restart the computer.

3. When the message "Please select the operating system to start" appears, press F8.

4. Press an arrow key to highlight Last Known Good Configuration, and then press ENTER.

5. Press an arrow key to highlight an operating system, press ENTER, and follow the instructions on the screen.
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Note

Completing this procedure provides a way to recover from problems such as a newly added driver that is incorrect for your hardware. It does not solve problems caused by drivers or files that are corrupted or missing. When you start the computer using the last known good configuration, only the information in the registry key HKLM\System\CurrentControlSet is restored. Any changes that you have made in other registry keys remain.

The cluster service might fail to restart when the node is restarted

This information applies to:

· 32-bit versions of Windows Server 2003, Enterprise Edition; and Windows Server 2003, Datacenter Edition 

· Itanium-based versions of Windows Server 2003, Enterprise Edition; and Windows Server 2003, Datacenter Edition

When you restart the cluster node, the Cluster service (clussvc) might fail to start under both of the following two conditions: 

· The Cluster service restart/recovery policy is set to Take No Action. 

· The way Windows Firewall Service (SharedAccess) starts is set to Automatic. 

To correct this problem, do the following:

6. Open a command prompt and restart the Cluster service using the command:

net start clussvc

7. In the Services MMC snap-in, set the recovery action for Cluster Service failures to Restart the Service.
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Note

This problem does not occur if the Cluster service restart/recover policy is set to Restart the Service, which is the default setting after you install the operating system or if Windows Firewall Service (SharedAccess) is disabled.

Infrared Device Connection and Data Transfer failure

This information applies to Windows Server 2003 operating system, Standard Edition.

If you are using National Semiconductor Corporation (NSC) Infrared Data Association (IrDA) Devices (with PnP ID 6001), you might not be able to use the device for data transfer. In this case, the default IrDA Infrared Transceiver selected for the NSC IrDA device might not match the actual hardware. This causes data transfers to fail.

To resolve this issue, choose an alternate transceiver value using Device Manager. However, this workaround does not guarantee that the device will work. 

Follow these steps: 

8. Click Start, click Run, and type devmgmt.msc.

9. Under Infrared Devices, right-click the NSC IrDA device and click Properties. You can click the Details tab to check whether your device PnP ID is 6001.

10. Click the Advanced tab, and select the property Infrared Transceiver A on the left.

11. Choose a different value for Transceiver A on the right.

12. Click OK to the device dialog box.

13. Attempt to use the infrared device. If the device does not work, repeat this procedure and choose a different transceiver at step 4.

If this workaround does not work, contact your OEM to obtain an updated BIOS for your computer.

Remote Procedure Call Failures

When you place remote procedure (RPC) calls using Simple GSS-API Negotiation Mechanism (Snego) or Kerberos Protocol Security Package as your security support provider, your call might fail. For example, Remote Installation Services will fail to start and you will receive the following error:

RPC_S_INVALID_AUTH_IDENTITY.

To fix this problem, you will need to set the following registry key to a value of 50000 decimal. 

HKLM\\System\\CurrentControlSet\\Control\\Lsa\\Kerberos\Parameters\MaxTokenSize 

If this value is set to 65535 decimal or higher, then RPC calls using Snego or Kerberos as the security provider will fail. If this registry key is not present on the computer that placed the RPC call, then the failure is not due to this issue. Therefore, setting the value to 50000 decimal will not fix the problem.
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Caution

Incorrectly editing the registry may severely damage your system. Before making changes to the registry, you should back up any valued data on the computer.

Additional Resources

· To find out more about SP1, see the Windows Server 2003 SP1 page on the Microsoft TechNet Web site at http://go.microsoft.com/fwlink/?LinkId=36940.

· To review the most recent application compatibility information and to find other products made for Windows, see the Windows Catalog on the Microsoft Web site at http://go.microsoft.com/fwlink/?LinkId=6582.

· To search for technical support information and self-help tools for Microsoft products, see the Knowledge Base on the Microsoft Web site at http://go.microsoft.com/fwlink/?LinkId=4441.

· To obtain the latest product updates, see Windows Update on the Microsoft Web site http://go.microsoft.com/fwlink/?LinkId=284.

Copyright
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