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Executive Summary

Organisations in Asia/Pacific have come to depend upon IT — and in particular software applications— for the productivity integral to success. However, the last couple of years has witnessed a fundamental shift in attitudes to IT buying and acquisition processes, with IT being treated as ‘any other asset class’.

The ability to effectively manage software has become increasingly challenging, in particular for the large enterprise. Tools and processes are the cornerstones of managing software licensing costs. As with most other disciplines, areas that are loosely monitored and controlled tend to have higher costs than those that are more effectively managed. Gartner analysts strongly advise enterprises’ IS organisations to embrace Software Asset Management (SAM) as a discipline.
 

Research shows that SAM programmes require more than a tool to be successful; it is an integrated initiative requiring process redesign and dedicated resources for all possible benefits to be fully realised. Similarly, there is no such thing as a big, one-time payback from SAM. It is a series of incremental steps or stages that lead to savings over time. 

In general, research from Gartner indicates that five benefits are most commonly realised as a result of SAM:

· Reduced software TCO 

· Economies of scale 

· Improved efficiency of support/ help desk 

· Capability to build knowledge bases and best practices. 

To identify the business benefits of SAM that companies in the region are achieving, The Business Software Alliance (BSA) commissioned Gartner Consulting to conduct an independent, qualitative survey of ten large organisations in Asia/Pacific.  

Although most organisations in the region are not yet using tools to manage their software assets, many have recognised the need and are currently evaluating tools. The findings of this study show that where organisations have realised the need for, and implemented SAM, the benefits to the organisation can be significant. Based on the experience of the early adopters in the region that we have interviewed, the benefits can extend beyond issues of legality and compliance, through to business benefits to the running of the information systems and the core business itself.

Challenges Faced Prior To SAM Implementation

The single biggest challenge faced by these organisations prior to implementing SAM was to control the distribution or use of software, and compliance with licensing requirements.

Others challenges include:

· Reduced employee productivity due to the proliferation of unsupported free “chat” software downloaded from the Internet

· The increased risk of contracting viruses or opening the environment to other security threats

· The inability to adequately track and control the software in place leading to high and costly support requirements.  

Benefits Achieved

All the organisations surveyed for this study had achieved benefits to the IT organisation from SAM; the most commonly cited benefit being that it has enabled these organisations to accurately plan and budget for their software requirements, both new software, licence upgrades (or retirements) and particularly support requirements. 

Other benefits achieved include:

· Improved the software budget cycle 

· Increased certainty around helpdesk and IT upgrade costs

· Reductions in the number of helpdesk incidents (up to 50 percent) and software-related software incidents

Furthermore, the reported benefits associated with software asset management extended beyond the IT division to the business.

Organisations are citing business benefits such as:

· Better software licence management, with savings of software costs of up to 19 percent 

· Efficiency gains resulting in improved service to users

· Observable improvement on employee productivity

· Compliance with licensing requirements

· Greater transparency of software assets to the Finance department

· Greater negotiation power to Purchasing to deal with software vendors.

All of these benefits are ensuring that SAM has visibility and is appreciated outside the IT department.  

Introduction

Organisations in Asia/Pacific have come to depend upon IT — and in particular software applications— for the productivity integral to success. However, the last couple of years have witnessed a fundamental shift in attitudes to IT buying and acquisition processes, with IT being treated as ‘any other asset class’.

The ability to effectively manage software has become increasingly challenging, in particular for the large enterprise. Tools and processes are the cornerstones of managing software licensing costs. As with most other disciplines, areas that are loosely monitored and controlled tend to have higher costs than those that are more effectively managed. Gartner analysts strongly advise enterprises’ IS organisations to embrace Software Asset Management (SAM) as a discipline.
 

To identify the benefits of SAM, the Business Software Alliance (BSA) commissioned Gartner Consulting to conduct an independent survey of organisations in Asia/Pacific. 

Objective

The primary objective of the study is to examine both the quantifiable and qualitative benefits that organisations in Asia/Pacific have achieved through the implementation of a software asset management (SAM) solution. 

Methodology

Discussions were conducted with representatives from ten large organisations across the region, across a cross-section of industries, that currently practice software asset management as a discipline. Interviews were conducted with customers of major software providers.

The organisations surveyed ranged from those managing their software assets with processes through to those organisations that have enhanced their SAM processes with a specific SAM tool — although most are currently using a SAM tool. The discussions were conducted with the person with responsibility for managing software in the organisation, and titles included CIO, Senior Managing Director of IT, IT Manager, Director, Projects and Software Licence Manager.

The study methodology used is qualitative in nature. Results are indicative only, and ought not to be construed as representative of the general population of organisations in Asia/Pacific.

The Gartner IT Asset Management Maturity Model 

"Strategic Planning Assumption: Enterprises that systematically manage the life cycle of their IT assets will reduce cost per asset by as much as 30 percent during the first year, and between 5 percent and 10 percent annually during the next five years (0.8 probability)."

Gartner breaks out IT asset management programs into five levels, ranging from environments completely lacking either processes, dedicated roles or tools, through to mature environments having tools that are fully integrated with back-end systems, tested processes and dedicated roles. These five levels are:

· Level 1: Chaotic — uncontrolled 

· Level 2: Reactive — limited accountability 

· Level 3: Proactive — life cycle focus 

· Level 4: Service-Oriented — service-level management 

· Level 5: Value Creation — cost recovery.

SAM activities generally begin in Level 2  and provide critical support for progressing to Level 3.  SAM is the key technology component required to deliver enterprise desktop lockdown. Gartner Research has identified this key capability to be the single most definitive TCO reduction factor.

SAM supports a wide range of high-level IT processes including:

· Software policy management

· Software performance management

· License management and audit compliance

· Support automation 

· Remote help desk support

· Security management

· Business continuity planning.

Gartner Research shows that SAM programmes require more than a tool to be successful; it is an integrated initiative requiring process redesign and dedicated resources for all possible benefits to be fully realised. Similarly, there is no such thing as a big, one-time payback from SAM. It is a series of incremental steps or stages that lead to savings over time. 

SAM Drivers

Some key trends are influencing the adoption of specific SAM features including:

· Increasing frequency of virus attacks

· More and larger PC rollouts

· Increasing frequency of client security patch releases

· License agreements with mandatory periodic independent audits, and

· Improved international vendor license fee collection.

According to Gartner analysts, software compliance is often not a priority in an enterprise until there is perceived to be some risk of an audit.
 However, this is not the only, nor necessarily the best reason to introduce a SAM project.

In general, Gartner Research indicates that five benefits are most commonly realised as a result of SAM:

· Reduced software TCO 

· Economies of scale 

· Improved efficiency of support/help desk 

· Capability to build knowledge bases and best practices. 

Defining SAM

SAM client management tools concentrate on five key functions: 

· inventory and asset management; 

· security; 

· system settings configuration, 

· deployment and software updating; 

· fault and performance management; and 

· integration with enterprise management tools.

Inventory and Asset Management

Inventory and asset management are the foundations of the system management altogether. SAM is a key component of Inventory and Asset Management, along with hardware management. Together they provide large organisations with the ability to gather information on hardware and software over the network. This includes information about the hardware; the system software, such as drivers and BIOS; and the applications loaded onto the PC. The position of the PC in the network is also detected. 

Benefits of asset management include:

· It provides data for effective troubleshooting

· It facilitates planning for upgrades

· It provides essential data for the system in leasing

· It helps keep the total cost of ownership (TCO) under control and to always accurately determine how much has been invested on a client system

· It provides data for calculating depreciation in financial statements and tax payment

· It increases company control and security. 

Asset management is usually achieved through a software agent loaded on the system, which retrieves information about the system. System administrators can view the information gathered through a management console.

Security Management

Security features can help prevent the theft or the unauthorised use of a system. 

Security features generally available include:

· Passwords, power-on passwords, set-up passwords 

· Smart cards or biometrics technology for access protection 

· Security locks, which can be activated remotely 

· Central and remote activation and deactivation of the system, its components (diskette drive, hard disk, ports and so on) or both 

· Disabling of interfaces (serial, parallel, Universal Serial Bus [USB]) locally and remotely. 

System Setting Configuration, Imaging, Deployment and Software Distribution

These tools help to build, configure, modify and deploy system images. A system image includes the operating system, drivers, applications and settings. The management of system images is time- and resource consuming and has heavy impact on systems' total cost of ownership (TCO). 

Software, such as the operating system, applications and utilities can be uploaded and maintained consistently. The use of configuration management tools results in savings because it reduces the need for support personnel and because the activities can be carried out remotely and automatically when the PC users are not at work, remotely waking up the client PCs. 

Other capabilities of these tools include "cloning," that is, the ability to copy one system image and deploy it on other systems, as well as the ability to transfer personal files and settings from one PC to others.

Software distribution plays an essential role within the configuration management process, contributing to reduce the costs of desktop and laptop management. Software distribution represents the ability to deploy software/applications that are appropriate to the single users. The process can be automated and performed over the network. 

Fault Management, Performance and Recovery

Downtime as a consequence of system failure means lost resources and lost opportunities. The aim of these tools is to possibly prevent faults, or reduce the damage, by resolving the problem, suggesting a solution, accelerating the resolution and minimising the cost of downtime. 

Integration with Enterprise Management Suites

Management tools generally offer some integration with higher-level management solutions and enterprise management applications. This is usually achieved through Simple Network Management Protocol (SNMP), and it is limited to areas such as system discovery, status management, alarm integration via SNMP traps and data integration via an SNMP Management Information Base (MIB) browser. 

Study Findings

The Status of SAM in Asia/Pacific

One of the key findings of the study is that most organisations in the region are not yet using tools to manage their software assets. Of the large organisations that were approached to participate in the study, a sizeable proportion did not have a SAM solution in place, however many were either currently implementing a SAM solution, or were in the process of selecting a solution. It is currently a topical issue with large IT departments in the region, particularly in Australia.

Another observation from the study is that Government and higher education organisations that we contacted, with their large distributed software environments and emphasis on compliance, seem to be the early adopters with regards to using tools to manage their software environments.

However, where organisations have realised the need for, and implemented SAM, the benefits to the organisation can be significant. Based on the experience of the early adopters in the region that we have interviewed, the benefits can extend beyond issues of legality and compliance, through to business benefits to the running of the information systems and the core business itself.

The Types of Organisations in Asia/Pacific that are Implementing SAM

The organisations that have implemented SAM that were surveyed for this report are located in Australia, Singapore, Hong Kong, Malaysia, Indonesia, Taiwan and India. The organisations are large by Asia/Pacific standards, with distributed environments, although in all other aspects they are very diverse. The organisations range in size from having 400 employees to over 30,000, with IT staff making up anywhere from less than one percent of the organisation’s total staff to more than 14 percent, although most fall in the range of between one and four percent. The organisations surveyed come from a variety of industries, including banking, government, information technology, manufacturing, retail, telecommunications and travel and transportation. In each case, the respondent surveyed is located in the organisation’s head-office, and in all but two organisations, the role of IT impacts both internal IT users, and the external delivery of the organisation’s goods or services.

Table 1. Respondent Profile

	Country
	Industry
	IT Staff as % Staff

	Australia
	Government
	NA

	Australia
	Government
	14.1%

	Australia
	Travel & Transportation
	2.6%

	Hong Kong
	Government
	3.0%

	Hong Kong
	Government
	0.7%


Table 2. Respondent Profile (cont.)

	Country
	Industry
	IT Staff as % Staff

	India
	Manufacturing
	0.9%

	Indonesia
	Banking & Finance
	1.8%

	Malaysia
	Government
	1.0%

	Singapore
	Retail
	1.6%

	Taiwan
	Communications
	4.0%


A general observation is that Australian organisations tend to be more mature with regards to the adoption of software asset management processes and tools than organisations in other countries in the region, and there would appear to be a markedly higher take-up of SAM in government and higher education across the region. As might be expected, SAM seems to be a feature of services provided in outsourcing deals, particularly desktop outsourcing.

Drivers for the Decision to Implement SAM

“In these difficult economic times, IS organizations are under enormous pressure to cut software licensing costs, which makes efficient, effective software asset management vital to the enterprise”.

A common business focus for the organisations surveyed is the impact of the current financial climate, and the requirement to focus on driving down the cost of operations, whilst maintaining current service levels and competitiveness. The organisations surveyed, like many in the region, are facing constrained capital expenditure budgets, and are looking to stretch their budgets — such as gains from centralised procurement or enhanced negotiating power. 

Several organisations that were surveyed are also dealing with changing business models — particularly in response to the general economic climate in the region. Three organisations mentioned positioning in new markets as a key current focus. In the face of increasing proliferation of PCs and greater geographical dispersion, the cost of configuration, managing inventory, software distribution and local support can become very costly. 

A key reason that organisations are deciding to implement SAM is the desire to mitigate risk — risk to the organisation’s physical and intellectual property, risk of audit, and in particular, the risk posed by end-users being able to download unauthorised software from the Internet. This last risk is often closely related to a move to standardise the (often desk-top) environment in the organisation.

Other reasons cited include conformance with government directives or regulations and searching for costs savings from centralised purchasing. SAM can provide the necessary information to identify the correct number of licenses in use for similar purposes. 

Key challenges

Software Distribution and Compliance

Prior to implementing SAM, many organisations faced challenges to control the distribution or use of software, and compliance with licensing requirements. One survey respondent stated that they simply didn’t know what they had and suspected that they were exceeding their legal number of licences. Although it was not mentioned directly, the World Trade Organisation (WTO) has recently introduced legislation that requires WTO member governments to comply with software license agreements or face suspension of privileges. This has generated an increased interest in software licensing accuracy amongst international governments.

Reduced Employee Productivity

However, there were also other impacts to the overall business. A number of the organisations surveyed were suffering reduced employee productivity due to the proliferation of unsupported free “chat” software downloaded from the Internet, as well as the increased risk of contracting viruses or opening the environment to other security threats. Others mentioned that their inability to adequately track and control the software in place was leading to high and costly support requirements, thus constituting real costs to the business. One respondent organisation estimated that, prior to the implementation of SAM, 60 to 70 percent of all helpdesk calls stemmed from software misuse.

Effects on IT-enabled Core Business Processes

One organisation, a manufacturer in India, had identified that it was suffering the effects on its core business processes (particularly on its supply chain management) as the use of illegal, non-work related software by its employees was actually affecting the company’s network bandwidth! 

Measurements for Success

An important component of measuring the success of any project is having clear baseline information at the start of the project. Those organisations that had taken time to identify appropriate measures for success of the projects, and establish these baseline statistics, could not only determine and demonstrate the success of the project, but also drive continued compliance to the system and associated processes — as one respondent noted, SAM has simplified their software processes and users have become more compliant as they have become more aware of the implications of non-compliance.

Gartner analysts suggest that “the credibility of the ITAM (IT Asset Management) group is intertwined with the visibility of success metrics”.
 

The most common baseline measurements taken by the respondent organisations in the survey included:

· Software installed software versus licence records (determined by manual audits)

· Software costs (licensing, maintenance and support)

· The percentage of time spent by IT installing patches and troubleshooting software-related problems.

The Benefits that Organisations are Deriving from SAM

The organisations surveyed have achieved real benefits from the implementation of software asset management as a discipline. These benefits include both benefits achieved by meeting the objectives of the SAM implementation, and other, unanticipated benefits.

IT Operational Benefits

Increased Accuracy of Budgeting and Reporting

The most commonly cited benefit associated with SAM is that it has enabled these organisations to accurately plan and budget for their software requirements, both new software, licence upgrades (or retirements) and particularly support requirements. Several organisations surveyed commented that it has made the process of getting their budget approved very much easier, as they have documented evidence of their requirements, and greater certainty around their helpdesk and IT upgrade costs.

Reduction of Helpdesk Incidents 

Many of the organisations surveyed have experienced significant reductions in the number of helpdesk incidents and support requirements related to software, particularly. 

One respondent organisation, an Asian government ministry, has experienced a reduction by half in the number of support related inquiries in the year since SAM has been implemented, basically eradicating software-related inquiries. This particular organisation had been suffering from the not uncommon problem of desktop issues brought about by users downloading un-supported software from the Internet. With the SAM solution, the IT department can now identify and uninstall such software, stopping the problem before it starts. Consequently, this organisation has been able to continue to support a growing IT user population with the same number of IT support staff. 

More Efficient IT Operations

Other respondents, such as in the case of a Taiwanese Telco (among others), have been able to redeploy support staff to higher value duties. 

A Hong Kong government department that has had SAM in place for three years, has been able to modify IT user behaviour to the extent that they experienced zero instances of non-authorised software this year.

One participant, a CIO of a well-known retailer in Singapore, stated that IT staff morale had improved since having SAM in place — now they can ‘concentrate on keeping core operations running smoothly rather than the desktop’.

Organisations are reporting improved rollout or upgrade project planning as accurate baseline information is now available.

Happily, the Indian manufacturer that had been experiencing bandwidth problems experienced increased IT compliance within days of the implementation of SAM, with the effect of stopping interruptions in the manufacturing processes due to sufficient bandwidth availability for their SAP systems. The company can now control its desktop environment remotely and monitor all desktop software images, and is anticipating a 50 percent reduction in its number of helpdesk calls.

Business Benefits

Our respondents, in the main, reported benefits associated with software asset management that extended beyond the IT division to the business.

Increased employee productivity/ Continuity of Business Processes

Several cited efficiency gains resulting in improved service to users, and one mentioned that managing the problem associated with non-standard software incidents had had an observable improvement on employee productivity.

In contrast, a clear example of how the absence of SAM had a significant financial downside was the example in one organisation where employee misuse of software led to an Internet Worm being downloaded that led to an entire factory plant being shut down for one and half days. The company incurred significant expediting charges to minimise delay in delivering customers’ orders, and lost some follow-on business. Non-stop operation of the manufacturing plants has since been recognised by this company’s management as a flow-on benefit of its software asset management programme.

Licence Compliance

Obviously, an expected key benefit of SAM is that it will help enterprises to ensure that they are compliant with licensing requirements, and better software licence management is certainly a cited benefit of the solution. Several of the respondents commented that they have been able to reduce the incidence of over-licensing.

Cost Savings

Associated with this are significant cost savings — one organisation, in the transportation sector that has had SAM processes (but no specific tools) in place for some years, has achieved cost savings of 10 percent per annum over four years on licensing, maintenance and support, and new purchases. In comparison, a Taiwanese Telco that has installed both SAM processes and a SAM tool, has experienced cost savings of 19 percent on its software licensing costs in the first year, and 17 percent on its software repair and maintenance costs. This organisation expects benefits to flow to 2005. 

Security

Organisations with SAM are also reporting enhanced security control (i.e., information security).

Other Business Benefits

SAM also enables organisations to better comply with government regulations concerning both licensing but also the proper treatment of their software assets. This is especially important as the focus on corporate transparency and accountability becomes more acute. Respondents report that SAM has given greater transparency of software assets to the Finance department allowing them to age them appropriately, and, importantly, given Purchasing more negotiation power to deal with software vendors — ensuring SAM has visibility and is appreciated outside the IT department. 

Ongoing Benefits

SAM has now been established as a standard process in all of the organisations surveyed. This has enabled the implementation of enforceable policies for software acquisition, software license management, software usage, technical support and software evaluation. 

The organisations to whom we spoke had significant expectations of SAM prior to implementation. In most cases these expectations appear to have been clearly met or exceeded, both in terms of value to the IT operations, and value to the business.
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