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Introduction 

Purpose

The purpose of this document is to help Microsoft® Systems Management Server administrators manage their Systems Management Server upgrades from version 1.2 to 2.0. This paper outlines the changes and concepts relevant to a customer in an upgrade situation. This document and all updates or revisions will be posted on the Microsoft Web site. 

This paper is a companion to the paper titled Systems Management Server Version 1.2 and 2.0 Interoperability. These papers are intended to complement Chapter 5 of the Microsoft Systems Management Server 2.0 Administrator’s Guide, Upgrading from Systems Management Server 1.2 to Systems Management Server 2.0.
The Scope of Upgrade

The upgrade process can easily consume many months depending upon the particular environment and migration strategy. This paper assumes three general situations ranging from an easy, rapid upgrade to an extensive and complex migration over time. Even a new customer can benefit from a good understanding of the basic deployment features built into Systems Management Server 2.0, but this paper is primarily written for existing customers needing to upgrade. It covers the site and server upgrade process as well as the client upgrade process. It is assumed that in some cases the migration will take an extended amount of time, and therefore interoperability between versions must also exist in some form. 

SITE SERVER PRE-UPGRADE CHECK LIST

( Make Sure Changes to the Site Hierarchy Are Done in the Proper Order:

Attaching one Systems Management Server 1.2 site to another (or one Systems Management Server 2.0 site to another) is easier than attaching a Systems Management Server 1.2 site to a Systems Management Server 2.0 site. Also, it is easier to delete a Systems Management Server 1.2 secondary site from the parent site before the parent site is upgraded than it is after the parent site is upgraded. If you plan to change the site hierarchy, do so either before you begin upgrading sites in the hierarchy or after all the sites involved have been upgraded.

( Make Sure Your Systems Management Server 1.2 Site Server Supports Systems Management Server 2.0 Hardware and Software Requirements:

Before you upgrade to Systems Management Server 2.0, make sure that your site server meets the minimum system requirements (listed in Microsoft Systems Management Server 2.0 Administrator’s Guide, Appendix A, System Requirements and Supported Platforms) for the primary or secondary site you plan to install. 
( Changes to Secondary Sites:

After you upgrade the parent site, you cannot configure a secondary site that runs Systems Management Server 1.2. You cannot change the properties of a Systems Management Server 1.2 secondary site that is attached to a Systems Management Server 2.0 primary site. If you have a Systems Management Server 1.2 secondary site in your hierarchy, you must do one of the following:

· Make final configuration changes to the secondary site before the upgrade. In particular, make sure that the secondary site uses Systems Management Server 1.2, Service Pack 4 (or later).

· Maintain Systems Management Server 1.2 on the secondary site's parent site. 

( Version of Systems Management Server:

You can upgrade only sites that run Systems Management Server 1.2. If the site being upgraded is running a version of Systems Management Server earlier than 1.2, the upgrade will not complete successfully. If you use an earlier version of Systems Management Server, upgrade to Systems Management Server 1.2 before attempting to upgrade to Systems Management Server 2.0. Also, Systems Management Server 1.2 sites that will be reporting (inter-operating) to the upgraded site must be running Systems Management Server 1.2, Service Pack 4 or later before the parent site is upgraded, even if you intend to upgrade those sites in the near future. This service pack introduces many features that can help interoperability with Systems Management Server 2.0 sites.

( Version of Windows NT Server:

Your site servers and other Microsoft Windows NT® Server operating system based servers running Systems Management Server 2.0 server components must run Microsoft Windows NT Server 4.0, Service Pack 4 or later. The Systems Management Server 2.0 compact disc includes Service Pack 4 for Windows NT 4.0. If you run Windows NT Server 3.51 and Microsoft SQL Server™ 6.0 on the same computer, upgrade SQL Server to version 6.5 before you upgrade Windows NT Server to version 4.0. Windows NT 4.0 cannot access SQL Server 6.0

( Version of SQL Server:

Successful upgrades to Systems Management Server 2.0 require SQL Server 6.5, Service Pack 4. If you plan to upgrade to SQL Server 7.0, you must first upgrade to Systems Management Server 2.0.

( Version of Internet Explorer:

Before you upgrade your site, you must have Microsoft Internet Explorer version 4.01, Service Pack 1 installed on the site server. You can install Internet Explorer 4.01 from the Systems Management Server 2.0 compact disc. 

( If You Modified the SMSLS.BAT File:

If you modified the smsls.bat file, either document the changes or back up the file. When Systems Management Server 2.0 creates logon points on the domain controllers in the domain of the site server, the smsls.bat file is overwritten with the default Systems Management Server 2.0 version of the file. Systems Management Server 2.0 logon points are created when you enable logon discovery methods or logon installation methods at the upgraded site. 

( Copy Custom Files to a Directory Ouside the Systems Management Server Directory Tree:

Systems Management Server 2.0 can use the custom Management Information File (MIF) Generator (.xnf) files and package definition files that you created for Systems Management Server 1.2. However, Systems Management Server 2.0 Setup does not save or convert these files. To make a copy of these files available after the upgrade, you must copy them to a directory outside the Systems Management Server directory tree before the upgrade.

( If You Use the Systems Network Architecture (SNA): 

If you use the SNA sender and plan to continue using SNA for inter-site communications after the upgrade, configure your site server for Remote Access Service (RAS) over SNA. Systems Management Server 2.0 uses an SNA RAS sender instead of the Systems Management Server 1.2 SNA sender. To use the SNA RAS sender, you must set up your site server for RAS over SNA even if you use SNA over a local are network or wide area network. 

( Move Systems Management Server 1.2 Server Components from Helper Server to the Site Server:

The Systems Management Server 2.0 upgrade process removes Systems Management Server 1.2 components from your helper servers if the servers are available during the upgrade. If the servers are not available during the upgrade you must manually remove the components that are installed on them. Removing components from helper servers before you upgrade eliminates potential problems that could occur if the server is unavailable. 

Note: You must move Systems Management Server 1.2 senders that are hosted on helper servers to the site server before the upgrade.

( Adjust the Number of Systems Management Server Licenses on the Site Server:

Use the Windows NT License Manager to add additional Systems Management Server 2.0 licenses if they are required. If you do not add these licenses, the system event log on the upgraded site server will be filled with messages that Systems Management Server 2.0 is out of licenses.

( Plan for Software Metering: 

If you plan to maintain your software metering database on a computer other than the site server, install and configure SQL Server on that computer. Software Metering uses a separate database (one that is not the Systems Management Server site database). The software metering and Systems Management Server site databases can be on the same SQL Server installation or on separate installations on different computers. If the database is on the local computer, Systems Management Server 2.0 Setup can create the software metering database and devices. However, if you maintain the software metering database and database devices on a separate computer, you must create them before you install Software Metering. 

( Database Size:

Allow 100 KB per computer in the Systems Management Server database for data. Set the transaction log device size to be at least 10 percent of the data size. If you have 10,000 computers in your Systems Management Server database, for example, you should allocate at least 1 GB total for the Systems Management Server database and at least 100 MB for the Systems Management Server log.

( Increase the Size of Tempdb in SQL Server:

At the SQL Server computer that supports your Systems Management Server site database, increase the size of “tempdb”. The tempdb data device should be at least 20 percent of the site database device. If you have more than one site database device on your SQL server, then the tempdb data device should be 20 percent of all the devices. If the site database is 200 MB, for example, you should allocate at least 40 MB total for the tempdb data device, and at least 8 MB for the tempdb log.

Systems Management Server Setup makes intensive use of tempdb during the upgrade. Also, Systems Management Server 2.0 requires a larger tempdb than Systems Management Server 1.2, because Systems Management Server 2.0 collects more inventories and reports more detailed status information. 

( Perform Routine Maintenance on Your Site Database:

Before and after any major database operations such as upgrading your database to Systems Management Server 2.0, it is important to perform database consistency checks and other database management tasks shortly before upgrade. These include removing duplicate or unused records, running Database Consistency Checker (DBCC) CheckDB and DBCC NewAlloc on the Systems Management Server site database, and backing up the site and master databases. 

( Machine Groups: 

The upgrade process converts Systems Management Server 1.2 machine groups to Systems Management Server 2.0 collections. Systems Management Server 2.0 also creates the following default collections: 

· All Systems

· All Users

· All Groups

· All Windows NT Systems

· All Windows® 95 Systems

· All Windows 98 Systems

· All Windows NT Server Systems

· All Windows NT Workstation Systems

· All Windows NT 3.51 Workstation Systems

· All Windows NT 4.0 Workstation Systems

· All Windows NT 5.0 Workstation Systems

· All Windows 3.1 Systems

· All Windows for Workgroups Systems

Make sure that the machine groups at the site you plan to upgrade do not already use any of these names. 

( Security Settings:

Before the upgrade, document your Systems Management Server 1.2 security settings so that you can recreate them after the upgrade. You might also consider how to take advantage of the more flexible Systems Management Server 2.0 security model.

( Hardware Inventory: 

Consider generating a report showing the physical disks listed in the hardware inventory for your clients. Information about physical disks on clients is lost when Systems Management Server Setup converts the hardware inventory data. You can collect an up-to-date hardware inventory, including an inventory of physical disks, after you upgrade your site and enable client setup methods.

( Collected Files: 

If you collected files at your Systems Management Server 1.2 site and want to view those files after the upgrade, copy them to a directory outside the Systems Management Server directory tree. During the upgrade, Systems Management Server Setup deletes the entire Systems Management Server 1.2 directory tree, including the directories containing collected files. To gather current versions of the files you want to collect, configure the file collection process after the upgrade.

( Document Queries:

Systems Management Server 2.0 includes extensive changes to the Systems Management Server 1.2 database structure. As a result, Systems Management Server Setup does not convert queries during the upgrade. After the upgrade, you will not have access to your Systems Management Server 1.2 queries. 

Document the queries you are using in your current site so that you can create analogous queries after the upgrade. You can export your existing queries to a text file by using the “writeqdf” tool from the Microsoft BackOffice® Resource Kit 1 (refer to Knowledge Base article Q188053 for more information on how to use writeqdf.exe). You can then create analogous queries by using the information you saved in the text file.

( Package Definition Files:

During the upgrade, Systems Management Server Setup deletes the entire Systems Management Server 1.2 directory tree, including the directories containing the package definition files. To use existing Systems Management Server 1.2 package definitions files after the upgrade, copy them to a directory outside the Systems Management Server directory tree. You can then create a Systems Management Server 2.0 package by importing the package definition file after the upgrade.

( Custom MIF and *.XNF Files:

To use custom MIF and *.xnf files after the upgrade, copy them to a directory outside the Systems Management Server directory tree. 

( Wrapper Programs:

Document the wrapper programs you currently use for software distribution. After you upgrade to Systems Management Server 2.0, you can use the Systems Management Server Installer to create new packages that permit unattended software distribution, similar to the packages you used your wrapper programs for. Systems Management Server 2.0 does not use Microsoft Test. Copy any custom files from the MS Test directory to a different directory before upgrade.

( Jobs:

When you upgrade, your only active jobs must be system jobs. If you do have active jobs, document those that you want to reproduce after upgrading to Systems Management Server 2.0. During the upgrade, Systems Management Server Setup deletes all jobs and job-related status information. In particular, document the jobs that send programs to child primary sites that you do not intend to upgrade. You can advertise programs from Systems Management Server 2.0 primary sites to Systems Management Server 1.2 child sites.

( Disable Client Remote Control Agent:

At least one or two days before you upgrade the site server, turn off the Systems Management Server 1.2 site server remote control agent and disable the Systems Management Server 1.2 client agents by performing the following procedure:

1. Start the Systems management Server 1.2  Administrator Console.

2. Open the Site Properties window.

3. Click on the Clients button to open the Clients window.

4. Select the Proposed Properties radio button.

5. Uncheck "Automatically start this component" for each of the client components.

6. Uncheck "Remote Troubleshooting".

Systems Management Server 1.2 clients will receive the new settings the next time they run SMSLS or RUNSMS. If your clients do not log out at night, you should request that they log out and log back in at least the day before the scheduled upgrade to ensure the client remote control agent is disabled.

If the Systems Management Server 1.2 client remote control agent is not disabled before upgrading to Systems Management Server 2.0, the following symptoms will occur after upgrade:
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The Program Group Control error message shown below will be displayed on the client system. This error will occur even if Program Group Control is not configured.

· Clients may also receive the following error message:

"SMS Logon Server Not Found. This could be due to temporary netowrk problems or inactive servers, but is not critical. Continue looking for an SMS logon server?"

This error is discussed in Knowledge base article Q185345 "SMS: 'SMS Logon Server Not Found' Message Displayed At Logon".

· The Systems Management Server 2.0 Client Upgrade is not able to remove Systems Management server 1.2 client files that are in use, such as the remote control agent. Several client reboots may be required to complete the upgrade process.

NOTE:
If the steps listed above are not performed prior to site upgrade, these problems can be corrected before the Systems Management Server 2.0 client is installed:

1. On Windows 9x and 16-bit clients, remove the SMSRUN16.exe entry from the Load= line in WIN.INI.

2. On Windows NT clients, remove the SMSRUN32.exe registry entry from:

HKEY_CURRENT_USER\Software\Microsoft\Windows NT

\Current Version\Windows\Run

( Logon Scripts:

Make a backup copy of your logon scripts, particularly if you need to maintain Systems Management Server 1.2 clients within the boundaries of a newly created Systems Management Server 2.0 site.

( Site Data:

Prepare your site database for upgrade by performing the following procedure:

1. Back up the Systems Management Server 1.2 site database, the Systems Management Server directory structure, and the Systems Management Server registry keys. 

2. Ensure that the size of tempdb is at least 20 percent of the size of all databases combined. 

3. Ensure that the Systems Management Server database transaction log is set to “Truncate at checkpoint” or that its size is 50 percent of the Systems Management Server database space used. 

4. In the Systems Management Server 1.2 Administrator sites window, click Edit, select Delete Special, and then configure Systems Management Server to delete Machine History Records older than 60 days. 

5. In the Systems Management Server 1.2 Database Manager (DBClean.exe), delete Unused/Common Specific Record. 

6. Run the DBCC CheckDB and NewAlloc on the site database. 

7. Restore the site in a lab environment and resolve any problems that occur.

( Delete Duplicate Computers:

Cloning (making an identical copy of a computer system, including an exact image of all data on the hard disk) has been shown to cause inconsistent inventory and software distribution results. Like Systems Management Server 1.2, Systems Management Server 2.0 does not support the cloning of Systems Management Server clients because each client must have a unique ID, which is assigned during client installation. Before you upgrade, delete duplicate computers in your Systems Management Server 1.2 database by running the Systems Management Server Database Maintenance Utility (DBClean.exe). 

( Systems Management Server 1.2 Site Properties:

The Systems Management Server 2.0 site settings have greatly expanded, and because Systems Management Server 1.2 site properties are largely static and few in number they are not converted. Document your Systems Management Server 1.2 site properties to help you re-create these after the site is upgraded to Systems Management Server 2.0.

( Test Database Conversion in a Lab Environment:

Restore the production Systems Management Server 1.2 database on a SQL Server in the lab and run “conv20.exe” (a utility found in the SMSSETUP\BIN\X86.BIN sub-directory on the Systems Management Server 2.0 compact disc to convert a Systems Management Server 1.2 database to the Systems Management Server 2.0 format) against this database to resolve any database conversion problems before the actual upgrade.  

( Apply Systems Management Server 1.2, Service Pack 4 To Sites That Do Not Run Systems Management Server 2.0:

Upgrade all sites to Systems Management Server 1.2 before you begin upgrading any sites to Systems Management Server 2.0. Apply Service Pack 4 (or later) to Systems Management Server 1.2 sites that will share a hierarchy, even temporarily, with Systems Management Server 2.0 sites. 

( Backup and Update Emergency Repair Disk:

Create an emergency repair disk after Systems Management Server has been upgraded by using the rdisk command-line tool. Update this disk each time you make significant changes to your hardware or software setup. Significant changes include changing your Systems Management Server site configuration, changing your partition structure, changing device drivers or other hardware, or installing new applications.

During the upgrade process, the site will undergo a partial de-install after certain data and settings have been stored for later use. This process is similar to the site de-install available in the <Deinstall> option in the Systems Management Server 1.2 Setup program. This process will stop the following services on servers within any domains managed by the site:

· SMS_EXECUTIVE

· SMS_INVENTORY_AGENT_NT

· SMS_PACKAGE_COMMAND_MANAGER_NT

· SMS_CLIENT_CONFIG_MANAGER

· SMS_HIERARCHY_MANAGER

· SMS_SITE_CONFIG_MANAGER

The server shares associated with the various roles will also be removed:

· SMS_SHR

· SMS_SHRx (where ‘x’ is the drive Systems Management Server was installed on)

· SMS_SITE

This causes the removal of the following server roles within the site:

· Systems Management Server Logon Server

· Systems Management Server Helper Server (including servers running additional senders)

· Systems Management Server Site Server

Note: The role of Systems Management Server Distribution Server (package server) remains unchanged. Packages previously placed on such a server will remain available to clients and to the site once the upgrade to Systems Management Server 2.0 is complete.  

( Login Scripts Deconfigured:

Along with the server role removal, any login scripts that the site had automatically configured will be deconfigured, and user profiles will be updated. Later, under Systems Management Server 2.0, the Windows Logon Discovery Method will be used to install any needed logon script files and user profile changes.

( MS\Systems Management Server Tree Moved:

The client architecture in Systems Management Server 2.0 has changed to better support multiple-boot configurations and has moved the MS\SMS directory tree into the %WINDIR% path. Any ID or NOID MIFs will also be moved (except the “niodbios.mif”, which will be deleted because it is associated with Systems Management Server 1.2 inventory collection).

POST-UPGRADE TASKS

1.
Database Maintenance and Consistency

It is a good idea to back up your converted database and perform database consistency checks. This is also a good time to make a new Emergency Repair Disk and back up your upgraded site’s registry and directory structure.

2.
Site Configuration 

You must configure the site settings for all new Systems Management Server 2.0 sites. This applies to newly installed Systems Management Server 2.0 sites and to sites upgraded to Systems Management Server 2.0 from Systems Management Server 1.2. For example, you must set the site boundaries and enable client installation methods to upgrade clients and populate the Systems Management Server site database. 

3.
Converted Packages

You can view and modify converted packages by navigating to Packages in the Systems Management Server Administrator Console.

Systems Management Server

  ( Site Database (site code - site name)
   ( Packages 

These are the changes you might want to make to converted packages:

Package Compression Setting: 

When packages are converted, a compressed version of the package is used (if it is available). To view the package source path, double-click the package name in the details pane to open the Package Properties dialog box. Then select the Data Source tab and click Always obtain files from source directory.

Set the Share Path or Source Path:

To view or change the data source, open the Package Properties dialog box, select the Data Source tab, and click Always obtain files from source directory.
Set the Distribution Points for Packages:

Make sure that the distribution points assigned to converted packages are located on the appropriate network shares.

Set Package Priority:

Systems Management Server 1.2 sets package priorities at the client level. Systems Management Server 2.0 sets package priorities at the server level. (Systems Management Server 2.0 advertises Programs, not packages, to clients.) Systems Management Server 2.0 assigns upgraded packages a “Normal” priority. Examine your packages and decide whether to assign any of them a different priority. To change package priority settings, open the Package Properties dialog box, select the Distribution Settings tab, and select a sending priority. 

You may also want to make changes to your package settings to take advantage of Systems Management Server 2.0 features. For example, you could set a schedule for updating distribution points.

4.
Collections Converted from Machine Groups 

The upgrade to Systems Management Server 2.0 converts Systems Management Server 1.2 machine groups to static collections. You can modify these collections so that they are rule-based (dynamic) collections. Alternatively, you can create dynamic collections that replace the converted collections. Dynamic collections are refreshed on a regular schedule. Also, if you send advertisements to child Systems Management Server 2.0 primary sites, you can save network bandwidth by using dynamic rather than static collections.

5.
Re-establishing Objects That Could Not Be Converted

When a site has been upgraded to Systems Management Server 2.0 from Systems Management Server 1.2, additional tasks must be completed to re-establish security settings, queries, and other items you used in the site before the upgrade. For example, you might want to advertise programs to clients that had formerly been the targets of Systems Management Server 1.2 jobs. This is where you use the information that you documented before the upgrade. 

Security Settings:

Systems Management Server 2.0 has much more granular security than Systems Management Server 1.2. When you configure the security settings for a new site, use the documented settings from your old site as a guide. (Be sure to include any changes that take advantage of new Systems Management Server 2.0 security features.) 

Queries:

The Systems Management Server 2.0 database structure and query language differs from those in Systems Management Server 1.2. Establish the intent of each your old queries from the query documentation you produced before the upgrade. Then, use the Systems Management Server 2.0 Query Builder to create new queries that serve the same purpose. 

Advertisements: 

To deliver your programs to clients, you must create advertisements. From the documentation of your Systems Management Server 1.2 jobs that you produced before the upgrade, identify the function of each Systems Management Server 1.2 job. Then, create advertisements that serve the same purpose. 

Data Conversion – What is Converted?

Many, but not all, of the objects in your Systems Management Server 1.2 database are converted when you upgrade your site to Systems Management Server 2.0. The following table indicates which data is converted and which is not during the upgrade process. Except as noted, data that is not converted is not saved.

	

	Systems Management Server 1.2 data object
	Converted
	Notes

	

	Alerts
	No
	Systems Management Server 2.0 status system provides much more complete and manageable information. You can configure Systems Management Server to write status messages to the Windows NT event log. 

	Queries
	No
	Database structure is significantly different in Systems Management Server 2.0.

	Machine Groups
	Yes
	Converted to static collections. Note that All Systems, All Users, and All User Groups are reserved collection names in Systems Management Server 2.0.

	Packages
	Yes
	Converted as “compressed.”

	Programs
	Yes
	Programs defined as having unattended command lines are converted as “disabled.”

	Jobs
	No
	You must create advertisements in Systems Management Server 2.0 to deliver your programs to clients.

	Software inventory 
	No
	More detailed inventory information can be collected from Systems Management Server 2.0 clients by enabling software inventory and software metering on the converted site.

	Hardware inventory
	Yes
	Physical disks are listed as logical disks. More detailed inventory information can be collected from Systems Management Server 2.0 clients by enabling hardware inventory on the converted site.

	SNA Senders
	No
	Systems Management Server 2.0 does not support the SNA sender; but it does support an SNA RAS sender. A Systems Management Server 1.2 site cannot use SNA sender to communicate with a Systems Management Server 2.0 site. 

	Site Groups
	No
	

	Pending MIF files
	No
	MIF files on the site server waiting to be processed are deleted. MIF files on the client are delivered to and processed at the upgraded site after the client has been upgraded. 

	Custom architecture data
	Yes
	Custom architecture is converted to the new schema during upgrade, and it can be accessed through Systems Management Server 2.0 queries.

	Collected files
	No
	Collected files are deleted when the Systems Management Server 1.2 directories in which they are stored are deleted. If you want to be able to look at the files you have collected from your Systems Management Server 1.2 clients after the upgrade, make a backup copy outside of the Systems Management Server 1.2 directory tree before upgrading.

	Systems Management Server Events
	No
	Systems Management Server 2.0 uses status messages, which are structured differently and are more detailed than Systems Management Server 1.2 events. Systems Management Server 2.0 can be configured to report status messages as Events to the Windows NT Application Event log.

	Security Manager settings
	No
	The security settings in Systems Management Server 2.0 do not rely on SQL Server security and are more granular than in Systems Management Server 1.2. Upgraded sites have the same default security settings as a new Systems Management Server 2.0 site.

	SQL Server views
	Yes
	Views of Systems Management Server 1.2 data used by Crystal Reports 4.5 are converted to Systems Management Server 2.0 views but are not maintained automatically after upgrade. In Systems Management Server 2.0, you do not need views of the data because the version of Crystal Info included with Systems Management Server 2.0 accesses the data directly rather than through a view.

	SMSID
	Yes 
	The Systems Management Server 1.2 SMSID that identifies the client is used for creating a Systems Management Server 2.0 GUID during a client upgrade.


Systems Management Server 1.2 CLIENT UPGRADES

Prior to Systems Management Server 1.2 Clients Being Upgraded:

After the Systems Management Server 1.2 Site Server is upgraded, the clients are not upgraded by default. Systems Management Server 2.0 components do not get installed on version 1.2 clients until “Client Discovery” and “Client Installation Methods” are enabled. 

Windows 32-bit clients will not generate Package Command Manager (PCM) or Program Group Control (PGC) traffic during Systems Management Server 2.0 upgrade of the client’s Systems Management Server site. PCM pending packages do not show up as executable after Systems Management Server Site upgrade. Windows 32-bit clients will not cause user problems when the client can no longer connect to its Systems Management Server Logon Server or default package server.
Three Client Upgrade Methods:

· Enabling “Network Logon Client Installation” will update the logon scripts to use smsls.bat

· Running the Systems Management Server Installation Wizard or Smslogon\x86.bin\00000409\ smsman.exe from the smslogon share will begin the client upgrade process

· Enabling “NT Remote Client Install (NT Push)” will automatically upgrade Windows NT Clients when they fall within the pre-defined rules of machines that are to be upgraded using this method.

Operating Systems Used by Current Clients:

Systems Management Server 2.0 does not support clients that have the following operating systems:

· MS-DOS® (without Microsoft Windows)

· IBM OS/2 

· Macintosh System 

If your current site includes clients running these operating systems, you have two options:

· Upgrade the clients to an operating system that Systems Management Server 2.0 supports. (This option applies to MS-DOS and OS/2 clients only.)

· Maintain one or more Systems Management Server 1.2 sites in your site hierarchy to support these clients.

Note: Please refer to the Systems Management Server 2.0 Administrator’s Guide, Chapter 5, “Upgrading from Systems Management Server 1.2 to Systems Management Server 2.0” for more information regarding client upgrade issues.

Systems Management Server 1.2 SECONDARY SITE UPGRADES

When a parent site is upgraded, its secondary sites are not automatically upgraded. This makes it easy for you to maintain some Systems Management Server 1.2 secondary sites in your hierarchy to support clients with operating systems that are not supported by Systems Management Server 2.0. 

Note: You cannot change the properties of a Systems Management Server 1.2 secondary site that is attached to a Systems Management Server 2.0 primary site. If you keep a Systems Management Server 1.2 secondary site in your hierarchy, you must do one of the following:

· Maintain a Systems Management Server 1.2 parent site to administer the secondary site.

· Configure all of the secondary site settings before you upgrade the parent site to Systems Management Server 2.0.

In some ways, upgrading a secondary site is simpler than upgrading a primary site because a secondary site has no Systems Management Server site database. A secondary site upgrade removes the Systems Management Server 1.2 components from the site server and helper servers and installs Systems Management Server 2.0 components on the site server. The upgrade process preserves the site code of the secondary site and its parent site and preserves the sender information that is used to communicate between sites. 

Note: Status information from the upgraded secondary site will not include information about the progress of the upgrade. After the upgrade is complete, the parent site receives a site control file from the secondary site. 

Three Secondary Site Upgrade Options:

1)
Download the upgrade from the parent site:

Select this option when the secondary site does not have an administrator who can perform the upgrade and when the impact on inter-site bandwidth is not a concern. Each site upgrade involves the transmission of approximately 65 MB of data. You can upgrade up to five secondary sites at one time.

2)
Initiate upgrade from the parent site using source files located at the secondary site.

Select this option when you want to control the upgrade from the primary site, but want to minimize the impact on inter-site bandwidth. 

3) 
Upgrade locally at the secondary site server using the Systems Management Server installation compact disc:

Select this option when the secondary site has an administrator who can perform the upgrade or when the impact on inter-site bandwidth is a concern. If you plan to initiate the upgrade from the parent site but complete the installation at the secondary site, make sure the source files are at the secondary site. At the secondary site, the Systems Management Server 2.0 compact disc must be inserted into a drive that is accessible from the secondary site server. Alternatively, you must copy all of the files (both i386 and Alpha, even if you are using only one of these platforms) to a network drive at the secondary site before you begin the upgrade. 

Note: As soon as you have run the Secondary Site Upgrade Wizard at the primary site, the secondary site’s properties appear in the details pane when its parent site is selected in the console tree. However, the secondary site’s properties do not appear under the parent site in the console tree until the primary site receives the site control file from the upgraded secondary site. This can take up to 24 hours.

FREQUENTLY ASKED QUESTIONS

QUESTION: I see the following error on the CONV20 screen and in the conv20.log. What’s wrong?

Putting database in single-user mode. - [11/10/98 12:43:29] 
SQL Msg #6102> Only the System Administrator may use the KILL command. 
Could not kill a process 
Unable to put database in single-user mode.  Exiting.

ANSWER: The convert program could not put the database in single-user mode. It puts the database in single-user mode when performing the database conversion and upgrade. You would need to close all Systems Management Server 1.2 Administrator windows, SQL Enterprise Manager, iSQL window, or anything else that might prevent the conv20.exe from putting the Systems Management Server database in single-user mode.

QUESTION: Should I upgrade to Microsoft SQL Server 7.0 before upgrading the Systems Management Server site from version 1.2 to 2.0?

ANSWER: Microsoft Product Support Services does not recommend or support the use of SQL Server 7.0 (either in native mode or in SQL Server 6.5 compatibility mode) as the database engine for Systems Management Server 1.2, so it is best to upgrade to SQL Server 7.0 after upgrading to Systems Management Server 2.0.

For More Information

For the latest information on Systems Management Server, check out our World Wide Web site at http://www.microsoft.com/smsmgmt. 
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